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1. Introduction
In the RAN3 #51bis meeting, LTE_ACTIVE Mobility for HO failure cases was discussed [1], and it was identified that:

1) if no logical connection between eNodeBs exist, UE will be forced to go to IDLE and re-connect; release of old S1 connection from aGW,
2) else UE context forwarding on X2,

3) in case of failed HO no special treatment of UP to avoid data loss.
Although bullet point 1) was identified, the detailed procedure in such a failed HO case is not described in TR R3.018. In this document, we discuss the possible procedures for bullet point 1).
2. Discussion
It was agreed that it is assumed that there always exists an X2 interface between the eNodeBs that need to communicate with each other, e.g. for support of handover of UEs in LTE_Active [2]. On the other hand, it is expected that it should be sufficient to establish trusted associations only between those eNodeBs which are topological neighbours [3]. Hence, it should be clarified whether it is sufficient, and if so, the procedure for HO failure case for bullet point 1) in section 1 should be specified.
In the following discussion, it is assumed there may be no logical trusted connection between Source eNodeB and the new eNodeB in HO failure case.
2.1. Assumption
In this discussion, we assume the following assumptions.
· There is no logical trusted connection between Source eNodeB and the new eNodeB, i.e. new eNodeB can not retrieve UE context from Source eNodeB directly.
· UE is not able to gain access in the target cell and UE tries to connect with other new eNodeB, e,g. when passing through a long tunnel or an underground.
· UE is provided only with the default IP bearer service (for the simplification of explanation).
· This scenario might not occur so frequently but at least the service interruption time should be minimized as much as possible.
Note: in this document, HO procedure based on current UMTS is applied as much as possible since it is not decided yet.
2.2. Possible Alternatives

When considering the procedure in HO failure cases, we think there are three possible alternatives.
Alt.1) UE will be forced to go to LTE_IDLE and SAE Bearer will be re-established.
Alt.2) UE will keep LTE_ACTIVE and SAE Bearer will be re-established.
Alt.3) UE will keep LTE_ACTIVE and SAE Bearer will be kept.
· UE context will be forwarded from Source eNodeB to new eNodeB via aGW.
In the following part, we discuss the above three possible alternatives.
Alt.1) UE will be forced to go to IDLE and SAE Bearer will be re-established.
Figure 1 shows the detailed Alt.1 procedure. Steps 1 to 6 in the figure are applied to every alternative. On Cell Update reception, as new eNodeB doesn’t have RRC context for the UE, new eNodeB will force the UE to go to LTE_IDLE (Step 6~7). After RRC connection has been setup between UE and new eNodeB, UE will send Service Request to the aGW (Step 8~9). aGW will initiate security mode procedure (Step 10). aGW will initiate SAE Bearer Establishment procedure via new eNodeB. (Step 11~13) On the completion of step 13, user session will be able to be served.
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Figure 1 HO procedure in radio failure case: Alternative 1
Alt.2) UE will keep LTE_ACTIVE and SAE Bearer will be re-established.
Figure 2 shows the detailed Alt.2 procedure. On Cell Update reception, although new eNodeB doesn’t have RRC context for the UE, new eNodeB will send Cell Update Confirm to the UE (Step 6~7). UE will send Service Request to the aGW (Step 8). aGW will initiate security mode procedure (Step 9). aGW will initiate SAE Bearer Establishment procedure via new eNodeB (Step 10~12).
Comparing to Alt.1), RRC connection is re-established by Cell Update Confirm instead of RRC Connection Release and RRC Connection Establishment in Alt.1).
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Figure 2 HO procedure in radio failure case: Alternative 2
Alt.3) UE will keep LTE_ACTIVE and SAE Bearer will be kept.
· UE context will be forwarded from Source eNodeB to new eNodeB via aGW.
Figure 3 shows the detailed Alt.3 procedure. On Cell Update reception, as new eNodeB doesn’t have RRC context for the UE, new eNodeB will send Context Request to the aGW (Step 7). UE context will be forwarded from Source eNodeB to new eNodeB via aGW (Step 8~10). New eNodeB will validate Integrity Protection of RRC message (Cell Update) which was received from the UE in Step 6 and send Cell Update Confirm to the UE and HO Complete to the aGW, respectively (Step 11~13).
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Figure 3 HO procedure in radio failure case: Alternative 3
2.3. Comparison of the three alternatives

We compared three alternatives from perspectives of the number of signaling exchange, recovery time, radio resource efficiency, and a terminal processing load. The parameters we used for recovery time evaluation are quoted from [4]. Table 1 shows the comparison results.
From the results of the number of signaling exchange, radio resource efficiency, and a terminal processing load, Alt. 1 and 2 need more signaling and processing loads than Alt. 3. Furthermore, the result of recovery time shows that Alt. 1 and 2 are almost twice as the Alt. 3.
Table 1 Comparison Result of three alternatives
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3. Conclusion
We discussed the possible procedure for HO failure cases that there exists no logical trusted connection between Source eNodeB and new eNodeB.
First it is proposed to confirm the current understanding in RAN3 on the procedure for:

· if no logical connection between eNodeBs exist, UE will be forced to go to IDLE and re-connect; release of old S1 connection from aGW,

In addition, from the comparison results, we think that UE context in Source eNodeB should be used while Source eNodeB keeps the UE context, e.g. Alt. 3, due to;

· less complexity in the perspective of total signaling exchange, and

· some gains in the perspective of user experience, radio resource efficiency and terminal processing load.
Note: UE context removal handling of eNodeB is FFS.
It is proposed to agree that UE context in Source eNodeB should be used while Source eNodeB keeps the UE context in HO failure case. In addition, it is proposed to discuss the HO failure handling in case that Source eNodeB does not have UE context.
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