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1
Introduction

This document is similar to R2-060961 which has been presented to RAN 2 in order to provide some information on a possible SAE QoS architecture.

This document provides an overview of the expected QoS architecture and proposes some updates to the SA 2 TR 23.882.

2
QoS Architecture

The below is an illustration of the flow of QoS information between the network entities and UE:
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2.1
Basic Principles

· QoS control is performed on an IP flow basis, and therefore a DSCP / QoS Class is associated with each IP flow identified by IP filtering.

· The QoS provided to UE as a default shall be non-real time (i.e. equivalent to current Interactive and Background traffic class.

· Real-time QoS is only provided through network controlled means (e.g. through IMS signalling and PCRF controlled).

· The PCRF is shown interfacing to the MME because the MME is the control plane part of the "MME-UPE". Note that this may be different to pre-SAE 3GPP systems where the PCRF interfaces to the GGSN.

.

2.2
The QoS information

The parameters which make up the QoS context are made up of the following:

DSCP:
The DiffServ code points (DSCP) are used over the S1 interface. In the uplink the DSCPs in the IP packets of the S1 interface are set by the eNodeB and are used as an input in the charging functions in the UPE.  In the downlink the UPE sets the DSCPs in IP packets of the S1 interface to indicate that the contained packet should be treated with a certain QoS profile over the radio.
QoS Class:
The QoS class information is made up of Traffic Class (in terms of Diffserv: AF 1-4, EF or BE), peak and average bit rates.

Flow ID:
The Flow ID is used by the MME to tie the QoS information provided by the PCRF to the QoS profile in the eNodeB. The eNodeB then uses the Flow ID to request (schedule) uplink packets from the UE from the correct QoS flow.

IP Filtering:
The IP Filtering parameter is used by the MME to instruct which IP flow (Source and Destination IP address and ports) are allowed on the link. The UPE is responsible for the policing of the IP Filtering.

Other QoS
This information would be parameters such as ARP and Emergency call information, and possibly 'maximum delay' (which for conversational/streaming might be important information for the Scheduler of the shared channel resources..

The PCRF provides QoS Context information for each application layer service/session, identified by the IP filtering information that requires QoS.

The MME maps the PCRF provided information (per application layer sessions) to Flow IDs, i.e. the MME decides whether to multiplex different application sessions onto the same Flow ID or it generates a new Flow ID for the session. 

The following table provides information about which QoS information is required at which network entity:

	Entity
	IP Filtering Information
	QoS Class / DSCP
	Flow ID
	Other QoS parameters

	PCRF
	X
	X (per IP filtering info)
	
	

	MME
	X
	X
	X
	X

	UPE
	X
	X
	-
	X

	eNodeB
	-
	X
	X
	X

	UE
	X
	- 
	X
	? (bit rates?)


3
The UE Attach procedure

The Attach procedure performs two functions: Allowing the UE to register the most appropriate MME and the activation of the Primary/Default Context. The flow of QoS information relating to the UE Attach procedure is illustrated below:
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When the UE attaches to the network, the MME creates a UE context which is downloaded to the eNodeB whenever the UE enters RRC Active state. In addition, the eNodeB uses a default QoS handling for all the cases where the UE context has not been received from the network, i.e. for the first uplink packets and control messages.

The Default Context created by the Attach procedure provides a default QoS for the UE which is used for all background and interactive traffic. 

The HSS provides information with a similar structure as per existing MAP procedures (i.e. information per subscribed APN).

4
Context modification 

When the UE is performing any traffic which requires conversational or streaming QoS, the network establishes additional QoS flows for the UE, as described below: 
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The PCRF instructs the MME to configure the system to support a QoS flow for a certain service for an attached UE, providing the MME with the full QoS context information.

For services which do not require guaranteed QoS, the MME only needs to contact the eNodeB if the MME determines that a new Flow ID or maximum bit rate is needed.

For services which require a guaranteed resources the MME first contacts the eNodeB to ensure there is sufficient radio resource available. In the case there is insufficient resources on the eNodeB, the MME informs the PCRF and the procedure is terminated. In the case where it is successful, for these services the eNodeB is required to inform the MME when it is no longer capable of providing the guaranteed bit rates for specific flows. 

This signalling process is repeated when the PCRF instructs the MME that the UE should no longer be provided a specific QoS flow. In this case, the MME needs to initiate the modification or deletion of this QoS flow at the UPE, eNodeB and UE.

5
Additional Context Activation 

When the UE requires the activation of a Context to a different APN, the QoS information flows are similar to those of the Attach procedure, with the exception that there is no "step 2: contact HSS". The procedure to activate an additional Context to a different APN is described below: 
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The PCRF instructs the MME to configure the system to support a QoS flow for a certain service for an attached UE, providing the MME with the full QoS context information.

Along with the QoS information, the UE is allocated a new IP address, UPE Address, and UE ID associated to that UPE.

6
Open questions:

Do we have sufficient DSCP code points for the QoS between the UPE and the eNodeB? 

· .

7
Proposal

It is proposed that the following updates are made to TR 23.882. ***********************************************************************************************

7.12
Key Issue QoS concepts

7.12.1
Description of Key Issue QoS concepts

The key issue on QoS concepts encompasses the following aspects:

-
Means for providing enhanced QoS for services that require QoS or policies beyond what the default IP access bearer provides;

-
An SAE/LTE QoS profile that is simple compared to the current UMTS QoS profile (i.e. UMTS bearer service attributes). Possible simplification through QoS control based on service classes shall be studied. 

At the same time complex mapping mechanisms between SAE/LTE QoS profile and the UMTS QoS profile are to be avoided. Multiple mappings between UMTS and SAE/LTE QoS profiles should not result in QoS changes.

-
Signalling of QoS profiles and signalling for Resource Establishment or Resource Reservation, including the direction of such signalling procedures (i.e. Network initiated / UE initiated);


It should also be studied whether/how the current UMTS signalling model can be simplified by deriving IP bearer level and RAN level QoS and policy configuration from QoS-related signalling that is performed on application-level (e.g. IMS). This includes study of the use of per-packet QoS-related information (e.g. DSCP markings).

7.12.2
QoS Concept

The MME/UPE/Inter AS Anchor (Access Gateway – aGW for short in this clause) will receive a PCC rule including QoS request from the PCRF each time a new service is requested by the UE. If the requested QoS can not be provided by the default IP bearer/connectivity service additional SAE bearer services are required, details about establishment are FFS.

The aGW receives from the PCRF the details about the end-to-end services that need to be transferred, i.e. filters describing the IP flows and related QoS description (at least bit rate information and a "traffic class" representing the delay/priority requirement). The aGW may generate an aggregate for each traffic class consisting of all the end-to-end-services that are mapped to the same traffic class and their combined QoS description (at least bitrate). The eNodeB receives the aggregate QoS descriptions for each SAE bearer service. Whenever an end-to-end service is going to be started/terminated/modified, the aGW receives the relevant information, updates the aggregated QoS description and forwards it to the eNodeB.

Both, UE as well as aGW perform the mapping of the end-to-end-service IP flows to SAE bearer service(s).

In order to be able to differentiate between packets belonging to different SAE bearer services the eNodeB and the aGW needs to be aware of the aggregate QoS description of an SAE bearer. The eNodeB uses it for scheduling (DL) and policing (UL) and the aGW for policing (DL+UL).

For downlink, the nodeB treats the IP packets according to the aggregate QoS description of the SAE bearer service. For the uplink, the eNodeB polices each IP packet against the aggregate QoS description of the SAE bearer service.

7.12.3
SAE Bearer Service Architecture
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Figure 7.12-1 SAE Bearer Service Architecture

It is FFS whether one or multiple AGWs serve a UE.

The SAE bearer service layered architecture is depicted in Figure 7.12-1. The definition of a bearer service as given in TS 23.107 is still applicable:

-
A bearer service includes all aspects to enable the provision of a contracted QoS. These aspects are among others the control signalling, user plane transport and QoS management functionality.

The SAE Bearer Service provides:

-
QoS wise aggregation of IP end-to-end-service flows;

-
IP header compression (and provision of related information to UE);

-
UP encryption (and provision of related information to UE);

-
if prioritised treatment of end-to-end-service signalling packets is required an additional SAE bearer service can be added to the default IP service;

-
provision of mapping/multiplexing information to the UE;

-
provision of accepted QoS information to the UE.

The SAE Radio Bearer Service provides:

-
transport of the SAE Bearer Service data units between eNodeB and UE according to the required QoS;

-
linking of the SAE Bearer Service to the respective SAE Bearer Service.

The SAE Access Bearer Service provides:

-
transport of the SAE Bearer Service data units between aGW and eNodeB according to the required QoS;

-
provision of aggregate QoS description of the SAE Bearer Service towards the eNodeB;

-
linking of the SAE Access Bearer Service to the respective SAE Bearer Service.

7.12.4
Radio Resource Establishment and QoS Signalling

Resource Establishment and QoS Signalling handle the provisioning of QoS/policy information to the network entities that control radio/network resources. Radio/network resources are controlled applying information about the users' subscription, the UE's and the radio/network capabilities, the availability of radio/network resources, certain operator policies, and what services are being used.

It is assumed that resources can always be granted even though the requested QoS may not, i.e. the QoS can be downgraded by the network/radio. It is FFS to which extent a negotiation/re-negotiation of requested network resources shall be possible.

Resource Establishment and QoS Signalling assume a preceding signalling of QoS requirements. This could be either by application signalling (e.g. IMS) or by IP bearer signalling. It is FFS if this will lead to the establishment of additional IP bearers (comparable to UMTS PS bearers).The application signalling takes place on the already established resources of the default IP access bearer. An application function performs the negotiation with the UE on media components and their characteristics and provides the relevant information to the PCRF. In case of IP bearer signalling, it is FFS whether the UE or the network is responsible for requesting the appropriate QoS parameters.

The Resource Establishment is triggered by a resource request from the PCRF which translates the media information into the necessary Policy/QoS information or by IP bearer signalling which contains the Policy/QoS information. In the latter case it is assumed that the network performs a QoS authorization beforehand which adds the Policy information to the bearer signalling. It is FFS whether triggering of the Resource Establishment by the PCRF should be also supported for non-IMS services.

The Resource Establishment function contains both, the functions that are needed to setup network and radio resources and the respective signalling towards the UE to bind the radio resources to the application layer and provide it with the authorised QoS.

The MME/UPE checks whether the granted resources correspond to the limits defined in the subscription profile of the user and initiates a resource assignment towards the radio part of the network.

The responsible LTE-RAN function checks the availability of resources and sets up the required resources and finally informs the UE on the radio resources configuration for the service and which resources are linked to which IP or session flows.

NOTE:
Allocation of LTE-RAN functions to logical entities is FFS in RAN WGs.
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Figure 7.12-1: Information flow for Resource Establishment in the Radio Network

1)
The UE has a signalling relation established with the network which performs on the default IP access bearer.

2)
The MME/UPE is triggered by a resource request which contains Policy/QoS Information corresponding to the requested service.

3)
The MME/UPE checks the UE's subscription, performs admission control according to the received QoS information and available resources and applies the received policy information.

NOTE:
The location of the policy enforcement point is FFS, it might be located in the (inter-access-) mobility anchor).

4)
MME/UPE initiates the Resource Establishment towards the responsible LTE-RAN functions.

5)
The responsible LTE-RAN functions perform admission control. Translation of the received QoS information into radio QoS information is expected to be necessary. The allocation of radio resources and the appropriate configuration of the scheduler are performed according to the translated QoS information.

6)
The UE is provided with information about the radio configuration necessary for the service and related information to link radio resources with IP or session flows.

7)
The MME/UPE is informed about the successful outcome of the resource establishment.

8)
The MME/UPE reports the outcome of the resource establishment together with the negotiated QoS.

7.12.5
Overall QoS Architecture

7.12.5.1
Overview

The below is an illustration of the flow of QoS information between the network entities and UE:
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7.12.5.2
Basic Principles

· QoS control is performed on an IP flow basis, and therefore a DSCP / QoS Class is associated with each IP flow identified by IP filtering.

· The QoS provided to UE as a default shall be non-real time (i.e. equivalent to current Interactive and Background traffic class.

· Real-time QoS is only provided through network controlled means (e.g. through IMS signalling and PCRF controlled).

· The PCRF is shown interfacing to the MME because the MME is the control plane part of the "MME-UPE". Note that this may be different to pre-SAE 3GPP systems where the PCRF interfaces to the GGSN.

.

7.12.5.3
The QoS information

The parameters which make up the QoS context are made up of the following:

DSCP:
The DiffServ code points (DSCP) are used over the S1 interface. In the uplink the DSCPs in the IP packets of the S1 interface are set by the eNodeB and are used as an input in the charging functions in the UPE.  In the downlink the UPE sets the DSCPs in IP packets of the S1 interface to indicate that the contained packet should be treated with a certain QoS profile over the radio.
QoS Class:
The QoS class information is made up of Traffic Class (in terms of Diffserv: AF 1-4, EF or BE), peak and average bit rates.

Flow ID:
The Flow ID is used by the MME to tie the QoS information provided by the PCRF to the QoS profile in the eNodeB. The eNodeB then uses the Flow ID to request (schedule) uplink packets from the UE from the correct QoS flow.

IP Filtering:
The IP Filtering parameter is used by the MME to instruct which IP flow (Source and Destination IP address and ports) are allowed on the link. The UPE is responsible for the policing of the IP Filtering.

Other QoS
This information would be parameters such as ARP and Emergency call information, and possibly 'maximum delay' (which for conversational/streaming might be important information for the Scheduler of the shared channel resources..

The PCRF provides QoS Context information for each application layer service/session, identified by the IP filtering information that requires QoS.

The MME maps the PCRF provided information (per application layer sessions) to Flow IDs, i.e. the MME decides whether to multiplex different application sessions onto the same Flow ID or it generates a new Flow ID for the session. 

The following table provides information about which QoS information is required at which network entity:

	Entity
	IP Filtering Information
	QoS Class / DSCP
	Flow ID
	Other QoS parameters

	PCRF
	X
	X (per IP filtering info)
	
	

	MME
	X
	X
	X
	X

	UPE
	X
	X
	-
	X

	eNodeB
	-
	X
	X
	X

	UE
	X
	- 
	X
	? (bit rates?)


7.12.6
UE Attach procedure and QoS

The Attach procedure performs two functions: Allowing the UE to register the most appropriate MME and the activation of the Primary/Default Context. The flow of QoS information relating to the UE Attach procedure is illustrated below:
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When the UE attaches to the network, the MME creates a UE context which is downloaded to the eNodeB whenever the UE enters RRC Active state. In addition, the eNodeB uses a default QoS handling for all the cases where the UE context has not been received from the network, i.e. for the first uplink packets and control messages.

The Default Context created by the Attach procedure provides a default QoS for the UE which is used for all background and interactive traffic. 

The HSS provides information with a similar structure as per existing MAP procedures (i.e. information per subscribed APN).

7.12.7
Context modification 

When the UE is performing any traffic which requires conversational or streaming QoS, the network establishes additional QoS flows for the UE, as described below: 
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The PCRF instructs the MME to configure the system to support a QoS flow for a certain service for an attached UE, providing the MME with the full QoS context information.

For services which do not require guaranteed QoS, the MME only needs to contact the eNodeB if the MME determines that a new Flow ID or maximum bit rate is needed.

For services which require a guaranteed resources the MME first contacts the eNodeB to ensure there is sufficient radio resource available. In the case there is insufficient resources on the eNodeB, the MME informs the PCRF and the procedure is terminated. In the case where it is successful, for these services the eNodeB is required to inform the MME when it is no longer capable of providing the guaranteed bit rates for specific flows. 

This signalling process is repeated when the PCRF instructs the MME that the UE should no longer be provided a specific QoS flow. In this case, the MME needs to initiate the modification or deletion of this QoS flow at the UPE, eNodeB and UE.

7.12.8
Additional Context Activation 

When the UE requires the activation of a Context to a different APN, the QoS information flows are similar to those of the Attach procedure, with the exception that there is no "step 2: contact HSS". The procedure to activate an additional Context to a different APN is described below: 
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The PCRF instructs the MME to configure the system to support a QoS flow for a certain service for an attached UE, providing the MME with the full QoS context information.

Along with the QoS information, the UE is allocated a new IP address, UPE Address, and UE ID associated to that UPE.

7.12.9
Impact on the baseline CN Architecture

Editors Note:
It is FFS whether there is any particular impact.

7.12.10
Impact on the baseline RAN Architecture

Editors Note:
It is FFS whether there is any particular impact.

7.12.11
Impact on terminals used in the existing architecture
Editors Note:
It is FFS whether there is any particular terminal impact.
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