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1. Introduction

In 3GPP Rel-5, the Shared Network Access Control (SNAC) function was introduced in order to enable means to control the access of UEs in connected mode in shared network environment. Mainly due to the coordination of connection with PS/CS domains, this controlling function resides in the UTRAN i.e. in the RNC. 

This function is mainly described in 3GPP TS 25.401 and TS 25.413.

This contribution is intended to raise the issue of the handling of emergency calls when the SNAC function is used.

2. SUMMARY OF the issue

The CN can provide SNA Access Information to UTRAN after signalling connection establishment. SNA Access Information consists of a set PLMN identities (PLMN-ID) and a set of shared network area codes (SNAC) for each PLMN, which UE is allowed to access. UTRAN performs access control based on the received user specific SNA Access Information, i.e. it allows the UE to access only those shared network areas indicated by the CN. If there are no allowed shared network areas available, then UTRAN initiates connection release towards CN and the call is released according 3GPP release 5 specifications.

In case of emergency call, the call should not be released even if there are no allowed shared network areas available. There should not be any issue with SIMless emergency calls, because no access control will be performed for that (no SNA Access Information sent to UTRAN), so they are not considered in this document.

UE may indicate that the call is emergency call to UTRAN in RRC Connection Setup signalling if it knows it, based on the called number and the emergency call number database in the UE. Thus, the two next sections will look into the following cases:

·
- when UE knows that the call is an emergency call

·
- when UE does not know that the call is an emergency call

2.1 UE knows that the call is an emergency call

When the UE knows that the call is an emergency call it indicates it to UTRAN in RRC Connection Setup signalling. This indication is provided also to the CN in CM Service Type parameter in CM Service Request message at the very beginning of the call establishment.

In accordance with current 3GPP REL-5 specifications, there is a possibility for handling (circuit switched) emergency voice calls if the circuit-switched domain of the core network knows that the call is an emergency call. In such circumstances, the circuit switched core network sends a RANAP:COMMON ID message as soon as the IMSI is known, but does not send the SNA AI for the UE. By not transmitting the SNA AI, it is intended that this access information cannot be used to terminate the emergency call, and hence the emergency call will not be dropped due to the SNA access restraints for the UE. However such necessary behaviour, although possible, is not specifically clarified anywhere in 3GPP Rel-5 specifications.

The sole statement about the handling of emergency voice calls (circuit switched) can be found in 3GPP TS 23.009 “Handover procedures”. Here is an extract of the section “4.3.1 Role of 3G_MSC_A” from 3GPP TS 23.009 (Release 5):

For network sharing (see 3GPP TS 25.401 [20], subclause 7.2.3) 3G MSC-A shall send the SNA information to 3G_MSC-B except for emergency calls.

However two other scenarios are still not handled at all in Release 5 3GPP specifications:

· Nothing prevents the PS CN in case of new established Iu-ps, while Iu-cs connection for emergency call is ongoing, to still send the SNA Access Information. It remains not specified in Release 5 3GPP specification, whether the RNC shall have a different behavior than releasing the connection upon receiving the SNA Access Information from CN, when it knows that both the ongoing call is an emergency call and at the same time the UE is not allowed to access its current or a given future location area.

· If relocation happens and both Iu-cs connection for which emergency call is ongoing and Iu-cs connection are relocated to a given target RNC, the PS CN will still send the SNA Access Information. It remains implementation dependent how the RNC shall handle the above situation of receiving one RANAP:RELOCATION REQUEST message without SNA Access Information from CS-CN and a similar message from PS-CN but this time with the SNA Access Information.

2.2 UE does not know that the call is an emergency call

When the UE does not know that the call is an emergency call it does not provide emergency call indication to UTRAN in RRC Connection Setup signalling, nor to CN in CM Service Request. Indeed UE indicates a normal “Mobile Originated call establishment” call in CM Service Type in CM Service Request message. MSC may initiate security procedures; at least security mode setting procedure is performed. After security procedures MSC sends a RANAP:COMMON ID message including SNA Access Information (if available) to the RNC.

According to Release 5 3GPP specifications, upon reception of SNA Access Information, RNC shall perform access control and shall initiate immediately release of the connection if UE does not have any access right in the current location area.

Only after the number analysis the CS core network finds out that the call is an emergency call. Even in the case the CS CN knows after the analysis that it is an emergency call, the PS CN does not know it, thus the same two issues as mentioned below in the previous section are also valid here.

3. DISCUSSION

As already said above, UE may indicate that the call is emergency call to UTRAN and CN in the initial access (i.e. RRC Connection Establishment and CM Service Request) if it knows it based on the called number and the emergency call number database in the UE. Thus, a solution is needed for both cases:

·
- when UE knows that the call is an emergency call and thus signals it to UTRAN/CN as well before the SNAC function is performed in RNC

·
- when UE does not know that the call is an emergency call and CN only figures it out after the number analysis.

3.1 UE knows that the call is an emergency call

In this case, two solutions can be considered:

· the CN takes the responsibility to ensure that the UTRAN SNAC does not release the emergency call by not sending the SNA Access Information in case of emergency call, as already slightly suggested in 3GPP TS 23.009.

· The CN still sends the SNA Access Information in case of emergency call, but the RNC takes the responsibility to ensure that the its SNAC function does not release the emergency call.

It appears directly that the first solution has many drawbacks and holes due to the handling of CS/PS coordination and the location of the SNAC function in the UTRAN. Indeed the solution 1 does not solve the two cases mentioned above related to a new Iu-ps initiated connection or a relocation of both Iu-cs and Iu-ps.

The second solution seems much more adequate to the fact that the SNAC function is located in RNC. Indeed if RNC has both knowledge of the SNA Access Information for the user and whether a current connection (e.g. RAB) for this user is for an emergency call, the RNC has all the means to inhibit the SNAC function for that specific connection.

With other words, one potential solution can be describe along the following lines:

· The CN shall still be allowed to send the SNA Access Information to the UTRAN

· Thanks to the indication of emergency call from UE via RRC signalling and/or from CN over Iu via adequate RANAP signalling, UTRAN shall not perform access control by using the SNA Access Information as long as the emergency call is ongoing. After the emergency call is released, UTRAN shall perform access control as it does on case of all other type calls/sessions/etc.

· The UTRAN shall still be allowed to perform access control by using the SNA Access Information for other potential connection that may happen while the emergency call is ongoing, e.g. incoming MMS from PS-domain while CS emergency call is ongoing.

3.2 UE does not know that the call is an emergency call

When the UE does not know that the call is an emergency call it does not provide emergency call indication to UTRAN in RRC Connection Setup signalling, nor to CN in CN Service Request. Only after the number analysis the CS core network finds out that the call is an emergency call. The number analysis is normally done after the security procedure but before the RAB establishment for the call. As said above, the MSC may then, after security procedures, sends a RANAP:COMMON ID message including SNA Access Information (if available) to the RNC, without knowing yet that the “Mobile Originated call establishment” is in fact for an emergency call.

Considering the second solution above, the handing of this scenario would require one of the two following alternatives:

· either the RNC waits a certain time (e.g. according to a timer) before performing its SNAC function, in order to ensure required time for CN to analyse the number and sends a specific indication of emergency call in the RAB assigment request for instance.

· Or the RNC relies on CN to finally release the Iu or not after the number analysis, i.e. the RNC could still send the IU RELEASE REQUEST message (with cause value “Access Restricted due to Shared Network” but will wait to receive the IU RELEASE COMMAND message from CN before releasing the Iu and RRC connection. In case the CN finds out that the “Mobile Originated call establishment” is in fact for an emergency call, it shall indicate it to RNC via adequate RANAP signalling (e.g.an emergency call flag in the RAB ASSIGNMENT REQUEST nessage) instead of sending the IU RELEASE COMMAND message.

It should be noted that these two alternatives are somehow related to another issue currently discussed in RAN3 for the SNAC function: the NAS/AS coordination of NAS:LAUreject and RANAP:Iu release procedure in case of Location Area update by a UE under a forbidden area.

This issue of emergency call handling with SNAC function is one additional reason why Nokia prefers the so-called solution 1 for the NAS/AS coordination issue. Indeed Nokia believes the so-called solution 1 for this issue will avoid the need of an additional timer for RNC.

However the intention of this contribution is neither to defend a certain solution for another issue nor it is to discuss this other issue. In order to solve both the issue raised in this contribution and the NAS/AS coordination issue, they should be discussed as separately and independently as possible.

In the case a timer in RNC is still needed, the handling of that timer could potentially be according to the following lines:

· The timer may only start when the SNA access control function rejects the access, and the RNC does not have any indication that an emergency call is ongoing for which access control should be inhibited.

· Whilst the timer is running, the RNC does not release any radio access bearers nor any RRC/Iu connection independently i.e. the SNA access control is temporary inhibited.

· The timer then may only expire when:

· i) the RNC receives a RAB ASSIGNMENT with an emergency call flag set;

· ii) the RNC receives the IU RELEASE COMMAND from the core network (if there are two domains the RNC only releases the Iu toward the domain that initiates the Iu release);

· or iii) the configured time expires.

4. Conclusions and Proposal

It is proposed that first RAN3 discusses the issue raised and explained above and thus agrees on its relevance and the need to correct it in Rel-5.

Next it is proposed that RAN3 discusses the different potential solutions to solve this issue. If the preferred solution shortly presented in this document is also the one preferred by RAN3. Nokia would be glad to volonteer for drafting CRs to relevant RAN3 specifications i.e TS 25.401 and 25.413.

Finally it is proposed that RAN3 sends a LS to relevant 3GPP groups (e.g. SA2, CN1) in order to inform them about this issue, its impact as well as RAN3 discussion about it. Nokia is also willing to draft such LS.



















































































































