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1 Introduction

This contribution discusses the difference between completely unknown and known but unsupported IEs/features.

2 Discussion

RANAP, RNSAP and NBAP support the so called comprehension required functionality with a criticality indication. This was designed for compatibility between messages structured according to different standard versions, and the mechanism was to have a common mechanism to identify IEs, and subsequently identify those IEs that are not known, and an indication of what action is to be taken in such situation.

The original idea was that the criticality diagnostics would not be used within a version of a protocol to indicate that some functions are not supported. At the same time it was discussed that one message might contain IEs from different protocol versions, i.e. a new protocol version could be implemented incrementally by adding new IEs to the old messages.

-> A need exist for separating these two situations at least in some specific cases.

There is a possibility for inconsistency between implementations if for example the support of functionality related to an IE is optional, but there is a cause value to be used if the functionality is not supported, and at the same time the criticality is set to ignore. There is possible inconsistency if one node always claims the IE as not known (and does nothing), and another node uses the specific cause value to indicate that the functionality is not supported (other such examples exist as well, e.g. completely optional IE with criticality set to reject).

Note:
It is not clear if this is a relevant case for the current versions of the APs. Currently there are no such IEs in RANAP, i.e. the support of all IEs, even optional ones, is either mandatory, or completely optional so that there is no indication back if the function was not performed.

This can be avoided if certain rules are applied to when and how IEs become known.

3 How do IEs become known

The following principle could be applied for these rules:

· If within one EP, one new/modified IE is implemented from a new standard version, then all other new/modified IEs become known.

· Some of them may still remain unsupported, if they are meant to be optional (with or without indication back on whether the functionality had been supported).

· Other new EPs from that new standard version in other EPs can still remain completely unknown.

That way it would be clear that criticality is checked nad criticality handling is applied only when the IE is totally unknown, and it would always result in Criticality Diagnostics (possibly in Error Indication).

The down side of this approach is that it would require that all mandatory IEs in an EP from a new standard version are supported starting from the point when the first new IE in that EP is implemented.

Note:
it should be fair to assume that any node supporting the R99 standard should know all R99 IEs, and perform the functionality related to non support, and would not need to look at the criticality setting (which is needed for future nodes that no longer support R99).

It is therefore viewed that this rule would only apply for releases after R99.

4 Coordination of the criticality setting

Another alternative to at least partially solve the problem is that the criticality of an IE is set according to the nature of an IE so that it does not make a difference which response is given. In this situation, however, there would be two ways that are clearly different procedures, but essentially perform the same thing. Also it does not allow to record the difference of non support, which might be temporary and the non knowledge, which can only be cured by upgrade of the node.

5 Proposal

It is proposed that it is discussed and decided if certain rules are needed for the difference of unknown and known but unsupported IEs, or alternatively if it is enough to leave this to the implementation, and instead apply clear rules on how the criticality is assigned for new IEs so that there is no difference on whether an IE is considered as unknown or known and unsupported.
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