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1 Introduction
In RAN#72, R14 NB-IOT WI [1], it has the following objective for mobility part:

	Mobility and service continuity enhancements
· Enhancement(s) to connected mode mobility in order to improve service continuity and avoid NAS recovery for both CP and UP solutions without the increasing of UE power consumption.   [RAN2, RAN3, RAN4].


During RAN2#95bis, there were the following agreements relevant to UP solution:

	· Mobility is triggered by RLF
· RLF triggers RRC Connection Re-establishment 

· No additional mechanism is introduced to avoid NAS recovery for the CIOT UP solution

· FFS: Lossless mobility by retransmissions in the target cell (and forwarding data via X2 is supported). FFS whether any enhancements are needed.


In this paper, we will analyze the remaining issues while mobility happens for R13 NB-IoT UP solution and give the potential options to achieve better mobility performance in R14.
2 Discussion
2.1 Issue#1: signaling overhead for successful re-establishment
Illustrated as Figure 1, for UE capable of UP solution, in case RLF happens due to UE movement (e.g. UE moves from eNB1 to eNB2), data transmission will be terminated and RRC connection re-establishment procedure will be triggered. If RRC connection re-establishment is successful (Note: How to retrieve UE context and data forwarding depends on RAN3 decision, either RLF indication/HO preparation/SN status mechanism or R13 UP solution Retrieve UE context request/response mechanism), then data transmission can be recovered. From AS perspective, it is observed that 5 messages exchange to recover the radio connection (i.e. 3 Reestablishment messages + 2 Reconfiguration messages) will cause too much UE power consumption.
Observation 1: How to retrieve UE context and data forwarding for re-establishment procedure depends on RAN3 decision, either RLF indication/HO preparation mechanism or R13 UP solution Retrieve UE context request/response mechanism.

Observation 2: For UP solution, successful RRC Connection re-establishment procedure needs 5 Uu messages exchange to recover the radio connection (i.e. 3 Reestablishment messages + 2 Reconfiguration messages) which causes too much UE power consumption.
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Figure 1: RLF recovery of UP solution (AS level)

Based on the observation 2, for existing Re-establishment procedure, there are 5 messages exchange in order to recover the radio connection and data transmission. In order to achieve lower UE power consumption and better service continuity, there are 3 ways to be considered:

Option 1: Multiplexing RRCConnectionResestabishment (SRB0) and RRCConnectionReconfiguration (SRB1) [3]

Option 2: RRCConnectionResume (SRB1) as response to RRCConnectionReestablishmentRequest (SRB0) [2]
Option 3: RRCConnectionResestabishment on SRB1 without mandatory RRCConnectionReconfiguration
We think the situation is similar with what we had before for resume procedure, at that time, RAN2 discussed the options for how to deliver RRCConnectionResume message, and made the decision that there was no need to multiplexing RRCConnectionResume(SRB0) and RRCConnectionReconfiguration (SRB1) and one RRCConnectionResume(SRB1)  message is enough to configure SRB/DRB and reactivate security. Therefore, we suggest excluding option 1 firstly.
For option 2 and option 3, they have some similarity, i.e. to use one SRB1 message to achieve DRB configuration and security function and there is no need to send RRCConnectionReconfiguration message mandatorily, illustrated as Figure 2, and at least 2 messages exchange can be saved which can achieve better UE power consumption and faster service recovery. [Note: Context fetch and data forwarding between eNBs depends on RAN3 decision.]. We are fine for either option 2 or option 3 to use one SRB1 message to response RRCConnectionReestablishmentRequest (SRB0) message.
Proposal 1: To use one SRB1 message (i.e. RRCConnectionResume or RRCConnectionResestabishment) as the response to RRCConnectionReestablishmentRequest (SRB0) message.
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Figure 2: Enhanced Re-establishment Procedure

2.2 Issue#2: signaling overhead for failed re-establishment

Illustrated as Figure 3, for UE capable of UP solution, in case RRC Connection re-establishment fails, UE will enter into idle mode without storing its AS context and wait for NAS triggering to establish RRC connection from initial stage (i.e. RRC connection establishment, AS security activation, DRB configuration, etc.) to recover data transmission. It is observed that if RRC connection re-establishment fails, then data transmission can be recovered with more time and more UE power consumption (i.e. at least 7 messages exchange).

Observation 3: For UP solution, failed RRC Connection re-establishment procedure needs 7 Uu messages exchange to recover the radio connection (i.e. 3 Establishment + 2 Security + 2 Reconfiguration messages) which causes too much UE power consumption and longer service interruption.
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Figure 3: RLF recovery of UP solution (NAS level)
Based on observation 3, once RRC Connection re-establishment fails, the UE will be into idle mode and release its context fully. If NAS recovery is triggered immediately or another data transmission is arrived later, the UE has to establish its connection from initial stage (all context including security info) which means more messages exchange with more power consumption and time consumption. Therefore, it is considerable to allow autonomous connection suspension, illustrated as Figure 4, which means that if connection re-establishment failure happens, UE and eNB can suspend the connection respectively not to depend on RRCConnectionRelease message with suspend indication. By this way, UE and eNB can easily have further Resume procedure in case of re-establishment fails which allows more robust recovery procedure to save UE power and faster service recovery.

Proposal 2: To support autonomous connection suspension at UE side and eNB side respectively while re-establishment failure.

[image: image4.emf]UE eNB

Data transmission

RRC Connection Reestablishment fails

Radio link failure

UE suspends AS context (ResumeID to 

be assigned by eNB previously or 

generated by UE itself)  and informs NAS

Triggering from NAS for 

Resume

Connection Resume procedure

eNB suspends AS context 

(ResumeID to be assigned by 

eNB previously or generated 

by eNB itself) 


Figure 4: Autonomous connection suspension
3 Conclusion

Based on the analysis in this paper, we have the following proposals:
Proposal 1: To use one SRB1 message (i.e. RRCConnectionResume or RRCConnectionResestabishment) as the response to RRCConnectionReestablishmentRequest (SRB0) message.
Proposal 2: To support autonomous connection suspension at UE side and eNB side respectively while re-establishment failure.
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