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Introduction
In the last meeting [1] and email discussion [2], mobility enhancements for NB-IoT were discussed. There is no decision for the way to avoid NAS recovery for CP solution. In this contribution, we further discuss RRC connection re-establishment to avoid NAS recovery for CP solution without the increasing of UE power consumption.

Discussion
In the current specification, with RLF recovery mechanism, UE performs RRC connection re-establishment procedure only when AS security is activated. RRC connection re-establishment procedure to maintain RRC connection can improve service continuity and avoid NAS recovery without the increasing of UE power consumption. Since AS security is not activated for CP solution, it is impossible to perform RRC connection re-establishment procedure upon radio link failure (RLF). RRC connection re-establishment procedure upon RLF needs to be considered regardless of AS security activation. In case UE triggers RRC Connection Re-establishment procedure upon RLF without AS security activation, it is unclear what can replace MAC-I in the RRC Connection Re-establishment Request message. If eNB sends a certain value in RRC connection setup message, then UE can replace MAC-I with the certain value for RRC Connection Re-establishment Request Message.

Observation 1: eNB can send a certain value in RRC connection setup message. This value can replace MAC-I in the RRC Connection Re-establishment Request.

In case RRC connection needs to be maintained for certain duration in CP solution, we can consider AS security activation by SMC before initiating RRC connection re-establishment procedure. If NB-IoT does not allow AS security activation in Release 14, alternatively, a NB-IoT UE goes to RRC_IDLE upon RLF, but RRC of UE could quickly trigger RRC Connection Establishment procedure without notifying NAS about failure. However, such new AS recovery will cause some complexity.

Observation 2: If RRC connection needs to be maintained for some duration in CP solution, AS security can be activated so that UE performs re-establishment upon RLF after SMC.

Observation 3: Alternatively, if AS security is not activated, UE goes to RRC_IDLE upon RLF, but RRC of UE could quickly trigger RRC Connection Establishment procedure without notifying NAS about failure. However, such new AS recovery will cause some complexity.

Conclusion
Observation 1: eNB can send a certain value in RRC connection setup message. This value can replace MAC-I in the RRC Connection Re-establishment Request.

Observation 2: If RRC connection needs to be maintained for some duration in CP solution, AS security can be activated so that UE performs re-establishment upon RLF after SMC.

Observation 3: Alternatively, if AS security is not activated, UE goes to RRC_IDLE upon RLF, but RRC of UE could quickly trigger RRC Connection Establishment procedure without notifying NAS about failure. However, such new AS recovery will cause some complexity.
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