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Introduction
In this document, we discuss how to design RRC Connection Establishment and Access Control for Standalone NR.
Signalling flow for RRC Connection Establishment
In LTE, RRC connection establishment procedure is designed based on the following signalling flow:
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Figure 1: RRC connection establishment, successful in 36.331
We think that the signalling flow in Figure 1 consisting of three messages should be considered as a baseline of RRC Connection Establishment in standalone NR. Namely, RRC Connection Establishment in standalone NR consists of uplink RRC Connection Request, downlink RRC Connection Setup and uplink RRC Connection Setup Complete messages.

Proposal 1: A set of uplink RRC Connection Request, downlink RRC Connection Setup and uplink RRC Connection Setup Complete messages are considered as a baseline of RRC Connection Establishment in standalone NR.

In LTE, when the network is congested, the network can reject a RRC connection request. This reject mechanism should be also supported in standalone NR. In LTE, eNB rejects a connection request based on Establishment Cause included in a RRC Connection Request message. This kind of establishment cause should be considered to allow eNB to reject some of connection requests in congestion. However, actual establishment causes in standalone NR should be further studied.
Proposal 2: RRC Connection Reject procedure should be supported in Standalone NR. 
Proposal 3: Establishment Causes are included in RRC Connection Request to allow NR RAN to reject a certain connection request in congestion.
Access Control for Standalone NR
E-UTRAN controls accesses from different services based on a combination of various access control mechanisms, i.e. ACB, ACB skip, SSAC, EAB and ACDC. Interaction among different mechanisms is quite complex and increased UE complexity. Since those mechanisms introduced barring information broadcast via system information, those also increase signaling overhead in system information.
In our view, it is highly desirable to design a unitified access control mechanism covering all of the following use cases for standalone NR:
· emergency access and high priority access

· signaling and data

· MT and MO

· different services including voice, video and SMS and different types of applications

· exceptional, normal and low priority access (delay tolerant) for user data
· different types of devices

· Probability based access control

· Access Class based access control

Proposal 4: A unified access control mechanism is designed in standalone NR to cover all of the use cases that has been supported by various LTE access control mechanisms.

In addition, different network slices may experience different overload situations. Hence, per-slice access control should be supported in standalone NR. Different slices would be realized by different use cases/services (e.g. eMBB, URLLC and mMTC). Per-slice access control could be very similar to per-PLMN access control. 

Proposal 5: Per-slice access control (e.g. per-PLMN access control) should be supported in standalone NR.
In LTE, SSAC is applied to both RRC_IDLE and RRC_CONNECTED. In our view, the unified access control in NR should be applicable not only for UEs in RRC_IDLE but also for UEs in RRC_CONNECTED. In particular, the unified access control in NR could be used to control uplink access to NR RAT when UE centric mobility is used in NR RRC_CONNECTED (e.g. like URA_PCH in UMTS).
Proposal 6: The access control mechanism in standalone NR should be applicable for UEs in any RRC state.

For LTE, SA1 defined requirements on access control for ACB, ACB skip, SSAC, EAB and ACDC. Meanwhile, SA1 was not so involved in design of access barring mechanism in NB-IOT. 
We still think that SA1 should work for requirements on access control in NR. However, it seems desirable that RAN2 does not rely on SA1 to specify details about UE behaviors in design of NR access control. SA1 could more or less focus on general requirements for design of NR access control.
Observation: It seems desirable that RAN2 does not rely on SA1 to specify details about UE behaviors in design of NR access control. SA1 could more or less focus on general requirements for design of NR access control.
Conclusion

In conclusion, we propose the followings for standalone NR:
Proposal 1: A set of uplink RRC Connection Request, downlink RRC Connection Setup and uplink RRC Connection Setup Complete messages are considered as a baseline of RRC Connection Establishment in standalone NR.
Proposal 2: RRC Connection Reject procedure should be supported in Standalone NR. 

Proposal 3: Establishment Causes are included in RRC Connection Request to allow NR RAN to reject a certain connection request in congestion.
Proposal 4: A unified access control mechanism is designed in standalone NR to cover all of the use cases that has been supported by various LTE access control mechanisms.

Proposal 5: Per-slice access control (e.g. per-PLMN access control) should be supported in standalone NR.

Proposal 6: The access control mechanism in standalone NR should be applicable for UEs in any RRC state.

Observation: It seems desirable that RAN2 does not rely on SA1 to specify details about UE behaviors in design of NR access control. SA1 could more or less focus on general requirements for design of NR access control.[image: image2.png]



Page 1

_1267531456.doc


UE







EUTRAN























RRCConnectionSetupComplete























RRCConnectionRequest



























RRCConnectionSetup












