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Discussion and Decision
1      Introduction
In this contribution, we compare between using RRC Resume procedure and RRC Connection Re-establishment as RLF recovery procedure for mobility. 
2      Discussion
In Rel-13 NB-IoT, upon RLF (i.e. T310 expiry, max RLC retransmissions, RACH failure), the UE will initiate the RRC Connection Reestablishment procedure which involves performing cell selection. If the UE selects the same cell or cell within the same eNB as the previous cell, the RRC Connection Reestablishment procedure will succeed. However, if the UE moves to the radio coverage of another eNB, the RRC Connection Reestablishment procedure will fail. When RRC Connection Reestablishment fails, the UE AS will inform UE NAS with RRC Connection Release with cause ‘RRC Connection failure’. NAS recovery (i.e. Tracking Area Update) will be initiated to try to synchronize the UE with the network. The reason that the RRC Connection Reestablishment failed is because the target eNB is not prepared (i.e. it does not have the AS context of the UE) and context fetch may not be performed for RRC Connection Reestablishment for NB-IoT. 
Also in Rel-13 NB-IoT, as part of UP solution, UE context fetch is agreed as part of the resumption procedure where the UE AS context from the eNB where the RRC connection has been suspended and transfer it to the eNB where the RRC Connection has been requested to be resumed via HandoverPreparationInformation-NB . RAN 3 specification has been extended to support this using X2AP Retrieve UE Context procedure.
The followings are then the possible approaches for improving the RRC Connected Mode mobility:
1. Replace the RRC Connection Re-establishment Request with RRC Connection Resume Request
In this approach, instead of providing the UE with a ResumeID at the point of RRC Connection Release, it is provided to the UE when the AS security is activated. When RLF occurs, the UE performs the cell selection with T311 timer started. Once a suitable cell is found, the UE performs RRC Resume procedure rather than RRC Connection Re-establishment.

2. Use the existing RRC Connection Re-establishment using ReestabUE-Identity.

In this approach, the UE performs RRC Connection Reestablishment procedure upon T311 expiry. As part of the RRC Connection Reestablishment procedure, it is assumed that the target eNB performs UE context fetch from the old eNB using ReestabUE-Identity (which may already be possible, if not need to extend the X2AP Retrieve UE Context procedure for UE context fetch). The rest of the RRC Connection Reestablishment procedure will be as per the legacy RRC Connection Reestablishment procedure (i.e. in the case of inter-eNB mobility, S1AP Path Switch procedure is performed and the security context needs to be passed and the existing data forwarding mechanism over X2 can be used to ensure that there is no data loss.
Quick comparisons
	
	Method 1: Use Resume in place of Reestablishment
	Method 2: Continue to use Re-establishment

	Specification impact
	Slightly more RAN 2 spec impact as it is not aligned with Rel-13 as well as legacy behaviour (different behavior between Rel-13 and Rel-14 NB-IoT UE). ResumeID also needs to be provided during RRC Connected.
No RAN 3 impact
	Very minimal RAN 2 specification impact (just add some text on the context fetch) 

Some RAN 3 specification impact to include ReestabUE-Identity to X2AP if there is a need.

	ResumeID/Re-establish_ID coverage
	It is for nomadic mobility and cover a larger mobility area than is needed.

No ambiguity on the ID
	Sufficient for such active mobility

Still possible for some ambiguity in the case inter-frequency if PCI is reused.

	Procedure overhead and UE power consumption
	Less overhead; one step procedure
	More overhead; 2-step procedure. 

If it is deemed necessary to make it 1-step, RAN 2 can explore the multiplexing of RRC Connection Re-establishment (over CCCH) with the RRC Connection Reconfiguration message (over DCCH) in Msg4

	Security
	May need full configuration if moving from Rel-14 NB-IoT to Rel-13 NB-IoT and this should be checked with SA3 whether such 1-step procedure is still acceptable from security point of view.
	No issue since security will be activated after the first step.

	Alignment between CP and UP solution
	Not aligned (Resume cannot be used by CP solution since DRB is not established)
	Aligned if RRC Connection Reestablishment can be extended to CP solution [1]


Based on the above comparisons that Approach#2 has less impact to RAN 2 specification, and is backward compatible with Rel-13 UP solution behavior, it is proposed that  
Proposal#1: Approach#2 using RRC Connection reestablishment (assuming UE context fetch) should continue to be used to support RRC Connected mode mobility for UP CIOT EPS Optimization. 
Proposal#2: Discuss whether it is needed to extend UE context fetch used by RRC Resume procedure to RRC Connection Reestablishment procedure or whether it is assumed to be supported already. If using the X2AP Retrieve UE Context procedure during reestablishment, the target eNB should use ReestabUE-Identity to do the request of the UE Context fetch. 

Proposal#3: If UE context fetch needs to be extended for RRC Connection Re-establishment procedure, inform RAN 3 of this decision if Proposals#1 and #2 are agreed.
3      Conclusion
In this contribution, we discuss extending the existing RLF to allow for RRC Connected mode mobility, and has the following proposals:
Proposal#1: Approach#2 using RRC Connection reestablishment (assuming UE context fetch) should continue to be used to support RRC Connected mode mobility for UP CIOT EPS Optimization. 

Proposal#2: Discuss whether it is needed to extend UE context fetch used by RRC Resume procedure to RRC Connection Reestablishment procedure or whether it is assumed to be supported already. If using the X2AP Retrieve UE Context procedure during reestablishment, the target eNB should use ReestabUE-Identity to do the request of the UE Context fetch. 

Proposal#3: If UE context fetch needs to be extended for RRC Connection Re-establishment procedure, inform RAN 3 of this decision if Proposals#1 and #2 are agreed.
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