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1 Introduction 
Network slicing is introduced in New RAT to provide vertical services with different performances. In the previous contribution [1] we provide requirements of network slicing from SA1 and also provide three models of RAN supporting network slicing. In this contribution we provide further consideration on aspects of impact on RAN architecture for network slicing.

2 Discussions
The impacts on RAN design for RAN to support Network slicing involves several aspects including slicing selection, RRM, Mobility, MAC functions , Security . 
Network slice selection
Respect to network slicing selection, there are three possible methods on the table. 
UE offers assistant information and RAN selects appropriate network slicing for UE. The assistant information includes traffic type and requirements, UE capability etc. 

NG Core selects appropriate network slicing for UE. This method resembles the procedure in eDecore. For example, after NG Core selects Slice ID/Slice Type/Tenant Type from multiple slices, the NR Core provids the Slice ID/Slice Type/Tenant Type to the UE and UE carries this Slice ID/Slice Type/Tenant Type to the RAN. In this way, the RAN is able to support selects network slicing. 

UE select isolated slice. For example, RAN offers UEs with network slicing information in common or dedicated signalling message, then UE is able to access to isolated network slicing.
Observation 1: The procedure for NW slice selection should be studied.
UE selects slice in cell selection or reselection procedure

Although cell concept in NR is not very clear in current time, it is safe to assume that NR cell has flexible relation with slice type /tenant type /slice ID. That is to say, one NR cell may have one dedicated slice type or may have several different slice types. In addition, NR cells may have different slice types with its neighbor. 

Observation 2: NR cell has flexible relationship with slice type /tenant type /slice ID.
In order for UE with slice type to access to the NR cell with desired slice Type/tenant type/Slice ID, the NR cell shall provide assistant access information.  For example, the NR cell provides slice type/tenant type/Slice ID to the UE in coverage. With the information, the UE is able to selects the desired NR cell. 

In addition, the cell may also provide slice type/tenant type/ slice ID for neighbor cells. This information will help the UE quickly find the desired NR cell.

Observation 3: It is necessary to study NR cell provides slice type/tenant type/slice ID for cell selection or reselection for UE to access the desired network slicing.
Radio Access Control
The intention of radio access control is to avoid the congestion in either RAN or Core. In LTE, the access barring information was provided to UE from NW through system information. Once the access barring information is received, UE will use the access barring information to determine whether the access procedure can be initiated.  
For the NW slice, the following requirement has been capture in the TR 22.891:

---------------------------------------------- from 22.891 --------------------------------------------------------

The operator shall be able to operate different network slices in parallel with isolation that e.g. prevents data communication in one slice to negatively impact services in other slices.
---------------------------------------------- from 22.891 --------------------------------------------------------
Considering the requirement on the isolation shown above, different radio access rules may be required for different NW slice. For example, the UE in NW slice for public safety (e.g. fire fighter) may require high access possibility than then normal UEs. 

Observation 4:  The NW slice specific radio access control should be studied in RAN.

Start NR RAC from ACB mechanism in current specification is a straightforward way to go. However the access class (AC) has only 15 levels (e.g. AC 0-9, AC 10, AC 11-15) in current specification.  Considering the Slice type/Tenant id or slice IDs are possible PLMN specific, then the AC levels are far from meet the slice requirement. For example, if one PLMN has more than 15 Slice type then it is impossible for AS to use AC class as Slice indication.  

In addition, use current AC for slice type seems not flexible. For example, we should not assume UE belong to same AC is also belong to the same network slicing. 

In order to solve these issues, it is suggest add slice type/tenant type or slice ID with AC baring information within system broadcast message. For UE with normal level classes (AC0 -9), slice type/tenant type or slice ID is indicated with baring information. Then UE in these slices will not try to access in congestion time. The UE with other slice not listed in the SIB information or UE without any slice type will reject to access. For UE with emergency (AC 10), slice type/tenant type or slice ID is indicated with baring information. Then UE in these slices will not try to access in congestion time. If not configured, then the UE is able to access with emergency call. The AS may use a special indication to allow other slice types or even without any slice type to access in emergency call. For UE with high level access classes (AC 11-15), slice type/tenant type or slice ID is indicated with baring information. Then these UE may not try to access to the network in congestion period. UEs with Other types of slice are also rejecting to access.
Observation 5: To consider enhance slice type /tenant type or slice ID with AC class baring information in SIB message.

After RAN configure ACB information in SIB message, it is possible that some UE may also try to access to inappropriate slice instance. In order to solve this issue, the current specification use establishes cause to reject the access at first time. If the UE with establishment cause is not allowed in the situation, the request of the UE is rejects and no resource is allocated for this UE. However, the establishment cause value is not enough for the slice scenario. The cause value is listed below for quick reference. 

Table 1 establishment cause

	Cause value
	Stated objective
	Consequences if not supported

	emergency
	
	Emergency calls may be rejected in case of congestion

	highPriorityAccess
	AC10-15
	

	mt-Access
	Helps the network identify terminating signalling access.

SA2 requested differentiation of MT/MO for MME overload handling
	If it is possible to suppress paging messages, there is no functional need to differentiate between MO and MT.

It will not be possible to differentiate between MO/MT signalling for logging purposes.

	mo-Signallin
	Helps the network differentiate between access for data from say signalling only access
	Signalling and data access cannot be differentiated.

Signalling such as TAU require little resources and could be supported even under congestion. 

Gives operators the option to prioritise TAU so that the UE is reachable in case of overload

Also useful to reduce load on specific MME if overload indication of MME is supported.

	mo-Data
	
	Allows selective rejection of data access.  Under congestion, it may be desirable to not allow access if the subsequent data bearer will certainly fail.

Also useful in case of S-GW overload (if it is supported) but this could also be enforced by MME

	delayTolerantAccess-v1020
	For delay tolerant service ,such as MTC service
	


For example, after AS node has configured not allow slice type 23 or 24 to access the network, a UE in such slice type starts to access to the node with initial access request message (RRCsetup). The access node is not able to figure out the request is valid or not. After received the following message from Core node, the AS node is able to figure out the request is not valid. In these periods, valuable resource is allocated to this UE.
In order to rejects the invalid request for unwanted slice type, it is suggested to use slice type into the establishment cause value. For example, to add slice type/tenant type or slice ID in to the value. In addition, one may argue that the slice type value is too huge for the cause value. It is then suggest using slice type group or slice type class to minimal the impact to the cause value. For example, slice type may category into several groups such as MBB slice type, MTC slice type etc. This enhancement help the AS node to quick request unwanted access request.

 Observation 6: To consider enhance slice type /tenant type or slice ID with establishment cause value  in access request message.

Dynamic resource allocation
In NR, multiple verticals should be supported within a common framework, and different performance requirement for each vertical may lead to different physical numerology. Allocating resource in static way for each verticals/NW slice may be a simple solution, but will cause a considerable wast of the valuble radio resources. For example, in case the radio resource is splitted for each vertical/NW slice statically, if one NW slice is overload and the other one is empty, since the resource is allocated statically and can not be shared, the resource allocated for the empty NW slice will be waste.
Therefore, it is necessary for RAN to consider how to ultilized resouce efficiently and share the physical resource dyanamically acorss multiple NW slices, especilay in case the multiple NW slices require differnet numerology in physical layer.  
Observation 7:  The dynamic resource sharing among multiple NW slice should be studied in RAN, especially for the case the different numerology is used for multiple NW slices in physical layer.
Isolation of random access resource 
The random access procedure will be used to establish the uplink synchronisation and beam tacking in NR. In LTE, the resource of random access is common for all UE within the same area. So the possibility of RA failure due to collision will increase as the incensement of user number within the area. If multiple NW slice share the same random access resource, the increase of user in one slice may also lead to some negative impact on the random access for the users of other NW slice. In order to prevent random access in one slice to negatively impact random access in other slices, the isolation for the random access resources shall also be considered. 
Observation 8:  The isolation of random access resource for each NW slice should be stuied in RAN.
Isolation impacts on BSR/PHR/LCH priority functions
Although architecture of user plan is not decided in current time, it is safe to assume dynamic resource allocation is one of the important approaches for NR MAC design. In this type of allocation, NR MAC should consider how to support UE with simultaneously slices. There are several MAC functions such as SR, PHR, BSR, LCH priority etc. Assistant information may offer by UE to help NR node to allocate resource for different slice based on the UE’s request. 

 Observation 9: The impacts on MAC function for dynamic resource allocation should be studied in RAN.
Isolation of Security 
RAN should also consider the isolation of NW security. For example, if RAN supporting multiple network Slicings, the Core may offer slice specific ROOT key for each of isolated network slices. Therefore, based on the slice specific ROOT key, the slice specific UP keys is able to derive for each of slice.  

Besides, it is possible for the NR system, each session in the same slice may have independent key. For example, one UE has two simultaneous sessions. Each of the session should be protected by different key. Therefore, in order to meet this requirement, per session key should be derived from the slice specific root key. 

One example can be found as follow:
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Figure 1: Network slicing Key derivation

Although this topic is under discussion in SA3, RAN2 should study the related impact on RAN side.
Observation 10:  The isolation of RAN security for NW slice should be studied in RAN.
Based on all the analysis abve, in order to suppor the NW slice in RAN, we propose:
Proposal: In order to support the NW slice in RAN, the following aspect should be study:
· The procedure for NW slice selection
· The procedure for slice sensitive cell selection/reselection
· The NW slice specific radio access control

· The dynamic resource sharing among multiple NW slice

· The isolation of random access resource
· The isolation impacts on  MAC functions such as BSR/PHR/Logical channel priorities
· The isolation of RAN security
3 Conclusion 
Based on all the analysis abve, we give our observations and proposal as:

Observation 1: The procedure for NW slice selection should be studied.

Observation 2: NR cell has flexible relationship with slice type /tenant type /slice ID.

Observation 3: It is necessary to study NR cell provides slice type/tenant type/slice ID for cell selection or reselection for UE to access the desired network slicing.
Observation 4:  The NW slice specific radio access control should be studied in RAN.

Observation 5: To consider enhance slice type /tenant type or slice ID with AC class baring information in SIB message.
Observation 6: To consider enhance slice type /tenant type or slice ID with establishment cause value  in access request message.
Observation 7:  The dynamic resource sharing among multiple NW slice should be studied in RAN, especially for the case the different numerology is used for multiple NW slices in physical layer.

Observation 8:  The isolation of random access resource for each NW slice should be stuied in RAN.
Observation 9: The impacts on MAC function for dynamic resource allocation should be studied in RAN.
Observation 10:  The isolation of RAN security for NW slice should be studied in RAN.
Proposal: In order to support the NW slice in RAN, the following aspect should be study:
· The procedure for NW slice selection
· The procedure for slice sensitive cell selection/reselection
· The NW slice specific radio access control

· The dynamic resource sharing among multiple NW slice

· The isolation of random access resource
· The isolation impacts on  MAC functions such as BSR/PHR/Logical channel priorities
· The isolation of RAN security
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