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1
Introduction
QoS framework is one of the important key issues in SA2. The principles/requirements for the new QoS framework have been decided in SA2 from the very beginning and a lot of potential solutions have been discussed and captured in the SA2’s TR [1].
Considering that the QoS support in RAN shall allow independent evolution of core and access technologies and defines the packet treatment over-the-air, the QoS framework in RAN is a sort of decoupled from the QoS framework definition in SA2. Thus although without the final QoS framework decision in SA2, it was decided in RAN2#94 that the DRB will be kept in RAN:
Agreements:

- The "data radio bearer" (DRB) defines the Over-The-Air packet treatments in the RAN.
- A DRB serves a set of packets requiring the same packet forwarding treatment, e.g. reliability, target delay, etc.

- A separate DRB is defined for each different packet forwarding treatment required.
As the dominant potential way forward in SA2, a number of solutions have been proposed for the flow based QoS framework [1]. Assuming a flow based QoS framework and with the DRB-based QoS framework kept in RAN, the QoS enforcement in RAN will be discussed in this contribution.
2
Discussion
Assuming the flow based QoS framework is adopted in SA2, despite of the architecture and procedure difference for individual solutions, some kinds of flow level QoS profiles (or said QoS rules, QoS parameters) will be adopted instead of the EPS bearer level QoS parameters today in EPC. The NG CN will perform QoS control and enforcement based on these flow level QoS profiles, including sending these flow level QoS profiles to NG RAN
/NG UE and using these flow level QoS profiles for UP marking [1] [2].
The DRB concept has been agreed to keep reusing in NR (NG DRB), but with the flow level QoS control and enforcement in the NG CN, the QoS enforcement in the NG RAN should be reconsidered, including at least the NG DRB management framework and the UP data association between NG RAN and NG CN.
2.1 NG DRB management framework
According to the latest interim conclusion in SA2 [2], flow level QoS profiles can be provided to NG RAN and NG UE using C-Plane signalling. The default QoS profile and the pre-authorised QoS profiles can be provided during the PDU session establishment
 and the other GBR specific QoS profiles can be provided via other C-Plane signalling. The contents of QoS profiles have not been decided yet. Each QoS profile can be identified by some kind of identifier, e.g. flow ID. The flow ID is allocated by CN CP and is unique within the UE context. Besides the C-Plane QoS profiles provision, SA2 has also agreed that the U-Plane marking for QoS is carried in encapsulation header on NG3 (Reference point for the user plane between NG RAN and NG CN). For example, assuming the QoS profile is identified by flow ID, then the flow ID is carried in encapsulation header of the data packet on NG3.
In LTE, EPS bearer is the finest QoS granularity with the S1-bearer one-to-one mapped to a DRB. A DRB in LTE is setup in Uu with the corresponding S1-bearer setup information from CN. Now in a flow based QoS framework, with the QoS profiles and the U-Plane marking, how to setup the NG DRBs should be reconsidered.
Observation 1: Assuming a flow based QoS framework, with the QoS profiles and the U-Plane marking from CN, the NG DRB management framework in RAN should be reconsidered.
The QoS profiles provided by NG CN can be set per flow, which are dependent on CN. From the perspective of RAN, one or more NG DRBs can be setup according to the received QoS profiles, the overall radio resource usage, the scheduling policies, etc. And one single NG DRB can accommodate one or more flows.
Different services have different traffic properties. For non-GBR services or services that can be pre-authorized by data network, default QoS profile (for non-GBR services) and pre-authorised QoS profiles (for pre-authorized services) can be provided in advance during the PDU session establishment. While for other GBR services requiring specific QoS treatment, the QoS profiles can only be decided after the services are triggered/requested.
Given the different traffic properties, there can be two possible NG DRB management framework cases, illustrated in Fig.1 and Fig.2, taking DL transmission as an example.
· Case1
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Fig.1 NG DRB management framework (Case 1)
NG DRB management framework case1 can be applied to all kind of services, however it may be more applicable to non-GBR services or services that can be pre-authorized by data network etc. In this case, the following steps are encompassed:
· Step1 (QoS profile reception from NG CN). The QoS profile can be per flow which is up to SA2’s decision. Each QoS profile is identified by an ID, e.g. flow ID;
· Step2 (NG DRB establishment). Establish NG DRB based on the received QoS profile from NG CN. The NG DRB information, e.g. the associated flow ID(s) for each NG DRB is stored in UP entity after NG DRB establishment. For optimization, the NG DRB related UP entities can optionally be left disabled after the configuration;
· Step3 (flow ID identification). Identify the flow ID by inspecting the U-Plane marking information on NG3 header of each received data packet from NG CN; 
· Step4 (NG DRB association and enabling, or NG DRB association). Map the received data packet onto the corresponding NG DRB, based on the stored NG DRB information & the identified flow ID. If it is the first data packet mapped onto the NG DRB and if the NG DRB is left disabled after establishment, the NG DRB will be enabled first, i.e. to initialize the UP related entities; 
· Case2
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Fig.2 NG DRB management framework (Case 2)
NG DRB management framework case2 can be applied to all kind of services, however it may be more applicable to GBR services. In this case, the following steps are encompassed:
· Step1 (QoS profile reception from NG CN). The QoS profile can be per flow which is up to SA2’s decision. Each QoS profile is identified by an ID, e.g. flow ID;
· Step2 (flow ID identification). Identify the flow ID by inspecting the U-Plane marking information on NG3 header of each received data packet from NG CN;
· Step3 (NG DRB establishment). For the first arriving data packet with no corresponding NG DRB established, the NG DRB will be established first based on the QoS profile & the identified flow ID. The NG DRB information, e.g. the associated flow ID(s) for each NG DRB is stored in UP entity after NG DRB establishment;
· Step4 (NG DRB association). Map the data packet to the corresponding NG DRB based on the stored NG DRB information & the identified flow ID;
Note1: For both cases, the radio resource usage, the radio link condition and the scheduling policies in RAN, etc. will be taken into consideration when establishing the NG DRB.
Note2: For both cases, the associated flow ID(s) for each NG DRB will be conveyed to the UE at least for the uplink transmission.
Despite the different execution procedures in the above two frameworks, the following CP functions shall be introduced in RAN to enforce QoS for both cases:
· QoS profile reception from NG CN and storage;
· NG DRB management (establishment, modification, release etc.) according to the received QoS profile from NG CN or according to the QoS profile and the identified flow ID from UP data;
· NG DRB information transmission to the UE: convey the associated flow ID(s) for each NG DRB to the UE at least for uplink transmission;
And the following UP functions shall be introduced in RAN to enforce QoS for both cases:
· Flow ID identification from the received data packet;
· NG DRB association: associate the UP data between the tunnels on NG3 (or PDU sessions) and NG DRBs based on the the stored NG DRB information & the identified flow ID. The NG DRB information (e.g. the associated flow ID(s) for each NG DRB) is stored in UP entity after NG DRB establishment;
Proposal 1: To enforce QoS in RAN, the above CP functions and UP functions shall be introduced in the NG DRB management framework.
2.2 UP data association
In LTE, UP data is conveyed between CN and RAN by the one to one mapped S1 bearers and DRBs. Within a flow based QoS framework, another essential issue is how to associate the UP data between the tunnels on NG3 (or PDU sessions) and NG DRBs.
Observation 2: Assuming a flow based QoS framework, how to associate the UP data between the tunnels on NG3 and NG DRBs should be resolved.
Neither the tunnel type nor the number of tunnel and the relationship between PDU session and the tunnels on NG3 have been decided in SA2. Whatever the conclusion on these aspects from SA2 is, from the RAN perspective, to ensure an independent evolution of core and access technologies and for the sake of flexibility, it’s better not to differentiate the PDU sessions or tunnels when establishing NG DRBs meaning that the NG DRBs can be shared by different PDU sessions.
Proposal 2: It should be possible that NG DRBs can be shared by different PDU sessions.
Based on the DRB management frameworks given above, since there is flow ID for U-Plane marking in the NG3, the simplest way to map the UP data between the tunnels on NG3/PDU sessions and NG DRBs is to make use of this flow ID. We propose a new UP protocol layer (Packet Data Association Protocol, PDAP) to perform the association, which is illustrated in Fig.3. It should be noted that the UP protocol stack in the NR has not been decided yet that and the detailed protocol stack in Fig.3 is just an example based on the protocol stack in LTE. 
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Fig.3 A new UP protocol layer PDAP for UP data association
According to the agreement from RAN2#94, DRB will be kept in NG RAN. Take LTE UP protocol stack as an example, each DRB is associated with one PDCP entity, one RLC entity and one logical channel, which means that both PDCP and RLC are DRB specific protocol layer but not a common layer for all DRBs. While the new function of ‘UP association’ is to distribute the data from NG CN to NG DRBs or to aggregate the data from NG DRBs to NG CN, which is a common function for all DRBs. So it’s reasonable to introduce the said new UP protocol stack PDAP to accommodate this new function instead of embedding it in the DRB specific layers (e.g. PDCP). And one more consideration worth to be mentioned is that eLTE should support the new QoS enforcement for its ability to connect to the NG CN.The introduction of this new UP protocol stack PDAP needs no changes to the existing UP protocol layers (e.g. PDCP), which is definitely benefit for eLTE to accommodate both legacy UEs and NG UEs.
· DL association
According to the DRB management frameworks given above, after the establishment of a NG DRB, the NG DRB information, e.g. the associated flow ID(s) for each NG DRB will be stored in UP entity (i.e. the PDAP entity). For each data packet received from CN, as the flow ID is unique within the UE context, the PDAP can identify the target NG DRB according to the flow ID contained in the encapsulation header on NG3 and the stored NG DRB information and then associate the DL data packet to the identified target NG DRB.
· UL association
For both DRB management frameworks above, the NG DRB information, e.g. the associated flow ID(s) for each NG DRB will be conveyed to the UE. When sending uplink data, the UE adds the flow ID in the encapsulation header of each UL PDAP PDU. As the flow ID is unique in the UE Context, the receiving PDAP in the NG RAN can uniquely identify the target PDU session or tunnel on NG3 according to the flow ID contained in the PDAP PDU header and associates the UL data packet to the identified target PDU session or tunnel on NG3.
Proposal 3: A new UP protocol layer PDAP should be introduced for UP data association.
3
Conclusion
In this contribution, the QoS enforcement in RAN is discussed, including the NG DRB management framework and the UP data association with the following observations and proposals:
Observation 1: Assuming a flow based QoS framework, with the QoS profiles and the U-Plane marking from CN, the NG DRB management framework in RAN should be reconsidered.
Proposal 1: To enforce QoS in RAN, the following CP functions and UP functions shall be introduced in the NG DRB management framework:
CP functions:
· QoS profile reception from NG CN and storage;
· NG DRB management (establishment, modification, release etc.) according to the received QoS profile from NG CN or according to the QoS profile and the identified flow ID from UP data;
· NG DRB information transmission to UE: convey the associated flow ID(s) for each NG DRB to the UE at least for uplink transmission;
UP functions:
· flow ID identification from the received data packet;
· NG DRB association: associate the UP data between the tunnels on NG3 (or PDU sessions) and NG DRBs based on the the stored NG DRB information & the identified flow ID. The NG DRB information (e.g. the associated flow ID(s) for each NG DRB) is stored in UP entity after NG DRB establishment;
Observation 2: Assuming a flow based QoS framework, how to associate the UP data between the tunnels on NG3 and NG DRBs should be resolved. 
Proposal 2: It should be possible that NG DRBs can be shared by different PDU sessions.
Proposal 3: A new UP protocol layer PDAP should be introduced for UP data association.
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�  According to the definition in SA2 [1], NG RAN includes both NR and Evolved E-UTRA. Here in this contribution, when we say NG RAN, both NR and eLTE are included.


�  For example, the default QoS profile/pre-authorised QoS Profile can be provided to NG RAN in the INITIAL CONTEXT SETUP REQUEST message during the PDU session establishment;





_1532513845.vsd
�

NG DRB mapping�

NG DRB establishment�

flow ID identification�

QoS profile�

NG CN


NG RAN


CP


UP


QoS profile


Data packet


①


③ flow ID


②


④
 NG DRB information
(NG DRBßàflow ID )



_1532513846.vsd
PDAP


MAC


PDCP


RLC


PDCP


RLC


PDCP


RLC


DRB1


DRB2


DRB3


NG3



_1532513844.vsd
�

flow ID identification�

NG DRB establishment�

NG CN


NG RAN


CP


UP


QoS profile


Data packet


①


②
 NG DRB information
(NG DRBßàflow ID )


④


③ 


NG DRB association�

NG DRB enabling(initialized UP related entities) and association�

�


