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PDCP Agreements upto and including RAN2 #93. 
The PDCP layer supports the following functions:

-
PDCP SN size is 7 bits (or less); 

-
Transfer of data (user plane or control plane);

-
Header compression and decompression of IP data flows using the ROHC protocol (pending on SA2’s solution input);

-
Ciphering and Integrity Protection (pending on SA3/SA2’s input);

-
Ciphering and deciphering (pending on SA3/SA2’s input).
-
For CP solution DL information transfer and UL information transfer messages are used to carry small data and carried over SRB1
- 
For CP solution there seems to be no need for PDCP
-
For CP solution AS security is not needed. This can be revisited if need for AS security is found.

-
Reconfirmed during RAN2 NB-IoT Ad-Hoc: We continue to assume that there is no AS security for the CP solution for NB-IOT.
-
For UP solution a data radio bearer (DRB) is established
-
For UP solution PDCP header compression may be used for IP type traffic
-
For UP solutioin at most 1 DRB is supported
-
SRB 1 is supported

- 
Confirm that PDCP re-establishment is supported in NB-IoT for the UP solution but is not required for the CP solution in NB-IoT
-
There is no motivation to support SRB2
Editors Note: It is understodd SRB2 is not needed for CP solution but SRB2 is required for UP solution.
The PDCP layer may support:

-
Timer-based SDU discard in uplink.

The following PDCP layer functions are assumed not supported:

-
In-sequence delivery of upper layer PDUs at PDCP re-establishment procedure for RLC AM (dependent on support of RRC reestablishment and RLC-AM); 

-
Duplicate detection and duplicate discarding of lower layer SDUs at PDCP re-establishment procedure for RLC AM (dependent on support of RRC reestablishment and RLC-AM);
-
Retransmission of PDCP SDUs at handover for RLC AM;

-
For split bearers, routing and reordering;

-
PDCP status report.
- 
For CP solution Data radio bearer (DRB) is not used
OPEN ISSUES
1. Maximum PDCP SDU/PDU size for NB-IoT is yet to be agreed.
2. RTP/UDP/IP profile to be supported in NB-IoT?
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
NB-IoT: NB-IoT allows access to network services via E-UTRA with a channel bandwidth limited to 180 kHz.
Split bearer: in dual connectivity, a bearer whose radio protocols are located in both the MeNB and the SeNB to use both MeNB and SeNB resources.
LWA bearer: in LTE-WLAN Aggregation, a bearer whose radio protocols are located in both the eNB and the WLAN to use both eNB and WLAN resources.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AM
Acknowledged Mode

ARP
Address Resolution Protocol

CID
Context Identifier
DRB
Data Radio Bearer carrying user plane data

EPS
Evolved Packet System

E-UTRA
Evolved UMTS Terrestrial Radio Access

E-UTRAN
Evolved UMTS Terrestrial Radio Access Network
eNB
E-UTRAN Node B

FMS
First missing PDCP SN

HFN
Hyper Frame Number

IETF
Internet Engineering Task Force

IP
Internet Protocol

L2
Layer 2 (data link layer)

L3
Layer 3 (network layer)

MAC
Medium Access Control
MAC-I
Message Authentication Code for Integrity
MCG
Master Cell Group
NB-IoT
Narrow Band Internet of Things
PDCP
Packet Data Convergence Protocol

PDU
Protocol Data Unit
PEK
ProSe Encryption Key

PGK
ProSe Group Key

ProSe
Proximity-based Services

PTK
ProSe Traffic Key
R
Reserved

RB
Radio Bearer

RFC
Request For Comments

RLC
Radio Link Control
RN
Relay Node
ROHC
RObust Header Compression

RRC
Radio Resource Control

RTP
Real Time Protocol

SAP
Service Access Point
SCG
Secondary Cell Group
SDU
Service Data Unit
SLRB
Sidelink Radio Bearer carrying Sidelink Communication data
SN
Sequence Number

SRB
Signalling Radio Bearer carrying control plane data

TCP
Transmission Control Protocol

UDP
User Datagram Protocol

UE
User Equipment

UM
Unacknowledged Mode

X-MAC
Computed MAC-I
Next change
4
General

4.1
Introduction

The present document describes the functionality of the PDCP. Functionality specified for the UE equally applies to the RN for functionality necessary for the RN. There is also functionality which is only applicable to the RN in its communication with the E-UTRAN, in which case the specification denotes the RN instead of the UE. RN-specific behaviour is not applicable to the UE. The functionality specified for the UE applies to communication on Uu interface and PC5 interface [14].
4.2
PDCP architecture

4.2.1
PDCP structure

Figure 4.2.1.1 represents one possible structure for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in [2].
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Figure 4.2.1.1 - PDCP layer, structure view

Each RB (i.e. DRB, SLRB and SRB, except for SRB0 and except for SRB1 in NB-IoT with data over NAS) is associated with one PDCP entity. Each PDCP entity is associated with one or two (one for each direction) RLC entities depending on the RB characteristic (i.e. uni-directional or bi-directional) and RLC mode. For split bearers, each PDCP entity is associated with two AM RLC entities. The PDCP entities are located in the PDCP sublayer.

The PDCP sublayer is configured by upper layers [3].
Editor’s Note:  RAN2 agreed there is no need for PDCP in NB-IoT CP mode but not agreed how best to capture this. Options are: (1) Define PDCP TM mode (2) State in this specification that PDCP is not applicable to SRB1 in CP mode. This CR is based on Option 2.
Next change

4.3
Services

4.3.1
Services provided to upper layers

PDCP provides its services to the RRC and user plane upper layers at the UE or to the relay at the evolved Node B (eNB). The following services are provided by PDCP to upper layers:

-
transfer of user plane data;

-
transfer of control plane data;
-
header compression;
-
ciphering;
-
integrity protection.

The maximum supported size of a PDCP SDU is 8188 octets. The maximum supported size of a PDCP Control PDU is 8188 octets.
Editor’s note: RAN2 discussed maximum size of PDCP SDU but has not agreed on any value. The following contributions (see R2-160491, R3-160108, S2-160906) indicate a PDCP (Control) SDU size of lot less than 8188 octets. For NB-IoT it makes sense to keep buffering requirments as low as possible. Therefore, it is porposed to restrict maximum size for NB-IoT (both CP & UP modes) to around 1500 octets + NAS/PDCP header.
Next change

4.4
Functions

The Packet Data Convergence Protocol supports the following functions:

-
header compression and decompression of IP data flows using the ROHC protocol;

-
transfer of data (user plane or control plane);

-
maintenance of PDCP SNs;

-
in-sequence delivery of upper layer PDUs at re-establishment of lower layers;

-
duplicate elimination of lower layer SDUs at re-establishment of lower layers for radio bearers mapped on RLC AM;

-
ciphering and deciphering of user plane data and control plane data; 

-
integrity protection and integrity verification of control plane data;
-
for RNs, integrity protection and integrity verification of user plane data;
-
timer based discard;

-
duplicate discarding;
-
for split bearers, routing and reordering.
PDCP uses the services provided by the RLC sublayer.

PDCP is used for SRBs, DRBs, and SLRBs mapped on DCCH, DTCH, and STCH type of logical channels. PDCP is not used for any other type of logical channels. In NB-IoT with data over NAS, PDCP is not used for SRB1.
Next change
5.3
PDCP Status Report

5.3.1
Transmit operation

When upper layers request a PDCP re-establishment, for radio bearers that are mapped on RLC AM, the UE shall:

-
if the radio bearer is configured by upper layers to send a PDCP status report in the uplink (statusReportRequired [3]), compile a status report as indicated below after processing the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers as specified in the subclause 5.2.2.1, and submit it to lower layers as the first PDCP PDU for the transmission, by:

-
setting the FMS field to the PDCP SN of the first missing PDCP SDU;

-
if there is at least one out-of-sequence PDCP SDU stored, allocating a Bitmap field of length in bits equal to the number of PDCP SNs from and not including the first missing PDCP SDU up to and including the last out-of-sequence PDCP SDUs, rounded up to the next multiple of 8, or up to and including a PDCP SDU for which the resulting PDCP Control PDU size is equal to 8188 bytes, whichever comes first;

-
setting as ‘0’ in the corresponding position in the bitmap field for all PDCP SDUs that have not been received as indicated by lower layers, and optionally PDCP SDUs for which decompression have failed;

-
indicating in the bitmap field as ‘1’ for all other PDCP SDUs.
PDCP Status report transmit operation is not applicable in NB-IoT.
5.3.2
Receive operation
When a PDCP status report is received in the downlink, for radio bearers that are mapped on RLC AM:

-
for each PDCP SDU, if any, with the bit in the bitmap set to '1', or with the associated COUNT value less than the COUNT value of the PDCP SDU identified by the FMS field, the successful delivery of the corresponding PDCP SDU is confirmed, and the UE shall process the PDCP SDU as specified in the subclause 5.4.
PDCP Status report receive operation is not applicable in NB-IoT.
Next change
5.5
Header Compression and Decompression

5.5.1
Supported header compression protocols and profiles

The header compression protocol is based on the Robust Header Compression (ROHC) framework [7]. There are multiple header compression algorithms, called profiles, defined for the ROHC framework. Each profile is specific to the particular network layer, transport layer or upper layer protocol combination e.g. TCP/IP and RTP/UDP/IP.

The detailed definition of the ROHC channel is specified as part of the ROHC framework in RFC 4995 [7]. This includes how to multiplex different flows (header compressed or not) over the ROHC channel, as well as how to associate a specific IP flow with a specific context state during initialization of the compression algorithm for that flow.

The implementation of the functionality of the ROHC framework and of the functionality of the supported header compression profiles is not covered in this specification.

In this version of the specification the support of the following profiles is described:

Table 5.5.1.1: Supported header compression protocols and profiles
	Profile Identifier
	Usage:
	Reference

	0x0000
	No compression
	RFC 4995

	0x0001
	RTP/UDP/IP
	RFC 3095, RFC 4815

	0x0002
	UDP/IP
	RFC 3095, RFC 4815

	0x0003
	ESP/IP
	RFC 3095, RFC 4815

	0x0004
	IP
	RFC 3843, RFC 4815

	0x0006
	TCP/IP
	RFC 4996

	0x0101
	RTP/UDP/IP
	RFC 5225

	0x0102
	UDP/IP
	RFC 5225

	0x0103
	ESP/IP
	RFC 5225

	0x0104
	IP
	RFC 5225


Editor’s note: RTP/UDP/IP profile to be supported in NB-IoT?
Next change
5.9
PDCP Data Recovery procedure

When upper layers request a PDCP Data Recovery for a radio bearer, the UE shall:

-
if the radio bearer is configured by upper layers to send a PDCP status report in the uplink (statusReportRequired [3]), compile a status report as described in subclause 5.3.1, and submit it to lower layers as the first PDCP PDU for the transmission;

-
perform retransmission of all the PDCP PDUs previously submitted to re-established AM RLC entity in ascending order of the associated COUNT values from the first PDCP PDU for which the successful delivery has not been confirmed by lower layers.
After performing the above procedures, the UE shall follow the procedures in subclause 5.1.1.
Editor’s Note (to be removed if RRC captures this): PDCP Data Recovery procedure is not supported for NB-IoT.
Next change
6.2
Formats

6.2.1
General
A PDCP PDU is a bit string that is byte aligned (i.e. multiple of 8 bits) in length. In the figures in sub clause 6.2, bit strings are represented by tables in which the most significant bit is the leftmost bit of the first line of the table, the least significant bit is the rightmost bit on the last line of the table, and more generally the bit string is to be read from left to right and then in the reading order of the lines. The bit order of each parameter field within a PDCP PDU is represented with the first and most significant bit in the leftmost bit and the last and least significant bit in the rightmost bit.

PDCP SDUs are bit strings that are byte aligned (i.e. multiple of 8 bits) in length. A compressed or uncompressed SDU is included into a PDCP PDU from the first bit onward.
Editor’s note: In NB-IoT only the PDCP Data PDU formats defined in sub-caluses 6.2.2, 6.2.4 and 6.2.5 are applicable. Provided it is clear from 36.331 which PDCP Data PDU are applicable to NB-IoT then there is no need to explicitly indicate this in this spec. 
Next change
6.2.4
User plane PDCP Data PDU with short PDCP SN (7 bits)

Figure 6.2.4.1 shows the format of the PDCP Data PDU when a 7 bit SN length is used. This format is applicable for PDCP Data PDUs carrying data from DRBs mapped on RLC UM or in NB-IoT DRBs mapped on RLC AM.
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Figure 6.2.4.1: PDCP Data PDU format for DRBs using 7 bit SN
Next change
6.3.2
PDCP SN
Length: 5, 7, 12, 15, 16, or 18 bits as indicated in table 6.3.2.1. In NB-IoT PDCP SN length of only 5 bits and 7 bits are applicable.
Table 6.3.2.1: PDCP SN length

	Length
	Description

	5
	SRBs

	7
	DRBs, if configured by upper layers (pdcp-SN-Size [3])

	12
	DRBs, if configured by upper layers (pdcp-SN-Size [3])

	15
	DRBs, if configured by upper layers (pdcp-SN-Size [3])

	16
	SLRBs

	18
	DRBs, if configured by upper layers (pdcp-SN-Size [3])


End of  change
_1490170527.vsd

_1275497734.vsd
Data


D/C


PDCP SN


...


Oct 1


Oct 2



