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1 Introduction

In RAN #71 meeting, it was agreed to study a new SID [1] on “Further Enhancements to LTE Device to Device, UE to Network Relays for IoT and Wearables” with the following objectives. 

Until RAN#72, evaluate scenarios in RAN2 considering progress in SA WGs, and refine objectives accordingly.
1. Study and define a generic UE-to-Network Relay architecture, including methods for the network to identify, address, and reach a remote UE via a relay UE. [RAN2]

a. Study the possibility of  a common solution supporting the following use cases:[RAN2]
i. UE to network relaying over non-3GPP access (Bluetooth/WiFi), where E2E QoS may not be guaranteed. 

ii. UE to network relaying over LTE sidelink. Assess standard impact of E2E QoS. 

iii. Unidirectional and bidirectional UE to network relay.
b. Investigate potential impacts to protocol stack, procedure and signalling mechanisms, such as authorization, connection setup, UE mobility, parameter configuration and security, allowing multiple remote UEs via a relay UE.[RAN2, RAN3] 

c. Path selection/switch between the cellular link (Uu air interface) and relay link and provide service continuity [RAN2, RAN3]. 

2. Study necessary LTE sidelink enhancements.
a. Introduce additional evaluation assumptions to the sidelink evaluation methodology defined in TR 36.843 focussing on analysis of wearable use cases [RAN1].

b. Identify mechanisms to enable more efficient, reliable, and/or low complexity/cost & low energy sidelink [RAN1, RAN2, RAN4].
c. Study additional co-existence issues with adjacent carrier frequencies that may arise due to the new mechanisms identified [RAN4].
In SA#71 meeting, a new WID on Wearable device using LTE [2] and its exception [3] were approved to support remote UE access via relay UE. 

It was approved that companies continue to refine the objectives according to the progress in SA WG. In this contribution, the commercial scenario and use case for FeD2D considering the progress in SA WG will be discussed and the further objectives is refined.
2 Commercial scenario & use case
2.1 Wearable Devices Communication

Nowadays, the wearable devices have been widely used by consumers with strong communication requirement. The wearable market is growing quickly, which may bring billions of potential connections in the further. However most of wearable devices connect to network via a smart phone by Bluetooth and Wi-Fi and they are without control of operator network, so it is not possible for operators to manage this kind of potential connections and get additional revenue from them. At the same time, it is not a secure data transmission for the consumers since the data from wearable devices are exposed to the smart phone, also service continuity cannot be guaranteed. It is possible to expose the potential billions of connections to operators and improving consumer user experience to add more value to the service. Comparing with Bluetooth and Wi-Fi solution, L3 UE relay solution defined in R13 also has same problems mentioned above ([5]). 

Observation 1: Scenario and requirement on exposing the potential billions of connections to operators and improving consumer user experience is existed.

In SA1, UE relaying communication for IoT device was studied as one of the use case within SMARTER SI. A device can communicate directly with the network by 3GPP RAT, or communicate with the network through a nearby smart phone using short-range link which can be either 3GPP RAT or non-3GPP RAT.  A typical example of such a relay device would be a wearable device such as a smart watch, but other classes of IoT devices could benefit from the same services. An overview of the connectivity scenarios is shown in Figure 1.
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Figure 1: Overview of Massive IoT support [4]
The wearable devices are especially well suited to the relaying scenario shown  in Figure 1, because of form factor limits on battery, radio capability, etc.  And, they are almost always close to the owner’s/wearer’s smart phone. According to the market investigation, wearable devices consumers showed strong interesting in the cellular connection capability to ensure they can connect to network in case there is no smart phone nearby, e.g., running in the park. With this cellular connection both service continuity and management from EPC could be supported.  Although these use cases and related requirements were developed in the 5G discussions in SA1, the same considerations would apply for LTE evolution, so it is reasonable to consider the SA1 output as useful guidance even though the requirements do not officially apply in LTE.

We could assume that wearable devices that we discussed in the SI should have a cellular connection capability. For the cases without SIM card and without cellular connection capability are out of the SI scope.  The SMARTER use cases describe the possibility of devices with 3GPP subscription/credentials but no cellular capability, but considering that they are a dramatic change from anything in 3GPP before and would need support at all layers, they should be considered only in later releases., 
Observation 2: it is assumed that wearable devices that we discussed in the SI should have a cellular connection capability with a SIM card as a normal UE which could be managed by EPC.

In the figure 1, the short range link could be 3GPP or Non-3GPP, considering power efficiency is very important for wearable devices and Bluetooth/Wi-Fi as short distance communication technology has already been widely supported in terminals, a generic layer 2 UE-to-Network Relay architecture to adopt both Non-3GPP and 3GPP transportation methods is preferred. The current text of the SID only refers to WLAN and LTE sidelink, but a transport agnostic architecture could be used with other technologies in the future.

Proposal 1: A generic layer 2 UE-to-Network Relay architecture to adopt both Non-3GPP and 3GPP transportation methods is preferred. 
Because non-3GPP access technologies are by definition outside 3GPP control, it is not possible for 3GPP to guarantee QoS for relaying over non-3GPP transport. Relaying for these cases would always be best-effort between the relay UE and the WD, but normal 3GPP QoS management on the cellular link between eNB and relay UE could help user experience.  Without impact on QoS supporting, a simple solution with limited standard impact can be designed. It could be considered also if any enhancements can give better end user QoE even though QoS might be not guaranteed.  Moreover PC5 based layer 2 Relay solution also could be studied further to provide QoS supporting.
These QoS subjects could be in scope for a single release SI, but to cover all of them probably requires more time.  General study of QoS impact could be prioritized and more detailed aspects such as end to end QoS over PC5 might need to be in a later release.
Proposal 2: Initial study of QoS can be in scope for Rel-14 SI, but not expected to complete all aspects.
2.2 Massive IoT
The current PC5 link in Rel-12/13 D2D design inherited from the broadcast oriented design driven by public safety use cases, represents a bottleneck that prevents low power and reliable D2D communication, due to lack of any link adaptation and feedback mechanisms.  Customer facing uses of PC5, such as wearable/IoT devices outside public safety, would need enhancements to the design in order to scale well.
As shown in wearable devices and also other markets, the potential connections in the further may be billions level.  Massive IoT use case is identified to be one of the most important applications in the coming 3GPP releases but can be de-prioritized currently in Rel-14 since the vertical use case of IoT may be variable and more aiming to further releases. However, a relay solution designed for wearable device use can also help other IoT cases including future mIoT deployments.

In the scenario with massive devices, it is not efficient for all the devices to connect to eNB directly due to airlink capacity limits.  Many IoT devices have very low duty cycles, so it would be wasteful for the battery to keep them in connected mode on the Uu interface, but the overhead/power impact of the extra signaling for connection setup is a significant problem for the devices to send only a small burst of traffic (this was a major consideration in the design of NB-IoT as well).  So a solution that would keep the mIoT devices where they can communicate with the network, without too much drain on the device batteries or extra connection control from the massive number of devices, is important to both the devices and the network.

A relay UE could decrease the number of individual connections towards the eNB, and then overhead and power consumption can be reduced accordingly.  Especially for the wearable case, it is natural to use relay UEs rather than network relays, since the wearer’s phone is almost always in proximity to the wearable device.  For other IoT use cases, the use of a UE relay could be opportunistic (e.g., sensors in a workplace might relay through employees’ phones when the workers happen to pass nearby), and/or an opportunity to avoid the expense and network planning of a network relay node.
2.3 User motivation and market concerns
Although 3GPP standards cannot really specify market behaviour, it may be useful to consider some practical scenarios under which an end user could be motivated to establish a wearable as a separate core network connection (i.e. a separately manageable/chargeable device), and/or to allow relaying of third party traffic through their smartphone.
2.3.1 Separate connections

For the most recognizable current wearable use cases, e.g. smart watches, fitness bands, and so on, it is reasonable for a user to be content with the Bluetooth “tethering” model (“why should I pay for a second subscription instead of carrying the traffic for free on the subscription I have?”).  In these specific cases, there may be not much benefit for the user in exposing the device as a separate subscription.  However, a relaying architecture that allows for separate CN connections can offer user benefits in several cases:
· Security-critical devices: End-to-end security is critical for some significant wearable use cases, e.g., medical devices.  In most of these situations integrity is probably more important than encryption—e.g., malware on a phone should not be able to modify control commands to an insulin pump!—but medical privacy concerns exist as well, with tight regulatory requirements in some jurisdictions.  Similarly, it has been suggested that fitness bands could be monitored to justify health insurance discounts, which clearly would require protection of the traffic from modification by the relaying phone.
· QoE enhancement compared to Uu: For wearable devices that already support services over the Uu as a separate subscription, e.g. VoIP, the ability to switch to a UE relay may be a benefit in terms of QoE, even if the short range link does not offer guaranteed QoS.  For instance, the better Uu link budget of a smartphone could give better QoE in practice, even allowing for best-effort delivery on the final step, than a direct Uu connection to a device with antenna limitations.  The wearable, not the relay UE, knows the QoS/QoE expectations for the service, and to negotiate appropriate parameters the wearable should have its own communication with the core network.  (This scenario probably would not be fully supported in a first release; the QoS topic is complex and would involve multiple working groups to support properly.  However, the relay architecture is needed before it even makes sense to discuss what QoS aspects are feasible.)
· Reverse billing: A separate subscription need not mean additional charges; rather, an operator might want to use negative charging as a motivation for the UE to relay traffic, with the goal of Uu capacity gains.  In this case it would be important for the wearable device to be visible separately and authenticated separately to the core; otherwise the UE could generate arbitrary traffic and claim it was relayed.

· Third party devices: In third party cases (see next section), it would be important for the remote device to have separate security, separate service authorizations, and so on.  A third party device might be willing to expose its traffic to the relay UE, but the decision should rest with the user and operator, not be forced by the relay architecture.
Other cases with more basis in the commercial customer/operator relationship, such as multi-subscription packages, can be imagined as well.
2.3.2 Third party relaying

The idea of relaying third party traffic seems superficially strange, since it assumes using one’s own battery and airlink for the benefit of some other user.  However, there are reasonable user motivations for this kind of altruism:
· Family members: A user is very likely willing to relay traffic for “friends and family” devices.

· Multiple subscriptions: Even if the same person owns two devices, they may have separate subscriptions/IMSIs.  From the system perspective this is a third party relaying case, even though the owner probably does not think of it that way.

· Different user and owner: The “user” of the device may not be the owner of the subscription, e.g. in medical or workplace uses.

· Reverse billing: A reverse-billing incentive for relaying could justify carrying third party traffic as well.  (Note that some research, e.g. [6], has found that the battery impact of relay traffic is modest in some cases—the existing research seems focused on WLAN rather than cellular, however.)
· Operator deployed: If traffic patterns justified it, operators could field UE relays as a low-cost hotspot technique in regions with high WD/IoT traffic.
More generally, once the remote device is identifiable to the core, there is no special reason not to allow the relaying association between different devices.  If the relay UE and the network are both willing to accept the remote device, it seems pointless for the relay architecture to exclude it.
3 Conclusion

In this contribution, the commercial scenario and use case for FeD2D are discussed. There are comprehensive commercial uses cases for FeD2D, which could be enabled in Rel-14.
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