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1. Introduction
In the past meeting, RAN2 made the following agreements:
	· Agree that the UE may retain the AS context in RRC_IDLE mode for UP solution. RAN2 assumes that this enhanced RRC_IDLE state is referred to as RRC_IDLE but this may be revisited. 

· Introduce a RRC Connection Suspend procedure which is used at transition from RRC_CONNECTED to RRC_IDLE state and where the UE stores the AS context;
· We assume that at suspend – resume, security is continued. It is FFS how this is done. 
· Introduce a RRC connection resume procedure which is used at transition from RRC_IDLE to RRC_CONNECTED and where previously stored information in the UE as well as in the eNodeB is utilized to resume the RRC connection.

· The RRC suspend procedure and the RRC resume procedure may be new procedures with new messages, or may be implemented as new IEs in existing LTE procedures. This is FFS. 
· In the message to resume, the UE provides an Identifier to be used by the eNB to access the stored information required to resume the RRC Connection. Identifier FFS
· If the resume procedure fails, e.g. if the AS context is not present, we assume that the UE initiates connection setup. It is FFS if this is done in an optimized way or not. 


Also, followings were agreed in NB-IoT Ad-hoc meeting:

	· From RRC point of view there are two RRC states i.e. RRC_CONNECTED and RRC_IDLE and when NB-IoT UE is given suspend command the UE moves to RRC_IDLE and transitions to RRC_CONNECTED on resume.
· Suspend is performed by the RRC release procedure. 


The main concept of solution 18 is to keep UE Context while the UE’s RRC Connection is IDLE, and resume this context whenever the UE needs to perform data transmission. For making the specification, it should be clarified which context should be retained in the new state. This paper addresses it from layer2 point of view.
2. Discussion
In the current spec, when UE goes in IDLE state, UE initializes/releases layer2. Specifically, UE resets MAC, release the dedicated configuration including release of RLC entity and PDCP entity. On the other hand, as per RRC suspend state, since AS context is maintained, e.g., security, radio resource configurations, it should be clear what layer 2 will be in this state. Specifically, MAC/RLC/PDCP have its entity and corresponding state (e.g., trigger, timer, etc) and entity and thus there will be several candidate models in the RRC suspend state as below: 
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- In Model#0, PDCP entity and RLC entity are released and MAC is reset (and no state information is stored)
- In Model#1, PDCP entity and RLC entity are released and MAC is reset (and L2 state information is stored)

- In Model#2, PDCP entity and RLC entity are maintained and all are frozen

Model#0 aims to reuse the legacy behaviour. Model#1 aims to store (parts of) the layer 2 state information which may be useful when UE resumes. Model#2 aims to freeze layer 2 and keep everything as it is when UE goes to RRC suspend and UE will activate layer 2 as if the communication is continuous even after suspend – resume. Model#1 and 2 may be beneficial from performance point of view since some layer 2 information are available to transmit/receive data immediately after UE is resumed. Therefore, the discussion point is whether there is state information which is beneficial to be stored in RRC suspend state. If there are beneficial information, Model #1 or 2 needs to be used. Otherwise, we can stick to legacy (Model#0).  We address layer by layer below:
MAC layer

The following are MAC related states: DRX state (active time or not), timer state (i.e., stop, running and expired), triggers (e.g., BSR, PHR and RA procedure) and HARQ buffer. Assuming that the situation may have changed when UE resumes, such information may not be beneficial. For example, UE may report the old BS or trigger PHR based on the old pathloss information or transmit old UL data in the buffer after resuming. Also, if the timer state is kept, reporting the latest information may be delayed due to the prohibit timer (e.g., prohibit PHR timer). Therefore, keeping the old context may harm the communication after resuming. 
Observation 1: There is no motivation to keep MAC state information in suspend state.
RLC layer

The following are RLC related states: state variables, timer state (i.e., stop, running and expired), triggers (e.g., RLC retransmission, polling and status report) and RLC buffer. Assuming that all the data transmission and reception have been finished when UE is in RRC suspend state, there is no need to keep the related triggers and timer states. On the other hand, such state information may be rather harmful. RAN2 agreed to support only RLC-AM for SRB/DRB which is push window based operation and if the window mis-match between transmitter side and receiver side occurs, RLC for SRB/DRB cannot work. Therefore, we think that we don’t need to keep RLC state information. 
Observation
2: There is no motivation to keep RLC states in suspend state.

PDCP layer

The following are PDCP related state: state variables (including COUNT value), timer state (i.e., stop, running and expired), ROHC context and PDCP buffer. 
As for COUNT value, initializing COUNT value may have concerns from security point of view, since security context is maintained (specifically if the previously used eNB Key is used) at suspend – resume as agreed in RAN2#92. On the other hand, we assume that the security should be updated anyway upon resuming, to make the security more robust. From that point of view, there is no strong motivation to maintain COUNT value. 
For ROHC context, RAN2 agreed to assume header compression for IP flow for solution 18, and for solution 2, [2] indicates that header compression needs to be supported (see section 5.11.2 and 8 of [2]). The basic principle of ROHC is to omit the part of the header information by using the ROHC context shared in compressor and decompressor. To establish the ROHC context, compressor firstly needs to transmit the IP packet with full header by which the decompressor can memorize the header information (e.g., static parts and the changing pattern of the dynamic parts). NB-IoT UE is assumed to have mainly short packet communication. For this case, ROHC is considered effective to reduce overhead. However, it is foreseen that NB-IoT UE transmits the small packet infrequently such that UE will be in suspend state as soon as UE transmits/receives one or two packets. In that case, if ROHC context is deleted upon every transition to suspend state, ROHC does not work in practice. From that point of view, it may be beneficial to identify whether there are U-plane contexts which are beneficial to be kept even in suspend state.  In that case, when UE resumes the communication, it can compress the IP packet starting from the first packet sent right after resume using the ROHC context stored in suspend state. We think that the gain depends on the traffic model of NB-IOT and how frequent the IP address of the peer application server is updated. The application server sometimes changes its IP address to protect against security rick, e.g., DoS attack. Since the benefit is not so clear, we may stick the legacy IDLE state for simplicity in this release.
Observation 3: It may be beneficial to keep some parts of PDCP state, (e.g., ROHC context, PDCP COUNT value) in suspend state. But the actual benefit is not so clear.
Moreover, after the last meeting, the email discussion on the Radio Resource handling at suspension/resumption [3] was held. During the discussion, it was mentioned that it will be beneficial to keep PDCP/RLC in RRC suspended state to optimize the signaling i.e. no need to configure PDCP and RLC again at resume. However, we wonder if keeping PDCP and RLC will be actually beneficial. It can be assumed that UE keeps PDCP and RLC configurations as AS context in RRC suspended state and such configurations are not likely to be reconfigured at resume under the same eNB. Therefore, at resume, eNB only have to indicate UE to establish PDCP and RLC according to the AS context stored in the UE without any additional reconfiguration information for PDCP and RLC. 
Observation 4: It does not optimize the signalling at resume to keep PDCP and RLC in the RRC suspended state.
From above observations, we think that there is no motivation to keep the states of MAC/RLC/PDCP. Also, releasing the state information will be beneficial from UE/eNB implementation point of view (e.g., no additional memory). Therefore, we propose to stick to the legacy L2 modeling in IDLE. 
Proposal1: 
Stick to the legacy L2 modeling in IDLE, reset MAC and release PDCP and RLC in suspend state.
In the email discussion [3], it was also discussed how RRC connection resume message is sent, i.e.,via SRB1 or SRB0. If RAN2 can agree the Proposal1, we think that SRB0 should be straightforward. At resume, since PDCP and RLC are established again (also for SRB1), the COUNT value is started from 0. Thus, if eNB tries to transmit RRC connection resume message via SRB1, it will be integrity protected and ciphered by using the current security key (which was used in the latest RRC connection) and COUNT value = 0. We think that this is not preferable from security point of view, since the same security input is applied for the different message. Therefore, we think that SRB0 (as for RRC re-establishment today) will be straightforward solution. 
Proposal2: 
RRC connection resume message is transmitted via SRB0.
3. Summary and Conclusion

In this contribution, we addressed the remaining issues on U-plane modelling of U-plane solution (solution 18) for NB-IoT and followings are observed and proposed:
Observation 1: There is no motivation to keep MAC state information in suspend state.
Observation 2: There is no motivation to keep RLC states in suspend state.
Observation 3: It may be beneficial to keep some parts of PDCP state, (e.g., ROHC context, PDCP COUNT value) in suspend state. But the actual benefit is not so clear.
Proposal 1: Stick to the legacy L2 modeling in IDLE, reset MAC and release PDCP and RLC in suspend state.

Proposal2: 
RRC connection resume message is transmitted via SRB0.
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5. Annex

2.1. TS36.331
	5.3.12
UE actions upon leaving RRC_CONNECTED

Upon leaving RRC_CONNECTED, the UE shall:

1>
reset MAC;
1>
stop all timers that are running except T320, T325 and T330;

1>
release all radio resources, including release of the RLC entity, the MAC configuration and the associated PDCP entity for all established RBs;
1>
indicate the release of the RRC connection to upper layers together with the release cause;

1>
if leaving RRC_CONNECTED was triggered neither by reception of the MobilityFromEUTRACommand message nor by selecting an inter-RAT cell while T311 was running:

2>
enter RRC_IDLE and perform procedures as specified in TS 36.304 [4, 5.2.7];

2>
if timer T350 is configured:
3>
start timer T350;

2>
else:
3>
release the wlan-OffloadDedicated and inform upper layers about the release;


2.2. TR23.720v1.2.0
	5.11
Key Issue 11 - Header compression enhancements for CIOT 

5.11.1
Description

This key issue aims to provide an efficient header compression scheme to support the CIOT traffic models. 

Based on the traffic model documented in 4.3, most of the categories make use of small data size and send data infrequently. For example, periodic MAR and Network Command are using the data size of 20-200 Byte every 30 min or longer. Considering the IP and transport layer headers, e.g. 20B for IPv4 and 40B for IPv6, 8B for UDP, 20B for TCP, and 12B for RTP, the overhead is significant. Therefore, header compressing is necessary for the efficient support of large number of devices for the NB-IoT. 

Note: 
For instance the traffic/user data for the NB-IoT typically includes (though not inclusively) status information, measurement data, and alarming data from M2M applications. 

Due to the infrequent data sending and mobility, the header compression context kept in the eNB and UE may be reset as a result of UE enters IDLE mode or changes eNB. This leads to packets with full size headers, or even with additional overhead, sent with frequently. 

In addition, there could be also non-IP traffic for CIOT use. In this case, the header compression scheme must be able to turn the scheme off when non-IP traffic is used.

It is therefore desirable to develop a header compression mechanism to support the efficient transport of CIOT traffic. 

5.11.2
Architectural Requirements 

For data delivery over control plane, the header compression function for CIOT traffic needs to be supported to allow CONNECTED-IDLE mode transition and mobility. 

The header compression function for CIOT needs to be able to handle the non-IP traffic when the UE requested non-IP support. 
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