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First Modified Subclause
–
RRCConnectionReestablishmentRequest
The RRCConnectionReestablishmentRequest message is used to request the reestablishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentRequest-r8












RRCConnectionReestablishmentRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


reestablishmentCause



ReestablishmentCause,


spare







BIT STRING (SIZE (2))

}

ReestabUE-Identity ::=



SEQUENCE {


c-RNTI







C-RNTI,


physCellId






PhysCellId,


shortMAC-I






ShortMAC-I

}

ReestablishmentCause ::=


ENUMERATED {











reconfigurationFailure, handoverFailure,











otherFailure, spare1}

-- ASN1STOP

	RRCConnectionReestablishmentRequest field descriptions

	physCellId

The Physical Cell Identity of the PCell the UE was connected to prior to the failure.

	reestablishmentCause

Indicates the failure cause that triggered the re-establishment procedure. eNB is not expected to reject a RRCConnectionReestablishmentRequest due to unknown cause value being used by the UE.

	ue-Identity

UE identity included to retrieve UE context and to facilitate contention resolution by lower layers.


Umodified part omitted

–
RRCConnectionRequest
The RRCConnectionRequest message is used to request the establishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionRequest message
-- ASN1START

RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,


spare







BIT STRING (SIZE (1))

}

InitialUE-Identity ::=



CHOICE {


s-TMSI







S-TMSI,


randomValue






BIT STRING (SIZE (40))

}

EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling,











mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}

-- ASN1STOP

	RRCConnectionRequest field descriptions

	establishmentCause

Provides the establishment cause for the RRC connection request as provided by the upper layers. W.r.t. the cause value names: highPriorityAccess concerns AC11..AC15, ‘mt’ stands for ‘Mobile Terminating’ and ‘mo’ for ‘Mobile Originating. eNB is not expected to reject a RRCConnectionRequest due to unknown cause value being used by the UE.

	randomValue

Integer value in the range 0 to 240 ( 1.

	ue-Identity

UE identity included to facilitate contention resolution by lower layers.


End of Modified Subclause
