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1. Introduction
After RAN2 NB-IoT ad-hoc, an email discussion took place to discuss how an RRC connection is suspended and resumed [1]. This paper attempts agree on the remaining aspects which were not discussed by email.
2. Discussion
2.1. How to retain AS context in RRC_IDLE
At RAN2 #92, the following was agreed.

· Agree that the UE may retain the AS context in RRC_IDLE mode for UP solution. RAN2 assumes that this enhanced RRC_IDLE state is referred to as RRC_IDLE but this may be revisited.
This agreement has not been revisited so far and so has been valid. According to the existing UE behaviour when the UE leaves RRC_CONNECTED and goes into RRC_IDLE, all radio resources are released as described in sub-clause 5.3.12 of [2]. Even if the existing RRC_IDLE is enhanced for the UE to retain the AS context, the existing UE behaviour should be kept as much as possible to take full advantage of reusing the existing RRC_IDLE state. In that sense, all radio resources including the MAC configuration, the RLC/PDCP entities for all established RBs should be released when going into RRC_IDLE even though the AS context is retained in the RRC_IDLE state. The AS context can be stored as an EUTRA-UE variable by defining a new UE variable, e.g., VarAS-Config as shown below.
–
VarAS-Config
The UE variable VarAS-Config includes the AS configuration stored by the UE while in RRC_IDLE if asked by E-UTRAN. The UE considers the stored AS configuration to be invalid after the hours indicated by ue-AS-ConfigValidigyTime from the moment when leaving RRC_CONNECTED.
VarAS-Config UE variable
-- ASN1START

VarAS-Config-r13 ::=



SEQUENCE {


radioResourceConfigDedicated-r13


RadioResourceConfigDedicated,


securityAlgorithmConfig-r13




SecurityAlgorithmConfig,


measConfig-r13







MeasConfig,


nextHopChainingCount-r13




NextHopChainingCount,


physCellId-r13







PhysCellId,

cellIdentity-r13






CellIdentity,


ue-Identity-r13







C-RNTI,

}

-- ASN1STOP

To activate the security when resuming an RRC connection, the AS context should also include security context, i.e., SecurityAlgorithmConfig and NextHopChainingCount. As has been discussed, the UE also has to retain a resume ID, If the resume ID is C-RNTI + PCI + shortMAC-I as proposed in [1], C-RNTI and PCI have to be retained. In addition, if context fetch using CGI is supported [3], CGI have to be retained as well. If measurement in the connected mode is supported [4], the measurement configuration is also retained. Subsequently, the followings are proposed.
Proposal 1:
For the UE in RRC_IDLE to retain the AS context, a new UE variable, VarAS-Config is defined.
Proposal 2:

In VarAS-Config, the following configurations are stored.

· RadioResourceConfigDedicated

· SecurityAlgorithmConfig

· MeasConfig

· NextHopChainingCount

· PhysCellId

· CellIdentity
· C-RNTI

2.2. Indication of C/U-plane support
As explained in the other contribution [5], it is not possible to include additional information in Msg.3 if the Msg.3 is kept as today. For non-NB-IoT UEs, the contribution proposes to assign a dedicated LCID of CCCH for UEs supporting C/U-plane solution. For NB-IoT UEs, it could be indicated in Msg.3 given that the message size can be enlarged according to the RAN1 feedback [6]. Nevertheless, it is desirable to adopt the common approach as much as possible. Therefore, the same proposal is made for NB-IoT UEs.

Proposal 3:

Support of C/U-plane solution is indicated by LCID in the MAC header for Msg.3.
2.3. Security aspects
Even though the resume ID is agreed to utilise the existing IDs (e.g., C-RNTI + PCI + shortMAC-I) and NextHopChainingCount is stored at the eNB and the UE, it has not been consulted from the security point of view and so SA3 consultation is deemed as necessary. In addition, the security risk of not supporting key refresh (if agreed) should also be investigated by SA3. Therefore, at this point, all the potential security aspects for UP solution should be consulted by SA3.
Proposal 4:

Consult the security aspects of RRC connection resume and suspension by SA3.
3. Summary and proposal
In summary, the followings were proposed.
Proposal 1:
For the UE in RRC_IDLE to retain the AS context, a new UE variable, VarAS-Config is defined.
Proposal 2:

In VarAS-Config, the following configurations are stored.

· RadioResourceConfigDedicated

· SecurityAlgorithmConfig

· MeasConfig

· NextHopChainingCount

· PhysCellId

· CellIdentity
· C-RNTI

Proposal 3:

Support of C/U-plane solution is indicated by LCID in the MAC header for Msg.3.
Proposal 4:

Consult the security aspects of RRC connection resume and suspension by SA3.
CRs to implement these proposals including other papers are provided at this meeting as in [7, 8].
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