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1. Introduction
In RAN2 NB-IoT Ad-Hoc, there were following agreements with respect to the usage of Solution 2 and 18 [1].
	· RAN2 assumes that the NB-IoT UEs will not use / transfer data using solution 2 and solution 18 at the same time, i.e. both will never be configured by the network at any point in time. 

· The selection which solution to be used is done between UE and network on NAS level.


On the other hand, there was discussion in SA2#113 whether the UE configured with the Solution 18 can send SMS over NAS based on the CT1 LS [2]. SA2 concluded in their LS [3] that the UE can be configured with the UE-SCEF connection (i.e. solution 2) running in parallel with PDN connection (solution 18). Hence, we consider RAN2 should re-discuss the issue on the simultaneous configurations of the Solution 2 and 18. 
In addition, there are some other points, which should be considered in RAN2, in the same SA2 LS. So, in this contribution, we discuss these issues and provide our views.
2. Discussion
Looking at the SA2 reply LS [2], there are some points that should be discussed and confirmed in RAN2. We discuss them in the following sub sections. Note that the important parts are highlighted in yellow.
2.1
Issue (1): Simultaneous configurations of Solution 2 and 18
The first point is the simultaneous configurations of solution 2 and solution 18 to an NB-IoT UE.
	(1)
To SA2: Have CT1 to provide support for UEs which can have the UE-SCEF connection running in parallel with PDN connection such as Internet, IMS etc.

Further information: A use case has been brought to the CT1 attention which describes that the UE can have multiple PDN connections simultaneously in addition to CIoT functionality running (e.g., control plane IoT towards the SCEF via the MME and simultaneous PDN connections towards the P-GW such as Internet and IMS).

SA2 answer: Yes. That use case is valid.


SA2 has confirmed that it is possible for the network to configure both solution 2 and 18 to an NB-IoT UE in parallel, i.e. at the same time. On the other hand, RAN2 agreed to assume that the NB-IoT UEs will not use / transfer data using solution 2 and solution 18 at the same time, i.e. both will never be configured by the network at any point in time [1]. So, RAN2 should discuss again and it should be clarified whether/how this can be performed from RAN2 point of view.
There will be at least following issues to be clarified.
· A meaning of “in parallel”
· An expected network topology
· How/when to select solution
Firstly, a meaning of “in parallel” in the SA2 LS is discussed. This may mean either “data transmissions via solution 2 and 18 are simultaneously ongoing” or “data transmission is via solution 2 or 18 (not both) at a time”. Note that ongoing means data transmission is done but not yet confirmed by HARQ/ARQ entity. As already agreed to support two HARQ processes (one for UL and the other for DL), the latter case can only be supported from RAN2 point of view. It is also our understanding that SA2 considers only one data path is used for IP data, i.e. either via MME->S-GW->P-GW or via S1-U.
Secondly, an expected network topology is discussed. Given that there will be only one MME as control node of UE’s mobility and NAS connection, the corresponding MME has to support both solution 2 (i.e. Control Plane CIoT EPS optimization) and solution 18 (i.e. User Plane EPS optimization). In this sense, how to select the MME by the eNB can be done based on the supported EPS optimization, which is the same policy as the case where the UE is configured with only one solution (i.e. either solution 2 or 18).
Thirdly, it is discussed how/when a solution is selected for data transmission. In NB-IoT Ad-Hoc, this was discussed and agreed to assume that the selection which solution to be used is done between UE and network on NAS level. It seems SA2 agreed as follows:
· UE is informed by MME which transmission method (CP and/or UP) it shall use

· If MME determines that PDN connection via SCEF shall be used, "CP only" is indicated to the UE in the ESM response.
However, this is the first configuration at Attach rather than “selection” at actual data transmission. So, we consider further input from SA2 would be necessary.
Based on discussions above, we’d like to suggest agreeing on following proposals:
Proposal 1: It is assumed that there is no parallel ongoing data transmission.
Proposal 2: It is assumed that the eNB selects only one MME (per NB-IoT UE) among which support both solution 2 and 18.
Proposal 3: It is remained FFS how/when the solution is selected until further information from SA2.
2.2
Issue (3): Number of DRBs supported by NB-IoT
The second point is the number of DRBs that can be supported by an NB-IoT UE in Solution 18. 
	(3)
To SA2: With regards to the Solution 18; can data be sent over the user plane when the UE have multiple PDN connections?

SA2 answer: Yes in WB-E-UTRAN. For NB-IoT, existing RAN 2 agreements seem to indicate that there will be at most one Data Radio Bearer and this implies there may be problems. It is not clear to SA2 whether this RAN 2 agreement is fundamental to their design (or is an indication that “for solution 18 an NB-IoT-only UE need not support more than one DRB”). SA 2 invite RAN 2 to comment on this issue and, if there are not design limitations, to consider (for solution 18) supporting the same number of DRBs as so far for WB-E-UTRAN.


SA2 is wondering if NB-IoT UE can support the same number of DRBs as WB-EUTRAN, i.e. LTE UE. However, this is very clear for RAN2 and it was already agreed that there is only one DRB per NB-IoT UE in solution 18.

For LTE, there may be no issue to support multiple DRBs in solution 18, because there will be no technical difference between legacy LTE and solution 18 apart from RRC connection suspend and resume. One issue may be the size of the UE context to be stored in the UE and the eNB. For instance, if multiple DRBs are supported, its size will increase and impact on the memory for both the UE and the eNB, especially for Category M UEs, which could be also low cost somewhat. Since the open issue is only in the case of LTE, we suggest to further discuss this in TEI13 according to RAN plenary decision [5,6].
Proposal 4: RAN2 to confirm that there is only one DRB per NB-IoT UE.
Proposal 4a: RAN2 to further discuss how many DRBs can be supported by WB-EUTRAN (i.e. other UEs in LTE) under the agenda item of TEI13.
2.3
Issue (10): RRC indication for MME selection
The third point is the MME selection by the eNB upon receiving the Attach/TAU request for CIoT optimization.
	(10)
To SA2: Can it always be ensured that the ATTACH REQUEST message for CIoT optimizations reaches an MME which supports CIoT optimizations?

SA2 answer: SA2 have specified that the UE shall supply RRC indication(s) to the eNB and that the eNB shall use these to route the Attach/TAU Request to an MME that can decode the Release 13 Attach/TAU Request without detecting errors in mandatory signalling elements.

SA2 believe it would be beneficial if the RRC signalling in “message 5” of the RRC Connection Establishment for an Attach (and TAU) procedure carried extra indications that (in combination with earlier information exchanged in the S1 Setup signalling between eNB and MME and/or O&M configuration of CN information on the RAN) enables the UE’s message to be routed to an MME that does support the UE’s features.
So far, SA2 have assumed that the NB-IoT cell is part of an eNB that is connected to at least one MME that supports Release 13 NAS signalling. 

When using some CIoT EPS optimisations (specifically “PDN type = Non-IP”, and “Attach without PDN connectivity”) on a non-NB-IoT cell, SA2 anticipate that the MME selected by the eNB needs to be able to understand Release 13 NAS signalling. Some E-UTRAN support is anticipated to be needed (e.g. a bit broadcast in System Information from WB-E-UTRAN cells) in order to avoid these CIoT EPS optimisations being requested via an eNB that is not connected to any MME that understands Release 13 NAS signalling. 


It seems SA2 consider that the UE shall send an appropriate indication in RRCConnectionSetupComplete message for Attach/TAU request so that the eNB can select the right MME to be transferred the Attach/TAU request. In the agreed SA2 CR for TS23.401 [7], the related description below can be seen in the Attach procedure (Figure 5.3.2.1-1: Attach procedure):
1. The UE initiates the Attach procedure by the transmission, to the eNodeB, of an Attach Request (…) message together with RRC parameters indicating the Selected Network and the old GUMMEI.

In the RRC connection establishment signalling associated with the Attach Request, the UE indicates whether it supports CIoT EPS Optimisations (support for Control Plane and the User plane C-IoT-EPS optimisations is indicated separately).
// remove some text
2. The eNodeB derives the MME address from the RRC parameters carrying the old GUMMEI, the indicated Selected Network and the RAT (NB-IoT or WB-E-UTRAN). In addition, the MME address may be derived based on RRC indications requestings one or more CIoT Optimisations.

From NB-IoT system perspective, this is a separate system (new RAT) differentiated from the LTE. So, the eNB can know which access is for NB-IoT and there is no need to indicate in RRC for the MME selection, if the eNB already knows which MME supports the CIoT EPS optimization at e.g. S1 setup procedure and this MME can be used for every NB-IoT UEs in a cell. Otherwise, the eNB has to derive the MME to which S1AP Initial UE Message should be sent. SA2 assumption seems the latter case, so we consider a certain indication is necessary in the RRCConnectionSetupComplete message.
Regarding the indication, 1 bit flag showing the support of solution 18 will be sufficient, because the solution 2 is mandatory for NB-IoT UEs. On the other hand, considering the same (similar) solution(s) will be applied to other UEs (i.e. LTE UEs), it would be better to have commonality between two systems. For LTE, there may not be the restriction such that the solution 2 is mandatory. In this sense, we have a preference to define 2 bits indication showing support of solution 2 and/or 18.
For WB-EUTRA (i.e. LTE), as discussed above, we consider the same approach as NB-IoT could be used for LTE as well. However, it should be discussed whether the whole procedure introduced in NB-IoT can be reused as it is anyway. So, we suggest to assume that 2 bits indication will be defined but this needs to be clarified later. Note that this should also be done under TEI13.
Proposal 5: RAN2 to confirm that there is an indication showing the support of NB-IoT solution(s) in RRCConnectionSetupComplete for Attach/TAU request.

Proposal 5a: RAN2 to agree the indication consists of 2 bits to show support of solution 2 and/or 18. 
Proposal 5b: RAN2 to assume that there will be 2 bits indication in LTE as well as NB-IoT, while this needs to be clarified under the agenda item of TEI13.
Note that the gray part above should be discussed under the agenda item of TEI13 according to RAN plenary decision in RAN#70 [5,6].
3. Conclusion

In this contribution we discussed remaining issues related to previous CT1 questions and corresponding SA2 responses. Based on discussions, we made the following proposals:
Proposal 1: It is assumed that there is no parallel ongoing data transmission.
Proposal 2: It is assumed that the eNB selects only one MME (per NB-IoT UE) among which support both solution 2 and 18.
Proposal 3: It is remained FFS how/when the solution is selected until further information from SA2.
Proposal 4: RAN2 to confirm that there is only one DRB per NB-IoT UE.

Proposal 4a: RAN2 to further discuss how many DRBs can be supported by WB-EUTRAN (i.e. other UEs in LTE) under the agenda item of TEI13.
Proposal 5: RAN2 to confirm that there is an indication showing the support of NB-IoT solution(s) in RRCConnectionSetupComplete for Attach/TAU request.

Proposal 5a: RAN2 to agree the indication consists of 2 bits to show support of solution 2 and/or 18. 

Proposal 5b: RAN2 to assume that there will be 2 bits indication in LTE as well as NB-IoT, while this needs to be clarified under the agenda item of TEI13.
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Figure 5.3.2.1-1: Attach procedure

// remove some notes

1.
The UE initiates the Attach procedure by the transmission, to the eNodeB, of an Attach Request (IMSI or old GUTI, Old GUTI type, last visited TAI (if available), UE Core Network Capability, UE Specific DRX parameters, extended idle mode DRX parameters, Attach Type, ESM message container (Request Type, PDN Type, Protocol Configuration Options, Ciphered Options Transfer Flag, Header Compression Configuration), KSIASME, NAS sequence number, NAS-MAC, additional GUTI, P-TMSI signature, Voice domain preference and UE's usage setting, Preferred Network behaviour, MS Network Capability) message together with RRC parameters indicating the Selected Network and the old GUMMEI.

In the RRC connection establishment signalling associated with the Attach Request, the UE indicates whether it supports CIoT EPS Optimisations (support for Control Plane and the User plane C-IoT-EPS optimisations is indicated separately).
If the UE identifies itself with the old GUTI, the UE shall set the Old GUTI Type to indicate whether the Old GUTI is a native GUTI or is mapped from a P-TMSI and RAI.The old GUTI may be derived from a P‑TMSI and RAI. IMSI shall be included if the UE does not have a valid GUTI or a valid P‑TMSI available, or if the UE is configured to perform Attachth IMSI at PLMN change and is accessing a new PLMN. The UE stores the TIN in detached state. If the UE's TIN indicates "GUTI" or "RAT-related TMSI" and the UE holds a valid GUTI then the old GUTI indicates this valid GUTI. If the UE's TIN indicates "P‑TMSI" and the UE holds a valid P‑TMSI and related RAI then these two elements are indicated as the old GUTI. Mapping a P‑TMSI and RAI to a GUTI is specified in TS 23.003 [9]. If the UE holds a valid GUTI and the old GUTI indicates a GUTI mapped from a P-TMSI and RAI, then the UE indicates the GUTI as additional GUTI. If the old GUTI indicates a GUTI mapped from a P-TMSI and RAI and the UE has a valid P-TMSI signature associated to it, the P-TMSI signature shall be included. The UE sets the voice domain preference and UE's usage setting according to its configuration, as described in clause 4.3.5.9. 

Alternatively, when a UE only supports E-UTRAN, if the UE has a GUTI available and the UE is accessing the same PLMN (or ePLMN), then it identifies itself with the old GUTI and sets the Old GUTI Type to ‘native’, otherwise the UE configuration determines whetherthe UE identifies itself with its IMSI or the Old GUTI

// remove some unchanged text
PDN type indicates the requested IP version (IPv4, IPv4/IPv6, IPv6). For a UE that support CIoT EPS optimisations, the PDN type may also be  "Non-IP ".Protocol Configuration Options (PCO) are used to transfer parameters between the UE and the PDN GW, and are sent transparently through the MME and the Serving GW. The Protocol Configuration Options may include the Address Allocation Preference indicating that the UE prefers to obtain an IPv4 address only after the default bearer activation by means of DHCPv4. If the UE intends to send PCO which require ciphering (e.g., PAP/CHAP usernames and passwords) or send an APN, or both, the UE shall set the Ciphered Options Transfer Flag and send PCO or APN or both only after authentication and NAS security setup have been completed (see below).

NOTE 7:
External network operators wanting to use PAP for authentication are warned that PAP is an obsolete protocol from a security point of view. CHAP provides stronger security than PAP.

 If the UE has UTRAN or GERAN capabilities, it shall send the NRSU in the PCO to indicate the support of the network requested bearer control in UTRAN/GERAN. The UE sends the ETFTU in the PCO to indicate the support of the extended TFT filter format. Request Type is included in the ESM message container and indicates "Handover" when the UE has already an activated PDN GW/HA due to mobility with non-3GPP accesses. 

If a UE indicates support of  CIoT Optimisations in the RRC message, it may omit the the ESM message container . If the ESM message container is omitted the MME shall not establish a PDN connection as part of the Attach procedure. In this case steps 6, 12 to 16 and 23 to 26 are not executed. In addition, for the case of UEs attaching with Control Plane CIoT EPS Optimisation with no user plane establishment, steps 17 to 22 are replaced by S1 AP NAS Transport and RRC Direct Transfer messages that just transport the NAS Attach Accept and NAS Attach Complete messages. 

When the Attach Request is sent on an NB-IoT RAT, the “Voice domain preference and UE's usage setting” shall not be included.

Attach Type indicates whether it is an EPS attach or a combined EPS/IMSI attach or an Emergency Attach. Emergency Attach shall not be indicated when the UE is using the NB-IoT RAT. When using C-IoT EPS optimisations, the UE may indicate EPS attach and request SMS by setting the “SMS transfer without Combined Attach” flag in the Preferred Network Behaviour IE.

If a UE includes a Preferred Network Behaviour, this defines the Network Behaviour the UE is expecting to be available in the network as defined in clause 4.3.5.x.

If a UE indicated Control Plane CIoT EPS optimisation supported in Preferred Network Behavior, and the UE included the ESM message container, and the PDN type was IPv4 or IPv6 or IPv4v6, it shall include the Header Compression Configuration,. The Header Compression Configuration includes the information necessary for the ROHC channel setup. Optionally, the Header Compression Configuration may include ROHC context setup parameters if the UE already has the application traffic information, e.g. the target server IP address.

// remove some unchanged text

2.
The eNodeB derives the MME address from the RRC parameters carrying the old GUMMEI, the indicated Selected Network and the RAT (NB-IoT or WB-E-UTRAN). In addition, the MME address may be derived based on RRC indications requestings one or more CIoT Optimisations. If that MME is not associated with the eNodeB or the old GUMMEI is not available, the eNodeB selects an MME as described in clause 4.3.8.3 on "MME selection function". The eNodeB forwards the Attach Request message  in a S1-MME control message (Initial UE message) together with the Selected Network, CSG access mode, CSG ID, L-GW address, TAI+ECGI, and RAT type of the cell from where it received the message to the new MME. CSG ID is provided if the UE attaches via a CSG cell or hybrid cell. CSG access mode is provided if the UE attaches via a hybrid cell. If the CSG access mode is not provided but the CSG ID is provided, the MME shall consider the cell as a CSG cell. If the eNodeB has a collocated L-GW, it includes the L-GW address in the Initial UE message to the MME.

// skip remaining part
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