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1. Introduction
At RAN2 NB-IoT ad-hoc, RAN2 agreed to assume that the U-plane solution works in a muti-cell scenario according to TR 23.720. RAN2 also agreed not to use S-TMSI for resume ID and agreed to use C-RNTI as a part of the resume ID. After the ad-hoc meeting, the remaining part of the resume ID, in particular to identify the source eNB at which the UE AS context is stored was discussed by email with the following options [1].
Option 1.1:
C-RNTI + PCI (9 bits) (+ shortMAC-I)
Option 1.2:
C-RNTI + CGI (28bits) (+ shortMAC-I)
Option 2:

C-RNTI + new eNB ID (+ some authentication ID like shortMAC-I?)
Although Option 1.2 is intended to resolve PCI confusion, Option 1.1 seems obtain the largest support among interested companies during the email discussion [1]. Even though Option 1.1 is adopted as the resume ID in Msg.3, there is still the other way to resolve PCI confusion using CGI. This paper provides how to resolve PCI solution in case of resuming an RRC connection at the eNB where the UE AS context is not stored.
2. Discussion
If C-RNTI, CGI and shortMAC-I are included in Msg.3 as a resume ID, the size of Msg.3 becomes 9 octets no matter how Msg.3 is designed, i.e., by extending the existing RRCConnectionRequest, RRCConnectionReestablishmentRequest or introducing a new message. Given that Msg.3 is sent on UL CCCH, its message size was designed as small as possible (6 octets) in Rel-8 to make sure robust message delivery at the cell edge. Enlarging the size of Msg.3 would deteriorate the successful rate of RRC connection establishment at the cell edge. As such, use of PCI is a sensible choice to keep the Msg.3 size as it is. 
Nonetheless, there is another approach to resolve PCI confusion at the different eNB. Figure 1 illustrates how the target eNB fetches the UE AS context from the source eNB if PCI confusion occurs. While in RRC_IDLE, the UE keeps the source CGI as one of the UE AS contexts as proposed in [2]. When the UE initiates to resume an RRC connection, the UE sends Msg.3 including C-RNTI, PCI and shortMAC-I as a resume ID. Upon receiving Msg.3, if the eNB knows that the AS context is not stored for the UE requesting to resume an RRC connection, the eNB requests the UE to provide CGI, The UE then provides the stored CGI for the target eNB in Msg.5. Upon obtaining the source CGI, the target eNB can learn the source eNB at which the UE AS context is stored and then initiates the context fetch procedure as illustrated in Figure 1. After retrieving the UE AS context, the target eNB performs the SMC procedure and the RRCConnectionReconfiguration procedure and then resume an RRC connection.
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Figure 1:

Overall procedure of resuming an RRC connection at different eNB using CGI

From Uu point of view, the overall procedure looks like the RRC connection establishment procedure since security is activated after receiving Msg.5 by performing the SMC procedure. After proceeding with resuming an RRC connection, only SRB1 is resumed. SRB2 and DRB are established by the subsequent RRC connection reconfiguration. This is different from resuming an RRC connection at the same eNB or the different eNB using PCI since SRB1/2 and DRB are resumed after the resuming procedure. The number of messages exchanged over the air cannot be reduced in this case, while the NAS signalling can be reduced compared with the legacy NAS recovery. Nevertheless, it is still sufficient given that the scenario is not a typical case and not likely to occur frequently. 
3. Summary and proposal
This paper provides a solution how to resolve PCI confusion in case of resuming an RRC connection at the eNB where the UE AS context is not stored. No matter how the RRC connection resume procedure is realised (by extending the existing procedure or introducing a new procedure), the followings are proposed.
Proposal 1:
Support to fetch a UE AS context by using CGI if PCI reported in Msg.3 cannot identify the eNB at which the UE AS context is stored.
Proposal 2:
The UE in RRC_IDLE stores CGI of the eNB at which the UE AS context is stored if requested to suspend an RRC connection.

Proposal 3:

When resuming an RRC connection, the eNB can request the UE to provide CGI in Msg.4.

Proposal 4:

If requested, the UE provides CGI for the eNB in Msg.5.
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