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1
Introduction
There are following open issues left for SA2 solution 18 i.e. RRC suspend / resume [1] [2] [3]:
· We assume that at suspend – resume, security is continued. It is FFS how this is done. 

· Introduce a RRC connection resume procedure which is used at transition from RRC_IDLE to RRC_CONNECTED and where previously stored information in the UE as well as in the eNodeB is utilized to resume the RRC connection. 

· The RRC suspend procedure and the RRC resume procedure may be new procedures with new messages, or may be implemented as new IEs in existing LTE procedures. This is FFS. 

· In the message to resume, the UE provides an Identifier to be used by the eNB to access the stored information required to resume the RRC Connection. We assume we use C-RNTI as a part of the resume ID.  How to identify eNB is FFS 

· If the resume procedure fails, e.g. if the AS context is not present, we assume that the UE initiates connection setup. It is FFS if this is done in an optimized way or not. 

· It is FFS if DRB can be multiplexed with connection resume request if the granted transport block size permits. 
In this contribution we consider further details based on the already agreed aspects for RRC suspend resume and propose possible way forwards. 
2
Discussion
It was agreed in the previous RAN2 meeting [2] that RRC suspend may be implemented with new procedures with new messages, or may be implemented as new IEs in existing LTE procedures (6). It is decided to accept RRC Connection Release to suspend the connection [3], how the connection is resumed is involve in the ongoing email discussion [4] with three potential options:

· Option 1: Reuse the existing RRCConnectionRequest procedure (together with necessary changes)

· Option 2: Reuse the existing RRCConnectionReestablishmentRequest procedure (together with necessary changes)

· Option 3: Introduce a new RRC procedure (i.e. define a new RRC message on UL-CCCH, for example, RRCConnectionResumeRequest)

RAN #70 agreed in [5] that solution 2 and solution 18 may be applicable for other type of UEs in addition to NB IoT UE. Therefore, in order to have the generalized solutions as much possible, save the specification effort and speed up the progress to meet the tight schedule of the WI, it would be desirable to reuse exiting procedure as much as possible. 

According to assumption (4) at suspend – resume, security is continued. In addition it was agreed by RAN2 that a data radio bearer (DRB) is established for solution 18 (1). With the current legacy mechanism DRB can be established only with RRC Connection Reconfiguration procedure. Therefore Options 1 is not sufficient for performing the RRC Connection Resume fulfilling the previous RAN2 agreements, otherwise significant specification modification would be expected. 

With legacy RRC Connection Re-establishment procedure, UE could resume SRB1 and reactivate the AS security. The overall process on UE side is quite similar with the RRC Connection Resume procedure, except for the DRB resumption. As discussed in [6], the RRC connection could be established with RRC Connection Re-establishment instead of RRC Connection Setup procedure after initial Access (i.e. Attach procedure), therefore it is reasonable to apply the RRC Connection Re-establishment procedure for connection resumption to restore the UE context, resume the SRB/DRB and activate the AS security. For minimizing the specification work we propose the following:
Proposal 1: RRC Connection Resume is performed with RRC Connection Re-establishment procedure
Proposal 2: DRB resume is included in the RRC Connection Re-establishment procedure

With solution 18, the signalling overhead reduction is realized by the introduction of a modified UE/eNB behaviour in new CIoT IDLE state where relevant AS information is stored at transition to IDLE. However, the memory requirement would be significant if eNB maintains the AS context for massive number of UEs. In addition, eNB is not aware of the mobility status of UE in IDLE state and it is not preferable to keep the context of a UE which has moved out of the signalling area. The eNB may autonomously release the contexts that it cannot store, while UE may still keep the context which leads to the misalignment between UE and eNB. In this case, undesired signalling exchange may take place when the context resume is attempted. E.g. if the UE initiates the RRC Connect Resumption procedure towards a eNB which does not have valid UE context, based on proposed solution in [7], the normal RRC Connection Setup procedure or the context fetch procedure over X2 interface followed will increase the signalling overhead. 
Observation 1: The aligned AS context status between UE and eNB enables the UE to use appropriate connection establishment mechanism (i.e. RRC resume or RRC connection Request) and could avoid unnecessary signalling overhead.

Proposal 3: The AS context status is aligned between UE and eNB. Details FFS.
During suspend procedure, eNB provides UE an identifier of ‘Resume ID” that is used at subsequent resumption of the suspended RRC Connection. UE then provides the previously received 'Resume ID' to be used by the eNB to associate the UE with the previously stored UE Context. It is agreed in [3] that C-RNTI is assumed as a part of the resume ID, however the C-RNTI may not be sufficient to uniquely identify an UE and the information of eNB would be required. The Legacy RRC Connection Re-establishment procedure matches the UE context with the C-RNTI used in the cell identified by the PCI. The similar mechanism could also be reused for retrieving the UE context, i.e. to associate the UE context with the C-RNTI allocated by the cell and the Cell identifier of the cell. 

Proposal 4: Cell Identifier in addition to C-RNTI are used to identify the UE context during the RRC connection resume procedure.
RAN2 [1] agreed to support Contention-based random access for NB-IOT, the contention is not resolved until Msg4 is received in UE. Thus the potential RA procedure failure will make RRC resume procedure uncompleted. In addition, the RRC resume procedure may be stopped/rejected when the eNB fails to find the matched UE context. To multiplex the DRB with the connection resume request may waste the UL resource in case of the resumption failure. Most of the NB IoT application is delay tolerant, the latency reduced by sending the UL data together with Msg3 may not justify the potential ineffective spectrum utilization.

Observation 2: UL data transmission before the successful RRC resume may be useless.
Proposal 5: UL data transmission before the successful RRC resume is not supported.
RAN3 [80 discussed mobility support for UP solution, and agreed to support the connection resumption with an eNB different than where the connection was suspended, there are two solutions proposed:

· X2-based solution: eNB fetches the UE context from the eNB where the connection was suspended, by triggering the Handover Preparation procedure. 

· S1-based solution: eNB fetches the UE context from the MME
The context fetch procedure has been already discussed within 3GPP work item of "Study on for HetNet Mobility Enhancements for LTE”. The target eNB could establish the UE context via X2 handover preparation procedure from the source eNB which was considered as a valid approach to improve the RRC connection re-establishment performance. Thus for UP solution, assuming the RRC reestablishment procedure is selected for resuming the connection, to ease the specification work, the similar scheme could be utilized when the UE resumes the connection from a eNB where the UE context is not available,
Observation 3: The similar approach for improving RRC reestablishment performance studied in HetNet WI could be reused to setup the context in the eNB which has no valid UE context.

Proposal 6: The target eNB fetches context from the source eNB via X2 interface when UE resumes a connection with an eNB different than where the connection was suspended.
The resumption is completed successfully only when the target eNB has been prepared with a valid UE context verified by the authentication ID assigned during the connection suspension. Thus when the target eNB fails to retrieve a matched UE context, the target eNB could reject the resume request and instruct UE to fallback to initial connection access.

Proposal 7: The UE fallbacks to initial connection access procedure if the context fetch fails.
3
Conclusions
This contribution analysed the user plane solution (SA2 solution 18) for NB IoT UEs, the following observation were made. 

Observation 1: The aligned AS context status between UE and eNB enables the UE to use appropriate connection establishment mechanism (i.e. RRC resume or RRC connection Request) and could avoid unnecessary signalling overhead.

Observation 2: UL data transmission before the successful RRC resume may be useless.
Observation 3: The similar approach for improving RRC reestablishment performance studied in HetNet WI could be reused to setup the context in the eNB which has no valid UE context.

Based on the analysis and observations above, we propose the following:

Proposal 1: RRC Connection Resume is performed with RRC Connection Re-establishment procedure

Proposal 2: DRB resume is included in the RRC Connection Re-establishment procedure

Proposal 3: The AS context status is aligned between UE and eNB. Details FFS.
Proposal 4: Cell Identifier in addition to C-RNTI are used to identify the UE context during the RRC connection resume procedure.
Proposal 5: UL data transmission before the successful RRC resume is not supported.
Proposal 6: The target eNB fetches context from the source eNB via X2 interface when UE resumes a connection with an eNB different than where the connection was suspended.
Proposal 7: The UE fallbacks to initial connection access procedure if the context fetch fails.
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