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1. Introduction
There are some companies who are in favour of reporting WLAN status upon the change of the status [1][2][3][4]. This remaining issue is the subject of this contribution for the completion of this WI.
2. Discussion
According to the endorsed 36.331 CR [5], UE shall perform WLAN Connection Status Reporting procedure when WLAN connection fails. For the next behaviour of the eNB, UE sets an appropriate reason of the failure (i.e., failureRadioLink, failureInternal, failureConnReject, failureOther or failureTimeout). 
This behaviour is aligned with the agreement:
2: 
The report indicates (at least) a cause value (values to be defined, e.g: "UE problem" or a "WLAN problem".)

FFS when the report is triggered (may depend of the specific cause values) 

However, the FFS “when the report is triggered (may depend of the specific cause values)” was not discussed enough since the status is commonly reported regardless of the cause of the failure in the current CR.
Observation 1:
RAN2 has not discussed yet the FFS “when the report is triggered (may depend of the specific cause values)”.
Depending on the cause value of the failure, the recovery may be predictable by the eNB if the failure cause is on the network side while it may be unpredictable if the failure is resides within the UE. For example, if the UE sends WLAN Connection Status Reporting with “failureInternal”, the eNB may assume WLAN connection has failed due to “connection to another WLAN based on user preferences” or “user turning off WLAN connection” [5]. Unless another means for informing internal UE problems related to WLAN is recovered, the UE may no longer be reconfigured with the appropriate LWA configuration (lwa-WT-Counter and wlan-MobilitySet) even if WLAN becomes available (e.g. the UE disconnect with user preferred WiFi). 

Observation 2:
eNB may miss the opportunity to reconfigure the UE with appropriate LWA configuration using the current trigger for WLAN Connection Status Reporting.
Furthermore, if the failure cause is unpredictable the eNB may even choose to release the UE’s LWA configuration, regardless of whether the failure is temporary or not.  However, releasing the LWA configuration may not be desirable since there would be no mechanism for the eNB to know when the problem on the UE side has been resolved (e.g., the problem may just be that the user has turned off the UE’s WLAN radio).  Therefore, without additional feedback from the UE, it is difficult for the eNB to know when to reconfigure the UE with LWA once again, other than try and try again. To resolve this uncertainly, we considered 3 options that would be beneficial to the eNB: 
Option 1:   The UE should have the option to send a WLAN Connection Status report with “successfulAssociation” after the failure is already reported. The report of “successfulAssociation” can only be sent if the T360 timer is still running.
Option 2:   The UE should have the option to send a WLAN Connection Status report with “successfulAssociation” after the failure is already reported. The report of “successfulAssociation” can be sent as long as LWA is still configured, regardless of whether the T360 timer is still running.

Option 3:   The UE should have the option to send a WLAN Connection Status report with a new cause value “recovery” after the failure is already reported. The report of “recovery” can be sent as long as LWA is still configured, regardless of whether the T360 timer is still running.
With Option 1, the UE would be allowed to send a “successfulAssociation” status report to inform the eNB that the failure condition on the UE side has been resolved (e.g., the user has turned the UE’s WLAN radio back on). In order for the UE to provide this status report, the T360 timer should not be stopped after the UE reports the failure; otherwise it would be necessary for the eNB to configure the T360 timer again as soon as the reported failure is received. It should also be discussed if the UE should only be allowed to send “successfulAssociation” and not any other failure cause values after the initial failure is reported or if it depends on which failure cause value is reported.
With Option 2, the UE would also be allowed to send “successfulAssociation” after the failure is reported but the UE would be allowed to send “successfulAssociation” even after T360 timer expiry.  

Option 3 is similar to Option 2, but instead of sending the “successfulAssociation” a new cause value “recovery” defined under a new recovery procedure.
In comparison, Option 1 would likely have the least impact to the existing mechanism for status reporting and to the specification.  However, it also does not provide sufficient opportunity for the UE to provide status report of successful association after the UE’s internal issue has been resolved since the values of lwa-AssociationTimer goes up to at most 240 sec (4 min). It is certainly not unlikely for the user to turn the WLAN radio back on after 4 min.  If Option 1 is adopted, it may be necessary for the eNB to reconfigure the UE with a new timer as long as the LWA for this UE is still desirable. 
If Option 2 is adopted, the UE would have the flexibility to provide the successful association indication as long as LWA is still configured.  This reduces the need for the eNB to reconfigure the UE with a new timer just to check if the UE’s WLAN issue has been resolved.  The disadvantage of Option 2 is that “successfulAssociation” is now used for multiple scenarios, e.g., for both the case when the association with WLAN is successful (within the T360 timer) and for the case when the failure condition on the UE side is resolved.
As mentioned above, Option 3 is essentially the same as Option 2, but Option 3 uses a new cause value “recovery” to indicate to the eNB that the failure within the UE is resolved. With Option 3, use of the recovery procedure can be optionally configured to the UE. Therefore, operators may configure the use of “successfulAssociation” separately from the optional “recovery” mechanism.  In particular, the existing procedure for reporting “successfulAssociation” will remain unchanged.
Based on the pros and cons above, we prefer the adoption of Option 3 as it more adequately resolve the failure issue caused by the UE while retaining the existing functionality for “successfulAssociation”. 

Proposal 1:
UE should have the option to send a WLAN Connection Status report with a new cause value “recovery” after the failure is already reported as long as LWA is still configured.
Assuming Proposal 1 is agreeable, RAN2 should also consider whether the “recovery” mechanism should be applicable to all or only specific cause values within failure reports. 

As mentioned above in an example, the case of “failureInternal” is strictly based on UE implementation, so the “recovery” mechanism should at least be applicable to this type of failure. For “failureRadioLink”, it is assumed that WLAN signal is temporally lost by the UE. The eNB may know the recovery from failure status via either “feedback from WT via Xw interface” or “WLAN measurement report”. Even without any feedback, eNB may retry LWA operation since the eNB may infer from this failure report that UE may recover soon. However, recovery report from the UE via the air interface is still faster and more accurate. For “failureConnReject”, the problem exists only on network side so it isn’t necessary for the recovery mechanism to be applicable for this type of failure.  Since “failureOther” may be considered as the default cause value, likely when the higher-layer doesn’t inform the AS-layer of the reason for failure, it isn’t clear that there is a clear advantage for triggering the recovery mechanism for this type of failure.  
Through the consideration above, RAN2 should agree the option that WLAN Status Reporting with “recovery” is triggered upon recovery from failure due to UE internal problems or radio link problem. 
Proposal 2:
RAN2 should agree the option that WLAN Status Reporting with “recovery” is triggered upon recovery from “failureInternal” or “failureRadioLink”.
3. Conclusion
The remaining issue about WLAN Status Reporting is discussed in this contribution. Through the above discussions, we reached the following observations and proposals.

Observation 1:
RAN2 has not discussed yet the FFS “when the report is triggered (may depend of the specific cause values)”.
Observation 2:
eNB may miss the opportunity to reconfigure the UE with appropriate LWA configuration using the current trigger for WLAN Connection Status Reporting.
Proposal 1:
UE should have the option to send a WLAN Connection Status report with a new cause value “recovery” after the failure is already reported as long as LWA is still configured.
Proposal 2:
RAN2 should agree the option that WLAN Status Reporting with “recovery” is triggered upon recovery from “failureInternal” or “failureRadioLink”.
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5. Annex (TP for 36.331 based on R2-157095)
Next Modified Subclause
5.6.X.3.2 Initiation

The UE in RRC_CONNECTED configured for LTE-WLAN Aggregation initiates the WLAN status reporting procedure when it connects successfully to a WLAN or its connection to the WLAN fails.

5.6.X.3.3 Actions related to transmission of WLANConnectionStatusReport message

The UE shall set the contents of the WLANConnectionStatusReport message as follows:

1>
set wlan-status to status in VarWLAN-Status;

1>
if wlan-status is different than successfulAssociation: 
2>
set wlan-Identifiers to wlan-IdentifiersAssociated in VarWLAN-MobilityConfig if exists; 
1>
submit the WLANConnectionStatusReport message to lower layers for transmission, upon which the procedure ends;
5.6.X.4
T360 Expiry (WLAN Connection Timeout) 
The UE shall:

1>
if T360 expires:

2>
set the field associated in VarWLAN-MobilityConfig to false; set the field status in VarWLAN-Status to failureTimeout;

2> perform WLAN Connection Status Reporting procedure in Section 5.6.X.3; 
5.6.X.5
 WLAN Status Monitoring

The UE shall:

1> if WLAN connection is successful:

2>
set the status in VarWLAN-Status to successfulAssociation;

2>
set the wlan-IdentifiersAssociated in VarWLAN-Status to the one belonging to the successfully connected WLAN; 
2>
if timer T360 is running:

3>
stop timer T360;
3> perform WLAN Connection Status Reporting procedure in Section 5.6.X.3; 
1>
if WLAN connection fails: 
2>
if the failure is due to WLAN radio link issues:

3>
set the status in VarWLAN-Status to failureRadioLink;
2>
if the failure is due to internal UE problems related to WLAN (e.g. connection to another WLAN based on user preferences or user turning off WLAN connection):

3>
set the status in VarWLAN-Status to failureInternal;
2>
if the failure is due to connection rejection from WLAN:

3>
set the status in VarWLAN-Status to failureConnReject;
2>
else:

3>
set the status in VarWLAN-Status to failureOther;
2> perform WLAN Connection Status Reporting procedure in Section 5.6.X.3;
2>
if the WLAN connection failure is due to failureRadioLink or failureInternal;
3>
if configured to perform WLAN Status Recovery Monitoring procedure:
4> perform WLAN Status Recovery Monitoring procedure in Section 5.6.X.7;
Next Modified Subclause
5.6.X.7
 WLAN Status Recovery Monitoring
The UE shall:
1> if the WLAN radio link issues has recovered;
2>
set the status in VarWLAN-Status to recovery;
1> if the internal UE problems is related to WLAN (e.g. connection to another WLAN based on user preferences or user turning off WLAN connection) are recovered:

2>
set the status in VarWLAN-Status to recovery;
1>
perform WLAN Connection Status Reporting procedure in Section 5.6.X.3;
Next Modified Subclause
–
LWA-Configuration

The IE LWA-Configuration is used to setup/modify/release LTE-WLAN Aggregation.
-- ASN1START

LWA-Configuration-r13 ::=


CHOICE {


release







NULL,


setup







SEQUENCE {


lwa-ConfigPart-r13




LWA-ConfigPart-r13,

...

},


...
}

LWA-ConfigPart-r13 ::=
SEQUENCE {


radioResourceConfigDedicatedLWA-r13

RadioResourceConfigDedicatedLWA-r13

OPTIONAL,
-- Need ON


lwa-MobilityPart-r13



LWA-MobilityPart-r13

OPTIONAL,

-- Need ON

lwa-WT-Counter-r13



INTEGER (0..65535)


OPTIONAL,
-- Need ON

...
}

LWA-MobilityPart-r13 ::=

SEQUENCE {


wlan-ToReleaseList-r13



WLAN-Id-List-r13


OPTIONAL,
-- Need ON

wlan-ToAddList-r13




WLAN-Id-List-r13


OPTIONAL,
-- Need ON


lwa-AssociationTimer-r13


ENUMERATED {s10, s30, s60, s120, s240, spare3, spare2, spare1}

OPTIONAL,
-- Need OP

recovery-Report-r13




ENUMERATED {true}


OPTIONAL,
-- Need ON

...
}
WLAN-Id-List-r13 ::=



SEQUENCE (SIZE (1..maxWLAN-Id-r13)) OF WLAN-Identifiers-r12
-- ASN1STOP
	LWA-Configuration field descriptions

	lwa-AssociationTimer 
Indicates the amount of maximum time for the UE to connect to WLAN to enable LWA. The UE shall report success if it can connect to WLAN until timer expiration and report failure otherwise after timer expiration as specified in WLANConnectionStatusReport message. Value s10 corresponds to 10 seconds, s30 corresponds to 30 seconds and so on.

	lwa-WT-Counter
Counter used to derive the authentication key with WLAN.

	wlan-ToAddList
Includes the list of WLAN identifiers to be added to the WLAN Mobility Set.

	wlan-ToReleaseList
Includes the list of WLAN identifiers to be removed from the WLAN the Mobility Set

	recovery-Report
The field is used to indicate whether the UE is configured to perform WLAN Status Recovery Monitoring procedure.


Next Modified Subclause
–

WLAN-Status
The IE WLAN-Status indicates the current status of WLAN connection for LWA. The values are set as described in Section 5.6.X.3 and 5.6.X.5.
WLAN-Status information element
-- ASN1START

WLAN-Status-r13 ::=

ENUMERATED {successfulAssociation, failureRadioLink,
failureInternal, failureOther, failureTimeout, failureConnReject, recovery,...}
-- ASN1STOP
