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1. Introduction
The Work Item exception for LTE-WLAN Radio Level Integration and Interworking Enhancement has the following RAN2 tasks as “not complete” on the Control Plane [1]: 
· To finalize the values of some RRC parameters and their interpretation and associated procedures (e.g. PDCP status periodicity, association timer, WLAN status, L2 buffer sizes, LWA bearer handling)

· Serving and neighbor WLAN differentiation in measurement reporting, periodic measurements
· LWA UE capabilities
· Finalization of authentication procedures and signaling according to SA3 input 
In this contribution, we discuss these issues and provide WF on each.
2. Discussion
Finalization of RRC Parameters
The parameters for the following IEs need to be finalized:

1. Periodicity for the PDCP Status PDU:

This is the value of periodicity when PDCP status feedback is used for LWA. The current range in the running CR [2] is from 50ms to 50s as shown below.

statusPDU-Periodicity-r13

ENUMERATED {ms50, ms100, ms150, ms200, ms300, ms500,













ms1000, ms2000, ms5000, ms10000, ms20000, ms50000,













spare4, spare3, spare2, spare1}

OPTIONAL

-- Cond Lwa-Stat




}

For LWA, the PDCP status feedback is more useful if it can be sent more often than the reordering timer since the reordering buffer will move the window when the reordering timer expires for a missing PDUs. In the current specification, the maximum value for the reordering timer (t-Reordering) is 750ms. Even though there are spare values for this IE, larger values will impact the upper layer performance (i.e. TCP) and is not anticipated. Therefore, it is reasonable to limit the status periodicity to the same maximum range of reordering timer. The granularity for smaller values should also be increased similar to t-Reordering. A simpler option would be to use the same values to t-Reordering shown below:
t-Reordering-r12



ENUMERATED {











ms0, ms20, ms40, ms60, ms80, ms100, ms120, ms140,











ms160, ms180, ms200, ms220, ms240, ms260, ms280, ms300,











ms500, ms750, spare14, spare13, spare12, spare11, spare10,










spare9, spare8, spare7, spare6, spare5, spare4, spare3,










spare2, spare1}






Proposal 1: Use the same values of t-Reordering-r12 for statusPDU-Periodicity-r13.
2. Association Timer for LWA:

This parameter is used to signal the allowed time for the UE in connecting to a WLAN before declaring a connection failure, which is reported to the eNB. As such, the value should be large enough to give sufficient time for performing the connection setup to a WLAN within the signalled mobility set. The current values shown below represent a fair range of values from 10s to 240s and should cover the reasonable deployment and implementations. The spare values can be used if larger or smaller values are needed in the future.

lwa-AssociationTimer-r13


ENUMERATED {s10, s30, s60, s120, s240, spare3, spare2, spare1}

OPTIONAL,
-- Need OP

Proposal 2: Keep the current values for lwa-AssociationTimer-r13.
3. Cause Values for WLAN-Status:

In the current CR, there is one value for successful connection and several failure causes. Even though WLAN connection may fail due to various reasons, what is signalled to the eNB should be justified in terms of its usefulness for eNB action. The current values below seem sufficient to cover the cases discussed so far and other values do not seem necessary at this point.
WLAN-Status-r13 ::=

ENUMERATED {successfulAssociation, failureRadioLink, failureInternal,








 failureOther, failureTimeout, failureConnReject, spare1,...}
Proposal 3: Keep the current cause values in WLAN-Status-r13 with no further additions.
L2 buffer sizes and UE Capability:
The UE capability for supporting LWA along with related WLAN parameters has already been captured in the running CR [2]. The major remaining issue is specifying the L2 buffer sizes for LWA. This can be done similar to Dual Connectivity split-bearer based on assumptions on data rates on each link, backhaul (Xw) delay, and queueing delay at WLAN. However, since LWA is independent of the WLAN version (802.11n, 802.11ac etc.), it is difficult to find an appropriate value applicable maximum WLAN data rate to all implementations and deployments unlike LTE where the data rates and maximum TB sizes are determined according to the UE categories. One case where the L2 buffer size does not depend on WLAN data rate was already proposed in [3], assuming near-instant LTE transmission. We recommend that this case to be used as a baseline.
Proposal 4: The L2 buffer size calculation for LWA should be carried out by assuming near-instant LTE data reception described in [3].
On the other hand, the maximum WLAN data rate supported by the UE is actually more important for the data scheduling at the eNB compared to the L2 buffer size. Otherwise, the eNB will have no knowledge of the UE capability of handling the scheduled data rate. It should be noted that UE or WT feedback for flow control cannot provide such information since the feedback in terms of buffer sizes or lost packets could depend on many other factors including packet failures due to channel conditions and interference.  

Since it is not feasible or desirable to specify a maximum WLAN data rate per LTE UE category, this value should be signalled by the UE to the eNB. 
Proposal 5: The UE shall signal the supported maximum WLAN data rate in UE capability for LWA.
Measurements:

1. Serving AP measurements:
The WLAN measurement by the UE are used for activation/deactivation of LWA or to update mobility set when the UE can’t find a suitable WLAN within the current mobility set [2]. In all of these measurement reports, there is no distinction between “serving” and “non-serving” WLAN.

We will define “serving” WLAN as the one the UE is currently connected (associated) to for LWA or RCLWI. This is similar to LTE definition of serving cell. The question is whether the UE should distinguish this WLAN from others when it reports measurements.

The distinction of serving WLAN is only applicable for W2 and W3 events since the UE is not connected to any WLAN when using W1. Both W2 and W3 are triggered when there is no suitable WLAN within the current mobility set (W2 also requires that there is a suitable WLAN outside the mobility set). Since all the WLANs inside the mobility set are not suitable when W2 and W3 are triggered, further categorizing the serving AP in particular, in other words how “un-suitable” it is, does not seem to serve any purpose in terms of mobility set management by the eNB. Therefore, we conclude that:
Proposal 6: Keep the current structure of W2 and W3 measurement reporting without any distinction between serving and other WLANs.
On the other hand, serving AP measurements can be useful for scheduling of downlink packets for LWA, similar to CQI for LTE. Without such information, the eNB scheduler does not have any information on the quality of WLAN link other than flow control which is not designed for this purpose. In flow control, the eNB can only react to the ichanging conditions by trial and error; in other words, the eNB has to try different WLAN rates and try to estimate the WLAN link quality from the buffer status. For scheduling purposes, a direct report on the link quality in terms of signal strength (e.g. RSSI) or user throughput is very useful. These can be obtained from either the UE or from the eNB via Xw. For UE reporting, either WLAN Connection Status or the new PDCP Status report can be used to carry this information.
Proposal 7: For the serving AP, reporting of WLAN link quality (RSSI or user throughput) from either UE or WT should be adopted.

2. WLAN Identifiers and Carrier Information in Measurement and WLAN Connection Status Report:

One issue that was raised during the ASN.1 review is when and which WLAN identifiers the UE shall include in the measurement reports and WLAN Connection Status Report. In the current CR, inclusion of WLAN Identifiers is mandatory and WLAN Carrier Information is optional in measurement reporting while WLAN-Identifiers is mandatory for WLAN Connection Status in connection failure cases.

For WLAN measurement reporting, it is necessary that WLAN identifiers should be signalled to inform the eNB of the suitable WLAN nodes. The usefulness of Carrier Information is less clear since this is not needed to set up LWA with WT and the channel information can change dynamically. Therefore, it is recommended that the current structure is kept.

For WLAN status reporting, only WLAN identifiers is signalled when the connection fails. This is needed for the eNB to identify the problematic WLAN nodes along with failure reasons so that eNB can refrain from using these WLAN nodes for this UE or take other appropriate actions. The usefulness of WLAN identifiers in success case is less clear since the main information eNB needs to know in this case the success itself so that it can configure LWA or RCLWI traffic.
Proposal 8: Keep the current structure in the running CR where WLAN Identifiers are mandatory and WLAN Carrier Information is optional for measurement reporting and WLAN Identifiers are mandatory for failure cases in WLAN status reporting.  
A second question is which elements of the IE are included when the UE includes WLAN Carrier Information. The same question also applies to WLAN identifier elements when they are signalled. A common solution to all is to signal all the information elements when they can be acquired.

Proposal 9: The UE reports WLAN Carrier Information if it can be acquired in measurement reporting. For both WLAN Carrier Information and Identifiers, the UE shall include all the elements if they can be acquired.
eNB Based Authentication:
SA3 has completed the work on eNB based authentication for LWA and informed RAN2 [5] on the endorsed CR [4]. The RRC running CR [2] has assumed that the only signalling needed from the eNB to UE was WT Counter. SA3 CR now confirms that this is correct and therefore there is also no need to change the RRC CR. We note that how often the eNB sends WT counter to the UE and the key to WT is beyond the scope of RAN2 and it is up to eNB implementation to guarantee that both WT and UE have the same keys when the UE is connected to a WLAN controlled by this WT.
Proposal 10: Keep the current RRC signalling for WT Counter with no changes.
3. Conclusion
In this contribution, we discussed the remaining open issues for LWA specifically in Control Plane and propose the following:

Proposal 1: Use the same values of t-Reordering-r12 for statusPDU-Periodicity-r13.
Proposal 2: Keep the current values for lwa-AssociationTimer-r13.
Proposal 3: Keep the current cause values in WLAN-Status-r13 with no further additions.

Proposal 4: The L2 buffer size calculation for LWA should be carried out by assuming near-instant LTE data reception described in [3].
Proposal 5: The UE shall signal the supported maximum WLAN data rate in UE capability for LWA.
Proposal 6: Keep the current structure of W2 and W3 measurement reporting without any distinction between serving and other WLANs.

Proposal 7: For the serving AP, reporting of WLAN link quality (RSSI or user throughput) from either UE or WT should be adopted.

Proposal 8: Keep the current structure in the running CR where WLAN Identifiers are mandatory and WLAN Carrier Information is optional for measurement reporting and WLAN Identifiers are mandatory for failure cases in WLAN status reporting.  

Proposal 9: The UE reports WLAN Carrier Information if it can be acquired in measurement reporting. For both WLAN Carrier Information and Identifiers, the UE shall include all the elements if they are acquired.

Proposal 10: Keep the current RRC signalling for WT Counter with no changes.
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