
3GPP TSG RAN WG2 Meeting #93	R2-161089
Malta, 15th – 19th February, 2016

Source:	CATT
[bookmark: Title]Title:	Discussion on LWA Status Report Cause Value
[bookmark: Source]Agenda Item:	7.6.2.2
[bookmark: DocumentFor]Document for:	Discussion and Decision

Introduction
During last meeting, for LWA, the WLAN status report message was introduced [1]. But its detailed cause value setting still needs more analysis and discussions. This contribution will discuss further details.
Discussion
During last meeting, it was agreed to introduce a WLAN status report message to indicate of UE’s connection status in LWA.
The current proposed status cause values are [2]:
-- ASN1START

WLAN-Status-r13 ::=		ENUMERATED {successfulAssociation, failureRadioLink, failureInternal,
							 failureOther, failureTimeout, failureConnReject, spare1,...}

-- ASN1STOP

However, these values are not enough to capture all the possible scenarios. Currently only one value is provided for indication of WLAN connection reject (“failureConnReject”), however, this may due to either WLAN association failure or WLAN authentication failure. 
And the “authentication failure” is a more critical or permanent error, which means UE cannot be granted to the specific WLAN access at all. In that case, eNB may take actions accordingly (like remove the specific AP from WLAN mobility set, or even consider LWA operation is not applicable for current UE).
But for “association failure”, it may be caused by many issues, while some are temporary issues, like: congestions at AP or temporary radio link issues. The UE may still have chance to get successful connection even after reporting “failureConnReject”. And in that case, no immediate actions are required by eNB.
Observation 1:  It is beneficial for eNB to make distinguishing between UE’s “authentication failure” and “association failure” scenarios.
And thus we propose to add two new causes of “failureAssociation” and “failureAuthentication” to replace the current cause value of “failureConnReject” so that eNB can take different actions accordingly.
Proposal 1: It is proposed to use the cause value of “failureAssociation” and “failureAuthentication” to replace current cause value of “failureConnReject” to indicate the connection failure due to WLAN Association and that due to WLAN Authentication respectively.
For the success case, there is no need to make further distinguishing. But the current value “successfulAssociation” is a bit confusing. Actually, it only matters when UE finishes both association and authentication process to enable LWA operation. And thus it is suggested to change to “successfulConnection”.
For the failure type of “failureInternal”, it should be noted that this is also a kind of more fundamental issues, like indicated in the CR: “connection to another WLAN based on user preferences or user turning off WLAN connection”. In that case, an eNB may consider stop LWA operation/operation attemps for the UE. And thus it is suggested to change to “failureUE” to indicate the significance of such failure.
Proposal 2: Adopt the TP in section 5 for WLAN-Status values.
Conclusion 
It is proposed to discuss and capture the following proposals at RAN2:
Observation 1:  It is beneficial for eNB to make distinguishing between UE’s “authentication failure” and “association failure” scenarios.
Proposal 1: It is proposed to use the cause value of “failureAssociation” and “failureAuthentication” to replace current cause value of “failureConnReject” to indicate the connection failure due to WLAN Association and that due to WLAN Authentication respectively.
Proposal 2: Adopt the TP in section 5 for WLAN-Status values.
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Text Proposal
5.6.X.5	 WLAN Status Monitoring
The UE shall:
1> if WLAN connection is successful:
2>	set the status in VarWLAN-Status to successfulConnectionsuccessfulAssociation;
2>	set the wlan-IdentifiersAssociated in VarWLAN-Status to the one belonging to the successfully connected WLAN; 
2>	if timer T351 is running:
3>	stop timer T351;
3> perform WLAN Connection Status Reporting procedure in 5.6.X.3; 
1>	if WLAN connection fails: 
2>	if the failure is due to WLAN radio link issues:
3>	set the status in VarWLAN-Status to failureRadioLink;
2>	else if the failure is due to internal UE problems related to WLAN (e.g. connection to another WLAN based on user preferences or user turning off WLAN connection):
3>	set the status in VarWLAN-Status to failureUEfailureInternal;
2>	else if the failure is due to connection rejection association failure from WLAN:
3>	set the status in VarWLAN-Status to failureConnRejectfailureAssociation;
2>	else if the failure is due to authentication reject from WLAN:
3>	set the status in VarWLAN-Status to failureAuthentication;
2>	else:
3>	set the status in VarWLAN-Status to failureOther;
2>	stop timer T351, if running
2>	perform WLAN Connection Status Reporting procedure in 5.6.X.3;

<Next Change >
–		WLAN-Status
The IE WLAN-Status indicates the current status of WLAN connection for LWA. The values are set as described in Section 5.6.X.3 and 5.6.X.5.
WLAN-Status information element
-- ASN1START

WLAN-Status-r13 ::=		ENUMERATED {successfulAssociationConnection, failureRadioLink, failureInternalUE,
							 failureOther, failureTimeout, failureConnRejectfailureAssociation, failureAuthentication, spare1,...}

-- ASN1STOP
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