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Introduction
At RAN2#91 meeting, IP and Ethertype based UP solutions are proposed and discussed, however there is no conclusion due to time limit [1] [2].
In this contribution, we’ll provide more comprehensive analysis for the above mentioned solutions, and propose candidate solution for UP architecture for RAN2 decisions.
Discussion
Overview of IP and Ethertype based Solutions
Based on the different protocol layers where PDCP packets are encapsulated, current UP solutions can be divided into two categories:
Ethertype based solution (L2 based solution): In this solution, PDCP PDUs are encapsulated in WLAN MAC PDUs, and “Ethertype” field of LLC/SNAP header is used to differentiate PDCP PDU from “normal” IP packets at UE and WLAN AP. UE’s WLAN MAC address is used for routing in WLAN domain. WT enforces PDCP PDU to be sent to the dedicated UE MAC address, and a mapping table of UE’s MAC address with TEID is needed at WT.
IP based solution (L3 based solution): In this solution, PDCP PDUs are encapsulated in IP packets and some IP header fields (like IP Protocol, IP source address, IP address and port combination for IP tunnel etc.) are used for differentiation. For routing, UE’s IP address at WLAN side is needed. WT forwards encapsulated PDCP PDUs based on IP routing, and a mapping table of UE’s WLAN IP address with TEID is needed at WT. More details of IP based solutions could be referred to our contribution [3].
Discussions and Comparison of the two solutions
Scenarios: In L2 solution, AP needs to support the identification and processing of LLC/MAC PDU with the new “Ethertype” value, so the Xw interface should be terminated at AP. For scenario where WT is deployed on AC and AP is connected with AC via IEEE 802.3 layer 2 link, AC could send/receive the LLC/MAC frames via L2 tunnel (like CAPWAP tunnel) to AP and utilize the “Ethertype” field in 802.3 LLC header as identification. AP needs to be able to process the new “Ethertype” and copy it to the 802.11 LLC header. Thus solution 1 is applicable to the following scenarios: 
· WT on AP (AP needs to upgraded)
· WT on AC connected with AP via IEEE 802.3 layer 2 link
As the IP packets are transparent to AP, thus legacy AP could be supported under this solution and software only upgrade is needed on AC. The applicable scenarios cover all cases, and AC is not required to be connected with AP via layer 2 links only:
· WT on AC
· WT on AP
· Standalone WT
Observation 1: For scenario where AC is connected with AP via IP, L2 solution could not be implemented with WT on AC, which significantly increases the number of interfaces to eNB and complexity unnecessarily.
Legacy Support: As the IP packets are transparent for WLAN, L3 solution can preserve the legacy WLAN APs. Meanwhile, unlike the end-to-end IP tunnel from eNB to UE, current L3 solution does not have the security or NAT traversal issues.  While for L2 solution, as AP’s implementation varies greatly, we are not sure of AP’s behaviour, AP may discard the unknown type of “Ethertype” MAC PDUs for integrity check. Legacy support is not a mandatory feature in current WI, however, we believe it only brings benefits to operators and may help to increase the future applications of LWA.
Observation2: L3 solution is transparent to legacy AP and leaves operators more deployment options without introducing any potential security risks or “NAT traversal” issues to operator network.
Observation3: L2 solution cannot guarantee the support for legacy AP, even if WT is located on AC, and thus limited its deployment scenarios greatly.
Efficiency: Obliviously L3 solution is less efficient since IP header is introduced, but the 20 more bytes of L3 solution is not a big deal considering the high WLAN data rate.
Observation4: Difference in efficiency of the two solutions is trivial considering the small size of IP header with the relative abundant bandwidth of backhaul and WLAN.
Implementations: L3 solution requires protocol stacks iterations, this does not increase the chipset/terminal implementation complexity at all, as these cases are common and mature, like the CAPWAP protocol already widely used on AC/AP which also puts lower layer packets in IP.
Observation5: Protocol stacks iterations introduced by L3 solution are mature industry solutions which will not increase chipset/terminal implementation complexity at all
Another issue to be noted is that, for L2 solutions, approval from an outside standardization body is a mandatory process and this may be an issue for the current already over-dued WI process.
Observation6: L2 solution requires interaction with other standards body (IEEE), and may introduce delay or uncertainty to current WI, while L3 solution does not have the issue.
More detailed comparisons are listed in table 1.
Table 1 Comparisons between 2 UP solutions 
	Solutions
	Solution 1-Layer 2 based
	Solution 2-IP based

	Scenarios
	Limited  cases: WT on AP,
WT on AC, connected with AP via IEEE 802.3 layer 2 link
	All cases:  WT on AC,
WT on AP,
Standalone WT

	Deployment
Complexity
	High, if WT could only be located on AP (AC not connect with AP by L2)
	Low

	Legacy AP
Support
	No
	Yes1

	Standards
Impacts
	Impacts to LLC/SNAP, 
Need IEEE approval
	No

	UE Impacts
	Impacts to UE WLAN chip
	Impacts to UE OS level only

	Efficiency
	High
	Medium

	Note 1: WT on AC or standalone



Based on the analysis and observations above, it is clearly that solution 2 of IP based solution could cover more scenarios without introducing any uncertainty to current WI and could also satisfy operators’ preference to preserve legacy WLAN APs. Thus, considering the operator’s wish to reuse existing infrastructure, and also broader usage of LWA in future, L3 based solution is recommended.
Proposal 1: It is proposed RAN2 to adopt L3 based solution as LWA UP architecture baseline, i.e., PDCP PDUs are encapsulated into IP packets and delivered to UE at WT.
Conclusion
It is proposed to discuss the following observations and proposals at RAN2 and capture the agreeable: 
Observation 1: For scenario where AC is connected with AP via IP, L2 solution could not be implemented with WT on AC, which significantly increases the number of interfaces to eNB and complexity unnecessarily.
Observation2: L3 solution is transparent to legacy AP and leaves operators more deployment options without introducing any potential security risks or “NAT traversal” issues to operator network.
Observation3: L2 solution cannot guarantee the support for legacy AP, even if WT is located on AC, and thus limited its deployment scenarios greatly.
Observation4: Difference in efficiency of the two solutions is trivial considering the small size of IP header with the relative abundant bandwidth of backhaul and WLAN.
Observation5: Protocol stacks iterations introduced by L3 solution are mature industry solutions which will not increase chipset/terminal implementation complexity at all
Observation6: L2 solution requires interaction with other standards body (IEEE), and may introduce delay or uncertainty to current WI, while L3 solution does not have the issue.
Proposal 1: It is proposed RAN2 to adopt L3 based solution as LWA UP architecture baseline, i.e., PDCP PDUs are encapsulated into IP packets and delivered to UE at WT.
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