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1 Introduction

During RAN2#89bis, in the context of the LTE-WLAN WID [1], two different architectures were discussed for the LTE-WLAN aggregation functionality [2][3]. No architecture was selected.
Since we have some sympathy for both proposals and are currently neutral on the alternative to be selected, we try to look into a bit more detail on both alternatives in this contribution and discuss several aspects that may influence the architecture selection.
2 Reminder of both alternatives
Figures 1 and 2 depict the two alternatives as discussed in RAN2#89bis at a high level: 
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Figure 2.1: Alternative 1 “L2 transport”
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Figure 2.2: Alternative 2 “L3 tunneling”

Ref [3] already made an initial comparison on the characteristics of both alternatives:
	
	Approach 1

(Directly over WLAN approach)
	Approach 2

(Tunnelling approach)

	Impact to RAN 3 specification and IEEE
	Yes
	No

	Additional header overhead over WiFi air due to tunnelling protocol
	No
	Yes

	Support legacy WLAN
	No
	Yes

	Common solution possible

(including legacy WLAN deployment)
	No
	Yes


Table 2.1: Comparison from Ref [3]

In this contribution we want to look at some more detailed aspects.  Note that for the discussions in this contribution we assume that a WLN can be connected to multiple eNB’s (conform  SeNB in dual-connectivity) and can in addition be connected to the Internet directly (to handle other traffic).
3 Discussion on more detailed aspects

3.1 WLN addition signaling sequence

For enabling a discussion on more detailed aspects, we start by assuming a baseline WLN addition sequence for both cases. Here we will focus on the actual WLN addition
 signaling. 
For alternative 1 we assume there will be a high similarity with the dual-connectivity approach:
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Figure 3.1: WLN addition (alt 1)

I.e. in this alternative we assume that conform dual-connectivity, there will be a preparation phase between eNB and WLN in which at least the WLN is informed about the new UE arriving in the near future (identified by UE WLAN MAC addr) and the GTP tunnel between WLN and eNB is established.
For alternative 2 we assume as baseline a sequence as follows:
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Figure 3.2: WLN addition (alt 2)

Main differences compared to figure 3.1 is that in principle no preparation phase would be required , since otherwise this could not work towards legacy WLAN AP’s. I.e. since the tunnel is between the UE and the eNB, the tunnel endpoint information can be exchanged between UE and eNB directly (see step2).
3.2 Aspect 1: Security / Authentication over WLAN ?

In both architecture alternatives, user data is ciphered by the eNB PDCP. 
In alt1, the WLN can stop any access from UE’s for which the WLN did not receive a preparation based on WLAN MAC address. This seems sufficient “protection” for unauthorized access to the WLN by aggregation UE’s.

If there is no preparation phase in alt2, there seems to be no mechanism for the WLN to check whether the UE accessing the WLN is allowed to access the WLN for aggregation or not.  One way to overcome this drawback would be to introduce a mandatory authentication phase in WLAN so that the WLN can stop unauthorized access. Alternatively an optional reduced preparation phase could still be considered to inform the WLN about the WLAN MAC address.
· Open issue 1: In alternative 2, is an access authentication step (i.e. conform step 5 in figure 3.2) required to stop unauthorized access ? Or would there e.g. still be an (optional)simplified preparation phase ? If access authentication is required, what protocol is used (e.g. EAP) ?
Note that the WLN might have to contact an AAA server / AAA proxy for handling the authentication.
3.3 Aspect 2: WLAN addition delay

Based on the flows in section 3.1 it can be seen that WLN addition in alt2 requires additional steps from the UE like obtaining local IP address and potentially performing authentication. However note that in alt1 there is a preparation phase which may not be present in alt2.

· Observation 1: It will depend on the outcome of the listed open issues whether WLN addition delays are similar or significantly different in both architecture alternatives (e.g. see open issue 1).
3.4 Aspect 3: What tunneling protocol to use ?

In this contribution we so far assumed GTP as the tunneling protocol to use between UE and eNB. However an alternative mentioned would be IPSec. 

Use of IPSec would require additional message exchanges at WLAN addition (i.e. IKE authentication) and thus delay WLAN addition. Furthermore, having IPSec encryption does not seem strictly necessary considering that user data is already encrypted by PDCP in eNB, while IPSec encryption and decryption require additional processing power and delay both in eNB and UE. Since GTP tunneling is the dominant tunneling protocol in 3GPP, using GTP tunneling might be a logical choice.

· Observation 2: In alt2, GTP tunneling might be the logical choice for implementing L3 tunneling between UE and eNB.

3.5 Aspect 4: Flow control for packets over WLAN

RAN2#89bis made the following agreements:

	7a
For a 3C architecture flow control is necessary for the eNB to determine the amount of data to route towards the WLN. (FFS whether flow control runs between WLN and eNB or whether the feedback could e.g. be provided by the UE.)

7b
For a 2C architecture at least feedback is needed for the eNB to avoid that more than half the PDCP sequence number space is brought in flight. (FFS whether this is provided by a flow control mechanism from the WLN or by the UE)



In alt1 it seems logical to assume that there will be a flow control solution over Xw similar to what we have on X2 for dual-connectivity. 
For alt2 it seems this flow control information cannot come from the WLN if this is supposed to potentially be a legacy WLAN AP. Ref [3] is assuming that PDCP flow control from UE to eNB could provide the necessary functionality. We agree that in principle PDCP could take on this role, however we think it would be good to investigate the complexity in more detail before taking a decision. It is clear that PDCP does currently not have this type of functionality. Furthermore, PDCP status report triggering is so far relatively simple i.e. based on some RRC trigger like bearer type change or handover. Having PDCP itself trigger reports e.g. based on missing PDCP PDU’s (after) timeout is new functionality for PDCP. 

As an alternative, we could consider to have no flow control in case of using a legacy WLAN AP, and having flow control over Xw in case of an upgraded WLAN AP ?

· Open issue 2: For alt 2, it should be investigated what additional complexity is required to handle the necessary flow control feedback in PDCP. Alternatively, it could be considered to have flow control support over Xw i.e. only for upgraded WLAN AP’s ?
3.6 Aspect 5: Bearer multiplexing

Bearer multiplexing seems relatively easy to handle in both alternatives:

· In alt1, we assume the simplest would be to introduce an additional bearer id mux layer just below PDCP in the eNB.

· For alt2, it seems straightforward to use different IPaddresses/GTP port numbers for different bearers. I.e. by signaling to the UE for each bearer an UL (IPaddr, GTP TEID) and a DL (GTP TEID), it will be possible for the receiving UE/eNB to determine the bearer a packet belongs to. 

· Observation 3: In both alternatives it seems quite straightforward to support having multiple bearers over WLAN.

3.7 Aspect 6: Different solutions for co-located & non-co-located ?

The radio overhead introduced for alt2 seems not strictly required for the co-located case. I.e. the additional overhead is mainly present for tunneling the packets between WLN and eNB and in the co-located case this tunneling is not required.
On the other hand, if we would use the GTP layer for bearer multiplexing, we can e.g. not remove the GTP headers in case of a co-located scenario. In order to have a simple solution in Rel-13, it seems preferable to accept the (partly) unnecessary protocol overhead also for the co-located case.

· Open issue 3: In order to have a simple alt2 in Rel-13, is it acceptable to have the same protocol stack for the co-located and non-co-located WLN scenario ?

3.8 Aspect 7: UE mobility

In Rel-13, RAN3 is studying Dual-Connectivity enhancements like performing inter-eNB handover while keeping the SeNB. 

If we assume that at some point we want to support a similar scenario also for the case of LTE+WLAN, in alt2 the MeNB IP addr and possibly also the TEID for the tunnels will have to change at the time of handover. I.e. UE has to start new tunnel IP addresses/GTP TEIDs for bearer over WLAN from the handover moment. 

Although this aspect is a difference between alt1 and alt2, we assume this should not lead to significant complexity.

· Observation 4: Detailed UE mobility handling will be different in alt1 and alt2.
4 Conclusion

We think both alternatives have benefits/drawbacks. 

When deciding on the architecture for LTE-WLAN aggregation, RAN2 is requested to take following observations into account:
· Observation 1: It will depend on the outcome of the listed open issues whether WLN addition delays are similar or significantly different in both architecture alternatives (e.g. see open issue 1).

· Observation 2: In alt2, GTP tunneling might be the logical choice for implementing L3 tunneling between UE and eNB.
· Observation 3: In both alternatives it seems quite straightforward to support having multiple bearers over WLAN.
· Observation 4: Detailed UE mobility handling will be different in alt1 and alt2.
Furthermore we assume it would be good to have at least a basic decision on following open issues before deciding on alternative 2:
· Open issue 1: In alternative 2, is an access authentication step (i.e. conform step 5 in figure 3.2) required to stop unauthorized access ? Or would there e.g. still be an (optional)simplified preparation phase ? If access authentication is required, what protocol is used (e.g. EAP) ?

· Open issue 2: For alt 2, it should be investigated what additional complexity is required to handle the necessary flow control feedback in PDCP. Alternatively, it could be considered to have flow control support over Xw i.e. only for upgraded WLAN AP’s ?

· Open issue 3: In order to have a simple alt2 in Rel-13, is it acceptable to have the same protocol stack for the co-located and non-co-located  WLN scenario?
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