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1   Introduction
There are some open issues on the establishment of the communication link between the remote UE and the Relay UE after RAN2#89bis, e.g. whether the eNB shall authorize the remote UE, and what information to send over PC5 and Uu to setup the connection. In this contribution, these issues are discussed and some solutions are presented.
2   Discussion
After Relay discovery and selection is accomplished, a secure layer-2 link between the remote UE and the Relay UE should be established before data traffic transmission/reception. Figure 1 illustrates the procedure for the establishment of a secure layer-2 link over PC5 [1] between the remote UE and the relay UE. PC5 Signalling Protocol is introduced by SA2 to transmit a Direct Communication Request message to trigger the authentication of the remote UE. However, whether eNB/EPC should be involved in the authentication of the remote UE is FFS [2]. Whether AS or NAS signalling is used for the establishment of the communication link between the remote UE and the Relay UE is also under discussion. In this section, we first discuss how to perform the authentication of the remote UE. Then the involvement of AS signalling is discussed. Finally, a detailed solution of the connection establishment between the remote UE and the Relay UE is presented. 
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Figure 1. Establishment of a secure layer-2 link over PC5
Authentication of remote UEs
In our view, the ProSe function should be responsible for the authentication of the remote UE, and the Relay UE shall assist the remote UE to accomplish the authentication. Figure 2 illustrates the call flow of the authentication procedure.
Firstly, the remote UE sends a communication request to the Relay UE which carries its own ProSe UE ID. Upon receiving the request, the Relay UE sends the authentication request to its own ProSe function which contains the ProSe Relay ID and the ProSe UE ID of the remote UE. Then the Relay UE’s ProSe function finds the remote UE’s ProSe function according to remote UE’s ProSe UE ID and sends an authentication request to the remote UE’s ProSe function. After successfully validation, the ProSe function of the remote UE may return a response to the Relay UE’s ProSe function, which is then transferred to the relay UE. The Relay UE may setup a dedicated EPS bearer or modify an existing EPS bearer for forwarding data traffic from the remote UE. With regards to the security issue, the security information could be pre-provisioned to the remote UE and Relay UE for ProSe direct communication or the Relay UE and the remote UE may obtain the security configuration from the ProSe function. Note that the detailed design for authentication and security depends on the decisions in SA2 and SA3.
Proposal 1: The ProSe function should be responsible for the authentication of the remote UE and the eNB should not participate in the authentication procedure.
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Figure 2. Authentication of remote UE
Involvement of AS layer
The communication between remote UE and relay UE causes extra load to the link between the relay UE and the eNB, as well as extra processing at relay UE. Thus, it is reasonable to support access control, at least with a coarse granularity, at the relay UE upon remote UE’s request. For example, such access control could be based on the number of remote UEs served by the relay UE. Furthermore, if QoS and priority handling is to be supported, remote UEs with higher priority may have a precedence to access and, in case of limited radio resources, could pre-empt resources of remote UEs with lower priority. 
Proposal 2:  UE-to-Network Relays should support access control to take into account radio resource consumption for data forwarding. 
Since the AS layer (of the Relay UE) knows more about radio resource situation, the access control should be realized in the AS layer. AS layer should then be involved in connection establishment over PC5. The message conveying the Direct Communication Request NAS PDU shown in Figure 1 should then be realized as AS signalling., i.e. it should be parsed by the AS layer. When receiving the message from the remote UE, the Relay UE can then perform access control of the remote UE and then possibly deliver the NAS PDU to the upper layer.
Proposal 3: AS layer should be involved in connection establishment over PC5.
Regarding the transport protocol for the connection request/response messages, we see no need to define other solution and we believe that the ProSe communication protocol could be reused. 
Proposal4: The ProSe communication protocol shall be used to send control messages for connection establishment over PC5.
Connection establishment procedure over PC5
Figure 3 shows the whole procedure of connection establishment over PC5. 
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Figure 3. Connection establishment procedure over PC5
First of all, the remote UE sends a relay connection request to the Relay UE. The request message contains a Direct Communication Request NAS message which is used for triggering NAS authentication and security. Upon receiving the connection request, the Relay UE decides whether the remote UE is admitted depending on the number of connected remote UEs and its load condition. If the number of served remote UEs has reached an upper limit or the load condition is heavy, the Relay UE may directly send a connection reject response to the remote UE or just discard the received information from the remote UE. Otherwise, if the remote UE is allowed to connect, the Relay UE initiates the authentication of the remote UE. 
The detailed description for authentication of the remote UE was discussed in section 2.1. If the authentication of the remote UE is successful, the Relay UE may modify or setup new EPS bearers to forward data traffic from the remote UE. For simplicity, a dedicated EPS bearer for forwarding all data traffic from all remote UEs could be setup. If no dedicated EPS bearer for data forwarding is present, the Relay UE may initiate the setup of the dedicated EPS bearer for data forwarding.
Firstly, the Relay UE sends a bearer resource allocation request message to the MME, which contains the required QoS information to satisfy the requirements of public safety data traffic. Upon receiving the request from the Relay UE, the MME sends the bearer resource command message including information received from the Relay UE to the SGW/PGW. The PGW may either apply a locally configured QoS policy, or it may interact with the PCRF. If the request is accepted, the PGW/SGW sends a create bearer request to the MME. Then the MME signals the bearer setup request message including EPS bearer QoS parameters to the eNB. The eNB maps the EPS bearer QoS to the radio bearer QoS and signals a RRC connection reconfiguration message to the Relay UE. The Relay UE acknowledges the bearer activation to the eNB. The eNB sends a bearer setup response to the MME/SGW/PGW. A dedicated EPS bearer for data forwarding is then established. This procedure is basically the same as a dedicated EPS bearer setup in legacy LTE [3]. 
If the remote UE passed access control and authentication, and a suitable EPS bearer for data forwarding has been established, the Relay UE then sends a connection response to the remote UE. 
Upon the connection establishment, the remote UE could communicate with the network via the Relay UE. When the remote UE has data to be transmitted to the network, it transmits the data to the Relay UE, and the Relay UE forwards the data to the network by using the dedicated EPS bearer. 
Proposal 5: Agree the connection establishment procedure over PC5 as described in Figure 3.
3   Conclusion

In this paper, a procedure for the authentication of remote UE was presented, the involvement of AS layer was discussed and a detailed procedure for the connection establishment over PC5 was provided. The following proposals were derived: 
Proposal 1: The ProSe function should be responsible for the authentication of the remote UE and the eNB should not participate in the authentication procedure.
Proposal 2:  UE-to-Network Relays should support access control to take into account radio resource consumption for data forwarding. 
Proposal 3: AS layer should be involved in connection establishment over PC5.
Proposal4: The ProSe communication protocol shall be used to send control messages for connection establishment over PC5.
Proposal 5: Agree the connection establishment procedure over PC5 as described in Figure 3.
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