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Discussion
1
Introduction
Source for discussion, from “MTC joint session SA2/RAN2/RAN3/CT1/CT4 outcome - 15 Nov 2010” (S2-105816):
FFS1: Do we need AC based solution in Rel-10 ?

FFS2: If yes, does it look as follows:

· Will have new access barring info for “delay tolerant” devices
· FFS whether e.g. 10 bits for UMTS, probability for LTE 
· Two additional bits to indicate whether the new AB is applicable for 2 roamer groups HPLMN/eHPLMN and preferred PLMN (see SA1 CR), or these groups are totally blocked
· FFS: PLMN specific?

From agreed Rel-10 CR to TS 22.011 (S1-103336), attached in S2‑105779 LS from SA WG1:
4.3.y
Extended Access Barring

Extended Access Barring is an additional mechanism for the operator to control access attempts from UEs. The main intention of applying this type of access control is to prevent network overload due to a large number of access attempts from e.g. low priority MTC. A particular case is a network failure event where all roaming UEs will simultaneously start PLMN search and start access attempts to attach to another PLMN.

The following requirements apply for Extended Access Barring.

Extended Access Barring shall be applicable to all Radio Access Technologies. 

Extended Access Barring shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 

When an operator determines that it is appropriate to apply access control for UEs that are subject to Extended Access Barring, the network may indicate necessary information to provide extended access barring control for UEs in a specific area. 
When Extended Access Barring information is provided by the network, a UE that is subject to Extended Access Barring shall ignore Access Class 0-9, and use the Extended Access Barring information instead. If a UE is member of an Access Class in the range 11-15, and that Access Class is permitted by the network, the UE is allowed access attempts irrespective of the Extended Access Barring information indicated by the network.

Additionally, the network shall be able to indicate if a UE that is subject to Extended Access Barring shall be barred for access in the following cases:

a) UE is not in HPLMN or not in an equivalent HPLMN;

b) UE is not in a PLMN listed as most preferred PLMN of the country in the operator-defined PLMN list on the SIM/USIM.

A UE, that is not barred according to a or b, shall be subject to Extended Access Barring. 

In case the network is not providing the Extended Access Barring information, the UE shall be subject to access barring as described in 4.3.1.

See also list of documents related to this subject in Appendix A
2 Discussion
1. Do we need additional access barring feature in Rel-10 in EUTRAN/UTRAN? 
What are the expected consequences if not introducing this in Rel-10.
a. Access barring for “delay-tolerant“ UEs?

b. Access barring for “roaming, delay-tolerant” UEs?

	Company
	Comment

	Vodafone
	- Introduction in rel 10 reduces the number of future mobiles that do not support the feature.
- Having consistent functionality across all 3 RATs is useful (e.g. it allows operations staff to load the same kind of O+M command into all 3 RANs when, say, an M2M HLR overload is reported.)
- Access class barring is only suitable for use in rare, unplanned events. The number of home/parent PLMN delay tolerant UEs should be known by the home/parent PLMN and the network should be dimensioned to cope with them. Conversely, a PLMN cannot easily plan for an unknown number of devices moving in from other local network(s) when they fail. Hence, the roaming part of ACB is important compared to the non-roaming part.

- Ensuring that the failure of one network does not lead to the failure of other networks is essential. ACB for roaming removes the load “at source”.

	ZTE
	- First of all, in our understanding additional access barring (for ‘delay tolerant/low priority’ UEs) can be considered in the scope of the Rel-10 RAN Work Item, aiming at specifiying RAN mechanisms to prevent CN overload. And now this is also supported by the agreements in SA1.
- Furthermore, considering that:

· in the Rel-10 RAN WI we have a specific objective to address ‘roaming, delay-tolerant (low priority)’ UEs
· it will be difficult (impossible?) to apply selective RRC reject/release procedures for roaming UEs if (besides the agreed ‘delay tolerant/low priority’ indicator) we will not have other indicators conveyed to the network in the RRC Connection Establishment procedure (e.g. there will be no ‘roaming-MTC-indicator’)
we assume that additional access barring for “delay-tolerant“ UEs and, as a sub-case, for “roaming, delay-tolerant” UEs could be introduced as part of Rel-10

	DT
	Looking to previously provided answers, we would like to remind that “delay tolerant” indication agreed in joint session is an application specific indication and can not be mapped 1to1 to a certain class of UE.

With this in mind, we still do not see any definition of MTC and for us “delay tolerant” UE does not exist as “delay tolerant” is a feature of application triggering RRC connection and not a UE feature.

So, it is also not clear what makes a UE to be in the category controlled by this extended Access Barring.

We are not in favour of defining such a mechanism in a rush for Rel10 as many definitions are missing and we prefer to consider such mechanisms for Rel11.

Furthermore looking the target of WI : to protect core network nodes from overload situation, we believe that RRC connection reject or release would serve good enough without Access Baring  solution for Rel10.

	Ericsson, ST-Ericsson
	In our view, the main argument for introducing extended access barring feature in Rel-10 is to make sure mechanism to throttle low-prio accesses, to protect CN, is available as early as possible in UEs.  

	Huawei
	We think the current SA1 requirement for “Extended Access Barring” is still not clear enough, for example:
1) whether new access classes beyond AC 0..15 will be introduced;

2) how the “Extended Access Barring” will be applied to H2H UEs, since the “Extended Access Barring” looks like a device nature;

3) what sub-catogories of roaming UEs will be considered in Rel-10;

The ACB scheme could be considered as part of the MTC WI however the above should be clarified ASAP, otherwise we see a risk that it might not be finished within Rel-10 time frame.

	Qualcomm
	1. Do we need additional access barring feature in Rel-10 in UTRAN? 

· Yes. 

· This is based on our understanding of the recent SA1 LS in R2-106159 and the objective of the Rel-10 RAN WI in RP-101026  to identify and specify RAN mechanisms to prevent MTC UEs from overloading the network .

· Furthermore, not introducing this feature in Rel-10 will fragment the MTC feature as we continue to enhance it in future releases.

2. What are the expected consequences if not introducing this in Rel-10.

a. Access barring for “delay-tolerant“ UEs?

b. Access barring for “roaming, delay-tolerant” UEs?

· Not introducing additional access barring in Rel-10, will limit the ability to efficiently spread over time signalling load of requests from all delay tolerant (or low priority) devices.

· To avoid further fragmentation of the MTC type devices, our preference is not to distinguish between delay-tolerant and roaming delay-tolerant UEs and apply additional access barring feature in Rel-10 to low priority UEs.

	CATT
	We think whether the access control should be used to protect a specific CN node is still FFS, so perhaps we should clarify the requirement first. If there is the requirement that the access control should be supported for a specific CN node, then we propose not to introduce EACB in R10 as the EACB could not handle access control for a specific CN node. And EACB can be introduced in R11 to protect the whole network according to SI solution and decision.

If so, we propose to use RRC connection setup complete message to inform it is delay tolerant UE and/or roaming UE. And the network can release the connection if it needs to protect CN overload towards to a specific CN node.

	Nokia
	We should also consider scenarios where an MTC device is among the last ones to be barred. Can we use existing  ACs 10-15 for those MTC devices?

	RIM
	We don't have a strong preference for release 10 verses release 11. We appreciate the argument for introducing the feature in release 10 would be to ensure the availablility of the feature in as many (MTC) devices as possible. If introduced in release 10, it should not be necessary for non 'MTC devices' (UEs that do not have such a delay tolerent 'MTC' application) to support this feature. 

	LG
	We think that access class barring is cell specific, so that it cannot be used to control overload of a specific CN node. Thus, in our view, cell specific access class barring is not a right soulution for CN overload control.

On the other hand, in the joint meeting, we agreed inclusion of the delay tolerant indicator in AS signalling at connection establishment. In our view, if a particular CN node is overloaded, the network could reject the connection request or release the connection with the delay tolerant indicator. Rejection/release based on the delay tolerant indicator would sufficiently handle the case that a particular CN node is overloaded. 

Thus, in our view, we don’t need additional access barring feature in Release 10.


2. Technical solution

a. Name of concept: “Delay-tolerant”, “low-priority”, …

b. “bit-field” barring indication (UTRAN), probability factor (EUTRAN)

c. Other concerns
	Company
	Comment

	Vodafone
	a) “delay tolerant” seems to be a good name as the anticpated RAN response seems to be to delay the access.
b) The reported complexity of LTE ACB seems to be a strong reason for using a “bit field” (at least for UTRAN). Also bit maps permit the operator to rapidly check that terminals are working correctly, and, to be able to demonstrate its correct functioning to, e.g. government officials who may have placed ACB style conditions in licences. GCF conformance tests appear difficult with probability factors.

c) None: (implement by using the ‘delay tolerant’ MTC indicator to convert the USIM’s existing AC 0-9 into the corresponding Extended Access Class and use with a 10 bit, bit map, plus a couple of control bits for the roaming/out of group roaming/all control). 

	ZTE
	a.  “delay tolerant” is equally ok, but we also think we could refer to “low priority access”. Considering for example LTE, if we will include this new indicator as a new Establishment Cause, the terminology “low priority access” will be in line with the one used for other causes (e.g. the existing “high priority access”)

b.  For LTE it seems possible to easily easily extend the current ACB mechanism to the ‘delay tolerant/low priority’ access type as well. In fact it’s possible to define a corresponding ac-Barring Factor and a corresponding ac-Barring Time (e.g. BarringFactorForLowPriority and BarringTimeForLowPriority). A few additional bits can be added to specify whether the new barring parameters applies to all or only roaming UEs
Although in UMTS there is currently no separate access control mechanism for different types of access attempts, a Domain Specific Access Control (DSAC) was introduced to differentiate access control for CS and PS domain calls. The introduced signalling allows the network to indicate for a certain domain which access classes are barred or not. This (“bit field”) solution can then be reused to allow the introduction of a specific access control mechanism for ‘delay tolerant/low priority’ access requests also in UMTS. Also in this case a few additional bits can be added to specify whether the bitmap applies to all or only roaming UEs
c.  None in particular

	DT
	By definition there is already a delay tolerant application like “background traffic”. A name like “high delay tolerant” may be more suitable.

	Ericsson, ST-Ericsson
	a. In our view, generic AS mechanisms should be introduced without coupling them to application characteristics. Hence, we prefer the use of “low-priority” instead of “delay-tolerant”.

b. We prefer to use the “probability factor” principle.

c. We prefer that AS in UE and RRC spec is kept unaware of which “application” or “upper layer activity” that is initiating the access attempt, and if this is subject to access barring or not. This should be decided by NAS and captured in NAS spec, in the same way as we have today, pls refer to 24.301 (app D.1) and 24.008 (app L.1).

	Huawei
	a. We prefer the name “delay-tolerant”, given that this is one functionality (MTC characteristic) that agreed in the joint session for Rel-10. It is more “forward compatible”.
b. We prefer to reuse the current ACB mechanism, e.g. use the “probability factor” for LTE and use the “bit field” for UMTS.
c. None.

	Qualcomm
	a. We prefer to use “low priority” as the name for this concept.

b. For UMTS, it is sufficient in Rel-10 to introduce a single bit in support of the additional access barring  for low priority UEs .To limit the scope of RAN2 discussion, we propose to inherit the existing random access mechanism in UMTS, while adding the neccessary access parameters (persistence level, random backoff ) for the low priority UEs.

c. Please fix the half broken SGSN (.

	Nokia
	a) We are Ok with any name. Low priority has already been introduced.

b) We should aim at a future proof solution, assuming that the MTC population will become very significant. One/two bit quick-and-dirties should not be considered, but either 1) re-allocate AC=9 for MTC (i.e., “one-bit” solution) or 2) develop a true EACB with enough classes to cover future needs as they can be predicted today.

c) Other WGs may be resource limited in terms of doing the specification work in Rel-10, but the release should not be essential but a future proof solution should be the issue.

	RIM
	a  We have a mild preference for 'low priority'. It seems more natural to talk about a 'low priority' establishment request than a 'delay tolerant' establishement request. 

b  We prefer alignment with existing ACB, i.e. probability factor for LTE and bit map for UMTS. The AS-NAS interface for ACB is quite different for LTE verses UMTS. If we were to add the probability factor approach to UMTS we fear that it would have unnecessary NAS impact.

c  We prefer the NAS provides AS with a 'low priority' call type. NAS spec should specify when this 'call type' is provided to NAS, in line with the existing LTE approach. 

	LG
	a. We prefer to use “low priority”. We think that “ low priority” does not always mean “delay tolerant”. i.e. non-delay tolerant access may be possible with low priority.
b. If used, ‘bit field’ barring indication seems to be fine.
c. Even though we do not prefer to use additional barring for MTC, if operators think that rejection/release mechanism could not sufficiently handle roaming MTC devices, such roaming UE could be barred for access by the network as SA1 said. i.e. based on indication from the network, UE could be barred for access in the following cases: a) UE is not in HPLMN or not in an equivalent HPLMN; b) UE is not in a PLMN listed as most preferred PLMN of the country in the operator-defined PLMN list on the SIM/USIM.
We think that the indication from the network should lead roaming UEs to reselect PLMN, rather than to reselect a cell in the same PLMN. In this sense, the indication could be PLMN specific. If the indication is cell specific, roaming UEs would perform unnecessary cell reselection in the same PLMN until they reselect PLMN.


3
Summary
The offline activity (mail, physical meeting) was not able to give a unified conclusion. 
1.       Do we need additional access barring feature in Rel-10 in EUTRAN/UTRAN? 
What are the expected consequences if not introducing this in Rel-10?

a.       Access barring for “delay-tolerant“ UEs?

b.       Access barring for “roaming, delay-tolerant” UEs?

Arguments pro:

Available in UEs as early as possible

Efficient mechanism to protect one network in case of failure of other network
In particular to protect network from roaming UE at failures in other network.
Agreed in SA1
Arguments against:

Existing access class barring can be used.
Many details unclear: specific to device, application or subscription? 
Hard to see futureproof solution, with applications of different “priority” in same device
Late in Rel-10
RRC Connection reject/release method is preferred.
2.       Technical solution

a.       Name of concept: “Delay-tolerant”, “low-priority”, …

No consensus, however preference expressed for concept/name not linked to application characteristic.
b.       “bit-field” barring indication (UTRAN), probability factor (EUTRAN)

Several ideas presented by companies, but not further discussed.
c.        Other concerns

“…the release should not be essential but a future proof solution should be the issue”
“We prefer the NAS provides AS with a 'low priority' call type. NAS spec should specify when this 'call type' is provided to NAS, in line with the existing LTE approach.”

Appendix 

From “Notes of Joint Meeting 1 on NIMTC”
Common ACB for low priority/roaming UEs (Slide 3):

TD S2‑105779 LS from SA WG1: Reply LS on Release 10 NIMTC Conclusions. SA WG1 thanks RAN WG2 and SA WG2 for their LSs and took note of the information provided. SA WG1 would like to inform about the progress made concerning the service requirements for Extended Access Barring. An agreed Rel‑10 CR to TS 22.011 is attached to this LS. Please take the requirements in the CR into account in your further specification work. Action: SA WG1 kindly asks RAN WG2, GERAN and SA WG2 to consider the requirements in the TS 22.011 CR on Extended Access Barring in your further specification work for Rel‑10.

Discussion and conclusion:

NTT DOCOMO asked whether the new Access Class is implemented on the UE or the USIM. NTT DOCOMO would prefer to avoid USIM impacts. This was out of scope for this discussion. It was commented that the Access Class Barring mechanism needs to be provided clear requirements in order to produce an effective solution. There was some discussion on whether a PLMN indicator was needed. It was commented that the granularity is insufficient in Rel‑10 to make this worthwhile and should be moved to Rel‑11.

TD S2‑105805 Discussion in MTC requirements and ACB. This was introduced by Alcatel-Lucent (R2‑106429). This document discussed the use of Access barring of MTC devices for CN overload. The following observation and proposal were made: Observation: Access barring cannot be used for overload handling of a specific CN node. Proposal: It is proposed to evaluate all Access barring mechanisms in conjunction with the other solutions for RAN overload mechanisms. If it is really felt that a solution for roaming devices is really needed, then a simple one (or two depending on the types of roaming that needs to be barred and is considered possible by CT WG1) bit barring indication for roaming can be considered for Rel‑10.

Discussion and conclusion:

This was not handled in the joint session due to lack of time.

TD S2‑105806 Extended ACB for EUTRAN. This was introduced by Vodafone (R2‑106274). In S1-103147 [1], Vodafone highlights some requirements for Access Class Barring for CN overload control. In this contribution, those requirements are highlighted and a possible solution to fulfil the requirements is outlined for EUTRA. A draft CR is provided in the Appendix for the proposed solution.

Discussion and conclusion:

This was not handled in the joint session due to lack of time.

TD S2‑105758 ACB for M2M roamers. This was introduced by Vodafone. Informal reports about the RAN WG2 discussions on access class barring for M2M roaming indicate that there is some unease on this topic. Also, a quick review of the submitted RAN 2 TDs shows that a couple of alternative ideas are presented (e.g. adding roaming/operator group indicators to the 3rd RRC Connection establishment message). In light of the ongoing discussions on this topic, Vodafone have identified one potential set of alternatives to ACB for M2M roamers. This alternative is enabled by M2M related changes that CT WG1 do appear to be adopting. At the time of submitting this TD, Vodafone has NOT concluded on their final preferred solution. However, ACB fulfils the M2M roaming need of limiting load 'at source'. The primary purpose of submitting this document is to ensure that, IF alternative solutions are being debated, then a fuller set of alternatives are considered.

Discussion and conclusion:

This was not handled in the joint session due to lack of time.

