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1 Introduction
During 3GPP RAN2#71 the concept of UE individual Access Barring Scaling was introduced in [1].

This documents aims to provide a text proposal for the TR on “RAN Improvements for Machine-type Communications” [2].

2 Proposal

It is proposed that RAN2 agrees on the text proposal below for inclusion in [2].

3 References
[1] R2-104501 “Overload Control for Machine Type Communication”, Deutsche Telekom, 3GPP RAN2#71

[2] TR 37.868 RAN Improvements for Machine-type Communications

***** START TEXT PROPOSAL *****

5.1
RAN overload control
[Editor’s note: This section is intended to describe the area where an improvement may be beneficial. The existence of a problem should be clearly illustrated. The area may be relevant to UMTS OR LTE]
RAN overload control as defined below is identified as the first priority improvement area.
A large number of MTC devices are expected to be deployed in a specific area, thus the network has to face increased load as well as possible surges of MTC traffic. Network congestion including Radio Network Congestion and Signalling Network Congestion as defined in [2] may happen due to mass concurrent data and signaling transmission. This may cause intolerable delays, packet loss or even service unavailability. Mechanisms to guarantee network availability and help network to meet performance requirements under such MTC load need to be investigated.
For UL (RACH) load control enhancements, application level time distribution mechanisms are very important. Although not controlled by AS, some distribution is assumed to be present. In addition to application level distribution mechanisms, RAN level mechanisms should be worked on to protect the RAN for RACH overload, i.e. mechanisms to handle any realistic MTC access load without significant impact on H2H traffic. 
Unless otherwise stated, the solutions apply to UMTS and LTE.
5.1.1
Access Class Barring schemes
The introduction of separate Access Class(es) for MTC devices allows the network to separately control the access from these MTC, in addition to access control for other devices. Depending on the granularity of the control needed among MTC devices, either one or several Access Classes can be introduced.
For UMTS and LTE, an ACB mechanism could be used for barring or not barring each specific MTC access class. In addition, an access class barring factor per MTC access class could be introduced to control the probability to consider a cell barred or not barred for those MTC access classes.
5.1.2
Separate RACH resources for MTC
When MTC and H2H devices share the RACH resource, they experience the same access collision probability. Separate RACH resources can be provided for the H2H and MTC devices. 
5.1.2.1
Solution for LTE

The separation of resources can be done by either splitting the preambles into H2H group(s) and MTC group(s) or by allocating PRACH occasions in time or frequency to either H2H or MTC devices.
5.1.2.2
Solution for UMTS
The separation of resources can be done by either splitting the signatures into H2H group(s) and MTC group(s) through ASC configuration or by allocating new signatures in time to either H2H or MTC devices.
5.1.3 Dynamic allocation of RACH resources

In some scenarios the network can predict when access load will surge due to MTC devices. In order to cope with this load, the network may dynamically allocate additional RACH resources for the MTC devices to use. 

5.1.4 MTC Specific Backoff scheme

A MTC specific backoff scheme can be used to delay their random access (re-)attempts.

5.1.5 Slotted access

In this method, the access cycle/slots (similar to paging cycle/slots) are defined for MTC devices and each MTC device only accesses at its dedicated access slot. The access slots are synchronized with the corresponding System Frames. An MTC device is associated with an access slot through its ID (IMSI). At it simplest, the access slot could be the paging frame for the MTC device.  
5.1.6 UE individual Access Barring Scaling 
5.1.7 In this method the access control parameters can be individually changed by the network on a per UE basis. By doing this MTC devices can be assigned with a different (lower or higher) access barring probability or backoff time than other UEs in a particular cell. The method can be applied for individual UEs or groups of UEs and can be different depending on the access barring control currently applied in a particular cell. The method is not limited to MTC devices and allows flexible configuration of a multitude of MTC classes without introducing multiple new ACs.
5.1.6.1
Solution for LTE
The UE individual Access Barring configuration for a MTC device can be signalled to a particular UE (or a group of UEs) e.g. in the RRC Connection Release or Broadcast message. Access Barring Scaling Information is provided to the UE to be applied on the generic Access Barring parameters. By doing this the individual probability for a successful access can be decreased or increased for particular UEs by scaling for example the access probability factor. Similarly the access barring time can be scaled up or down for individual UEs based on the provided Access Barring Scaling Information.   
5.1.6.2
Solution for UMTS
The UE individual Access Barring configuration for a MTC device can be signalled to a particular UE (or a group of UEs) e.g. in the RRC connection release message. Access Barring Scaling Information is provided to the UE to be applied on the generic Access Class Barring parameters. By doing this the individual probability for a successful access can be decreased or increased for particular UEs by e.g. defining scaling rules based on the number of barred ACs (e.g. if X ACs out of AC 0..9 are barred already, a particular UE - independent of the barring status of the own AC - is not allowed to access the cell). 
The need for a complete barring of MTC devices is [FFS]. As possible solution could be based on a single bit on the BCH to disallow access regardless of the AC of the device and the cell AC barring status; UE individual control is possible as part of the Access Barring Scaling Information provided to the UE.
***** END TEXT PROPOSAL *****

