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1. Introduction
In RAN2#68bis meeting, there were some discussions on removal of special cell, and the result is shown below [1]:
	It seems possible to use security input from a cell that is no longer configured to that UE, as long as the eNB does not change. Should consider details and judge benefit. Less clear for NAS information.


In this document, we discuss the details and benefit for special cell’s removal, and provide some more analysis on NAS mobility information.
2. Discussion
There are two functions of special cell already agreed by RAN2:

· Provide security input (PCI and ARFCN)
· Provide NAS mobility information (TAI and ECGI)
In the following sections, we analyze the impact of the special cell’s removal on these two functions separately. And then discuss the feasibility and benefits to use RRCConnectionReconfiguration without mobilityinfo for the removal of the special cell.
2.1. Security input
The following scenarios are related to AS security:
· Case 1: Initial AS security establishment
· Case 2: Handover

· Case 3: RRC connection re-establishment

The security inputs for these three cases are shown in Table 1, also analyzed in [2] and [3]:
Table 1 Security inputs for different cases
	Case
	Security input
	Derived security parameter

	1
	KASME, Uplink NAS COUNT
	KeNB

	2
	PCI and ARFCN of special cell in target eNB
	KeNB*

	3
	PCI (special cell in source eNB), C-RNTI, Cell ID (target cell)
	MAC-I


It can be seen from Table 1 that only in case 3 (RRC connection re-establishment), the PCI of special cell in source eNB is used as security input. For case 3, if special cell is removed from the configured CC set before re-establishment, and the UE and target re-establishment cell both use the PCI of special cell as the security input for MAC-I calculation, it can still work correctly as they use the same inputs. As special cell is part of UE context, UE and the prepared cells that can be used for re-establishment should all know it, so that the re-establishment can not be affected by this kind of  MAC-I calculation. Hence, for the RRC connection re-establishment case, the security input (PCI) of removed special cell can still work, and it will not lead to the failure of re-establishment.
Observation 1: It is possible to use security input from the special cell that is no longer configured to the UE, as long as the eNB does not change.
2.2. NAS mobility information
NAS mobility information includes TAI and ECGI, and they are discussed separately as below:
· TAI

TAI is used in TAU procedure for NAS mobility management, so that MME can maintain the right TAI list for paging UE. As discussed in [2], for the case that all carriers’ TAIs in one eNB are the same or the case that the TAIs are not the same but they are all in the UE’s TAI list, unnecessary TAU procedure can be avoided, and the MME still maintains the right TAI list. In these two cases, when the special cell is removed from the UE’s configured CC set, its TAI is still valid for NAS mobility management. 
If the TAIs in one eNB are not the same and they are not all in the UE’s TAI list, if the special cell is removed from the UE’s configured CC set, and the TAIs of current configured CC set are not in UE’s TAI list (it would be rare case), it is still acceptable that the TAU procedure is delayed until the UE returns to idle mode. Because the MME can still page the UE in idle mode correctly, although it not has the entire TAI list of the UE in previous connected mode. 
Observation 2.1: It is possible to use TAI of the special cell that is no longer configured to the UE.
· ECGI
As analyzed in [2] and [3], some of the ECGI’s roles, such as data routing, positioning, PLMN selection in idle mode, are not affected by the removal of special cell. Besides, as mentioned in [4] [5], one important role of reporting ECGI is to assist location based charging in MME. As specified in [5], ECGI should be included in UL NAS messages, e.g. UPLINK NAS TRANSPORT, S1-AP INITIAL UE MESSAGE and etc.
If the special cell is removed from the configured CC set, and its ECGI is still used for reporting, there would be a risk for charging according to the mismatch ECGI. However, this can happen only if the charging policies on the removed special cell and configured CC set are different. In such case the cells in the configured CC set can not guarantee the same policy and this would be a general problem for such aggregated carriers, irrespective of the special cell being in the configured CC set or not. The simple way to resolve this could be configure the same charging policy on the carriers that can be aggregated. There is another solution that eNB triggers an intra-eNB handover to change special cell into the configured CC set before ECGI is reported. However, these are dependent on the location based charging requirements and implementations of the core network. Further more, in LTE Rel-8, the MME also maintains the mismatched ECGI until UE has an UL NAS message, and this was not considered a serious problem. Therefore, the ECGI of the removed special cell can still be used as NAS mobility information.
Observation 2.2: It is possible to use ECGI of the special cell that is no longer configured to the UE.
As analyzed above, it can be summarized that:
Observation 3: It is possible to use NAS mobility information from the special cell that is no longer configured to the UE, as long as the eNB does not change.
2.3. Benefit evaluation
There are two procedures that can be used for CC management:
Procedure 1: RRCConnectionReconfiguration including mobilityControlInfo (i.e. “intra-cell handover”). 

Procedure 2: RRCConnectionReconfiguration without mobilityControlInfo. 

The Procedure 1 is characterized as:

· Update AS key;

· Reestablish PDCP and RLC entity;

· Reset and reconfigure MAC entity;
The Procedure 2 is characterized as:

· Do not change AS key;

· Do not reestablish PDCP and RLC entity;

· Do not reset of MAC entity;
Some scenarios of special cell’s removal are mentioned in [2] and [4], and the reasons can be different coverage, load balancing, different interference, and so on. Procedure 1 is already agreed to be used for removing special cell. As analyzed above, it is possible that special cell is no longer configured to the UE, as long as the eNB does not change. Therefore, Procedure 2 can also be used for removing special cell while reducing the frequency of key derivation as well as the traffic interruption and data loss compared with Procedure 1. Although the frequency of special cell change can not be foreseen, it is still beneficial to provide another method rather than only handover for eNB to remove the special cell. This can leave more flexibility to eNB implementation. The benefits of using Procedure 2 for removing special cell are listed below:
· Reducing the frequency of key derivation

· Reducing the frequency of traffic interruption and data loss
· Leaving more flexibility to eNB implementation
If Procedure 2 is accepted to be used for removing special cell, there would be some impacts on UE and eNB when special cell is no longer configured to the UE:
· UE and eNB should store the PCI of removed special cell as UE context for re-establishment

· eNB should maintain the ECGI of removed special cell for reporting to MME

As shown above, the impact is little, and will not increase too much complexity of UE and eNB.
Considering the obvious benefits and little cost, it is proposed:
Proposal: RRCConnectionReconfiguration without mobilityControlInfo can be used for the removal of CC corresponding to the “special cell” for CC management, if “special cell” is solely related to the security input and NAS mobility information.
3. Conclusion
As discussed above, our proposals are shown below:
Proposal: RRCConnectionReconfiguration without mobilityControlInfo can be used for the removal of CC corresponding to the “special cell” for CC management, if “special cell” is solely related to the security input and NAS mobility information.
The corresponding text proposal is provided in chapter 5.
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5. Text Proposal based on R2-100789 (36.300 REL-10 CR)
Start of modification:
X.3.2
Connection Control

After RRC connection establishment to the special cell, the reconfiguration, addition and removal of CCs can be performed by RRCConnectionReconfiguration including mobilityControlInfo (i.e. “intra-cell handover”) or without mobilityControlInfo. 
At intra-LTE handover, the RRCConnectionReconfiguration with mobilityControlInfo (i.e. "handover command") can remove, reconfigure or add CCs for usage in the target cell.

When adding a new CC, dedicated RRC signalling is used for sending CCs’ system information which is necessary for CC transmission/reception (similarly as in Rel-8/9 for handover).

The combination of CA and UL bundling cannot be configured for a UE.

RRC connection re-establishment triggers at the UE include: 

1)
The failure of all CCs on which the UE is configured to receive PDCCH;

NOTE:
FFS if re-establishment is triggered under more restrictive conditions (e.g. in case of problems on a smaller subset of CC’s).

2)
The loss of all UL communication;

NOTE:
The conditions under which all UL communications are said to be lost are FFS.

3)
The indication from RLC that the maximum number of retransmissions has been reached (as in Rel-8).
End of modification
