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1. Overall Description:
In RAN2#63bis meeting, RAN2 agreed to not have a limitation for the PDCP SDU size in the access stratum. However, a concern was raised regarding the impact on security algorithms for both ciphering and integrity protection since security algorithms for Release 8 LTE may have a limitation on the input bit stream size as Release 7 KASUMI and SNOW3G for UMTS have such limitation, i.e.20000bits [1]
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[2]. Note that for control plane, input bit stream for ciphering is larger than input bit stream for integrity protection by 32bits due to the order of processing in PDCP.
In addition, some companies see a benefit in knowing a reasonable maximum size both for user plane and control plane PDCP SDU which a Release 8 implementation needs to support. This information would be useful to avoid unnecessary UE complexity which will be caused by supporting ciphering and integrity protection for big PDCP SDU sizes.

2. Actions:

To SA3:

RAN2 kindly asks SA3 to provide information on whether there is an upper limit for the input bit stream size of the ciphering and integrity algorithm for Release 8 LTE user plane and control plane PDCP SDU. 
To SA2, Cc CT4:

RAN2 kindly asks SA2 to provide information on whether there is an upper limit on the SDU size for user plane data.
To CT1:

RAN2 kindly asks CT1 to provide information on a possible maximum size of NAS PDU(s) in a single RRC message.
3. Date of Next TSG-RAN2 Meetings:

RAN2#64


10th – 14th Nov, 2008

Prague, Czech Republic

RAN2#64bis

12th – 16th Jan, 2009

Ljubljana, Slovenia
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