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Introduction
At RAN2#63, it was agreed that the UE History Information IE in the RRM-Configuration IE in TS 36.331 should be removed based on a RAN WG3 LS [1]. In this document, a text proposal indicating the removal of ‘UE-history Information’ IE is provided. 

This document provides an update to the text proposal in R2-085150.
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Start of Change 

RRM-Configuration
The RRM-Configuration IE contains information about UE specific RRM information before the handover which can be utilized by target eNB after the handover is successfully performed.

RRM-Configuration information element
-- ASN1START

RRM-Configuration ::=

SEQUENCE {


ue-InactiveTime



ENUMERATED {










v1sec, v2sec, v3sec, v5sec, v7sec, v10sec, v15sec, v20sec,










v25sec, v30sec, v40sec, v50sec, v1min, v1min20sec, v1min40sec,










v2min, v2min30sec, v3min, v3min30sec, v4min, v5min, v6min,










v7min, v8min, v9min, v10min, v12min, v14min, v17min, v20min,










v24min, v28min, v33min, v38min, v44min, v50min, v1hr,










v1hr30min, v2hr, v2hr30min, v3hr, v3hr30min, v4hr, v5hr, v6hr,










v8hr, v10hr, v13hr, v16hr, v20hr, v1day, v1day12hr, v2day,










v2day12hr, v3day, v4day, v5day, v7day, v10day, v14day, v19day,










v24day, v30day, morethan30day}

OPTIONAL,



...

}

-- ASN1STOP

	RRM-Configuration field descriptions

	ue-InactiveTimer

Duration while UE has not received or transmitted any user data. Thus the timer is still running in case e.g., UE measures the neighbour cells for the HO purpose.

	



SecurityContextInfo
The IE SecurityContextInfo is used to transfer the needed information for the target eNB to make KeNB, which is not included in the IE SecurityConfiguration. 

SecurityContextInfo information element
-- ASN1START

SecurityContextInfo ::=






SEQUENCE {


key-eNodeB-Star








Key-eNodeB-Star,


indexIncreaseIndicator






BOOLEAN,


nextHopChainingCount






NextHopChainingCount

}

-- ASN1STOP

	SecurityContextInfo field descriptions

	key-eNodeB-Star

Parameter KeNB*: See TS 33.401 [32, 7.2.8.4]

	indexIncreaseIndicator

Parameter index increase indicator: See TS 33.401 [32, 7.2.8.4]

	nextHopChainingCount

Parameter NCC: See TS 33.401 [32, 7.2.8.4]


End of change 
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10.2
RRC messages transferred across network nodes

This section specifies RRC messages that are sent either across the X2- or the S1-interface, either to or from the eNB, i.e. a single ‘logical channel’ is used for all RRC messages transferred across network nodes. The information could originate from or be destined for another RAT.

–
EUTRA-InterNodeDefinitions
This ASN.1 segment is the start of the E‑UTRA inter-node PDU definitions.

-- ASN1START

EUTRA-InterNodeDefinitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS



MasterInformationBlock,


MeasurementConfiguration,


NextHopChainingCount,

PhysicalCellIdentity, 


RadioResourceConfigDedicated,


RRCConnectionReconfiguration,


SecurityConfiguration,


SystemInformationBlockType2,


TDD-Configuration,


UECapabilityInformation,


UE-RelatedInformation

FROM EUTRA-RRC-Definitions;
-- ASN1STOP

–
InterNode-Message
The InterNode-Message class is the set of RRC messages that may be sent across the X2 or the S1 interface.

-- ASN1START

InterNode-Message ::= SEQUENCE {


message




InterNode-MessageType

}

InterNode-MessageType ::= CHOICE {


c1





CHOICE {



interRAT-Message





InterRAT-Message,



handoverCommand






HandoverCommand,



handoverPreparationInformation


HandoverPreparationInformation,



ueRadioAccessCapabilityInformation

UERadioAccessCapabilityInformation


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

End of change
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10.4
RRC multiplicity and type constraints values

–
Multiplicity and type constraints definitions

This section includes multiplicity and type constraints applicable (only) to interactions between network nodes




–
End of EUTRA-InterNodeDefinitions
-- ASN1START

END

-- ASN1STOP
End of change 
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