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1
Introduction
The discussion in RAN2 so far, seems to assume that the E-UTRA RRC specification will provide both tabular and ASN.1 description of the RRC messages. However, in recent document [1] it is suggested keeping the tabular description and the ASN.1 code of the particular ASN.1 elements together. From an Ericsson point of view, we tend to support the idea, although we believe that if tabular and ASN.1 are brought together, there could be even a further gain, if some of the redundancy in the tabular and the ASN.1 is removed.
The experience from UTRAN is that much of the development, maybe both in the first release, and in the future releases focus on the tabular description of the RRC messages, whereas the ASN.1 description is paid less attention, although it in the end is what actually controls the implementation. Therefore, we believe that bringing the ASN.1 code together with the description captured in tabular format will put it more into focus, which requires that quality aspects and the code structure in the ASN.1 is taken into account at an earlier stage in the specification process. We also believe that doing so; certain aspects which are very clear from the ASN.1 need not be specified in tabular format. The tabular format should be used to specify the aspects which are not clear from the ASN.1 code, like the semantics description, the conditions for when an information element is needed and not, etc.
2
ASN.1 coding sketch

In the Annex below, an ASN.1 coding sketch is provided, which intends to provide an example of how the ASN.1 code and the necessary information in tabular format could be placed together. This is not very different from what has been proposed in [1] and the precise format, which could be applied, is of course open for discussion.
There are a few aspects that need to be taken into account, if code and other specification text shall be interleaved in this way:

–
The complete ASN.1 code needs to be present in the specification, including the code module start and endings, import declarations, etc.
–
The different code segments need to be presented in an order such that they can be compiled after a simple concatenation of all the segments extracted from the specification, in the order they appear in the specification.
–
Reasonable means need to be provided in the specification facilitating the extraction of the code segments before compilation.

The first two aspects may put some constraints on how the PDU formats and parameters (currently clause 6 of the draft TS 36.331) are specified. However, no major impact on the draft structure presented so far is foreseen.
The last aspect has been taken into account in the annex below to the extent that each code segment is framed by a start and stop tag ("ASN1START" and "ASN1STOP", respectively), which could be used by a code extractor to filter code lines from the specification text. In addition, the paragraph style "PL" should be used consistently and exclusively in the code segments. In this way, the paragraph style could also be used as a means to filter code lines from the specification text.

A more practical aspect is that each code segment is presented as a "table", with a table heading, although the table format in the MS Word document has been avoided. Instead the code segment is formatted with a background shading in order to ease the readability. The need to avoid the table format could be debated, but it might simplify code extraction if the table format is avoided (FFS).
In the description of messages and information elements, the table with the ASN.1 code is followed by another table capturing the aspects we are used to find in the tabular description. However, the multiplicity of information elements (in lists) is usually well covered in the ASN.1, so are also the type definitions, the various choice constructions and the presence of mandatory present information elements. Those pieces of information are thus not needed in the tabular part, if placed together with the ASN.1 code in this way. The tabular format in the annex has thus been somewhat simplified:
–
The table is not divided in columns.

–
One table row (cell) is used for each element in the ASN.1 that needs further specification.

–
The table row should contain a first line containing a reference to the element name in the ASN.1 it refers to, a need statement (optional/conditional) for those elements that are optional in the ASN.1, and (as proposed in the annex) a version statement indicating the release wherein the element was introduced.
–
Following the first line, additional information may be provided in free text format:

–
For elements that are specified of an information element type defined elsewhere in the RRC specification, a sub-clause reference to that should be provided.

–
Any semantics description. (Note: the semantics description should be restricted to the semantic aspects of the information element and avoid specifying behavioural requirements for the UE. The behaviour should be specified in the relevant procedure clause.)

–
For conditionally present elements, the condition for its presence may be specified. Alternatively, the condition could be identified with a key word in the need statement on the first line and then specified in a separate table or in a separate entry (row/cell) at the end of this table. Using a key word could be the preferred way if the same condition applies to several elements in the same ASN.1 segment.
3
RRC message extensibility
3.1
The top level message definition

Regarding the message extensibility, in [1] it is proposed to use the ASN.1 class concept for the top level message definition. It is unclear which benefits that might bring. In this document it is proposed to use similar mechanism as those currently used in the UTRAN RRC specification. Consequently, it is proposed that for each logical channel, and for each direction of bi-directional logical channels, a choice between the set of applicable RRC messages is specified. A reasonable number of spare choices should be specified to allow for future extension. The choice construction will thereby represent the message type code associated with each type of message that may be sent or received on that logical channel.
It may be noted that if the original number of spare choices is insufficient, the last spare value can be used to specify a second choice for further extension of the message types that may be applied on a specific logical channel.

As an alternative, the ASN.1 "extension marker" could be used in the original choice construction, allowing for future extension. However, there does not seem to be any advantage of using the "extension marker" in this case, so it is not proposed.
3.2
Extending the RRC messages

Two main extension mechanisms are proposed. Like in UTRAN, the "critical extension" mechanism should be used to create new versions of a message in a new release. A characteristic of this mechanism is that "comprehension is required"; i.e., there need to be means to control which versions of a message that may be sent to the peer entity. In the downlink direction, a release indicator provided by the UE could be used (the same as in UTRAN). For E-UTRA, it is proposed to use the critical extension mechanism also for some messages in the uplink direction. The means for the version control in the uplink direction are FFS. However, it is unlikely that a general release indicator can be used. It is foreseen that more specific indicators can be used; specific for a particular uplink message or a particular group of uplink messages.
The implementation of the critical extension mechanism could inherit the mechanism based on a CHOICE construction, which has been used in UTRAN. There could be alternatives, based on the ASN.1 extension marker, but there seem to be little benefit of that in this case. The proposal is to use a similar mechanism as was used in UTRAN.

Another extension mechanism is needed for the extension and/or correction of existing message versions. It is proposed to use a mechanism similar to the UTRAN "non-critical extensions". However, in this case it is proposed to use the ASN.1 extension marker for this purpose. It can be used at message level, as shown for instance in the IE "RRCConnectionReconfiguration-r8-IEs" in the annex below. In this case, new information elements can be included in the message sequence after the extension marker. As a general principle, IEs in this kind of extensible structures should be declared as OPTIONAL in the ASN.1, irrespective of the intended need of the particular IE. The benefit of that is that corrections can be introduced replacing an existing information element with a new version, at a limited cost in overhead. These measures may help to enhance both the readability and the overall structure of the ASN.1 code, compared to the current state in UTRAN.
The same kind of extension mechanism can also be used in high level IEs. An example is given in the annex the IE "InitialUE-Identity". In this case the extension marker is used in a CHOICE construction to allow the addition of new alternative IEs to be introduced. It may need to be decided on a message by message basis how far down in the IE structure this extension mechanism should be used. In the RRC CONNECTION RECONFIGURATION message, for instance, it is likely reasonable to allow this kind of extension at the two highest levels; in other messages, maybe only on the top level. The advantage to allow this is that late corrections could be introduced in a more clear and precise manner, at the cost of a certain overhead in the length of the message. There is thus a trade off, but a certain overhead is probably acceptable, if it helps keeping the ASN.1 structure more clean and readable.
As a general rule, it is proposed as far as possible not to duplicate extensions using the "critical extension" mechanism and the "non-critical extension" mechanism for the same information:
–
In messages where the critical extension mechanism is not used, only the non-critical extension can be used.

–
In messages where the critical extension mechanism is used, the non-critical extension mechanism should be restricted to late correction after the critical extension has been frozen in the specific version of the message.

–
When a new critical extension is created in a message for a new version, if there are late corrections with non-critical extension in the previous version of the message, they should be incorporated in the new critical extension and only be used as non-critical extensions in the message version where they were introduced as late corrections.
4
Conclusion

A way to organise the ASN.1 code together with complementary information in tabular format is outlined in this document. The principles for the specification of the RRC message syntax needs to be discussed. This document is intended as an input to that discussion.
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Annex:

ASN.1 coding sketch
6.x.1
RRC message class definitions start
Editor's note:
This sub-clause is needed to start the RRC message class definition module.

The RRC message class definitions define the set of message types for each logical channel.

Table 6.x.1: RRC message class definitions start
-- ASN1START

Class-definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


DLInformationTransfer,


MobilityFromEUTRACommand,


HandoverToEUTRACommand,


MeasurementReport,


Paging,


RRCConnectionReconfiguration,


RRCConnectionReconfigurationComplete,


RRCConnectionReconfigurationFailure,


RRCConnectionReestablishmentFailure,


RRCConnectionReestablishmentRequest,


RRCConnectionRequest,


RRCConnectionSetup,


SystemInformation,


ULInformationTransfer
FROM PDU-definition
-- Other IEs:


IntegrityCheckInfo

FROM InformationElement-definition;

-- ASN1STOP

6.x.2
Downlink DCCH messages
Editor's note:
One sub-clause for each logical channel and direction (DL/UL).

Messages the UE may receive on downlink DCCH.
Table 6.x.2: Downlink DCCH messages
-- ASN1START

DL-DCCH-Message ::= SEQUENCE {


integrityCheckInfo

IntegrityCheckInfo

OPTIONAL,


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


dlInformationTransfer



DLInformationTransfer,


mobilityFromEUTRACommand


MobilityFromEUTRACommand,


measurementReport




MeasurementReport,


rrcConnectionReconfiguration

RRCConnectionReconfiguration,


rrcConnectionReestablishmentFailure
RRCConnectionReestablishmentFailure,


spare11







NULL,


spare10







NULL,


spare9







NULL,


spare8







NULL,


spare7







NULL,


spare6







NULL,


spare5







NULL,


spare4







NULL,


spare3







NULL,


spare2







NULL,


-- An extension is possible if a second CHOICE is introduced here (an option never utilised in

-- UTRAN). Alternatively, the extension marker "..." could be placed after the last spare.

spare1







NULL

}

-- ASN1STOP

6.x.99
RRC message class definitions end

Editor's note:
This sub-clause is needed to end the RRC message class definition module.

End of the RRC message class definitions.
Table 6.x.y.99: RRC message class definitions end

-- ASN1START

END

-- ASN1STOP
6.2.x
RRC message definitions start

Editor's note:
This sub-clause is needed to start the RRC message (PDU) definitions module.

The RRC message (PDU) definitions define the contents of the RRC messages in terms of information elements.

Table 6.2.x: RRC message definitions start

-- ASN1START

PDU-definition DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


-- Referenced information elements here.
FROM InformationElement-definition

-- Referenced constants here.
FROM Constant-definition;

-- ASN1STOP

6.2.5
RRC CONNECTION RECONFIGURATION

Command to establish/modify/release an RRC connection, covering UE and network identification, radio bearer configuration, measurement configuration, security configuration, 

Signalling radio bearer:
SRB 1 or SRB 2 (FFS)

RLC-SAP:
AM

Logical channel:
DCCH

Direction:
E-UTRAN ( UE

Table 6.2.5.1: RRC CONNECTION RECONFIGURATION definition

-- ASN1START

RRCConnectionReconfiguration ::=

CHOICE {


r8








RRCConnectionReconfiguration-r8-IEs,


-- Critical extension is possible if another CHOICE is introduced here. Alternatively, the

-- extension marker "..." could be placed here and used for the critical extensions.

criticalExtension




SEQUENCE {}

}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {


-- Measurement related IEs



measurementConfiguration


MeasurementConfiguration




OPTIONAL,


-- Mobility related IEs



mobilityControlInformation


MobilityControlInformation




OPTIONAL,


-- NAS IEs



nasDedicatedInformation



NASDedicatedInformation





OPTIONAL,


-- Other IEs



newUE-Identity





NewUE-Identity







OPTIONAL,



ue-RadioAccessCapabilityRequest

UE-RadioAccessCapabilityRequest



OPTIONAL,


-- Radio resource configuration IEs



radioResourceConfiguration


RadioResourceConfiguration




OPTIONAL,


-- Security related IEs



securityConfiguration



SecurityConfiguration





OPTIONAL,


...



-- Extension and/or replacement IEs may be introduced here.
}

-- ASN1STOP

Table 6.2.5.2: RRC CONNECTION RECONFIGURATION information elements

	measurementConfiguration
Need = OP
Version: R8

The IE "MeasurementConfiguration" is defined in sub-clause 6.3.1.2.

-- Other semantics description may be entered here --

	mobilityControlInformation
Need = OP
Version: R8

The IE "MobilityControlInformation" is defined in sub-clause 6.3.2.11.

	nasDedicatedInformation
Need = OP
Version: R8

The IE "NASDedicatedInformation" is defined in sub-clause 6.3.3.2.

	newUE-Identity
Need = OP
Version: R8

The IE "NewUE-Identity" is defined in sub-clause 6.3.4.x.

	ue-RadioAccessCapabilityRequest
Need = OP
Version: R8

The IE "UE-RadioAccessCapabilityRequest" is defined in sub-clause 6.3.4.7.

	radioResourceConfiguration
Need = OP
Version: R8

The IE "RadioResourceConfiguration" is defined in sub-clause 6.3.5.2.

	securityConfiguration
Need = OP
Version: R8

The IE "SecurityConfiguration" is defined in sub-clause 6.3.6.1.


6.2.7
RRC CONNECTION REQUEST

Request to establish an RRC connection, aiming to trigger RRC CONNECTION RECONFIGURATION.

Signalling radio bearer:
SRB 0

RLC-SAP:
TM

Logical channel:
CCCH

Direction:
UE ( E-UTRAN

Table 6.2.7.1: RRC CONNECTION REQUEST definition
-- ASN1START
RRCConnectioRequest ::=



CHOICE {


r8








RRCConnectionRequest-r8-IEs,

-- Critical extension is possible if another CHOICE is introduced here. Alternatively, the

-- extension marker "..." could be placed here and used for the critical extensions.

criticalExtension




SEQUENCE {}

}

RRCConnectionRequest-r8-IEs ::=


SEQUENCE {


-- NAS IEs



selectedPLMN-Identity



PLMN-Identity







OPTIONAL,

-- Other IEs



initialUE-Identity




InitialUE-Identity






OPTIONAL,



establishmentCause




EstablishmentCause






OPTIONAL,


...



-- Extension and/or replacement IEs may be introduced here.
}

-- ASN1STOP
Table 6.2.7.2: RRC CONNECTION REQUEST information elements

	selectedPLMN-Identity
Need = MP
Version: R8
The IE "PLMN-identity" is defined in sub-clause 6.3.3.13.
-- Other semantics description may be entered here --

	initialUE-Identity
Need = MP
Version: R8

The IE "InitialUE-Identity" is defined in sub-clause 6.3.4.2.

	establishmentCause
Need = MP
Version: R8

The IE "EstablishmentCause" is defined in sub-clause 6.3.4.1.


6.2.99
RRC message definitions end

Editor's note:
This sub-clause is needed to end the RRC message (PDU) definitions module.

End of the RRC message definitions.
Table 6.2.99: RRC message definitions end

-- ASN1START

END

-- ASN1STOP
6.3.x
Information element definitions start

Editor's note:
This sub-clause is needed to start the information element definitions module.

The information element definitions define the contents of the RRC messages in terms of information elements.

Table 6.3.x: Information element definitions start

-- ASN1START

InformationElement-definition DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


-- Referenced constants here.
FROM Constant-definition;

-- ASN1STOP

6.3.1
Measurement related information

6.3.2
Mobility related information

6.3.3
NAS information

6.3.3.13
PLMN Identity

6.3.4
Other information

6.3.4.1
Establishment cause

6.3.4.2
Initial UE identity

Used by AS for Contention resolution and to select the NAS node.

Table 6.3.4.2.1: IE "Initial UE identity" definition

-- ASN1START
InitialUE-Identity ::=



CHOICE {


s-TMSI







S-TMSI,


c-RNTI







C-RNTI,


...



-- Extension and/or replacement IEs may be introduced here.
}

S-TMSI ::=






SEQUENCE {


oldTA







XYZ,


randomValue






INTEGER (0..31)

}

-- ASN1STOP
Table 6.3.4.2.2: IE "Initial UE identity" information elements

	C-RNTI

Version: R8

The IE "C-RNTI" is defined in sub-clause 6.3.x.y.

	oldTA

Version: R8

-- Was "TA" here intended as the last "tracking area code" or some old "timing advance" info?

	randomValue

Version: R8

Integer randomly selected with equal probability in the range 0 to 31.


6.3.5
Radio resource configuration information

6.3.6
Security related information

6.3.7
System information related information

6.3.99
Information element definitions end

Editor's note:
This sub-clause is needed to end the information element definitions module.

End of the information element definitions.
Table 6.3.99: Information element definitions end

-- ASN1START

END

-- ASN1STOP
6.4.1
Constant definitions 

End of the information element definitions.
Table 6.4.1.1: Constant definitions

-- ASN1START

Constant-definition DEFINITIONS AUTOMATIC TAGS ::=

BEGIN


-- Constants definitions are introduced here.
END

-- ASN1STOP
Table 6.4.1.2: Constant descriptions

	ConstantName1

Version: R8

-- Brief description is entered here. --

	ConstantName2

Version: R8




