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	A ROHC packet can contain:

1. one CID for compressed header

2. one or more CIDs for feedback

3. one CID for compressed header and one or more CIDs for feedback.

When PDCP is configured with PDCP headers and ROHC and the option to indicate ROHC CID in the PDCP header (CID_INCLUSION_INFO is set to true), it is specified that the CIDs are represented by the PID field and removed from ROHC packets but :

· the PID field indicates one CID only

· the PID field does not indicate if the CID is for compressed header or feedback

The use of PDCP headers is only necessary when both RFC3095 and RFC2507 are used on the same radio bearer.

See R2-062341 for more details.
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5.1
Header Compression

The header compression protocol is specific to the particular network layer, transport layer or upper layer protocol combinations e.g. TCP/IP and RTP/UDP/IP. The network layer protocol type, e.g. IP or PPP, is indicated during PDP context activation as defined in [1]. The header compression protocols and their parameters are configured by upper layers for each PDCP entity. Compressor and decompressor initiated signalling between peer PDCP entities, during operation, is accomplished through in-band signalling.

5.1.1
Mapping of PID values

Depending on the configuration by upper layers (i.e. PDCP PDU type to be used and header compressor protocol), the PDCP sublayer shall be able to:

-
identify different types of header compression protocols;

-
if RFC2507:

-
distinguish different header compression protocol packet types within a header compression protocol.

- if RFC3095:

-
distinguish different contexts for a header compression protocol.

The above requirements are realised by utilising the PID field in the PDCP PDU.

The mapping of the PID values shall follow the general rules listed below:

-
PID values shall be mapped to the different packet types independently at each PDCP entity;

-
PID value "0" shall indicate "no compression". PID value "0" shall be used in a PDCP PDU containing in its Data field a PDCP SDU that is unchanged by the Sender and that shall not be decompressed by the Receiver.;

-
PID values are mapped in ascending order, starting from 1, for every configured header compression protocol, in the order of configuration by upper layer. The first available PID value is assigned to the first packet type of the header compression protocol as defined in the specification for this header compression protocol. PID values are mapped for all the specified packet types defined for the header compression protocol and in the order defined in subclause 5.1.2.2 and 5.1.3.3 for the respective header compression protocol;

-
PID values are re-mapped for the PDCP entity after any reconfiguration of the header compression protocols for that entity.

The following table illustrates an example of the PID value mapping to the packet types when five arbitrary header compression methods are configured for one PDCP entity: RFC 2507[6], Methods A and B, RFC 3095 [8] and Method C. Method A, Method B and Method C are imaginary header compression protocols introduced for the purpose of illustration.

Table 1: Example of the PID value mapping table

	PID

Value
	Optimisation method
	Packet type

	0
	No header compression
	-

	1
	RFC 2507
	Full header

	2
	RFC 2507
	Compressed TCP

	3
	RFC 2507
	Compressed TCP nondelta

	4
	RFC 2507
	Compressed non TCP

	5
	RFC 2507
	Context state

	6
	Method A
	Packet Type 1 of Method A

	7
	Method A
	Packet Type 2 of Method A

	8
	Method B
	Packet Type 1 of Method B

	9
	Method B
	Packet Type 2 of Method B

	10
	RFC 3095
	RFC 2095 packet format

	
	
	

	
	
	

	11
	Method C
	Packet Type 1 of Method C

	12
	Method C
	Packet Type 2 of Method C

	13...31
	Unassigned value
	-


5.1.2
IP Header Compression (RFC 2507)

The detailed operation of the RFC 2507 header compression protocol is specified in IETF RFC 2507 [6]. The mechanisms related to error recovery and packet reordering are also described in RFC 2507. These mechanisms shall be included in the functionality of the header compression supported by PDCP. The implementation of the RFC 2507 header compression functionality is not covered in this specification and is left to the implementation.

5.1.2.1
Context identifiers

Context identifiers for RFC 2507 shall only be included in the RFC 2507 packet types format, as defined in [6].

5.1.2.2
Mapping of PID values for RFC 2507

PID values shall be mapped to the RFC 2507 header compression packet types in the order presented in Table 2 below where "n" is the number of PID values already mapped to other protocol packet types.

Table 2: Mapping of PID values for RFC 2507 header compression protocol

	PID value
	Optimisation method
	Packet type

	n+1
	RFC 2507
	Full header

	n+2
	RFC 2507
	Compressed TCP

	n+3
	RFC 2507
	Compressed TCP non-delta

	n+4
	RFC 2507
	Compressed non-TCP

	n+5
	RFC 2507
	Context state


5.1.2.3
Management of Full Header transmission

Transmission of a full header packet may be controlled by the lower layer information.

For a TCP stream, if the PDCP receives from lower layer the information of failed transmission of a single packet, the PDCP may send the next packet as a full header.

For a non-TCP stream, if the PDCP receives from lower layer the information of successful transmission of a full header packet, the PDCP may stop sending a full header packet that contains the same full header as the previously transmitted one.

5.1.3
Robust Header Compression (RFC 3095)

The detailed operation of the, "RObust Header Compression (ROHC)" protocol is specified in IETF RFC 3095 [8].

5.1.3.1
Context identifiers

The context of the RFC 3095 protocol is defined in [8]. RFC 3095 can be configured to support one or several contexts. Each context is identified by a value known as the context identifier (CID). 



5.1.3.2
Void


	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


5.1.3.3
Mapping of PID values for RFC 3095
The following PID value shall be mapped to the RFC 3095 header compression protocol as presented in the table where n is the number of PID values already assigned to other protocol packet types.

Table 4: Mapping of PID values for RFC 3905 header compression protocol

	PID value
	Optimisation method
	Packet type

	n+1
	RFC 3095
	RFC 3095 packet format



5.1.3.4
Void

5.1.3.5
Protocol Parameters

RFC 3095 has two types of parameters [8]:

-
configuration parameters: these are mandatory and must be configured between compressor and decompressor peers.

-
implementation parameters: these are optional and, when used, stipulate how RFC 3095 operates.

These parameters are categorized in four different groups, as defined below:

-
M:
Mandatory and configured by upper layers.

-
MO: Parameters that must be supported and when used can only be configured or triggered by upper layers.

-
O: Optional RFC 3095 parameters that are not configured by upper layers. They may be used locally (i.e. UTRAN and/or in UE) for RFC 3095.

-
N/A: These are not used in RFC 3095.

The usage and definition of the parameters shall be as specified below.


-
MAX_CID (M): This is the maximum CID value that can be used. One CID value shall always be reserved for uncompressed flows.

-
LARGE_CIDS: This is not configured by upper layers but inferred from the configured value of MAX_CID according to the following rule:


If MAX_CID > 15 then LARGE_CIDS = TRUE else LARGE_CIDS = FALSE.

-
PROFILES (M): Profiles are used to define which profiles are allowed to be used by the UE in uplink. In downlink, all the profiles defined in [8] shall be supported.

-
FEEDBACK_FOR (N/A):

-
MRRU (M): Segmentation is not used by default.

-
NO_OF_PACKET_SIZES_ALLOWED (N/A).

-
PACKET_SIZES_ALLOWED (N/A)

-
PAYLOAD_SIZES (O).

-
NO_OF_PACKET_SIZES_USED (O).

-
PACKET_SIZES_USED (O).

-
CONTEXT_REINITIALIZATION (MO).

-
MODE (O).

-
CLOCK_RESOLUTION (O).

-
REVERSE_DECOMPRESSION_DEPTH (M): Default value is that reverse decompression is not used.
5.1.3.6 
Configuration by RRC

If the variable "PDCP_ROHC_TARGET_MODE" [2] is stored in the UE, and if applicable for the ROHC profile applied, the de-compressor shall only perform the operational state transitions defined in [8] to the stored mode.

If the variable "PDCP_ROHC_TARGET_MODE" [2] is not stored in the UE, the de-compressor shall not restrict the operational state transitions defined in [8].
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