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1 Introduction

In this paper we outline an examples of the requirements and a format needed in order to reach adequate specification of expected performance levels for implementations of RFC3095 through a suitable performance testing methodology. 
The purpose of the performance requirements is to ensure that all conformant compressor implementations actually implement active ROHC compression, and for this to be verifiable using well-defined test cases. This will result in that the compression performance will meet the proper level of predictability, without preventing ROHC implementers from doing optimizations. A detailed description can be found in [1], [2]and [3].

The resulting output from RAN2 point of view should be normative text in the PDCP ROHC specifications for T1 input in their test specification work. In order to meet this purpose it is for RAN2 to name and define the requirements that needs to be met accordingly and provide normative text in the appropriate specification(s). The requirements should also be coupled with description of the conditions and definition of the packet sequence that maps to the requirement. 

2 General ROHC performance test outline

The test setup will use one or several well-defined sequences of RTP packets that are given as input to the compressor. The tests are designed to address fundamental compression efficiency aspects of ROHC RTP, and are chosen to cover the situations that could reasonably be expected to happen in a 3G environment where ROHC RTP is used. 

These test are thus not addressing standard compliance or interoperability issues, but only performance aspects, where the flexibility of the standard could potentially mean an implementation would take simplifying short cuts and thereby impose unnecessary and unexpected overhead over the air interface.

A fairly simple approach is to evaluate the total header and IP payload accumulated from the output from the compressor at end of the packet sequence test. To be declared 3GPP-comformant, an implementation of a ROHC compressor would then have to go below a specified threshold for this selected reference metric for the compressed header overhead.

Some test cases may also require the injection of feedback to the compressor to emulate decompressor interactions. The purpose of this second input source is to provide the decompressor feedback necessary for each compression mode of operation, and to test the basic behaviour of the compressor in response to feedback. Each input packet stream defined, along with associated feedback input, could thus form a single test case. 

For most tests there is no distinction between IPv4 and IPv6, as IP version is in general irrelevant to ROHC operation. However, the specific performance test requirement values may differ between v4 and v6, since the uncompressed header size of v6 is 20 octets larger than for v4, and uncompressed headers are always sent initially. It should thus be noted that it is sufficient to test either v4 or v6 in terms of compression performance, although there would be two target test performance requirement values listed, just use the proper value, either for v4 or v6.

2.1 Basic test packet structure

All ROHC performance tests are carried out by providing a sequence of uncompressed IP/UDP/RTP packets to the ROHC RTP compressor, together with some artificial feedback messages synchronized with the packet sequence. All packets in these sequences are built on the same base structure, with most field values being constant, and with a fixed payload size of 32 octets.

In annex 1, the normative structure of the IPv6/UDP/RTP and IPv4/UDP/RTP headers are outlined, along with tables of the values to be used for each field. Fields with values marked ANY can have any value, as these are the addressing fields that are used to identify a unique packet stream for compression, and the content of them does not otherwise affect compression, they are either sent in uncompressed form or completely omitted in compressed packets. The checksum values are dependent on the complete content of the packet and must be calculated according to the protocol specifications, RFC 768 and RFC 791, which are referred to in the tables. A dummy payload is to be appended at the end of the header data.

Four fields (IP ID, IP TTL/HL, RTP SN, and RTP TS) are affected by the test sequence variations currently being considered for these ROHC RTP performance tests. Values for these fields must thus be found in the test sequence details of each test.

3 Test outline

In the following sections a format with regards to outline, sequences and requirements are exemplified. Test 1a and 1b are base tests using a completely regular packet stream as input. All subsequent tests are based on test 1a or test 1b, each with specific test events added to the base test packet stream. 

3.1 Test 1a - Base test of ROHC RTP O-mode

3.1.1 Test purpose
The purpose of the base test is to verify that the compressor implements an active and efficient compression for a regular IP/UDP/RTP packet stream, i.e. that it makes use of the most efficient compressed packet formats provided by ROHC RTP [1] for O-mode.

3.1.2 Sequence details

A 5 second packet sequence with 50 packets per second is used where all header fields are set according to the basic test packet structure (Annex 1), with addition of the following:

· The Time To Live (TTL) / Hop Limit field is set to the value 0x20

· The RTP Sequence Number is a linearly increasing counter with a packet-to-packet delta of 1, set to 0x0000 for the first packet and thus ending with 0x00F9 (249) in the last packet of the sequence

· The RTP Time Stamp is a linearly increasing counter with a packet-to-packet delta of 160, set to 0x00000000 for the first packet and thus ending with 0x00009BA0 (39840) in the last packet of the sequence.

· The IP Identification is set to the same value as the RTP Sequence Number

Between the 6th and 7th packet of the sequence, a ROHC feedback packet of ROHC RTP feedback type 2 is to be given to the ROHC compressor to trigger an immediate transition to O-mode operation. The format of that packet is as follows:

     0   1   2   3   4   5   6   7

   +---+---+---+---+---+---+---+---+

   | 1   1   1   1   0 |   Code    |  feedback type octet

   +---+---+---+---+---+---+---+---+

   |Acktype| Mode  |      SN       |

   +---+---+---+---+---+---+---+---+

   |              SN               |

   +---+---+---+---+---+---+---+---+

Where:

· Code is set to 0x2 (indicates that feedback data above the type octet is 2 octets)

· Acktype is set to 0x0 (means ACK)

· Mode is set to 0x2 (means O-mode)

· SN is set to 0x000

Note that feedback designated to a ROHC compressor is normally delivered through a separate interface than the uncompressed packet sequence. How feedback is handled in the 3GPP test environment is not defined by this specification.

3.1.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets 
[TBD]
- With IPv6: yy octets [TBD]

3.2 Test 1b - Base test of ROHC RTP R-mode

3.2.1 Test purpose
The purpose of the base test is to verify that the compressor implements an active and efficient compression for a regular IP/UDP/RTP packet stream, i.e. that it makes use of the most efficient compressed packet formats provided by ROHC RTP [1] for R-mode.

3.2.2 Sequence details

A 5 second packet sequence with 50 packets per second is used where all header fields are set according to the basic test packet structure (Annex 1), with addition of the following:

· The Time To Live (TTL) / Hop Limit field is set to the value 0x20

· The RTP Sequence Number is a linearly increasing counter with a packet-to-packet delta of 1, set to 0x0000 for the first packet and thus ending with 0x00F9 (249) in the last packet of the sequence

· The RTP Time Stamp is a linearly increasing counter with a packet-to-packet delta of 160, set to 0x00000000 for the first packet and thus ending with 0x00009BA0 (39840) in the last packet of the sequence.

· The IP Identification is set to the same value as the RTP Sequence Number

Between the 6th and 7th (SN=5 and SN=6) packet of the sequence, a ROHC feedback packet of ROHC RTP feedback type 2 is to be given to the ROHC compressor to initiate transition to R-mode operation. The format of that packet is as follows:

     0   1   2   3   4   5   6   7

   +---+---+---+---+---+---+---+---+

   | 1   1   1   1   0 |   Code    |  feedback type octet

   +---+---+---+---+---+---+---+---+

   |Acktype| Mode  |      SN       |

   +---+---+---+---+---+---+---+---+

   |              SN               |

   +---+---+---+---+---+---+---+---+

Where:

Code is set to 0x2 (indicates that feedback data above the type octet is 2 octets)

Acktype is set to 0x0 (means ACK)

Mode is set to 0x3 (means R-mode)

SN is set to 0x000

After that, an additional feedback packet with the same content as above except for the SN value, which now must be set to 0x006, is to be given to the compressor between the 12th and 13th (SN=11 and SN=12) packet of the sequence. This will complete transition to R-mode.

Note that feedback designated to a ROHC compressor is normally delivered through a separate interface than the uncompressed packet sequence. How feedback is handled in the 3GPP test environment is not dfined by this specification.

3.2.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets 
[TBD]
- With IPv6: yy octets [TBD]

3.3 Test 2a - TTL / Hop-Limit variations in O-mode

3.3.1 Test purpose
The purpose of the TTL/Hop-Limit test is to verify that the compressor can efficiently handle changes in the TTL/Hop-Limit value, i.e. use the most efficient header extension provided by ROHC RTP [1] for O-mode.

3.3.2 Sequence details

The test sequence is the same as in 3.1, with the following exception:

· For packets with SN between 20 and 29, the Time To Live (TTL) / Hop Limit value is set to 0x22

3.3.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets [TBD]
- With IPv6: yy octets [TBD]
3.4 Test 2b - TTL / Hop-Limit variations in R-mode

3.4.1 Test purpose
The purpose of the TTL/Hop-Limit test is to verify that the compressor can efficiently handle changes in the TTL/Hop-Limit value, i.e. use the most efficient header extension provided by ROHC RTP [1] for R-mode.

3.4.2 Sequence details

The test sequence is the same as in 3.2, with the following exception:

· For packets with SN between 20 and 29, the Time To Live (TTL) / Hop Limit value is set to 0x22

3.4.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets [TBD]
- With IPv6: yy octets [TBD]
3.5 Test 3a - Fully sequential IP-ID (IPv4) behaviour in O-mode

TBD

3.6 Test 3b - "Sequential jump" IP-ID (IPv4) behaviour in O-mode

TBD

3.7 Test 3c - Random IP-ID (IPv4) behaviour in O-mode

TBD

3.8 Test 3d - Fully sequential IP-ID (IPv4) behaviour in R-mode

TBD

3.9 Test 3e - "Sequential jump" IP-ID (IPv4) behaviour in R-mode

TBD

3.10 Test 3f - Random IP-ID (IPv4) behaviour in R-mode

TBD

3.11 Test 4a - Re-establishment TS after DTX in O-mode

3.11.1 Test purpose
The purpose of the TS re-establish test is to verify that the compressor can efficiently re-establish the proper TS value after a DTX period, i.e. use the most efficient header extension(s) provided by ROHC RTP [1] for O-mode.

3.11.2 Sequence details

The test sequence is the same as in 3.1, with the following exception:

1. The RTP Time Stamp is a linearly increasing counter with a packet-to-packet delta of 160, set to 0x00000000 for the first packet.

2. For packet with an SN of 20, TS is increased to represent a 32 (0.64 seconds) packet skip (32x160) and is thus set to (20+32)x160=8320 (0x00002080). Then TS continues to grow as stated in 1 above.

3. For packet with an SN of 30, TS is increased to represent a 128 (2.56 seconds) packet skip (128x160) and is thus set to (30+32+128)x160=30400 (0x000076C0). Then TS continues to grow as stated in 1 above.

4. For packet with an SN of 40, TS is increased to represent a 2048 (40.96 seconds) packet skip (2048x160) and is thus set to (40+32+128+2048)x160=359680 (0x00057D00). Then TS continues to grow as stated in 1 above.

5. TS thus ends at 393120 (0x0005FFA0) in the last packet of the sequence.

3.11.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets [TBD]
- With IPv6: yy octets [TBD]
3.12 Test 4b - Re-establishment TS after DTX in R-mode

3.12.1 Test purpose
The purpose of the TS re-establish test is to verify that the compressor can efficiently re-establish the proper TS value after a DTX period, i.e. use the most efficient header extension(s) provided by ROHC RTP [1] for R-mode.

3.12.2 Sequence details

The test sequence is the same as in 3.2, with the following exception:

1. The RTP Time Stamp is a linearly increasing counter with a packet-to-packet delta of 160, set to 0x00000000 for the first packet.

2. For packet with an SN of 20, TS is increased to represent a 32 (0.64 seconds) packet skip (32x160) and is thus set to (20+32)x160=8320 (0x00002080). Then TS continues to grow as stated in 1 above.

3. For packet with an SN of 30, TS is increased to represent a 128 (2.56 seconds) packet skip (128x160) and is thus set to (30+32+128)x160=30400 (0x000076C0). Then TS continues to grow as stated in 1 above.

4. For packet with an SN of 40, TS is increased to represent a 2048 (40.96 seconds) packet skip (2048x160) and is thus set to (40+32+128+2048)x160=359680 (0x00057D00). Then TS continues to grow as stated in 1 above.

5. TS thus ends at 393120 (0x0005FFA0) in the last packet of the sequence.

3.12.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets [TBD]
- With IPv6: yy octets [TBD]
3.13 Test 5a - Compressor response to single lost packet in O-mode

3.13.1 Test purpose
The purpose of this test is to verify that the compressor does not panic just because there is a single missing packet, i.e. the compressed packet size should not increase due to such events.

3.13.2 Sequence details

The test sequence is the same as in 3.2, with the following exception:

· Packets with SN 20, 30, and 40 are removed from the sequence.

3.13.3 Test requirement

Maximal compressed header overhead for the test are the same as in 3.1.
3.14 Test 5b - Compressor response to single lost packet in R-mode

3.14.1 Test purpose
The purpose of this test is to verify that the compressor does not panic just because there is a single missing packet, i.e. the compressed packet size should not increase due to such events.

3.14.2 Sequence details

The test sequence is the same as in 3.2, with the following exception:

· Packets with SN 20, 30, and 40 are removed from the sequence.

3.14.3 Test requirement

Maximal compressed header overhead for the test are the same as in 3.2.
3.15 Test 6a - Compressor response to several packet losses in O-mode

3.15.1 Test purpose
The purpose of this test is to verify that the compressor can efficiently handle events when there are several consecutive pre-compressor packet losses in the packet stream, i.e. that the compressor makes use the most efficient header extension provided by ROHC RTP [1] for O-mode.

3.15.2 Sequence details

The test sequence is the same as in 3.1, with the following exception:

· Packets with SN 20-25 are removed from the sequence.

3.15.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets [TBD]
- With IPv6: yy octets [TBD]
3.16 Test 6b - Compressor response to several packet losses in R-mode

3.16.1 Test purpose
The purpose of this test is to verify that the compressor can efficiently handle events when there are several consecutive pre-compressor packet losses in the packet stream, i.e. that the compressor makes use the most efficient header extension provided by ROHC RTP [1] for R-mode.

3.16.2 Sequence details

The test sequence is the same as in 3.2, with the following exception:

· Packets with SN 20-25 are removed from the sequence.

3.16.3 Test requirement

Maximal compressed header overhead for the test sequence:

- With IPv4: xx octets [TBD]
- With IPv6: yy octets [TBD]
4 Proposal

It is proposed that the outlined test is taken as a first basis and that a test description document is distributed on the 3GPP ROHC reflector in order to get detailed feedback from T1 delegates.

The continued work should be split between companies for drafting the test cases in order to share the work among companies. It seems possible that RAN2 should aim for a draft CR introducing the first set of tests and requirements into PDCP specifications during the next round of WGs. 
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6 Annex - Test packet structures






IPv6/UDP/RTP�                        1                   2                   3   �    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |Version| Traffic Class |           Flow Label                  |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |         Payload Length        |  Next Header  |   Hop Limit   |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |                                                               |�   +                                                               +�   |                                                               |�   +                         Source Address                        +�   |                                                               |�   +                                                               +�   |                                                               |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |                                                               |�   +                                                               +�   |                                                               |�   +                      Destination Address                      +�   |                                                               |�   +                                                               +�   |                                                               |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |          Source Port          |       Destination Port        |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |          Length               |       Checksum                | �   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |V=2|P|X|  CC   |M|     PT      |       sequence number         |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |                           timestamp                           |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |           synchronization source (SSRC) identifier            |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+


IPv4/UDP/RTP�                        1                   2                   3   �    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 �   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |Version|  IHL  |Type of Service|          Total Length         |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |         Identification        |R|D|F|      Fragment Offset    |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |  Time to Live |    Protocol   |         Header Checksum       |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |                       Source Address                          |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |                    Destination Address                        |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |                    Options                    |    Padding    |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |          Source Port          |       Destination Port        |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |          Length               |       Checksum                |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |V=2|P|X|  CC   |M|     PT      |       sequence number         |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |                           timestamp                           |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+�   |           synchronization source (SSRC) identifier            |�   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+








     


IPv6 header fields


      +---------------------+-------------+----------------+


      | Field               | Size (bits) |     Value      |


      +---------------------+-------------+----------------+


      | Version             |      4      |     0x6        |


      | Traffic Class       |      8      |     0x00       |


      | Flow Label          |     20      |     0x00000    |


      | Payload Length      |     16      |     0x0034     |


      | Next Header         |      8      |     0x11       |


      | Hop Limit           |      8      | Test dependent |


      | Source Address      |    128      |     ANY        |


      | Destination Address |    128      |     ANY        |


      +---------------------+-------------+----------------+





IPv4 header fields


      +---------------------+-------------+----------------+


      | Field               | Size (bits) |     Value      |


      +---------------------+-------------+----------------+


      | Version             |      4      |     0x4        |


      | Header Length (IHL) |      4      |     0x5        |


      | Type Of Service     |      8      |     0x00       |


      | Packet Length       |     16      |     0x0048     |


      | Identification      |     16      | Test dependent |


      | Reserved flag (R)   |      1      |     0x0        |


      | Don't Fragment (D)  |      1      |     0x1        |


      | More Fragments (F)  |      1      |     0x0        |


      | Fragment Offset     |     13      |     0x0000     |


      | Time To Live        |      8      | Test dependent |


      | Protocol            |      8      |     0x11       |


      | Header Checksum     |     16      |  See RFC 791   |


      | Source Address      |     32      |     ANY        |


      | Destination Address |     32      |     ANY        |


      +---------------------+-------------+----------------+





UDP header fields


      +---------------------+-------------+----------------+


      | Field               | Size (bits) |     Value      |


      +---------------------+-------------+----------------+


      | Source Port         |     16      |     ANY        |


      | Destination Port    |     16      |     ANY        |


      | Length              |     16      |     0x0034     |


      | Checksum            |     16      |  See RFC 768   |


      +---------------------+-------------+----------------+





RTP header fields


      +---------------------+-------------+----------------+


      | Field               | Size (bits) |     Value      |


      +---------------------+-------------+----------------+


      | Version (V)         |      2      |     0x2        |


      | Padding (P)         |      1      |     0x0        |


      | Extension (X)       |      1      |     0x0        |


      | CSRC Counter (CC)   |      4      |     0x0        |


      | Marker (M)          |      1      |     0x0        |


      | Payload Type (PT)   |      7      |     0x60       |


      | Sequence Number     |     16      | Test dependent |


      | Timestamp           |     32      | Test dependent |


      | SSRC                |     32      |     ANY        |


      +---------------------+-------------+----------------+
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