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1. Introduction

SA2 informed RAN2 that they aim to complete TR23.898 on Access Class Barring and Overload Protection in March 2005 in their liaison statement (S2-043895) with the current TR version 1.3 attached.  The TR studies the several extensions of access class barring functions including Domain Specific Access Contol (DSAC). This paper discusses their feasibility, signalling and UE behaviour to realise the functions. Based on the dicussion we propose RAN2 to agree that extended access class barring functions including DSAC are feasible. 
2. Discussion

2.1 Further enhancements to access class barring functions
The TR 23.898 studies the following new access class barring functions as well as DSAC. RAN2#42 technically endorsed the CR for DSAC in R2-041223.
CS Domain Call Control Access Control:  
This access class restriction is applicable only to limit CS domain Call Control accesses while permitting other Connection Management (e.g. SMS) and Mobility Management activity to the CS domain. This access control indication can be applied to MGW overload/failure, RNC/BSC overload/failure and cell level congestion (see requirement d in TR23.898 section 5.2). 
SMS Access Control:  
This access class restriction is applicable only to prevent SMS traffic while permitting PS and CS domain traffic and MM and GMM signalling. This access control indication can be applied to SS7 signalling network (between VMSC/SGSN and HLR) overload/failure (See requirement e in TR23.898 section 5.2).
Access Class Restriction with Paging Response Permission:  
This access class restriction is applicable only to require the mobile to respond to CS and/or PS domain paging while prohibiting mobile originating traffic. This access control indication can be applied to the situation where it is allowed to answer the paging so that the reserved switching resources from service node of a calling party all the way to the serving node of a called party is not wasted (See requirement f in TR23.898 section 5.2).  We assume that this restriction is applied to CS domain only since its effectiveness in the PS domain is not very clear.
PS Domain Traffic Access Control:  
This access class restriction is applicable only to limit PS domain traffic while permitting Session Management, GMM and SMS activity. This access control indication can be applied to Packet backbone (GTP-U or Gi) overload/failure, RNC/BSC overload/failure and cell level congestion (See requirement h in TR23.898 section 5.2).
Node Specific Access Control:  
This access class restriction is applicable only to apply to the transactions related to one CN node. This access control indication can be applied to the situation when the CN nodes are optimally (heavily) loaded, failure of one CN node will prevent its load being moved onto other CN nodes or when a CN node is recovering in Iu-flex configuration in order not to direct a large amount of signalling load to the other node (See requirement i in TR23.898 section 5.2).
2.2 Signalling and UE bahaviour
This section shows the possible signalling and UE behaviour for the extended access class barring functions listed in the section 2.1 except Node Specific Access Control in order to demonstrate that they are feasible. The realisation described below is based on the Annex A in the TR.
CS Domain Call Control Access Control:  
A single access control barred list (ACBL) can be signalled with the indication of the access control type, “CS Domain Call Control Access Control”. When the UE receives such indication in the system information and then the upper layer requests to establish a signalling connection to CS domain, the UE checks if the variable “ESTABLISHMENT_CAUSE” is set to originatingConversationalCall, terminatingConversationalCall, emergencyCall or callRe-establishment, and if the access class of the UE is barred according to the received ACBL. If the condition above is satisfied then the NAS request is rejected.
SMS Access Control:  
A single ACBL can be signalled with the indication of the access control type, “SMS Access Control”. When the UE receives such indication in the system information and then the upper layer requests to establish a signalling connection, the UE checks if the variable “ESTABLISHMENT_CAUSE” is set to originatingLowPrioritySignalling or terminatingLowPrioritySignalling and if the access class of the UE is barred according to the received ACBL. If the condition above is satisfied then the NAS request is rejected.
Access Class Restriction with Paging Response Permission:  
Since this is a new type of access control, a single ACBL with the access control type “Access Class Restriction with Paging Response Permission” can be broadcast, separated from the existing ACBL in the IE “Cell Access Restriction”. When the UE receives such indication in the system information and then the upper layer requests to establish a signalling connection to the CS domain, the UE checks if the variable “ESTABLISHMENT_CAUSE” is set to terminatingConversationalCall, or terminatingLowPrioritySignalling and if the access class of the UE is barred according to the received ACBL. If the condition above is satisfied or the access class of the UE is not barred then the NAS request is accepted. Otherwise, the NAS request is rejected.
PS Domain Traffic Access Control:  
A single ACBL can be signalled with the indication of the access control type, “PS Domain Traffic Access Control”. When the UE receives such indication in the system information and then the upper layer requests to establish a signalling connection to PS domain, the UE checks if the variable “ESTABLISHMENT_CAUSE” is set to originatingConversationalCall, originatingStreamingCall, originatingInteractiveCall, originatingBackgroundCall, terminatingConversationalCall, terminatingStreamingCall, terminatingInteractiveCall or terminatingBackgroundCall and if the access class of the UE is barred according to the received ACBL. If the condition above is satisfied then the NAS request is rejected.
Based on the discussion above we believe that new access class barring functions above are feasible. If agreed by RAN2 it is proposed to inform SA2 that the Domain Specific Access Control, CS Domain Call Control Access Control, PS Domain Traffic Access Control and Access Control with Paging Response Permission are feasible.
2.3 Possible Combinations of Extended Access Class Barring

The table C.1 in the TR 23.898 shows valid combinations of two access control functions studied in the TR. The table is copied below with modification of abbreviations and highlighting. This section attempts to identify the possible combinations that can be applied simultaneously by taking a look at the possibility of applying more than two access control functions.
	Requirement
	AC
	CSD-AC
	PSD-AC
	CC-AC
	PST-AC
	SMS-AC
	ACwPRP
	NSAC

	AC
	
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes

	CSD-AC
	
	
	Yes
	No
See Note 1
	Yes
	Yes
	No
See Note 2
	Yes

	PSD-AC
	
	
	
	Yes
	No
See Note 3
	Yes
	No
See Note 4
	Yes

	CC-AC
	
	
	
	
	Yes
	Yes
	No
See Note 5
	No
See Note 7

	PST-AC
	
	
	
	
	
	Yes
	No
See Note 6
	No
See Note 7

	SMS-AC
	
	
	
	
	
	
	Yes
	No
See Note 7

	ACwPRP
	
	
	
	
	
	
	
	No
See Note 7

	NSAC
	
	
	
	
	
	
	
	


Table C.1 Analysis of combination of Access Controls (modified)

Abbreviations:

AC: 

existing access control




NSAC: 

Node Specific Access Control

CSD-AC: 
CS Domain specific Access Control 

PSD-AC: 
PS Domain specific Access Control
CC-AC:  
CS domain Call Control Access Control
PST-AC: 
PS domain Packet Traffic Access Control
SMS-AC:  
SMS Access Control





ACwPRP:
Access Control with Paging Response Permission
Note 1: It does not make sense to indicate no call control while CS DSAC is active.
Note 2: Responding to CS paging has adverse effect on CS Domain restriction.
Note 3: It does not make sense to indicate PS traffic restriction while PS DSAC is active.
Note 4: Responding to PS paging has adverse effect on PS Domain restriction.
Note 5: Responding to CS paging has adverse effect on CS traffic restriction.
Note 6: Responding to PS paging has adverse effect on PS traffic restriction.
Note 7: Node Specific Access Control is only applied with DSAC.
In the table, the rows and columns which contain combinations of more than two access controls are highlighted in yellow. The row of AC is excluded since combinations of extended access control functions are studied in this section. The column of NSAC is excluded since it is out of the scope of this paper.
In the second row, for example, possible combinations of more than two access controls are: 

1) CSD-AC + PSD-AC + PST-AC 
2) CSD-AC + PSD-AC + SMS-AC 
3) CSD-AC + PST-AC + SMS-AC
4) CSD-AC + PSD-AC + PST-AC + SMS-AC
The first combination can be assumed as equivalent to CSD-AC + PSD-AC since PSD-AC + PST-AC can be considered equivalent to PSD-AC. Likewise, CSD-AC + CC-AC can be assumed as equivalent to CSD-AC. The second and the third combinations can be considered as equivalent to the existing access control since major services are not available. Likewise the combinations of PSD-AC + CC-AC + SMS-AC and PST-AC + CC-AC + SMS-AC that appear in the other rows or columns can be also considered as equivalent to the existing access control.
Based on the discussion above, we can assume the following equivalent relations:

- PSD-AC + PST-AC is equivalent to PSD-AC
- CSD-AC + CC-AC is equivalent to CSD-AC
- CSD-AC + PSD-AC + SMS-AC is equivalent to existing access class barring
- CSD-AC + PST-AC + SMS-AC is equivalent to existing access class barring
- PSD-AC + CC-AC + SMS-AC is equivalent to existing access class barring
- PST-AC + CC-AC + SMS-AC is equivalent to existing access class barring

Application of the equivalent relations described above to the table shows that any combinations of more than two access control functions are equivalent to the existing access control or the combinations of two extended access controls. Therefore it can be concluded that combinations of any access control functions that may be simultaneously indicated are:   
· CS Domain Specific Access Control and PS Domain Specific Access Control 
· CS Domain Specific Access Control and PS Domain Traffic Access Control
· CS Domain Specific Access Control and SMS Access Control
· PS Domain Specific Access Control and CS Domain Call Control Access Control
· PS Domain Specific Access Control and SMS Access Control
· CS Domain Call Control Access Control and PS Domain Traffic Access Control
· CS Domain Call Control Access Control and SMS Access Control
· PS Domain Traffic access control and SMS Access Control

The combination of SMS-AC and ACwPRP is excluded since it is not very clear how useful is to allowing incoming call establishment when SS7 network is congested.

Based on the discussion above, we propose to inform SA2 of the combinations shown above and request SA2 to select the valid combinations out of the list based on their requirements. 
3. Proposed changes to the relevant specifications

This section proposes changes to 25.304 and 25.331 based on the discussion in the section 2.
3.1  Proposed changes to TS25.304

1) Addition to the section 2 (Reference): 
[xx]
3GPP TR 23.898: “Access Control Barring and Overload Protection”
2) Addition to the section 3.1 (Definitions): 
Enhanced Access Control Barring:  The access class based cell restriction including Domain Specific Access Control, CS Domain Call Control Access Control, SMS Access Control, Access Control Restriction with Paging Response Permission, PS Domain Traffic Access Contol. See [xx] for detail.
3) Changes to the suclause 5.3.1.2 (Access Control)
5.3.1.2
Access Control

Information on cell access restrictions associated with the Access Classes is broadcast as system information, [4].
The UE shall ignore Access Class related cell access restrictions when selecting a cell to camp on, i.e. it shall not reject a cell for camping on because access on that cell is not allowed for any of the Access Classes of the UE. A change of the indicated access restriction shall not trigger cell re-selection by the UE.
Access Class related cell access restrictions shall be checked by the UE before sending an RRC connection request message when entering Connected Mode from UTRAN Idle mode. Regarding the Enhanced Access Class barring, restrictions are checked before sending an RRC CONNECTION REQUEST message or an INITIAL DIRECT TRANSFER message when establishment of a signalling connection is requested by the upper layer as specified in [4]. Cell access restrictions associated with the Access Classes shall not apply when the initial access for entering Connected Mode is triggered by an Inter-RAT cell re-selection to UTRAN, and for a UE which already is in Connected Mode.
3.2 Proposed changes to TS25.331

1)  Changes to subclause 8.1.1.6.3 and 8.1.1.6.4 (System Information Block type 3 and 4) to describe the UE action when the Enhanced Access Class Restriction Parameters are included in the system information. The further changes are applied to the technically endorsed CR for DSAC (R2-041223).
8.1.1.6.3
System Information Block type 3

The UE should store all relevant IEs included in this system information block. The UE shall:
1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.
The UE shall apply the following handling with respect to any Access Class Barring information:

1> if in idle mode and any Access Class Barring information is indicated

2> if the IE “Enhanced Access Restriction Parameters” is not included in System Information Block Type 3, the UE shall:

3> act on the IE “Access Class Barred list” when initiating RRC Connection establishment as specified in [4].

2> if the IE “Enhanced Access Restriction Parameters” is included in System Information Block Type 3 the UE shall:

3> act on the IE “Access Class Type-1st” and the IE “Access Class Barred list-1st” when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in subclause 8.6.3.x;

3> act on the IE “Access Class Type-2nd” and IE “Access Class Barred list -2nd” when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in 8.6.3.x;

3> upon transition to UTRA RRC connected, the UE shall:

4> store and maintain the Access Class Barring information received in System Information Block Type 3 until it is cleared or the RRC connection is released;

4> act on the stored IE “Access Class Type-1st” and the stored IE “Access Class Barred list-1st” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in subclause 8.6.3.x;

4> 
act on the stored IE “Access Class Type-2nd” and the stored IE “Access Class Barred list -2nd ” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in subclause 8.6.3.x;

1> if in connected mode

2> if any Access Class Barring information is not indicated

3> if the Access Class Barring information is stored, UE shall

4> clear the stored information

4> act as no Access Class is barred

2> else (if any Access Class Barring information is indicated)

3> if IE “Enhanced Access Restriction Parameters” is not included in System Information Block Type 3, 
4> if the Access Class Barring information is stored, UE shall

5> clear the stored information

5> act as no Access Class is barred

3> else (if IE “Domain Specific Access Restriction Parameters” is included in System Information Block Type 3)

4> if the access class barring information is not stored, UE shall

5> store and maintain the Access Class Barring information received in System Information Block Type 3 until it is cleared or the RRC connection is released;

5> act on the stored IE “Access Class Type-1st” and the stored IE “Access Class Barred list-1st” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in subclause 8.6.3.x;

5> 
act on the stored IE “Access Class Type-2nd” and the stored IE “Access Class Barred list -2nd ” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in subclause 8.6.3.x ;

 4> else (the Access Class Barring information is stored) UE shall

5> update the stored Access Class Barring information with the received information;

5> act on the stored IE “Access Class Type-1st” and the stored IE “Access Class Barred list-1st” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in subclause 8.6.3.x ;

5> 
act on the stored IE “Access Class Type-2nd” and the stored IE “Access Class Barred list -2nd” when initiating an INITIAL DIRECT TRANSFER message to the CN domain indicated by the upper layer, as specified in subclause 8.6.3.x;

8.1.1.6.4
System Information Block type 4

If in connected mode, the UE should store all relevant IEs included in this system information block. The UE shall:
1> if in connected mode:

2> read and act on information sent in this block.

2> read the System Information block 3 for any Access Class Barring information and act on that information as described in 8.1.1.6.3.
If in idle mode, the UE shall not use the values of the IEs included in this system information block.
2) addition of subclause 8.6.3.x to describe the UE behaviour when Enhanced Access Class based cell access restriction  is active.
8.6.3.x Enhanced Access Class Restriction Parameters
If the IE “Enhanced Access Restriction Parameters” are indicated in System Information Block Type 3 or stored, the UE shall:
1> rejects any request to establish a signalling connection to CS domain if an Access Control Barred list  (ACBL) with its Enhanced Access Control Type set to  “CS Domain Specific Access Control” is broadcast or stored, and if the access class of the UE is barred according to the ACBL. 
1> rejects any request to establish a signalling connection to PS domain if an ACBL with its Enhanced Access Control Type set to  “PS Domain Specific Access Control” is broadcast or stored, and if the access class of the UE is barred according to the ACBL.

1> reject any request to establish a signalling connection to CS domain if an ACBL with its Enhanced Access Control Type set to “CS Domain Call Control Access Control” is broadcast or stored, if the access class of the UE is barred according to the received ACBL and if the variable “ESTABLISHMENT_CAUSE” is set to originatingConversationalCall, terminatingConversationalCall, emergencyCall or callRe-establishment.
 1> reject any request to establish a signalling connection if an ACBL with its Enhanced Access Control Type set to “SMS Access Control” is broadcast or stored, if the access class of the UE is barred according to the received ACBL and if the variable “ESTABLISHMENT_CAUSE” is set to originatingLowPrioritySignalling or terminatingLowPrioritySignalling.
1> reject any request to establish a signalling connection to CS domain if an ACBL with its Enhanced Access Control Type set to “Access Control Restriction with Paging Response Permission” is broadcast or stored, if the access class of the UE is barred according to the ACBL and if the variable “ESTABLISHMENT_CAUSE” is set to other value than terminatingConversationalCall. 
1> reject any requests to establish a signalling connection to PS domain if an ACBL with the Enhanced Access Control Type set to “PS Domain Traffic Access Control” is broadcast or stored, if the access class of the UE is barred according to the received ACBL and if the variable “ESTABLISHMENT_CAUSE” is set to originatingConversationalCall, originatingStreamingCall, originatingInteractiveCall, originatingBackgroundCall, terminatingConversationalCall, terminatingStreamingCall, terminatingInteractiveCall, terminatingBackgroundCall or callRe-establishment
NOTE:   If any combinations of Enhanced Access Control Type other than shown below are indicated, or if “Access Class Restriction with Paging Response Permission” is indicated with other Enhanced Access Control Types the UE behaviour is unspecified.
1) CS Domain Specific Access Control and PS Domain Specific Access Control
2) CS Domain Specific Access Control and PS Domain Traffic Access Control
3) CS Domain Specific Access Control and SMS Access Control
4) PS Domain Specific Access Control and CS Domain Call Control Access Control
5) PS Domain Specific Access Control and SMS Access Control
6) CS Domain Call Control Access Control and PS Domain Traffic Access Control
7) CS Domain Call Control Access Control and SMS Access Control
8) PS Domain Traffic access control and SMS Access Control

3) Changes to tabular definitions
10.2.48.8.6
System Information Block type 3
The system information block type 3 contains parameters for cell selection and re-selection.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Enhanced Access Restriction Parameters
	OP
	
	
	
	REL-6

	>Enhanced Access Control Type-1st
	MP
	
	 Enhanced Access Control Type 10.3.2.1a
	
	REL-6

	>Access Class Barred list-1st 
	MD
	MaxAC
	
	Default is Access Class Barred list contained in Cell Access Restiction.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	REL-6

	>>Access Class Barred
	MP
	
	Enumerated(not barred, barred) 
	
	REL-6

	>Enhanced Access Control Type-2nd
	MP
	
	Enhanced Access Control Type 10.3.2.1a
	
	REL-6

	>Access Class Barred list-2nd
	MD
	MaxAC
	
	Default is Access Class Barred list contained in Cell Access Restiction.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	REL-6

	>>Access Class Barred
	MP
	
	Enumerated(not barred, barred) 
	
	REL-6


[…]
10.3.2.1a
Enhanced Access Control Type
Indicates the type of enhanced access control
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	Enhanced Access Control Type
	MP
	
	Enumerated (none, CS Domain Specific Access Control, PS Domain Specific Access Control, Access Control Restriction with Paging Response Permission, CS Domain Call Control Access Control, PS Domain Traffic Access Control, SMS Access Control)
	One spare value is needed.
	REL-6


4) Changes to ASN.1

-- ***************************************************

--

-- OTHER INFORMATION ELEMENTS (10.3.8)

--

-- ***************************************************

SysInfoType3 ::=                    SEQUENCE {

        sib4indicator                   BOOLEAN,

    -- UTRAN mobility IEs

        cellIdentity                    CellIdentity,

        cellSelectReselectInfo          CellSelectReselectInfoSIB-3-4,

        cellAccessRestriction           CellAccessRestriction,

    -- Extension mechanism for non- release99 information

        v4b0NonCriticalExtensions       SEQUENCE { 

            sysInfoType3-v4b0ext            SysInfoType3-v4b0ext-IEs,

            v5xyNonCriticalExtension        SEQUENCE {

                sysInfoType3-v5xyext            SysInfoType3-v5xyext,





v6xyNonCriticalExtension


SEQUENCE {






sysInfoType3-v6xyext



SysInfoType3-v6xyext,
                
nonCriticalExtensions           SEQUENCE {} OPTIONAL





}






OPTIONAL
            }                           OPTIONAL

        }                           OPTIONAL

}

SysInfoType3-v6xyext ::= SEQUENCE {


EnhancedAccessRestrictionParam
EnhancedAccessRestrictionParam-v6xyext OPTIONAL

}

EnhancedAccessRestrictionParam-v6xyext ::= SEQUENCE {




enhancedAccessControlType-1st
  EnhancedAccessControlType,



accessClassBarredList-1st       AccessClassBarredList       OPTIONAL,



enhancedAccessControlType-2nd
  EnhancedAccessControlType,


accessClassBarredList-2nd       AccessClassBarredList       OPTIONAL
}
EnhancedAccessControlType = ENUMERATED {nONE, cSDomainSpecificAccessControl, pSDomainSpecificAccessControl,accessControlPagingResponsePermission, cSDomainCallControlAccessControl, pSDomainTrafficAccessControl, sMSAccessControl, spare1}
4. Proposal

NTT DoCoMo proposes RAN2 to discuss the enhanced access control functions, signalling and the UE behaviour presented in the section 2 and 3, and to agree on the following points:
1) Extended access class barring functions listed below are feasible.
· Domain Specific Access Control 
· CS Domain Call Control Access Control

· PS Domain Traffic Access Control

· SMS Access Control

· Access Control with Paging Response Permission
2) Possible combinations of any extended access class barring functions are:

· CS Domain Specific Access Control and PS Domain Specific Access Control 
· CS Domain Specific Access Control and PS Domain Traffic Access Control

· CS Domain Specific Access Control and SMS Access Control

· PS Domain Specific Access Control and CS Domain Call Control Access Control

· PS Domain Specific Access Control and SMS Access Control
· CS Domain Call Control Access Control and PS Domain Traffic Access Control
· CS Domain Call Control Access Control and SMS Access Control
· PS Domain Traffic access control and SMS Access Control

If agreed, NTT DoCoMo is more than happy to draft a LS to SA2 to conveyed the RAN2 agreement. 
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