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Introduction

This contribution proposes for discussion some scenarios that could not be supported for R5 UEs between RNCs using different RRC releases.
Discussion
R99 RNC to R5 RNC SRNS relocation
The transition during the SRNS relocation from a UE configuration using R99 functionality (under the SRNC using R99 ASN.1) to a UE configuration using R5 functionality (e.g. HS-DSCH to be configured under the Target RNC using R5 ASN.1) is not possible since the Target RNC does not know whether the UE supports Release 5 RRC or not. Indeed, a R5 UE will send the access stratum indicator and R5 specific UE capabilities in a non-critical extension that will be ignored by a R99 SRNC. Therefore the R99 SRNC will not be able to transmit the R5 UE capabilities to a Target RNC.   
R5 RNC to R99 RNC SRNS relocation

The transition during SRNS relocation from a UE configuration using R5 functionality (e.g. HS-DSCH is configured under the SRNC using R5 ASN.1) towards a UE configuration using R99 functionality (under the the Target RNC using R99 ASN.1) will probably fail. The Target RNC using R99 ASN.1 will not be able to decode the R5 critical extension branch of the Source to Target RRC Container sent by the SRNC.
As specified in RRC section 14.12.0a, if the Target RNC does not understand the received message, it should respond with a RRC FAILURE INFO message included in the Target RNC to Source RNC container. However, an RRC container can be included in a RANAP message only in the successful case. In the unsuccessful case of SRNS relocation, RANAP does not provide the means to carry an RRC container. Therefore RRC and RANAP seem to be misaligned for this failure type case i.e. neither the support for RRC failure message transfer nor a specific error cause is provided by RANAP for this type of failure.
Proposal
It is proposed to discuss the above scenarios and especially:
· whether the type of scenarios above should be handled or it is up to the operator to take care that these scenarios will not happen (e.g. when R5 RNCs are introduced in the network, all the existing R99 RNCs are also upgraded to R5),
· whether RANAP and RRC should be aligned to handle the relocation failure case e.g. due to a non-comprehended message by the Target RNC. 
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