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1
Introduction

At R2#41 an LS was seen from SA1 discussing the possibility of introducing some level of WLAN information on the broadcast channels.  The discussion in SA1 and on the SA1 email reflector highlighted that a simple solution was preferred.  This document discusses the possible options for information to be broadcast and recommends that the requirements for such a broadcast be clarified before we introduce such changes on the BCCH.
Topics such as handover between UTRAN and WLAN are non-trivial issues, and given the time until release completion and other high priority topics such as MBMS and Enhanced Uplink these should be considered as future extensions. 

2  Discussion
For dual mode UTRAN/WLAN terminals, power consumption is a critical problem due to the WLAN search algorithm.  Since WLAN hotspots are limited in deployment currently, it is not considered beneficial that a UE continually scan for WLAN hotspots while camped upon a UTRAN network, hence a mechanism to trigger the UE scanning is needed.  

A number of mechanisms can be envisaged, but the two most likely that can be considered are dedicated channel signalling or common channel signalling.
2.1 Dedicated Signalling.
Dedicated signalling would require the UE capabilities to be known at the RNC, and its location be known on a cell level.  For operators who have chosen to use URA_PCH state, or to leave UEs in idle mode this is probably not acceptable.   Also once penetration of WLAN capable UEs increased this would require duplication of information which is a less than optimal solution.
2.2 Common Signalling.

In order to simply inform all UEs in a cell of the presence of WLAN terminals, it is proposed to indicate on the BCCH, either in a new or old SIB the presence of WLAN AP.  The use of an old SIB would enable the information to be sent without impact on the existing BCCH scheduling, but since it is expected that more information will be required to be sent for more complex interworking scenarios in later releases it may be preferable to store all of this information in a single, new SIB.
2.3 Information to be sent on BCCH.
The information that will be sent can be used by the UE in many ways, but since the operation of the WLAN part of the handset is outside the scope of RAN2 it is difficult to take into account exactly how the information can be used.  
The information that can be considered of use is highlighted below:

2.3.1 WLAN presence indicator.

A single flag on the BCCH which could be used by the UE to trigger the WLAN scanning algorithm.  This is the simplest solution with the lowest overhead, although it has some drawbacks in larger cells.
2.3.2 WLAN SSID

The SSID is a field up to 32 characters in length used to identify the WLAN access point.  If these are broadcast it could be used by the UE to select a preferred WLAN access point.  This could be included in an optional list on the BCCH but due to the nature of the SSID as a free text field this set of information could become prohibitively large.
2.3.3 WLAN hotspot location

In rural cells of large size the position of the WLAN may be very different to the location of the user.  Hence by simply indicating the presence of a WLAN the UE may begin the WLAN scanning procedure when there are no WLAN nearby.  Some benefit could be gained by giving the UE the approximate location of the WLAN.  In what format this would be provided is FFS and the UE use of this information is outside of the scope of RAN2.  
2.3.4 WLAN standard
By indicating the WLAN technology supported on the BCCH e.g. 802.11a, 802.11b, 802.11g the UE is able to decide whether or not to perform the WLAN search based upon its capabilities. 
2.3.5 WLAN Channel number

By receiving and acting upon this information the UE can reduce the time taken to scan for WLAN by looking only on channels which are present in the cell.

2.3.6 Security features

By informing the UE of the security features supported in the WLAN hotspots in the cell the UE may decide not to scan if it does not support the security features applied to the hotspots within the cell area. 

3 Conclusion
The document proposes a set of information which may be sent on BCCH to support the optimised scanning for WLAN access points.  However without knowledge of which WLAN scenarios are to be supported, it is difficult to know which information is required and which is “useful”, hence it is proposed to wait for further advice from SA groups before concluding on which information shall be sent and on which channels. 
Furthermore, it is expected that as WLAN interworking covers the broader scenarios such as service provision, authentication and handover additional information will be required, and the information we provide in order to support this early distribution should be extensible to support further enhancements. 
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