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1. Introduction

CN domain specific access contol enables operators to provide access restriction toward a specific CN domain while leaving the other domain unrestricted. This functionality is believed to be very important in the event of natural disaster which affects a large area. In such unfortunate case, it is believed that CN resources are more critical than radio resources. With this functionality, therefore, customers may be able to communicate in PS domain while CS domain is under restriction.

At RAN WG2 Meeting #39, extension to SIB3 was proposed for CN domain specific access control as Rel-6 function in R2-032467. It was commented that impacts of such CN domain specific access control to the over all architecture must be studied.

2. Discussion

· Impacts to the architecture

Regarding PS domain, it was questioned that the CN domain specific access control has an adverse impact to combined MM procedure. For example, when PS domain is restricted, an attempt to report LA change by UE may be blocked, which could result in missed CS calls. 

· A possible way forward

Requirements for CN domain specific access barring is currently being studied within SA1 and architectural study may follow to assess the NAS impacts. A complete solution for the functionality may be a difficult challenge in Rel-6 timeframe. 

As a PLMN operator in a quake prone country, however, NTT DoCoMo would like to have such functionality in standards as soon as possible.  It is still possible to introduce the functionality without the issue shown above if it is limited only to CS domain specific barring. 

The functionality is considered to be very crucial in the event of a natural disaster.  Even when voice calls are restricted subscribers may still be able to send a brief email stating I AM ALIVE to his or her family. 

· Signalling extension for CS domain specific barring

It is proposed to change the System Information Block type 3, as follows.  It is shown here as straightforward Rel-6 corrections.  New IEs are highlighted in yellow.  (In Appendix of this contribution, a possible SIB3 extension covering both domains is included as reference.)

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Domain Specific Access Restriction Parameters
	OP
	
	
	
	REL-6

	>CN domain identity
	MP
	
	CN domain identity 10.3.1.1
	cs-domain is the only valid value for this version of protocol.
	


8.1.1.6.3
System Information Block type 3

The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.
1>
if  the “IE CN domain identity” is included and set to the value of “cs-domain”, the UE shall:
2> act on the IE “Access Class Barred list” when initiating a RRC Connection establishement to send INITIAL DIRECT TRANSFER to the CN domain indicated in the IE “CN domain identity”, as specified in [4].
An example of intended behaviour

The intended behaviour concerning the proposed signalling is shown below as an example:

In the NW that does not supports this feature, only one instance of the IE “Access Class Barred list” can be signalled, so the only UE behaviour is the R99 behaviour.

Once the new IE is signalled in the NW, as in Table 1, there will be three behaviours:

Table 1: Example of SIB type 3 values

	Access Class Barred list
	0xFFCE

	CN domain identity
	cs-domain


UE that does not support the feature:  Act as “Access Class Barred list” is “0xFFCE”
UE that supports the feature that is initiating/terminating CS call:  Act as “Access Class Barred list” is “0xFFCE”
UE that supports the feature that is initiating/terminating PS session:  Access is not barred

3. Conclusion

NTT DoCoMo propose:

CS domain specific barring should be introduced in Rel-6 given that the function is crucial for an operator in the event of natural disaster and no impacts are seen to the current 3GPP architecture. 

NTT DoCoMo is willing to produce a CR for Rel-6 if RAN2 agree with the proposal in this document. 

Appendix

Change in System Information for covering CS and PS domain

The System Information Block type 3 can be extended to cover both domains, as follows.  It is shown here as straightforward Rel-6 corrections.  New IEs are highlighted in yellow.  

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Domain Specific Access Restriction Parameters
	OP
	
	
	
	REL-6

	>CN domain identity
	MP
	
	CN domain identity 10.3.1.1
	
	

	>Access Class Barred list-2nd Domain
	MD
	MaxAC
	
	Default is no access class barred is applied.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	

	>>Access Class Barred
	MP
	
	Enumerated(not barred, barred) 
	
	

	>CN domain identity-2nd Domain
	MP
	
	CN domain identity 10.3.1.1
	
	


8.1.1.6.3
System Information Block type 3

The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.
1> if the IE “CN domain identity” is included, the UE shall:

2> act on the IE “Access Class Barred list” when initiating a RRC Connection establishement to send INITIAL DIRECT TRANSFER to the CN domain indicated in the IE “CN domain identity”, as specified in [4].
2> act on the IE “Access Class Barred list -2nd Domain” when initiating a RRC Connection establishement to send INITIAL DIRECT TRANSFER  to the CN domain indicated in the IE “CN domain identity-2nd Domain”, as specified in [4].
An Example of intended behivour

The intended behaviour is as follows: 

In the NW that does not supports this feature, only one instance of the IE “Access Class Barred list” can be signalled, so the only UE behaviour is the R99 behaviour.

Once these new IEs are signalled in the NW, as in Table 1, there will be three behaviours:

Table 1: Example of SIB type 3 values

	Access Class Barred list
	0xFFCE

	CN domain identity
	PS

	Access Class Barred list-2nd Domain
	0x4000

	CN domain identity-2nd Domain
	CS


Note: It is assumed that the operator wanted to align the access class restriction behaviour for the PS domain to R99.

UE that does not support the feature:  Act as “Access Class Barred list” is “0xFFCE”
UE that supports the feature that is initiating/terminating CS call:  Act as “Access Class Barred list” is “0x4000”
UE that supports the feature that is initiating/terminating PS call:  Act as “Access Class Barred list” is “0xFFCE”
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