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Introduction

In this document several inconsistencies are highlighted for the security functionality. The proposed solution is added in the copy of the procedural text. For a better understanding the changes are numbered and a short explanation is given. However it is felt important to see how the changes could be implemented in the procedural context. Therefore a proposed procedural text is added.

Some minor editorial corrections are proposed for clarifying the security / integrity features that are not further explained.

The following clarifications have been identified that should be discussed in the group:

Proposed points for clarification

[A] It should be clarified that the “Security mode control” procedure is used to change the ciphering for one CN domain, and therefore concerns only the RBs for one CN domain

[B] The IE “Historical status” in the variable INTEGRITY_PROTECTION_INFO is redundant, since integrity protection can not be stopped. Therefore the IE “Historical status” has been removed where it occurred, and been replaced by the IE “Status”

[C] The redundancy between the description of the actions to take on receiving the IE “Ciphering mode info” and the message “Security mode command” should be removed to have a clearer description.

[D] It should be clarified that when a new ciphering/integrity key is received the new key is used for each RB only from the RB specific activation time on. At the moment where the new key is used the COUNT-C value for that RB shall be reset to 0. This must be done like that since else there might be a desynchronisation:
Suppose  UTRAN transmits on an UM RB 0 data. The RB 0 reaches the activation time. So UTRAN starts using the new key for all RBs. However this data is lost by the UE and the UE will though not use the new key. Messages could be rejected because of this problem.
[E] When the IE “Downlink counter synchronisation info” is set in a reconfiguration message the UE is requested to re-establish SRB2 in order to be able to send a complete message. It should be clarified which START value shall be used herefore. It is proposed to use the same START value to initialise SRB2, i.e. the downlink HFN, since the downlink HFN should be usually bigger then the uplink HFN, since more data is sent in the uplink then in the downlink.

[F] The reason to include the “COUNT-C activation time” is to ensure that UTRAN and the UE start ciphering at the same moment in case the UE moves from CELL_FACH to CELL_DCH. Therefore this is clarified here. If UTRAN wants to restart ciphering on transparent mode radio bearers when the UE was in CELL_FACH before UTRAN should include the IE “Ciphering activation time for DPCH”. If this is not included this means that UTRAN doesn’t want to start / stop ciphering.
Additionally there is no default value for the IE “COUNT-C activation time”. The sentence that states this has been removed. 

[G] The RB 4 shall be treated as the other signalling radio bearers, i.e. shall be ciphered with the key of the CN domain as stored in the variable LATEST_CONFIGURED_CN domain

[H] It should be clarified that the COUNT-C values shall only be re-initialised in the case the UE has done this because of the reception of the IE “Ciphering mode info”. This is explained in a “UTRAN should” paragraph . Is it really useful to explain the UTRAN behaviour, since all cases are not covered (i.e. the behaviour on the IE or “Downlink counter synchronisation info”)?

[I] The UE switches always to CELL_FACH state when doing a Cell Update procedure. The TM RBs are then not available any more, and the COUNT-C values must be re-initialised. Therefore the sentence that the initialisation should only be only done when the UE was not in CELL_DCH state prior to this procedure should be removed. The re-synchronisation (e.g. in case of RL failure or RLC-AM error) can be done automatically by initialising the COUNT-C values for the TM RBs with the just transmitted START values. UTRAN can then either re-establish the RL (move the UE to CELL_DCH) in which case the UE shall include the COUNT-C value in order to indicate when the UE will start to increment the COUNT-C values for TM RBs. If UTRAN leaves the UE in CELL_FACH the transparent mode RBs should be removed. This doesn’t restrict the usage of the IE “ciphering mode info” in the “Cell Update Confirm” message which will have the same effect on TM RBs and which allows to evtl. set up new RLs etc. 

[J] The IE “Ciphering mode info” can be used either in the security mode command or in reconfiguration messages or cell update etc. The IE “Ciphering mode info” should configure ciphering for UM and AM RBs for which a activation time is included, and for all TM RBs

if the IE “Ciphering activation time for DPCH” is included and the UE is in CELL_DCH or

if the UE is in CELL_FACH and will move to CELL_DCH in which case the UE shall include in the response message the IE “COUNT-C activation time”. However the UE can reject a command that would result in different ciphering configurations for different RBs.

[K] When ciphering is started or stopped this shall be reflected in the variable CIPHERING_STATUS. Since the IE “Ciphering mode info” can be included in a reconfiguration message, if by this message ciphering is afffected this shall be reflected in the variable corresponding to the CN domain to which the RBs belong and not for the CN domain which is stored in the variable LATEST_CONFIGURED_CN_DOMAIN.

[L] The current spec reflects that ciphering configuration change shall be taken into account for UM and AM RBs when the activation time in uplink and downlink is reached. Herefore incrementing the COUNT-C value needs to be started immediately after receiving the ciphering mode info. This is clarified. For UM and AM RBs the UE / UTRAN can choose the next SN that will be used for transmission except for the SRB where the complete message will be transmitted. This ensures that all user plane data can be ciphered.
For TM RBs the situation is different. Incrementing the COUNT-C value and applying ciphering shall only be done at the CFN indicated in either the IE “COUNT-C activation time” or the IE “Ciphering activation time for DPCH”. However, e.g. in the case of the TM RB setup this activation time will be after the activation time for the establishment of the RL and the RB. The current spec says that the COUNT-C value shall be incremented and ciphering applied only from the moment on when the activation time has been reached. This means that the first frames until reaching the activation time will not be ciphered.
an alternative would be to start ciphering at the activation time for the reconfiguration if available and cipher the first frames with the same COUNT-C, or 
start ciphering at the activation time for the reconfiguration if available and cipher the first frames with the COUNT-C that is calculated in the way that by incrementing it for each frame at the CFN given in “COUNT-C activation time” the initial COUNT-C is reached.

[M] The IE “Transport Format Set” can not be included in the “Active set update” message.

Inconsistency between 25.331 and 33.102

The following Inconsistency has been identified between 25.331 and 33.102:

In 33.102 the COUNT_C for TM radio bearers is defined as the MAC-D HFN (24 bits) for the most significant bits and the CFN for the least significant bits. 

However in the spec 25.331 it is specified that the COUNT-C value shall be set to the START value and the least significant bits shall be set to 0. The UE shall start incrementing the COIUNT-C value from an activation time on. This means that the 8 least significant bits will not be CFN but (256-CFN) mod 256. It is proposed to keep the definition as in 25.331 and ask to adapt 33.102.

Open Points for Discussion

· Two open points should be clarified:

· Shall it be possible to have two different ciphering configurations for two different CN domains? If no, then it should be clarified in RAN3 how the case should be handled when a first CN connection has been setup with ciphering and the second connection is started with another requirement (ciphering is not supported i.e. no key is included) and vice versa.
Additionally if this is not possible we should revise the introduction of multiple ciphering status variables in the last meeting.
For information in the current RAN3 RANAP specification (25.413 V3.7.0) the following is stated: “In case of a UE with Radio Access Bearers towards both core networks, the user data towards CS shall always be ciphered according to the information received from CS and the user data towards PS with the information received from PS. The signalling data shall always be ciphered with the last received ciphering information and integrity protected with the last received integrity protection information from any of the two CNs.”
· The case of two successive security mode commands configuring ciphering with respect to the COUNT-C values of the signalling radio bearers should be clarified. At the moment the COUNT-C values of signalling radio bearers are only initialised on the first security mode command. However the key that is used for ciphering is changed when the second security mode command from the second CN domain will be sent. This might result in using a key with already used COUNT-C values. This should be clarified, i.e. when do we need to re-initialise the COUNT-C values for signalling radio bearers.

8.1.12
Security mode control


[image: image1.wmf]UE

UTRAN

 SECURITY MODE COMMAND

 SECURITY MODE COMPLETE


Figure 18: Security mode control procedure

8.1.12.1
General

[A]The purpose of this procedure is to trigger the stop or start of ciphering or to command the restart of the ciphering with a new ciphering configuration, for the radio bearers of one CN domain and for all signalling radio bearers.

It is also used to start integrity protection or to modify the integrity protection configuration for all signalling radio bearers.

8.1.12.2
Initiation

8.1.12.2.1
Ciphering configuration change

To stop or start/restart ciphering, UTRAN sends a SECURITY MODE COMMAND message on the downlink DCCH in AM RLC using the most recent ciphering configuration. If no such ciphering configuration exists then the SECURITY MODE COMMAND is not ciphered.

Prior to sending the SECURITY MODE COMMAND, for the CN domain indicated in the IE "CN domain identity" in the SECURITY MODE COMMAND, UTRAN should:

-
if this is the first SECURITY MODE COMMAND sent for this RRC connection:

-
use the value "START" in the most recently received IE "START list" or IE “START” that belongs to the CN domain as indicated in the IE "CN domain identity" to initialise all hyper frame numbers for all the signalling radio bearers; while

-
setting the 20 most significant bits of the hyper frame numbers for all signalling radio bearers to the START for that CN domain;

-
setting the remaining bits of the hyper frame numbers equal to zero;

-
[A]suspend all radio bearers of the CN domain that is reconfigured and that are using RLC-AM or RLC-UM;

-
suspend all signalling radio bearers using RLC-AM and RLC-UM, except the signalling radio bearer used to send the SECURITY MODE COMMAND message on the downlink DCCH in RLC-AM;

-
set, for the signalling radio bearer used to send the SECURITY MODE COMMAND, the "RLC send sequence number" in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info", at which time the new ciphering configuration shall be applied;

-
if a transparent mode radio bearer for that CN domain or signalling radio bearerexists and the UE is in CELL_DCH include "Ciphering activation time for DPCH" in IE "Ciphering mode info", at which time the new ciphering configuration shall be applied;

-
set, for each suspended radio bearer and signalling radio bearer that has no pending ciphering activation time set by a previous security mode control procedure, an "RLC send sequence number" in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info", at which time the new ciphering configuration shall be applied;

-
set, for each suspended radio bearer and signalling radio bearer that has a pending ciphering activation time set by a previous security mode control procedure, the "RLC send sequence number" in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info" to the value used in the previous security mode control procedure, at which time the latest ciphering configuration shall be applied.

While suspended, radio bearers and signalling radio bearers shall not deliver RLC PDUs with sequence number greater than or equal to the number in IE "Radio bearer downlink ciphering activation time info".

When the successful delivery of the SECURITY MODE COMMAND has been confirmed by RLC, UTRAN shall:

-
resume all the suspended radio bearers and signalling radio bearers. The old ciphering configuration shall be applied for the transmission of RLC PDUs with RLC sequence number less than the number indicated in the IE "Radio bearer downlink ciphering activation time info", as sent to the UE. The new ciphering configuration shall be applied for the transmission of RLC PDUs with RLC sequence number greater than or equal to the number indicated in IE "Radio bearer downlink ciphering activation time info", sent to the UE.

8.1.12.2.2
Integrity protection configuration change

To start or modify integrity protection, UTRAN sends a SECURITY MODE COMMAND message on the downlink DCCH in AM RLC using the new integrity protection configuration.

When the successful delivery of the SECURITY MODE COMMAND has been confirmed by RLC, UTRAN should:

-
for the signalling radio bearers:

-
send an indication to upper layers that the new integrity protection configuration has been activated when the activation time has elapsed.

8.1.12.3
Reception of SECURITY MODE COMMAND message by the UE

Upon reception of the SECURITY MODE COMMAND message, the UE shall perform the actions for the received information elements according to subclause 8.6.

If the IE "Ciphering mode info" and the IE "Integrity protection mode info" are both not included in the SECURITY MODE COMMAND, the UE shall:

-
set the variable INVALID_CONFIGURATION to TRUE.

If the IE "Security capability" is the same as indicated by variable UE_CAPABILITY_TRANSFERRED, and the IE "GSM security capability" (if included in the SECURITY MODE COMMAND) is the same as indicated by the variable UE_CAPABILITY_TRANSFERRED, the UE shall:

-
set the variable LATEST_CONFIGURED_CN_DOMAIN equal to the IE "CN domain identity";
-
[B]if prior to the reception of SECURITY MODE COMMAND, the value of the IE "Status" in the variable "CIPHERING_STATUS" of the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN is "Not started" and the IE “Status” in the variable “INTEGRITY_PROTECTION_INFO” is “Not Started” the UE shall:

-
use the value "START" in the most recently sent IE "START list" that belongs to the CN domain as indicated in the IE "CN domain identity" to initialise all hyper frame numbers for all the signalling radio bearers; while

-
setting the 20 most significant bits of the hyper frame numbers for all signalling radio bearers to the START for that CN domain;

-
setting the remaining bits of the hyper frame numbers equal to zero;
[C]


-
set the IE "RRC transaction identifier"in the SECURITY MODE COMPLETE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE COMMAND message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the SECURITY MODE COMMAND message contained the IE "Ciphering mode info":

-
include and set in the SECURITY MODE COMPLETE the IE "Radio bearer uplink ciphering activation time info" to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO, for the respective radio bearer and signalling radio bearer;

-
if the SECURITY MODE COMMAND message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

[C]


-
when the radio bearers and signalling radio bearers using RLC-AM or RLC-UM have been suspended:

-
send a SECURITY MODE COMPLETE message on the uplink DCCH in AM RLC, using the old ciphering configurations;

-
if the IE "Integrity protection mode info" was present in the SECURITY MODE COMMAND message:

-
start applying the new integrity protection configuration in the uplink for signalling radio bearer RB2 from and including the transmitted SECURITY MODE COMPLETE message;

-
when the successful delivery of the SECURITY MODE COMPLETE message has been confirmed by RLC:

-
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;

-
if the SECURITY MODE COMMAND message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the SECURITY MODE COMMAND message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
the procedure ends. If a RLC reset or re-establishment occurs after the SECURITY MODE COMPLETE message has been confirmed by RLC, but before the activation time for the new ciphering configuration has been reached, then the activation time shall be ignored and the new ciphering configuration shall be applied immediately after the RLC reset or RLC re-establishment;

-
notify upper layers upon change of the security configuration;

-
if a new security key set has been received for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN:

-
set the START value for this CN domain to 0.

[D]For radio bearers and signalling radio bearers used by the CN indicated in the IE "CN domain identity", the UE shall:

-
if a new integrity protection key has been received:

-
in the downlink:
-
when the RRC sequence number in a received RRC message on the particular signalling radio bearer reaches the activation time for that signalling radio bearer indicated in IE "Downlink integrity protection activation info" included in the IE "Integrity protection mode info":
-
use the new key for that signalling radio bearer; [indentation changed]
-
set the IE "Downlink RRC HFN" for that signalling radio bearers in the variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to zero; [indentation changed]
-
in the uplink:
-
when the RRC sequence number in a transmitted RRC message on the particular signalling radio bearer reaches the activation time for that signalling radio bearer indicated in IE "Uplink integrity protection activation info":
-
use the new key for that signalling radio bearer; [indentation changed]
-
set the IE "Uplink RRC HFN" for that signalling radio bearers in the variable INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to zero; [indentation changed]
-
if a new ciphering key is available:

-
for radio bearers using RLC-TM:
-
at the CFN as indicated in the IE "Ciphering activation time for DPCH" in the IE "Ciphering mode info":
-
use the new key in uplink and downlink; [indentation changed]
-
set the HFN component of the COUNT-C to zero; [indentation changed]
-
for radio bearers using RLC-AM and RLC-UM:

-
in the downlink, at and after the RLC sequence number indicated in IE "Radio bearer downlink ciphering activation time info" for a specific radio bearer or signalling radio bearer in the IE "Ciphering mode info":

-
use the new key;

-
set the HFN component of the downlink COUNT-C to zero;

-
in the uplink, at and after the RLC sequence number indicated in IE "Radio bearer uplink ciphering activation time info" " for a specific radio bearer or signalling radio bearer:

-
use the new key;

-
set the HFN component of the uplink COUNT-C to zero.

If the IE "Security capability" is not the same as indicated by the variable UE_CAPABILITY_TRANSFERRED, or the IE "GSM security capability" (if included in the SECURITY MODE COMMAND) is not the same as indicated by the variable UE_CAPABILITY_TRANSFERRED, or if the IE "GSM security capability" is not included in the SECURITY MODE COMMAND and is included in the variable UE_CAPABILITY_TRANSFERRED, the UE shall:

-
release all its radio resources;

-
indicate the release of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
enter idle mode;

-
perform actions when entering idle mode as specified in subclause 8.5.2;

-
and the procedure ends.

8.2.2.3
Reception of RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE or TRANSPORT CHANNEL RECONFIGURATION or PHYSICAL CHANNEL RECONFIGURATION message by the UE

The UE shall be able to receive any of the following messages:

-
RADIO BEARER SETUP message; or

-
RADIO BEARER RECONFIGURATION message; or

-
RADIO BEARER RELEASE message; or

-
TRANSPORT CHANNEL RECONFIGURATION message; or

-
PHYSICAL CHANNEL RECONFIGURATION message

and perform a hard handover, even if no prior UE measurements have been performed on the target cell and/or frequency.

If the UE receives:

-
a RADIO BEARER SETUP message; or

-
a RADIO BEARER RECONFIGURATION message; or

-
a RADIO BEARER RELEASE message; or

-
a TRANSPORT CHANNEL RECONFIGURATION message; or

-
a PHYSICAL CHANNEL RECONFIGURATION message

it shall:

-
set the variable ORDERED_RECONFIGURATION to TRUE;

-
perform the physical layer synchronisation procedure as specified in [29];

-
act upon all received information elements as specified in subclause 8.6, unless specified in the following and perform the actions below.

The UE may first release the physical channel configuration used at reception of the reconfiguration message. The UE shall then:

-
in FDD, if the IE "PDSCH code mapping" is included but the IE "PDSCH with SHO DCH Info" is not included and if the DCH has only one link in its active set:

-
act upon the IE "PDSCH code mapping" as specified in subclause 8.6 and:

-
infer that the PDSCH will be transmitted from the cell from which the downlink DPCH is transmitted;

-
enter a state according to subclause 8.6.3.3.

In case the UE receives a RADIO BEARER RECONFIGURATION message including the IE "RB information to reconfigure" that only includes the IE "RB identity", the UE shall:

-
handle the message as if IE "RB information to reconfigure" was absent.

NOTE:

The RADIO BEARER RECONFIGURATION message always includes the IE "RB information to reconfigure". UTRAN has to include it even if it does not require the reconfiguration of any RB.

If after state transition the UE enters CELL_DCH state, the UE shall, after the state transition:

-
remove any C-RNTI from MAC;

-
clear the variable C_RNTI.

If the UE was in CELL_DCH state upon reception of the reconfiguration message and remains in CELL_DCH state, the UE shall:

-
if the IE "UL DPCH Info" is absent, not change its current UL Physical channel configuration;

-
if the IE "DL DPCH Info for each RL" is absent, not change its current DL Physical channel configuration.

If after state transition the UE enters CELL_FACH state, the UE shall, after the state transition:

-
if the IE "Frequency info" is included in the received reconfiguration message:

-
select a suitable UTRA cell according to [4] on that frequency;

-
if the IE "Frequency info" is not included in the received reconfiguration message:

-
select a suitable UTRA cell according to [4];

-
if the received reconfiguration message included the IE "Primary CPICH info" (for FDD) or "Primary CCPCH info" (for TDD), and the UE selects another cell than indicated by this IE or the received reconfiguration message did not include the IE "Primary CPICH info" (for FDD) or "Primary CCPCH info" (for TDD):

-
initiate a cell update procedure according to subclause 8.3.1 using the cause "Cell reselection";

-
when the cell update procedure completed successfully:

-
if the UE is in CELL_PCH or URA_PCH state:

-
initiate a cell update procedure according to subclause 8.3.1 using the cause "Uplink data transmission";

-
proceed as below;

-
start timer T305 using its initial value if timer T305 is not running and if periodical update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity" in system information block type 1;

-
select PRACH according to subclause 8.5.17;

-
select Secondary CCPCH according to subclause 8.5.19;

-
use the transport format set given in system information;

-
if the IE "UTRAN DRX cycle length coefficient" is included in the same message:

-
ignore that IE and stop using DRX;

-
if the contents of the variable C_RNTI is empty:

-
perform a cell update procedure according to subclause 8.3.1 using the cause "Cell reselection";

-
when the cell update procedure completed successfully:

-
if the UE is in CELL_PCH or URA_PCH state:

-
initiate a cell update procedure according to subclause 8.3.1 using the cause "Uplink data transmission";

-
proceed as below;

The UE shall transmit a response message as specified in subclause 8.2.2.4, setting the information elements as specified below. The UE shall:

-
if the received reconfiguration message included the IE "Downlink counter synchronisation info":

-
[E]re-establish RB2 using as START value in uplink and downlink the current downlink HFN incremented by one;


-
calculate the START value according to subclause 8.5.9;

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info";

-
if the received reconfiguration message did not include the IE "Downlink counter synchronisation info":

-
if the variable START_VALUE_TO_TRANSMIT is set:

-
include and set the IE "START" to the value of that variable;

-
if the variable START_VALUE_TO_TRANSMIT is not set and the IE "New U-RNTI" is included:

-
calculate the START value according to subclause 8.5.9;

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info";

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
include and set the IE "Radio bearer uplink ciphering activation time info" to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
[F] if the received reconfiguration message contained the IE "Ciphering mode info" but did not contain the IE "Ciphering activation time for DPCH" :

-
if prior to this procedure the UE was in CELL_FACH 
-
if, at the conclusion of this procedure, the UE will be in CELL_DCH state; and

-
if, at the conclusion of this procedure, at least one transparent mode RLC radio bearer exists:

-
include the IE "COUNT-C activation time" and specify a CFN value for this IE;




-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the variable PDCP_SN_INFO is not empty:

-
include the IE "RB with PDCP information list" and set it to the value of the variable PDCP_SN_INFO;

-
in TDD, if the procedure is used to perform a handover to a cell where timing advance is enabled, and the UE can calculate the timing advance value in the new cell (i.e. in a synchronous TDD network):

-
set the IE "Uplink Timing Advance" according to subclause 8.6.6.26;

-
if the IE "Integrity protection mode info" was present in the received reconfiguration message:

-
start applying the new integrity protection configuration in the uplink for signalling radio bearer RB2 from and including the transmitted response message;

If after state transition the UE enters CELL_PCH or URA_PCH state, the UE shall, after the state transition and transmission of the response message:

-
if the IE "Frequency info" is included in the received reconfiguration message:

-
select a suitable UTRA cell according to [4] on that frequency;

-
if the IE "Frequency info" is not included in the received reconfiguration message:

-
select a suitable UTRA cell according to [4];

-
prohibit periodical status transmission in RLC;

-
remove any C-RNTI from MAC;

-
clear the variable C_RNTI;

-
start timer T305 using its initial value if timer T305 is not running and if periodical update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity" in system information block type 1;

-
select Secondary CCPCH according to subclause 8.5.19;

-
if the IE "UTRAN DRX cycle length coefficient" is included in the same message:

-
use the value in the IE "UTRAN DRX Cycle length coefficient" for calculating Paging occasion and PICH Monitoring Occasion as specified in subclause 8.6.3.2;

-
if the UE enters CELL_PCH state from CELL_DCH state, and the received reconfiguration message included the IE "Primary CPICH info" (for FDD) or "Primary CCPCH info" (for TDD), and the UE selected another cell than indicated by this IE or the received reconfiguration message did not include the IE "Primary CPICH info" (for FDD) or "Primary CCPCH info" (for TDD):

-
initiate a cell update procedure according to subclause 8.3.1 using the cause "cell reselection";

-
when the cell update procedure completed successfully:

-
the procedure ends;

-
if the UE enters CELL_PCH state from CELL_FACH state, and the received reconfiguration message included the IE "Primary CPICH info" (for FDD) or "Primary CCPCH info" (for TDD), and the UE selected another cell than indicated by this IE:
-
initiate a cell update procedure according to subclause 8.3.1 using the cause "cell reselection";
-
when the cell update procedure is successfully completed:
-
the procedure ends;
-
if the UE enters URA_PCH state, and after cell selection the criteria for URA update caused by "URA reselection" according to subclause 8.3.1 is fulfilled:

-
initiate a URA update procedure according to subclause 8.3.1 using the cause "URA reselection";

-
when the URA update procedure is successfully completed:

-
the procedure ends.

8.2.2.4
Transmission of a response message by the UE, normal case

In case the procedure was triggered by reception of a RADIO BEARER SETUP message, the UE shall:

-
transmit a RADIO BEARER SETUP COMPLETE as response message on the uplink DCCH using AM RLC;

In case the procedure was triggered by reception of a RADIO BEARER RECONFIGURATION message, the UE shall:

-
transmit a RADIO BEARER RECONFIGURATION COMPLETE as response message on the uplink DCCH using AM RLC;

In case the procedure was triggered by reception of a RADIO BEARER RELEASE message, the UE shall:

-
transmit a RADIO BEARER RELEASE COMPLETE as response message on the uplink DCCH using AM RLC;

In case the procedure was triggered by reception of a TRANSPORT CHANNEL RECONFIGURATION message, the UE shall:

-
transmit a TRANSPORT CHANNEL RECONFIGURATION COMPLETE as response message on the uplink DCCH using AM RLC;

In case the procedure was triggered by reception of a PHYSICAL CHANNEL RECONFIGURATION message, the UE shall:

-
transmit a PHYSICAL CHANNEL RECONFIGURATION COMPLETE as response message on the uplink DCCH using AM RLC;

If the new state is CELL_DCH or CELL_FACH, the response message shall be transmitted using the new configuration after the state transition, and the UE shall:

-
if the IE "Downlink counter synchronization info" was included in the reconfiguration message:

-
[G]when RLC has confirmed the successful transmission of the response message:

-
re-establish all AM and UM RLC entities with RB identities larger than 4 and set the first 20 bits of all their HFN values to the START value included in the response message for the corresponding CN domain;

-
re-establish the RLC entities with RB identities 1,3 and 4 and set the first 20 bits of all their HFN values to the START value included in the response message for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

-
set the remaining bits of the HFN values of all AM and UM RLC entities with RB identities different from 2 to zero;

-
if the variable PDCP_SN_INFO is empty:

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
when RLC has confirmed the successful transmission of the response message:

-
notify upper layers upon change of the security configuration;

-
perform the actions below;

-
if the received reconfiguration message did not contain the IE "Ciphering mode info":

-
when RLC has been requested to transmit the response message:

-
perform the actions below;

-
if the variable PDCP_SN_INFO is non-empty:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
perform the actions below.

If the new state is CELL_PCH or URA_PCH, the response message shall be transmitted using the old configuration before the state transition, but the new C-RNTI shall be used if the IE "New C-RNTI" was included in the received reconfiguration message, and the UE shall:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
enter the new state (CELL_PCH or URA_PCH, respectively);

-
perform the actions below.

The UE shall:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
clear the variable START_VALUE_TO_TRANSMIT.
8.2.2.5
Reception of a response message by the UTRAN, normal case

When UTRAN has received

-
the RADIO BEARER SETUP COMPLETE message; or

-
the RADIO BEARER RECONFIGURATION COMPLETE message; or

-
the RADIO BEARER RELEASE COMPLETE message; or

-
the TRANSPORT CHANNEL RECONFIGURATION COMPLETE message; or

-
the PHYSICAL CHANNEL RECONFIGURATION COMPLETE message;

UTRAN may:

-
delete the old configuration.

If the procedure caused the UE to leave the CELL_FACH state, UTRAN may:

-
delete the C-RNTI of the UE.

If the IE "UL Timing Advance" is included in TDD, UTRAN should:

-
evaluate the timing advance value that the UE has to use in the new cell after handover.

If the IE "START" or the IE "START list " is included, UTRAN should:

-
set the START value for each CN domain with the corresponding values as received in this response message;

-
consequently, then use the START values to initialise the hyper frame numbers, in the same way as specified for the UE in subclause 8.2.2.3, for any new radio bearers that are established.

[H]If UTRAN has ordered a ciphering reconfiguration by including the IE “Ciphering mode info” UTRAN should:
-
For radio bearers using RLC-AM or RLC-UM:

-
use the old ciphering configuration for received RLC PDUs with RLC sequence number less than the RLC sequence number indicated in the IE "Radio bearer uplink ciphering activation time info" sent by the UE;[indentation changed]
-
use the new ciphering configuration for received RLC PDUs with RLC sequence number greater than or equal to the RLC sequence number indicated in the IE "Radio bearer uplink ciphering activation time info" sent by the UE; [indentation changed]
-
if an RLC reset or re-establishment occurs after this response message has been received by UTRAN before the activation time for the new ciphering configuration has been reached: [indentation changed]
-
ignore the activation time; and[indentation changed]
-
apply the new ciphering configuration immediately after the RLC reset or RLC re-establishment. [indentation changed]
-
For radio bearers using RLC-TM:

-
start using the new ciphering configuration and start incrementing the COUNT-C at the CFN as indicated in: [indentation changed]
-
the IE "Ciphering activation time for DPCH" in the IE "Ciphering mode info", if included in the message that triggered the radio bearer control procedure; or[indentation changed]
-
the IE "COUNT-C activation time", if included in the response message for this procedure. [indentation changed]
The procedure ends on the UTRAN side.

8.3.1.5
Reception of an CELL UPDATE/URA UPDATE message by the UTRAN

When the UTRAN receives a CELL UPDATE/URA UPDATE message, it may either:

-
in case the procedure was triggered by reception of a CELL UPDATE:

-
update the START value for each CN domain as maintained in UTRAN (refer to subclause 8.5.9) with "START" in the IE "START list" for the CN domain as indicated by "CN domain identity" in the IE "START list";

-
[I]For each CN domain as indicated by "CN domain identity" in the IE "START list":

-
set the 20 MSB of the MAC-d HFN with the corresponding START value in the IE "START list";

-
set the remaining LSB of the MAC-d HFN to zero;

-
transmit a CELL UPDATE CONFIRM message on the downlink DCCH or optionally on the CCCH but only if ciphering is not required; and

-
optionally include the IE "RLC re-establish indicator" to request a RLC re-establishment in the UE, in which case the corresponding RLC entities should also be re-established in UTRAN; or

-
in case the procedure was triggered by reception of a URA UPDATE:

-
transmit a URA UPDATE CONFIRM message to the lower layers for transmission on the downlink CCCH or DCCH in which case the UTRAN should include the IE "URA identity" in the URA UPDATE CONFIRM message in a cell where multiple URA identifiers are broadcast; or

-
initiate an RRC connection release procedure (see subclause 8.1.4) by transmitting an RRC CONNECTION RELEASE message on the downlink CCCH. In particular UTRAN should:

-
if the CELL UPDATE message was sent because of an unrecoverable error in RB2, RB3 or RB4:

-
initiate an RRC connection release procedure (subclause 8.1.4) by transmitting an RRC CONNECTION RELEASE message on the downlink CCCH.
8.3.1.6
Reception of the CELL UPDATE CONFIRM/URA UPDATE CONFIRM message by the UE

When the UE receives a CELL UPDATE CONFIRM/URA UPDATE CONFIRM message; and

-
if the message is received on the CCCH, and IE "U-RNTI" is present and has the same value as the variable U_RNTI, or;

-
if the message is received on DCCH;

the UE shall:

-
stop timer T302;

-
in case of a cell update procedure and the CELL UPDATE CONFIRM message:

-
includes "RB information elements"; and/or

-
includes "Transport channel information elements"; and/or

-
includes "Physical channel information elements"; and

-
if the variable ORDERED_RECONFIGURATION is set to FALSE:

-
set the variable ORDERED_RECONFIGURATION to TRUE;

-
act upon all received information elements as specified in subclause 8.6, unless specified otherwise in the following:

-
use the transport channel(s) applicable for the physical channel types that is used; and

-
if the IE "TFS" is neither included nor previously stored in the UE for that transport channel(s):

-
use the TFS given in system information.

-
if none of the TFS stored is compatible with the physical channel:

-
delete the stored TFS;

-
use the TFS given in system information.

-
perform the physical layer synchronisation procedure as specified in [29];

-
if the CELL UPDATE CONFIRM message includes the IE "RLC re-establish indicator (RB2, RB3 and RB4)":

-
re-establish the RLC entities for signalling radio bearer RB2, signalling radio bearer RB3 and signalling radio bearer RB4 (if established);
-
if the value of the IE "Status" in the variable CIPHERING_STATUS of the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN is set to "Started":

-
set the HFN values for AM RLC entities with RB identity 2,RB identity 3 and RB identity 4 (if established) equal to the START value included in the latest transmitted CELL UPDATE message for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

-
if the CELL UPDATE CONFIRM message includes the IE "RLC re-establish indicator (RB>4)":

-
for radio bearers with RB identity larger than 4:

-
re-establish the AM RLC entities;
-
if the value of the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Started":

-
set the HFN values for AM RLC entities equal to the START value included in this CELL UPDATE message for the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS;
-
enter a state according to subclause 8.6.3.3 applied on the CELL UPDATE CONFIRM / URA UPDATE CONFIRM message.

If the UE after state transition enters CELL_DCH state, it shall:

· [I]not prohibit periodical status transmission in RLC.
-
if a transparent mode radio bearer or signalling radio bearer exists and for the corresponding CN domain the IE “Status” in the variable CIPHERING_STATUS is set to “Started” the UE shall for that CN domain:
-
choose an activation time for the ciphering on transparent mode radio bearers and include it in the response message in the IE “COUNT-C activation time”;
-
for each CN domain in which a transparent mode radio bearer or signalling radio bearer exists:
-
stop incrementing the COUNT-C value for the DPCH of that CN domain;
-
set the 20 MSB of the MAC-d HFN with the corresponding START value in the IE "START list";
-
set the remaining LSB of the MAC-d HFN to zero;

-
apply ciphering on that radio bearer;
-
start incrementing the COUNT-C value from the CFN that has been included in the IE “COUNT-C activation time” on;
If the UE after state transition remains in CELL_FACH state, it shall

-
start the timer T305 using its initial value if timer T305 is not running and periodical cell update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity";

-
select PRACH according to subclause 8.5.17;

-
select Secondary CCPCH according to subclause 8.5.19;

-
not prohibit periodical status transmission in RLC;

-
if the IE "UTRAN DRX cycle length coefficient" is included in the same message:

-
ignore that IE and stop using DRX;

If the UE after state transition enters URA_PCH or CELL_PCH state, it shall

-
prohibit periodical status transmission in RLC;

-
clear the variable C_RNTI;

-
stop using that C_RNTI just cleared from the variable C_RNTI in MAC;

-
start the timer T305 using its initial value if timer T305 is not running and periodical update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity";

-
select Secondary CCPCH according to subclause 8.5.19;

-
if the IE "UTRAN DRX cycle length coefficient" is included in the same message:

-
use the value in the IE "UTRAN DRX Cycle length coefficient" for calculating Paging Occasion and PICH Monitoring Occasion as specified in subclause 8.6.3.2 in CELL_PCH state.

If the UE after the state transition remains in CELL_FACH state and;

-
the contents of the variable C_RNTI are empty;

it shall check the value of V302 and

-
If V302 is equal to or smaller than N302:

-
if, caused by the received CELL UPDATE CONFIRM or URA UPDATE CONFIRM message,

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or URA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or URA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a URA update procedure:

-
stop the URA update procedure; and

-
continue with a cell update procedure;

-
set the contents of the CELL UPDATE message according to subclause 8.3.1.3, except for the IE "Cell update cause" which shall be set to "cell reselection";

-
submit the CELL UPDATE message for transmission on the uplink CCCH;

-
increment counter V302;

-
restart timer T302 when the MAC layer indicates success or failure to transmit the message;

-
If V302 is greater than N302:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a cell update procedure:

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
in case of a URA update procedure:

-
clear the entry for the URA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
enter idle mode;

-
other actions the UE shall perform when entering idle mode from connected mode are specified in subclause 8.5.2;

-
and the procedure ends.

If the UE after the state transition remains in CELL_FACH state and

-
a C-RNTI is stored in the variable C_RNTI;

or

the UE after the state transition moves to another state than the CELL_FACH state;

the UE shall:

-
if the CELL UPDATE CONFIRM / URA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
include and set the IE "Radio bearer uplink ciphering activation time info" in any response message transmitted below to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO.

-
if the CELL UPDATE CONFIRM / URA UPDATE CONFIRM message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" in any response message transmitted below to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a cell update procedure:

-
set the IE "RRC transaction identifier" in any response message transmitted below to the value of "RRC transaction identifier" in the entry for the CELL UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry.

-
in case of a URA update procedure:

-
set the IE "RRC transaction identifier" in any response message transmitted below to the value of "RRC transaction identifier" in the entry for the URA UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the variable PDCP_SN_INFO is non-empty:

-
include the IE "RB with PDCP information list" in any response message transmitted below and set it to the value of the variable PDCP_SN_INFO;

-
if the received CELL UPDATE CONFIRM or URA UPDATE CONFIRM message included the IE "Downlink counter synchronisation info":

-
calculate the START value according to subclause 8.5.9;

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info" in any response message transmitted below;

-
transmit a response message as specified in subclause 8.3.1.7;

-
if the IE "Integrity protection mode info" was present in the CELL UPDATE CONFIRM or URA UPDATE CONFIRM message:

-
start applying the new integrity protection configuration in the uplink for signalling radio bearer RB2 from and including the transmitted response message;

-
if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE CONFIRM message in case of a cell update procedure:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
clear the variable PDCP_SN_INFO;

-
if the CELL UPDATE CONFIRM / URA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the CELL UPDATE CONFIRM / URA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a cell update procedure:

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
in case of a URA update procedure:

-
clear the entry for the URA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

The procedure ends.


8.6.3.4
Ciphering mode info

The IE "Ciphering mode info" defines the new ciphering configuration. At any given time, the UE needs to store at most two different ciphering configurations at any given time for all signalling radio bearers and radio bearers, the old and latest ciphering configurations, per CN domain. If the IE "Ciphering mode info" is present and if the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to FALSE, the UE shall check the IE "Ciphering mode command" as part of the IE "Ciphering mode info", and perform the following. The UE shall:
-
[J]if the execution of this command would result in applying ciphering only to a subset of the radio bearers or signalling radio bearers of one CN domain:

-
set the variable INVALID_CONFIGURATION to TRUE;
-
if the IE "Status" in the variable CIPHERING_STATUS of the any CN domain for which radio bearers or signalling radio bearers will be affected


has the value "Not Started", and if the IE "Ciphering mode command" has the value "stop":

-
ignore this attempt to change the ciphering configuration; and

-
set the variable INVALID_CONFIGURATION to TRUE;

-
else:

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to TRUE;

-
if IE "Ciphering mode command" has the value "start/restart" the UE shall:

-
[F]start or restart ciphering in lower layers for:

-
 the radio bearers and signalling radio bearers that are included in the IE “Radio bearer downlink ciphering activation time info “ ; 
-
all transparent mode radio bearers that will exist after this procedure if;
-
either the activation time is included in the IE “Ciphering activation time for DPCH”; or
-
the UE was in CELL_FACH state prior to this procedure in which case an activation time shall be included in the IE “COUNT-C activation time” in the response message;
-
use the ciphering algorithm (UEA [40]) indicated by the IE "Ciphering algorithm" as part of the new ciphering configuration. Use for each radio bearer, the value of the IE "RB identity" in the variable ESTABLISHED_RABS minus one as the value of BEARER in the ciphering algorithm. Apply the new ciphering configuration as specified below;
-
[L]start or continue incrementing the COUNT-C values for all UM and AM radio bearers and signalling radio bearers

-
if a transparent mode radio bearer already exists prior to this procedure and after this procedure for a CN domain; and

-
ciphering was started for the concerned CN domain prior to this procedure; and

-
the UE was prior to this procedure in CELL_DCH and will be in CELL_DCH after this procedure:
-
continue incrementing the COUNT-C value for that CN domain else:
-
if the UE was in CELL_FACH before this procedure and will be in CELL_DCH after this procedure, and there will be a transparent mode radio bearer or signalling radio bearer after the completion of this procedure for a CN domain: or

-
if the UE was in CELL_DCH before this procedure and will be in CELL_DCH after this procedure and there was no transparent mode radio bearer or signalling radio bearer for a CN domain and there will be a transparent mode radio bearer or signalling radio bearer for that CN domain after the completion of this procedure and the IE “Ciphering activation time for DPCH” was included in this IE the UE shall:

-
start incrementing the COUNT-C values for that CN domain either at:
-
the activation time as included in the IE “Ciphering activation time for DPCH”; or at
-
the activation time included in the IE “COUNT-C activation time” in the response message;
-
[K]if this IE is received in the message “SECURITY MODE COMMAND”
-
set the IE "Status" in the variable CIPHERING_STATUS of the CN domain[indentation changed]
-
as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN, if the variable LATEST_CONFIGURED_CN_DOMAIN has been initialised; or[indentation changed]
-
as indicated in the IE "CN domain identity", if the variable LATEST_CONFIGURED_CN_DOMAIN is not initialised[indentation changed]

to "Started";[indentation changed]
-
if this IE is received in any other message then the “SECURITY MODE COMMAND”:
-
set the IE "Status" in the variable CIPHERING_STATUS for all CN domains for which the ciphering configuration of a radio bearer or signalling radio bearer will be reconfigured to “Started”
-
if the IE "Ciphering mode command" has the value "stop", the UE shall
stop ciphering and continue incrementing COUNT-C values for:

-
all UL and DL radio bearers and signalling radio bearers ; and for 
-
all UL and DL transparent mode radio bearers and signalling radio bearers if:

-
either the activation time is included in the IE “Ciphering activation time for DPCH”; or

-
the UE was in CELL_FACH state prior to this procedure in which case an activation time shall be included in the IE “COUNT-C activation time” in the response message;

· 
-
[K]if this IE is received in the message “SECURITY MODE COMMAND”
-
set the IE "Status" in the variable CIPHERING_STATUS of the CN domain[indentation changed]
-
as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN, if the variable LATEST_CONFIGURED_CN_DOMAIN has been initialised; or[indentation changed]
-
as indicated in the IE "CN domain identity", if the variable LATEST_CONFIGURED_CN_DOMAIN is not initialised[indentation changed]

to "Not started";[indentation changed]
-
if this IE is received in any other message then the “SECURITY MODE COMMAND”:
-
set the IE "Status" in the variable CIPHERING_STATUS for all CN domains for which the ciphering configuration of a radio bearer or signalling radio bearer will be reconfigured to “Not Started”
-
in case the IE "Ciphering mode command" has the value "start/restart" or "stop", the new ciphering configuration shall be applied as follows:

-
store the (oldest currently used) ciphering configuration until activation times have elapsed for the new ciphering configuration to be applied on all signalling radio bearers and radio bearers that will be reconfigured as explained above;

-
if there are pending activation times set for ciphering by a previous procedure changing the ciphering configuration:

-
apply the ciphering configuration at this pending activation time as indicated in this procedure;

-
if the IE "Ciphering activation time for DPCH" is present in the IE "Ciphering mode info":

-
apply the new configuration at that time for radio bearers using RLC-TM. If the IE "Ciphering mode info" is present in a message reconfiguring RB, transport channel or physical channel, the indicated time in IE "Activation time for DPCH" corresponds to a CFN after that reconfiguration; else
-
if the UE was in CELL_FACH state prior to this procedure and at completion of this procedure a transparent mode radio bearer exists and the IE "Ciphering activation time for DPCH" is not present in the IE "Ciphering mode info":

-
apply the new configuration at the time indicated in the IE “Count-C activation time” that will be transmitted in the response message.
-
if the IE "Radio bearer downlink ciphering activation time info" is present in the IE "Ciphering mode info":

-
apply the following procedure for each radio bearer using RLC-AM and RLC-UM indicated by the IE "RB identity":

-
suspend data transmission on the radio bearer;

-
select an "RLC send sequence number" at which (activation) time the new ciphering configuration shall be applied in uplink for that radio bearer according to the following:

-
for each radio bearer and signalling radio bearer that has no pending ciphering activation time as set by a previous procedure changing the security configuration:

-
set a suitable value that would ensure a minimised delay in the change to the latest security configuration;

-
for each radio bearer and signalling radio bearer that has a pending ciphering activation time as set by a previous procedure changing the security configuration:

-
set the same value as the pending ciphering activation time;
-
consider this activation time to be elapsed when the selected activation time (as above) is equal to the "RLC send sequence number";

-
store the selected "RLC send sequence number" for that radio bearer in the entry for the radio bearer in the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
when the data transmission of that radio bearer is resumed:

-
switch to the new ciphering configuration according to the following:

-
use the old ciphering configuration for the transmitted and received RLC PDUs with RLC sequence numbers smaller than the corresponding RLC sequence numbers indicated in the IE "Radio bearer uplink ciphering activation time info" sent to UTRAN and in the received IE "Radio bearer downlink ciphering activation time info" received from UTRAN, respectively;

-
use the new ciphering configuration for the transmitted and received RLC PDUs with RLC sequence numbers greater than or equal to the corresponding RLC sequence numbers indicated in the IE "Radio bearer uplink ciphering activation time info" sent to UTRAN and in the received IE "Radio bearer downlink ciphering activation time info" received from UTRAN, respectively;

-
for a radio bearer using RLC-AM, when the RLC sequence number indicated in the IE "Radio bearer downlink ciphering activation time info" falls below the RLC receiving window and the RLC sequence number indicated in the IE "Radio bearer uplink ciphering activation time info" falls below the RLC transmission window, the UE may release the old ciphering configuration for that radio bearer;

-
if an RLC reset or re-establishment occurs before the activation time for the new ciphering configuration has been reached, ignore the activation time and apply the new ciphering configuration immediately after the RLC reset or RLC re-establishment.

If the IE "Ciphering mode info" is present and if the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE, the UE shall:

-
ignore this second attempt to change the ciphering configuration; and

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to TRUE.

If the IE "Ciphering mode info" is not present, the UE shall not change the ciphering configuration.

8.6.3.5
Integrity protection mode info

The IE "Integrity protection mode info" defines the new integrity protection configuration. At any given time, the UE needs to store at most two different integrity protection configurations for all signalling radio bearers, the old and newest integrity protection configurations, per CN domain. If the IE "Integrity protection mode info" is present and if the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_STATUS is set to FALSE, the UE shall check the IE "Integrity protection mode command" as part of the IE "Integrity protection mode info", and perform the following. The UE shall:

-
if the IE "Integrity protection mode command" has the value "Modify" and the IE "Status" in the variable INTEGRITY_PROTECTION_INFO has the value "Not Started":

-
ignore this attempt to change the integrity protection configuration; and

-
set the variable INVALID_CONFIGURATION to TRUE;

-
else:

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_STATUS to TRUE;

-
if IE "Integrity protection mode command" has the value "start" and the IE "Status" in the variable INTEGRITY_PROTECTION_INFO has the value "Not started":

[B]
-
initialise the information for all signalling radio bearers in the variable INTEGRITY_PROTECTION_INFO according to the following: [changed indentation]
-
initialise the 20 MSB of the "Uplink RRC HFN" and "Downlink RRC HFN" of COUNT-I for this signalling radio bearer with the START value included in the most recently transmitted IE "START list" for the CN domain: [changed indentation]
-
as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN, if the variable LATEST_CONFIGURED_CN_DOMAIN has been initialised; or [changed indentation]
-
as indicated in the IE "CN domain identity", if the variable LATEST_CONFIGURED_CN_DOMAIN has not been initialised; [changed indentation]
-
set the remaining LSB of the "Uplink RRC HFN" and "Downlink RRC HFN" to zero; [changed indentation]
-
set the IE "Uplink RRC Message sequence number" to zero; [changed indentation]
-
do not include the IE "Downlink RRC Message sequence number"; [changed indentation]

-
set the IE "Status" in the variable INTEGRITY_PROTECTION_INFO to the value "Started";

-
perform integrity protection on the received message as described in subclause 8.5.10.1;

-
use the algorithm (UIA [40]) indicated by the IE "Integrity protection algorithm" contained in the IE "Integrity protection mode info";

-
use the IE "Integrity protection initialisation number", contained in the IE "Integrity protection mode info" as the value of FRESH [40];

-
if IE "Integrity protection mode command" has the value "start" and the IE "Status" in the variable INTEGRITY_PROTECTION_INFO has the value "Started":

NOTE:
This case is used in SRNS relocation

-
perform integrity protection on the received message as described in subclause 8.5.10.1;

-
use the algorithm (UIA [40]) indicated by the IE "Integrity protection algorithm" contained in the IE "Integrity protection mode info";

-
use the IE "Integrity protection initialisation number", contained in the IE "Integrity protection mode info" as the value of FRESH [40];

-
if IE "Integrity protection mode command" has the value "modify" and the IE "Status" in the variable INTEGRITY_PROTECTION_INFO has the value "Started":

-
store the (oldest currently used) integrity protection configuration until activation times have elapsed for the new integrity protection configuration to be applied on all signalling radio bearers;

-
if there are pending activation times set for integrity protection by a previous procedure changing the integrity protection configuration:

-
apply the integrity protection configuration at this pending activation time as indicated in this procedure;

-
start applying the new integrity protection configuration in the downlink at the RRC sequence number, for each signalling radio bearer n, indicated by the entry for signalling radio bearer n in the "RRC message sequence number list" in the IE "Downlink integrity protection activation info", included in the IE "Integrity protection mode info";

-
perform integrity protection on the received message as described in subclause 8.5.10.1;

-
if present, use the algorithm indicated by the IE "Integrity protection algorithm" (UIA [40]);

-
set the content of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO according to the following:

-
for each established signalling radio bearer, stored in the variable ESTABLISHED_RABS:

-
select a value of the RRC sequence number at which (activation) time the new integrity protection configuration shall be applied in uplink for that signalling radio bearer according to the following:

-
for each signalling radio bearer that has no pending activation time as set for integrity protection by a previous procedure changing the integrity protection configuration:

-
set a suitable value that would ensure a minimised delay in the change to the latest integrity protection configuration;

-
for signalling radio bearer that has a pending activation time as set for integrity protection by a previous procedure changing the integrity protection configuration:

-
set the same value as the pending activation time for integrity protection;
-
consider this activation time to be elapsed when the selected activation time (as above) is equal to the next RRC sequence number to be used;

-
for signalling radio bearer RB0:

-
set the value of the included RRC sequence number to greater than or equal to the current value of the RRC sequence number for signalling radio bearer RB0 in the variable INTEGRITY_PROTECTION_INFO, plus the value of the constant N302 plus one;

-
let RBm be the signalling radio bearer on which the message containing the IE "integrity protection mode info" was received;

-
start applying the new integrity protection configuration in the uplink at the RRC sequence number, for each RBn, except for signalling radio bearer RBm, indicated by the entry for signalling radio bearer n in the "RRC message sequence number list" in the IE "Uplink integrity protection activation info", included in the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
start applying the new integrity protection configuration in the uplink at the RRC sequence number for signalling radio bearer RBm, as specified for the procedure initiating the integrity protection reconfiguration;

If the IE "Integrity protection mode info" is present and if the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_STATUS is set to TRUE, the UE shall:

-
ignore this second attempt to change the integrity protection configuration; and

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to TRUE.

If the IE "Integrity protection mode info" is not present, the UE shall not change the integrity protection configuration.

8.6.4.1
Signalling RB information to setup list

If the IE "Signalling RB information to setup list" is included the UE shall:

-
use the same START value to initialise the COUNT-C and COUNT-I variables for all the signalling radio bearers in the list;

-
for each occurrence of the IE "Signalling RB information to setup":

-
use the value of the IE "RB identity" as the identity of the signalling radio bearer to setup;

-
if the variable LATEST_CONFIGURED_CN_DOMAIN has been initialised and the value "STATUS" of the variable "CIPHERING_STATUS" of the CN domain stored in this variable is "Started":

-
if the IE "Uplink RLC mode" or the IE "Downlink RLC mode" in the IE "RLC info" is set to "AM RLC" or "UM RLC":

-
initialise the 20 MSB of the hyper frame number component of COUNT-C for this signalling radio bearer with the START value for the CN domain as indicated in the variable "LATEST_CONFIGURED_CN_DOMAIN";

-
set the remaining LSB of the hyper frame number component of COUNT-C for this signalling radio bearer to zero;
-
if the IE "Uplink RLC mode" and the IE "Downlink RLC mode" in the IE "RLC info" is set to "TM RLC":

-if no other transparent mode RLC radio bearers or signalling radio bearers in the variable "ESTABLISHED_RABS" exist for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN:

-
initialise the 20 MSB of the hyper frame number component of COUNT-C for this signalling radio bearer with the START value for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

-
set the remaining LSB of the hyper frame number component of COUNT-C for this signalling radio bearer to zero;

-
if at least one transparent mode RLC radio bearer or signalling radio bearer in the variable "ESTABLISHED_RABS" exist for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN:


use, for this signalling radio bearer, the COUNT-C for transparent mode radio bearers and signalling radio bearers that is common (refer to subclause 8.5.8), for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

-
if the variable LATEST_CONFIGURED_CN_DOMAIN has been initialised and the value "Status" of the variable "INTEGRITY_PROTECTION_INFO" of the CN domain stored in this variable is "Started":

-
initialise the 20 MSB of the hyper frame number component of COUNT-I for this signalling radio bearer with the START value for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

-
set the remaining LSB of the hyper frame number component of COUNT-I for this signalling radio bearer to zero;

-
perform the actions for the IE "RLC info" as specified in subclause 8.6.4.9, applied for that signalling radio bearer;

-
perform the actions for the IE "RB mapping info" as specified in subclause 8.6.4.8, applied for that signalling radio bearer;

-
apply a default value of the IE "RB identity" equal to 1 for the first IE "Signalling RB information to setup"; and

-
increase the default value by 1 for each occurrence.

8.6.4.2
RAB information for setup

If the IE "RAB information for setup" is included, the procedure is used to establish radio bearers belonging to a radio access bearer, and the UE shall:

-
if several IEs "RAB information for setup" are included and the included IEs "CN domain identity" in the IE "RAB info" does not all have the same value:

-
set the variable INVALID_CONFIGURATION to TRUE;
-
if the radio access bearer identified with the IE "RAB info" does not exist in the variable ESTABLISHED_RABS:

-
create a new entry for the radio access bearer in the variable ESTABLISHED_RABS;

-
store the content of the IE "RAB info" in the entry for the radio access bearer in the variable ESTABLISHED_RABS;

-
indicate the establishment of the radio access bearer to the upper layer entity using the IE "CN domain identity", forwarding the content of the IE "RAB identity";

-
calculate the START value only once during this procedure (the same START value shall be used on all new radio bearers created for this radio access bearer) according to subclause 8.5.9 for the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" part of the IE "RAB information to setup";

-
store the calculated START value in the variable START_VALUE_TO_TRANSMIT;
-
for each radio bearer in the IE "RB information to setup":

-
if the radio bearer identified with the IE "RB identity" does not exist in the variable ESTABLISHED_RABS for another radio access bearer than the one identified with the IE "RAB info":

-
perform the actions specified in subclause 8.6.4.3;

-
store information about the new radio bearer in the entry for the radio access bearer identified by "RAB info" in the variable ESTABLISHED_RABS;

-
if the radio bearer identified with the IE "RB identity" does not exist in the variable ESTABLISHED_RABS for the radio access bearer identified with the IE "RAB info":

-
create a new RAB subflow for the radio access bearer;

-
number the RAB subflow in ascending order, assigning the smallest number to the RAB subflow corresponding to the first radio bearer in the list;

-
if the IE "CN domain identity" in the IE "RAB info" is set to "PS domain" and the number of RAB subflows for the radio access bearer is greater than 1:

-
set the variable INVALID_CONFIGURATION to TRUE;

-
if the radio bearer identified with the IE "RB identity" already exists in the variable ESTABLISHED_RABS for another radio access bearer than the one identified with the IE "RAB info":

-
set the variable INVALID_CONFIGURATION to TRUE.

8.6.5.1
Transport Format Set

If the IE "Transport format set" is included, the UE shall:

-
if the transport format set is a RACH TFS received in System Information Block type 5 or 6, and CHOICE "Logical Channel List" has the value "Explicit List":

-
ignore that System Information Block;

-
if the transport format set for a downlink transport channel is received in a System Information Block, and CHOICE "Logical Channel List" has a value different from 'ALL':

-
ignore that System Information Block;

-
if the transport format set for a downlink transport channel is received in a message on a DCCH, and CHOICE "Logical Channel List" has a value different from 'ALL':

-
keep the transport format set if this exists for that transport channel;

-
set the variable INVALID_CONFIGURATION to TRUE;
-
if the value of any IE "RB identity" (and "Logical Channel" for RBs using two UL logical channels) in the IE "Logical channel list" does not correspond to a logical channel indicated to be mapped onto this transport channel in any RB multiplexing option (either included in the same message or previously stored and not changed by this message); or

-
if the "Logical Channel List" for any of the RLC sizes defined for that transport channel is set to "Configured" while it is set to "All" or given as an "Explicit List" for any other RLC size; or

-
if the "Logical Channel List" for any of the RLC sizes defined for that transport channel is set to "All" and for any logical channel mapped to this transport channel, the value of the "RLC size list" (either provided in the IE "RB mapping info" if included in the same message, or stored) is not set to "Configured"; or

-
if the "Logical Channel List" for any of the RLC sizes defined for that transport channel is given as an "Explicit List" that contains a logical channel for which the value of the "RLC size list" (either provided in the IE "RB mapping info" if included in the same message, or stored) is not set to "Configured"; or

-
if the "Logical Channel List" for all the RLC sizes defined for that transport channel are given as "Explicit List" and if one of the logical channels mapped onto this transport channel is not included in any of those lists; or
-
if the "Logical Channel List" for the RLC sizes defined for that transport channel is set to "Configured" and for any logical channel mapped onto that transport channel, the value of the "RLC size list" (either provided in the IE "RB mapping info" if included in the same message, or stored) is also set to "Configured"; or

-
if the IE "Transport Format Set" was not received within the IE "PRACH system information list" and if the "Logical Channel List" for the RLC sizes defined for that transport channel is set to "Configured" and for any logical channel mapped onto that transport channel, the "RLC size list" (either provided in the IE "RB mapping info" if included in the same message, or stored ) is given as an "Explicit List" that includes an "RLC size index" that does not correspond to any RLC size in this "Transport Format Set":

-
keep the transport format set if this exists for that transport channel;

-
set the variable INVALID_CONFIGURATION to TRUE;

-
if the total number of configured transport formats for the transport channel exceeds maxTF:

-
keep the transport format set if this exists for that transport channel;

-
set the variable INVALID_CONFIGURATION to TRUE;
-
if the IE "Transport format set" is considered as valid according to the rules above:

-
remove a previously stored transport format set if this exists for that transport channel;

-
store the transport format set for that transport channel;

-
consider the first instance of the parameter Number of TBs and TTI List within the Dynamic transport format information to correspond to transport format 0 for this transport channel, the second to transport format 1 and so on;

-
if the IE "Transport format Set" has the choice "Transport channel type" set to "Dedicated transport channel":

-
calculate the transport block size for all transport formats in the TFS using the following


TB size = RLC size + MAC header size,

where:

-
MAC header size is calculated according to [15] if MAC multiplexing is used. Otherwise it is 0 bits;

-
'RLC size' reflects the RLC PDU size.

-
if the IE "Transport format Set" has the choice "Transport channel type" set to "Common transport channel":

-
calculate the transport block size for all transport formats in the TFS using the following:


TB size = RLC size

-
if the IE "Number of Transport blocks" <> 0 and IE "RLC size" = 0, no RLC PDU data exists but only parity bits exist for that transport format;

-
if the IE "Number of Transport blocks" = 0, neither RLC PDU neither data nor parity bits exist for that transport format;

-
configure the MAC with the new transport format set (with computed transport block sizes) for that transport channel;

-
if the RB multiplexing option for a RB mapped onto that transport channel (based on the stored RB multiplexing option) is not modified by this message:

-
determine the sets of RLC sizes that apply to the logical channels used by that RB, based on the IE "Logical Channel List" and/or the IE "RLC Size List" from the previously stored RB multiplexing option;

-
if the IE "Transport Format Set" was received within the IE "PRACH system information list":

-
ignore the RLC size indexes in the stored RB multiplexing option that do not correspond to any RLC size in the received Transport Format Set.

-
if the IE "Transport Format Set" was received within the IE "PRACH system information list", if that RB is using AM and if RACH is the transport channel to be used on the uplink:

-
apply the largest size amongst the ones derived according to the previous bullet for the RLC size (or RLC sizes in case the RB is realised using two logical channels) for the corresponding RLC entity;
-
if the IE "Transport Format Set" was not received within the IE "PRACH system information list", and if that RB is using AM and the set of RLC sizes applicable to the logical channel transferring data PDUs has more than one element:

-
set the variable INVALID_CONFIGURATION to true;

-
if that RB is using AM and the RLC size applicable to the logical channel transporting data PDUs is different from the one derived from the previously stored configuration:

-
re-establish the corresponding RLC entity;

-
configure the corresponding RLC entity with the new RLC size;

-
if this IE was included in system information and if the IE "Status" in variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Started":

-
set the HFN values for the corresponding RLC entity equal to the value of the IE "START" for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN that will be included in the CELL UPDATE message that will be sent before the next transmission;

-
if this IE was included in CELL UPDATE CONFIRM and if the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Started":

-
set the HFN values for the corresponding RLC entity equal to the value of the IE "START" included in the latest transmitted CELL UPDATE message for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

-
if this IE was included in a reconfiguration message and if the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Started":

-
set the HFN values for the corresponding RLC entity equal to the value of the IE "START" that will be included in the reconfiguration complete message for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

[M]

-
if that RB is using UM:

-
indicate the largest applicable RLC size to the corresponding RLC entity;

-
configure MAC with the set of applicable RLC Sizes for each of the logical channels used for that RB.
For configuration restrictions on Blind Transport Format Detection, see [27].

13.4.10
INTEGRITY_PROTECTION_INFO

This variable contains information about the current status of the integrity protection in the UE.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

[B]





Status
MP

Enumerated(Not started, Started)
Set to "Not started" when entering UTRA RRC connected mode.

Set to "Not started" when leaving UTRA RRC connected mode.

Reconfiguration
MP

Boolean
TRUE means a reconfiguration of integrity protection is ongoing.

Set to FALSE when entering UTRA RRC connected mode.

Set to FALSE when leaving UTRA RRC connected mode.

Signalling radio bearer specific integrity protection information
OP
1 to <maxSRBsetup>

When integrity protection is started, status information for RB0- RB4 in that order.

Cleared when entering UTRA RRC connected mode. Cleared when leaving UTRA RRC connected mode.

>Uplink RRC HFN
MP

Bit string (28)


>Downlink RRC HFN
MP

Bit string (28)


>Uplink RRC Message sequence number
MP

Integer (0..

15)


>Downlink RRC Message sequence number
OP

Integer (0..

15)
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