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1
Scope

The present document specifies the RLC protocol.

Features for the current Release:

-
Transparent mode.

-
Unacknowledged mode.

-
Acknowledged mode.



4.2.1.1
Transparent mode entities

Figure 4.2 below shows the model of two transparent mode peer entities.
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Figure 4.2: Model of two transparent mode peer entities

The transmitting Tr-entity receives SDUs from the higher layers through the Tr-SAP. RLC might segment the SDUs into appropriate RLC PDUs without adding any overhead. How to perform the segmentation is decided upon when the service is established. RLC delivers the RLC PDUs to lower layer through either a BCCH, DCCH, PCCH, CCCH, SHCCH or a DTCH. The CCCH and SHCCH uses transparent mode only for the uplink. Which type of logical channel depends on if the higher layer is located in the control plane (BCCH, DCCH, PCCH, CCCH, SHCCH) or user plane (DTCH).

The receiving Tr-entity receives PDUs through one of the logical channels from lower layer. RLC reassembles (if segmentation has been performed) the PDUs into RLC SDUs. How to perform the reassembling is decided upon when the service is established. RLC delivers the RLC SDUs to the higher layer through the Tr-SAP.

4.2.1.2
Unacknowledged mode entities

Figure 4.3 below shows the model of two unacknowledged mode peer entities.
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Figure 4.3: Model of two unacknowledged mode peer entities

The transmitting UM-entity receives SDUs from the higher layers. RLC might segment the SDUs into RLC PDUs of appropriate size. The SDU might also be concatenated with other SDUs. RLC delivers the RLC PDUs to lower layer through either a CCCH, SHCCH, DCCH, CTCH or a DTCH. The CCCH and SHCCH uses unacknowledged mode only for the downlink. Which type of logical channel depends on if the higher layer is located in the control plane (CCCH, DCCH, SHCCH) or user plane (CTCH, DTCH).

The receiving UM-entity receives PDUs through one of the logical channels from the MAC sublayer. RLC removes header from the PDUs and reassembles the PDUs (if segmentation has been performed) into RLC SDUs. The RLC SDUs are delivered to the higher layer.

4.2.1.3
Acknowledged mode entity

Figure 4.4 below shows the model of an acknowledged mode entity, when one logical channel (shown as a solid line) and when two logical channels (shown as dashed lines) are used.

In case two logical channels are used in the uplink the first logical channel shall be used for data PDUs and the second logical channel shall be used for control PDUs. In case one logical channel is used, the RLC PDU size shall be the same for AMD PDUs and control PDUs.
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Figure 4.4: Model of an acknowledged mode entity

The transmitting side of the AM-entity receives SDUs from the higher layers. The SDUs are segmented and/or concatenated to PUs of fixed length. PU length is a semi-static value that is decided in bearer setup and can only be changed through bearer reconfiguration by RRC. 

For purposes of RLC buffering and retransmission handling, the operation is the same as if there would be one PU per PDU. For concatenation or padding purposes, bits of information on the length and extension are inserted into the beginning of the last PU where data from an SDU is included. Padding can be replaced by piggybacked status information. This includes setting the poll bit. 

If several SDUs fit into one PU, they are concatenated and the appropriate length indicators are inserted into the beginning of the PU. After that the PUs are placed in the retransmission buffer and the transmission buffer. One PU is included in one RLC PDU. 

The MUX then decides which PDUs and when the PDUs are submitted to lower layer. The PDUs are submitted via a function that completes the RLC-PDU header and potentially replaces padding with piggybacked status information. The RLC entity shall assume a PDU to be transmitted when the PDU is submitted to lower layer.
The ciphering is applied only for AMD PDUs. The fixed 2 octets AMD PDU header is not ciphered. Piggybacked STATUS PDU and Padding parts of AMD PDU when existing are ciphered. The other Control PDUs (i.e. STATUS PDU, RESET PDU, and RESET ACK PDU) shall not be ciphered.
When Piggybacking mechanism is applied the padding is replaced by control information, in order to increase the transmission efficiency and making possible a faster message exchange between the peer to peer RLC entities. The piggybacked control information is not saved in any retransmission buffer. The piggybacked control information is contained in the piggybacked STATUS PDU, which is in turn included into the AMD-PDU. The piggybacked STATUS PDUs will be of variable size in order to match with the amount of free space in the AMD PDU.

The retransmission buffer also receives acknowledgements from the receiving side, which are used to indicate retransmissions of PUs and when to delete a PU from the retransmission buffer.[Note for the editor: Finally no changes on this section have been made]
The receiving side of the AM-entity receives PDUs through one of the logical channels from lower layer. The AMD PDUs are expanded into separate PUs and potential piggybacked status information are extracted. The PUs are placed in the receiver buffer until a complete SDU has been received. The receiver buffer requests retransmissions of PUs by sending negative acknowledgements to the peer entity. After that the headers are removed from the PDUs and the PDUs are reassembled into a SDU. Finally the SDU is delivered to the higher layer. The receiving side also receives acknowledgements from the peer entity. [Note for the editor: Finally no changes on these 2 sentences have been made] The acknowledgements are passed to the retransmission buffer on the transmitting side.

5
Functions

The following functions are supported by RLC. For a detailed description of the following functions see [3]:

-
Segmentation and reassembly.

-
Concatenation.

-
Padding.

-
Transfer of user data.

-
Error correction.

-
In-sequence delivery of higher layer PDUs.

-
Duplicate detection.

-
Flow control.

-
Sequence number check.

-
Protocol error detection and recovery.

-
Ciphering.

-
Suspend/resume function.

9.1.2
Control PDUs

a)
STATUS PDU and Piggybacked STATUS PDU


The STATUS PDU and the Piggybacked STATUS PDU are used in acknowledged mode:

-
by the receiving entity to inform the transmitting entity about missing PUs at the receiving entity;

-
by the receiving entity to inform the transmitting entity about the size of the allowed transmission window;

-
and by the transmitting entity to request the receiving entity to move the receiving window.

b)
RESET PDU


The RESET PDU is used in acknowledged mode to reset all protocol states, protocol variables and protocol timers of the peer RLC entity in order to synchronise the two peer entities.

c)
RESET ACK PDU


The RESET ACK PDU is an acknowledgement to the RESET PDU.

Table 9.1: RLC PDU names and descriptions

	 Data Transfer Mode
	PDU name
	Description

	Transparent 
	TrD
	Transparent mode data

	Unacknowledged 
	UMD
	Sequenced unacknowledged mode data

	Acknowledged 
	AMD
	Sequenced acknowledged mode data

	
	STATUS
	Solicited or Unsolicited Status Report

	
	Piggybacked STATUS
	Piggybacked Solicited or Unsolicited Status Report

	
	RESET
	Reset Command

	
	RESET ACK
	Reset Acknowledgement


9.2.1.6
Piggybacked STATUS PDU

The format of the piggybacked STATUS PDU is the same as the ordinary Control PDU except that the D/C field is replaced by a reserved bit (R2). This PDU can be used to piggyback STATUS PDU in an AMD PDU if the data does not fill the complete AMD PDU. The PDU Type field is set to zero and all other values are invalid for this version of the protocol and the PDU is discarded.
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Figure 9.5: Piggybacked STATUS PDU

9.2.1.7
RESET, RESET ACK PDU

The RESET PDU and RESET ACK PDU have a one-bit sequence number field (RSN). With the aid of this field the Receiver can define whether the received RESET PDU is transmitted by the Sender for the first time or whether it is a retransmission of a previous RESET PDU.
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Figure 9.6: RESET, RESET ACK PDU
9.2.2.4
Polling bit (P)

Length: 1bit.

This field is used to request a status report (one or several STATUS PDUs) from the receiver RLC.

	Bit
	Description

	0
	Status report not requested

	1
	Request a status report


9.2.2.6
Reserved 1 (R1)

Length: 3 bits.

This field in the RESET PDU and RESET ACK PDU is used to achieve octet alignment and for this purpose it is coded as 000. Other functions of it are left for future releases.

9.2.2.8
Length Indicator (LI)

The Length Indicator is used to indicate, each time, the end of an SDU occurs in the PU. The Length Indicator points out the number of octets between the end of the last Length Indicator field and up to and including the octet at the end of an SDU segment. Length Indicators are included in the PUs that they refer to. The size of the Length Indicator may be either 7bits or 15bits. The maximum value of a Length Indicator in AM will be no greater than the RLC PDU size – AMD PDU Header – PADDING. The maximum value of a Length Indicator in UM will be no greater than the RLC PDU size – UMD PDU Header – PADDING.

A Length Indicator group is a set of Length Indicators that refer to a PU. Length Indicators that are part of a Length Indicator group must never be reordered within the Length Indicator group or removed from the Length Indicator group.

If there can be more than one Length Indicator, each specifying the end of an SDU in a PU, the order of these Length Indicators must be in the same order as the SDUs that they refer to.

In the case where the end of last segment of an SDU exactly ends at the end of a PDU and there is no LI that indicates the end of the SDU, the next Length Indicator, shall be placed as the first Length Indicator in the following PU and have value LI=0. 
In the case where a PDU contains a 15-bit LI indicating that an SDU ends with one octet left in the PDU, the last octet of this PDU shall be ignored and shall not be filled with the first octet of the next SDU data.
In the case where the last segment of an RLC SDU is one octet short of exactly filling the previous RLC PU, and 15-bit Length Indicators are used, the Length Indicator shall be placed as the first Length Indicator in the following PU and have value LI=111 1111 1111 1011. The remaining one octet in the previous RLC PU shall be ignored.

A PU that has unused space, to be referred to as padding, shall use a Length Indicator to indicate that this space is used as padding unless the padding size is one octet for PDUs with 15-bit LIs. A padding Length Indicator must be placed after any Length Indicators for a PU. 

All unused space in a PU must be located at the end of the PDU, be a homogeneous space and is referred to as padding. Predefined values of the Length Indicator are used to indicate this. The values that are reserved for special purposes are listed in the tables below depending on the size of the Length Indicator. Only predefined Length Indicator values can refer to the padding space.

STATUS PDUs can be piggybacked on the AMD PDU by using part or all of the padding space. A Length Indicator must be used to indicate the piggybacked STATUS PDU. This Length Indicator takes space from the padding space or piggybacked STATUS PDU and not the PDU data and will always be the last Length Indicator. Where only part of the padding space is used by a piggybacked STATUS PDU then the end of the piggybacked STATUS PDU is determined by one of the SUFI fields NO_MORE or ACK, thus no additional Length Indicator is required to show that there is still padding in the PDU. The padding/piggybacked STATUS PDU predefined Length Indicators shall be added after the very last (i.e. there could be more than one SDU that end within a PDU) Length Indicator that indicates the end of the last SDU segment in the PU. 
If SDU discard with explicit signalling is used an AMD PDU can contain a maximum number of 15 LIs indicating the end of an SDU and the rest of the AMD PDU space shall be used as padding/piggybacked STATUS PDU.

For AM, 7bit indicators shall be used if the AMD PDU size is ( l26 octets. Otherwise 15bit indicators shall be used. For UM, 7bit indicators shall be used if the UMD PDU size is ( l25 octets. Otherwise 15bit indicators shall be used.

The length of the Length Indicator only depends on the size of the largest RLC PDU. The length of the Length Indicator is always the same for all UMD PDUs or AMD PUs, for one RLC entity.
If the maximum RLC PDU size for an RLC entity is not explicitly configured (e.g. on FACH), the length of the Length Indicator is determined by the maximum configured TB size for the transport channel on which the logical channel is mapped.
For the current release, there is one PU in an AMD PDU.

Length: 7bits

	Bit
	Description

	0000000
	The previous RLC PDU was exactly filled with the last segment of a RLC SDU and there is no LI that indicates the end of the SDU in the previous RLC PDU.

	1111100
	UMD PDU: The first data octet in this RLC PDU is the first octet of a RLC SDU. AMD PDU: Reserved (PDUs with this coding will be discarded by this version of the protocol).

	1111101
	Reserved (PDUs with this coding will be discarded by this version of the protocol).

	1111110
	AMD PDU: The rest of the RLC PDU includes a piggybacked STATUS PDU. UMD PDU: Reserved (PDUs with this coding will be discarded by this version of the protocol).

	1111111
	The rest of the RLC PDU is padding. The padding length can be zero.


Length: 15bits

	Bit
	Description

	000000000000000
	The previous RLC PDU was exactly filled with the last segment of an RLC SDU and there is no LI that indicates the end of the SDU in the previous RLC PDU.

	111111111111011
	The last segment of an RLC SDU was one octet short of exactly filling the previous RLC PDU and there is no LI that indicates the end of the SDU in the previous RLC PDU. The remaining one octet in the previous RLC PDU is ignored.

	111111111111100
	UMD PDU: The first data octet in this RLC PDU is the first octet of a RLC SDU. AMD PDU: Reserved (PDUs with this coding will be discarded by this version of the protocol).

	111111111111101
	Reserved (PDUs with this coding will be discarded by this version of the protocol).

	111111111111110
	AMD PDU: The rest of the RLC PDU includes a piggybacked STATUS PDU. UMD PDU: Reserved (PDUs with this coding will be discarded by this version of the protocol).

	111111111111111
	The rest of the RLC PDU is padding. The padding length can be zero.


9.2.2.11.6
The Relative List super-field

The Relative List super-field consists of a type identifier field (RLIST), a list length field (LENGTH), the first sequence number (FSN) and a list of LENGTH number of codewords (CW) as shown in Figure 9.13 below.

	Type = RLIST

	LENGTH

	FSN

	CW1

	CW2

	…

	CWLENGTH


Figure 9.13: The RList fields in a STATUS PDU

LENGTH

Length: 4 bits 

The number of codewords (CW) in the super-field of type RLIST.

FSN

Length: 12 bits

The sequence number for the first erroneous PU in the RLIST, i.e. LENGTH="0000" means that only FSN is present in the SUFI. 

CW

Length: 4 bits

The CW consists of 4 bits where the three first bits are part of a number and the last bit is a status indicator and it shall be interpreted as follows:

	Code Word
	Description

	X1X2X3 0
	Next 3 bits of the number are X1X2X3 and the number continues in the next CW. The most significant bit within this CW is X1.

	X1X2X3 1
	Next 3 bits of the number are X1X2X3 and the number is terminated. The most significant bit within this CW is X1. This is the most significant CW within the number.


By default, the number given by the CWs represents a distance between the previous indicated erroneous PU up to and including the next erroneous PU.

One special value of CW is defined:

000 1
'Error burst indicator'.

The error burst indicator means that the next CWs will represent the number of subsequent erroneous PUs (not counting the already indicated error position). After the number of errors in a burst is terminated with XXX 1, the next codeword will again by default be the least significant bits (LSB) of the distance to the next error.
9.2.2.11.7
The Move Receiving Window Acknowledgement super-field

The 'Move Receiving Window Acknowledgement' super-field acknowledges the reception of a MRW SUFI. The format is given in Figure 9.14 below.

	Type = MRW_ACK

	N

	SN_ACK


Figure 9.14: The MRW-ACK fields in a STATUS PDU

N

Length: 4 bits

The N field shall be set equal to the NLENGTH field in the received MRW SUFI if the SN_ACK field is equal to the SN_MRWLENGTH field. Otherwise N shall be set to 0.

With the aid of this field in combination with the SN_ACK field, it can be determined if the MRW_ACK corresponds to a previously transmitted MRW SUFI. 

SN_ACK 

Length: 12 bits

The SN_ACK field indicates the updated value of VR(R) after the reception of the MRW SUFI. With the aid of this field in combination with the N field, it can be determined if the MRW_ACK corresponds to a previously transmitted MRW SUFI.
9.2.2.11.8
The Move Receiving Window (MRW) super-field

The 'Move Receiving Window' super-field is used to request the RLC receiver to move its receiving window and to indicate the amount of discarded SDUs, as a result of a SDU discard in the RLC transmitter. The format is given in Figure 9.15 below.
	Type = MRW

	LENGTH

	SN_MRW1

	SN_MRW2

	...

	SN_MRWLENGTH

	NLENGTH


Figure 9.15: The MRW fields in a STATUS PDU
LENGTH

Length: 4 bits 

The number of SN_MRWi fields in the super-field of type MRW. The values "0001" through "1111" indicate 1 through 15 SN_MRWi respectively. The value "0000" indicates that one SN_MRWi field is present and that the discarded SDU extends above the configured Tx window in the transmitter.
SN_MRWi
Length: 12 bits

SN_MRWi is used to indicate the end of each discarded SDU. SN_MRWi is the sequence number of the PU that contains the LI of the i:th discarded SDU (except when NLENGTH = 0, see definition of NLENGTH). 

Additionally SN_MRWLENGTH requests the RLC receiver to discard all PUs with sequence number < SN_MRWLENGTH, and to move the receiving window accordingly. In addition, the receiver has to discard the first NLENGTH LIs and the corresponding data bytes in the PU with sequence number SN_MRWLENGTH.
NLENGTH
Length: 4 bits

NLENGTH is used together with SN_MRWLENGTH to indicate the end of the last discarded SDU.
NLENGTH indicates which LI in the PU with sequence number SN_MRWLENGTH corresponds to the last discarded SDU. NLENGTH = 0 indicates that the last SDU ended in the PU with sequence number SN_MRWLENGTH –1 and that the first data byte in the PU with sequence number SN_MRWLENGTH is the first data byte to be reassembled next.
9.2.2.12
Reserved 2 (R2)

Length: 1 bit

This bit in the Piggybacked STATUS PDU is used to achieve octet alignment and for this purpose it is coded as 0. Otherwise the PDU is treated as invalid and hence shall be discarded by this version of the protocol.

9.3.1.1
Null State

In the null state the RLC entity does not exist and therefore it is not possible to transfer any data through it.

Upon reception of a CRLC-CONFIG-Req from higher layer the RLC entity is created and transparent data transfer ready state is entered.

9.3.1.2
Transparent Data Transfer Ready State

In the transparent data transfer ready, transparent mode data can be exchanged between the entities. Upon reception of a CRLC-CONFIG-Req from higher layer the RLC entity is terminated and the null state is entered.
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Figure 9.16: The state model for transparent mode entities

9.3.2.1
Null State

In the null state the RLC entity does not exist and therefore it is not possible to transfer any data through it.

Upon reception of a CRLC-CONFIG-Req from higher layer the RLC entity is created and unacknowledged data transfer ready state is entered.

9.3.2.2
Unacknowledged Data Transfer Ready State

In the unacknowledged data transfer ready, unacknowledged mode data can be exchanged between the entities. Upon reception of a CRLC-CONFIG-Req from higher layer the RLC entity is terminated and the null state is entered.

9.3.2.3
Local Suspend State

Upon reception of a CRLC-SUSPEND-Req from higher layer (RRC) the RLC entity is suspended and the Local Suspend state is entered. In the Local Suspend state RLC shall not send RLC-PDUs with SN>=VT(US)+N. Upon reception of a CRLC-RESUME-Req from higher layer (RRC) the RLC entity is resumed and the Data Transfer Ready state is entered. 
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Figure 9.17: The state model for unacknowledged mode entities

9.3.3.1
Null State

In the null state the RLC entity does not exist and therefore it is not possible to transfer any data through it.

Upon reception of a CRLC-CONFIG-Req from higher layer the RLC entity is created and acknowledged data transfer ready state is entered.

9.3.3.3
Reset Pending State

In the reset pending state the entity waits for a response from its peer entity and no data can be exchanged between the entities. Upon reception of a CRLC-CONFIG-Req from higher layer the RLC entity is terminated and the null state is entered.

Upon reception of a RESET ACK PDU with the same RSN value as in the corresponding RESET PDU, the RLC entity resets the protocol (see subclause 11.4.4), sets the hyper frame number HFN (DL HFN when the RESET ACK is received in UE or UL HFN when the RESET ACK is received in UTRAN) equal to the HFNI field in the RESET ACK PDU and one of the following state transitions take place.

The RLC entity enters the acknowledged data transfer ready state if Reset Pending State was entered from Acknowledged Data Transfer Ready State or if Reset Pending State was entered from Local Suspend State and a CRLC-RESUME–Req was received in Reset Pending State. 

The RLC entity enters into Local Suspend State if Reset Pending State was entered from Local Suspend State or if Reset Pending State was entered from Acknowledged Data Transfer Ready State and a CRLC-SUSPEND-Req was received in Reset Pending State.
Upon reception of a RESET ACK PDU with a different RSN value as in the corresponding RESET PDU the RESET ACK PDU is discarded.
Upon reception of a RESET PDU, the RLC entity resets the protocol (see subclause 11.4.3), sets the hyper frame number HFN (DL HFN when the RESET is received in UE or UL HFN when the RESET is received in UTRAN) equal to the HFNI field in the RESET PDU, sends a RESET ACK PDU and stays in the reset pending state.
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Figure 9.18: The state model for the acknowledged mode entities when reset is performed

9.3.3.4
Local Suspend State

Upon reception of a CRLC-SUSPEND-Req from higher layer (RRC) in Acknowledge Data Transfer Ready State the RLC entity is suspended and the Local Suspend state is entered. In the Local Suspend state RLC shall not send a RLC-PDUs with a SN>=VT(S)+N. Upon reception of CRLC-RESUME-Req from higher layer (RRC) in this state, the RLC entity is resumed and the Data Transfer Ready state is entered.
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Figure 9.19: The state model for the acknowledged mode entities when local suspend is performed

9.7.3
SDU discard function for acknowledged, unacknowledged, and transparent mode
The SDU discard function allows to discharge RLC PDU from the buffer on the transmitter side, when the transmission of the RLC PDU does not success for a long time. The SDU discard function allows to avoid buffer overflow. There will be several alternative operation modes of the RLC SDU discard function.. The network (RRC) controls, which discard function shall be used for each RLC entity.
The following is a list of operation modes for the RLC SDU discard function.

Table 9.2: List of criteria’s that control when to perform SDU discard

	Operation mode
	Presence

	Timer based discard, with explicit signalling
	Network controlled

	Timer based discard, without explicit signalling
	Network controlled

	SDU discard after MaxDAT number of retransmissions
	Network controlled






[Note for the editor: Finally the CR does not modify this section]

9.7.7
RLC stop, RLC Continue function

The higher layer may stop the RLC entity. The stop parameter in the CRLC-CONFIG-Req primitive indicates this request. The RLC entity shall, when receiving this request, not submit any RLC PDUs to lower layer or receive any RLC PDUs. The data transmission and reception is continued when the continue parameter in the CRLC-CONFIG-Req primitive is received. If the continue parameter is received when the RLC entity is not stopped, no action shall be taken.

When the RLC entity is stopped, the RLC timers are not affected. Triggered polls and status transmissions are delayed until the RLC entity is continued.
11.1.2.1
TrD PDU contents to set

The TrD PDU includes a complete SDU or a segment of a SDU. How to perform the segmentation is decided upon when the service is established. No overhead or header is added, instead segmentation is done based on which of the transport formats of the transport channel that will be used. A particular transport format informs the receiver how the segmentation was performed.

11.4.2.1
RESET PDU contents to set

The size of the RESET PDU shall be equal to one of the allowed PDU sizes. The hyper frame number indicator field (HFNI) shall be set equal to the currently used HFN (DL HFN when the RESET is sent by UTRAN or UL HFN when the RESET is sent by the UE). The RSN field shall indicate the sequence number of the RESET PDU. This sequence number is incremented every time a new RESET PDU is transmitted, but not when a RESET PDU is retransmitted.

11.5.2.2
STATUS PDU contents to set

The size of the STATUS PDU shall be equal to one of the allowed PDU sizes. The information that needs to be transmitted in a status report can be split into several STATUS PDUs if one STATUS PDU does not accommodate all the information. A SUFI cannot be split into several STATUS PDUs. Indication of the same PU shall not be given in more than one STATUS PDU of a STATUS report, but the ACK SUFI can be present in more than one STATUS PDU of a status report.

Which SUFI fields to use is implementation dependent, but the status report shall include information about PUs that have been received and information about all PUs detected as missing. No information shall be given for PUs with SN(VR(H), i.e. PUs that have not yet reached the receiver.

Padding shall be inserted if the SUFI fields do not fill an entire STATUS PDU. If the PDU contains padding the last SUFI field shall be either an ACK SUFI or a NO_MORE SUFI. If there is no padding in the STATUS PDU, NO_MORE SUFI or ACK SUFI does not need to be included in the STATUS PDU.

11.6.2
Initiation

This procedure is initiated by the sender when the following conditions are fulfilled:

1)
Timer based SDU discard with explicit signalling is used, and Timer_Discard expires for an SDU.

2)
SDU discard after MaxDAT number of retransmissions is used, and MaxDAT number of retransmissions is reached for a SDU.

The sender shall discard all PUs that contain segments of the associated SDUs. If the concatenation function is active, PDUs carrying segments of other SDUs that have not timed out shall not be discarded. VT(A) shall be updated when the procedure is terminated, and VT(S) shall be updated when a new MRW SUFI which includes SN_MRWLENGTH (VT(S) is transmitted.
The sender shall transmit a status report on the DCCH logical channel if the sender is located in the control plane and on the DTCH if it is located in the user plane.

This status report is sent even if the 'STATUS prohibit' is used and the timer 'Timer_Status_Prohibit' or 'Timer_EPC' are active.

The STATUS PDUs have higher priority than data PDUs.

The sender shall start timer Timer_MRW. If a new SDU discard procedure is triggered when Timer_MRW is running, no new MRW SUFIs shall be sent before the current SDU discard procedure is terminated by one of the termination criteria. 

11.6.4
Termination

The procedure is terminated in the sender in the following cases:
1.
On the reception of a STATUS PDU which contains an MRW_ACK SUFI with SN_ACK > SN_MRWLENGTH and with the N field set equal to zero.

2.
On the reception of a STATUS PDU which contains an ACK SUFI indicating VR(R ) > SN_MRWLENGTH 
3.
On reception of a STATUS PDU which contains an MRW_ACK with SN_ACK = SN_MRWLENGTH and with the N field set equal to the NLENGTH indicated in the transmitted MRW SUFI. 
If one of the termination criteria above is fulfilled, Timer_MRW shall be stopped and the discard procedure is terminated.

When VT(MRW) reaches MaxMRW, the procedure is terminated and an RLC reset shall be performed.
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