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1
Introduction

In the first 3GPP RAN WG2 meeting, it was agreed to review the annexes of MAC protocol specification and merge them to the main part of it. However some parts are still remained as it is. Therefore this contribution deals with them and proposes changes to the annexes.

2 Discussion and proposal

In this section each parts of the annexes of [1] are reviewed one by one and proposal are presented respectively.

* * * represents a text in annexes,  * * * represents a text in main part of specification.

2.1 General functions

Following text is in [1] annex, 14.1 General functions.
-- Traffic Monitor Function:

The Traffic monitor function measures traffic amount of the logical channels for controlling the Switching Function by RRC.

Following text is in [1], 6.1 Description of he MAC functions.

· Traffic volume monitoring

Also following text is in [2], 5.3.1.2 MAC functions.
· Traffic volume monitoring. Measurement of traffic volume on logical channels and reporting to RRC. Based on the reported traffic volume information, RRC performs transport channel switching decisions. 

Information in the annex is included in the current specifications. Therefore the text can be removed.

Following text is in [1] annex, 14.1 General functions.
-- Switching Function:

The Switching Function houses less time-critical functions that need co-ordination among different transport channel formats such as the execution of the switch between FACH/RACH and DCHs, and vice versa. The Switching Function also communicates with RRC in order to appropriately deal with DCCH and DTCH.

Following text is in [1], 6.1 Description of he MAC functions.

· Dynamic Transport Channel type switching

Also following text is in [2], 5.3.1.2 MAC functions.
· Dynamic Transport Channel type switching. Execution of the switching between common and dedicated transport channels based on a switching decision derived by RRC.
Information in the annex is included in the current specifications. Therefore the text can be removed.

Following text is in [1] annex, 14.1 General functions.
-- Multiplexing Function:

The Multiplexing Function multiplexes/de-multiplexes data between the logical channel (CCCH, DCCH and DTCH) and the transport channels (FACH and RACH) in consideration of the appropriate prioritisation. The transport channels are de-multiplexed by using LID (Logical Channel Identifier).

i) On condition that LID of a MAC-PDU from FACH/RACH indicates ”10000” - ”11111”, the MAC PDU is transmitted to DTCH. 

ii) On condition that LID of a MAC PDU from FACH/RACH indicates ”00100”, the MAC PDU is transmitted to DCCH.
Furthermore, the Multiplexing function can multiplex data from several instances of the logical channels DTCH and BCCH onto their respective transport channels, i.e. DCH and BCH. For DTCH, demultiplexing from one DCH to several DTCHs is also handled

iii) Using LID of a MAC PDU from DCH, the MAC PDU is transmitted to the appropriate DTCH.

iv) Using LID of a MAC PDU from BCCH, the MAC PDU is transmitted to the appropriate BCH.

Following text is in [1], 6.1 Description of he MAC functions.

· Multiplexing/demultiplexing of higher layer PDUs into/from transport blocks delivered to/from the physical layer on common transport channels

· Multiplexing/demultiplexing of higher layer PDUs into/from transport block sets delivered to/from the physical layer on dedicated transport channels

Also following text is in [2], 5.3.1.2 MAC functions.
· Multiplexing/demultiplexing of higher layer PDUs into/from transport blocks delivered to/from the physical layer on common transport channels. MAC should support service multiplexing for common transport channels, since the physical layer does not support multiplexing of these channels. 

· Multiplexing/demultiplexing of higher layer PDUs into/from transport block sets delivered to/from the physical layer on dedicated transport channels. The MAC allows service multiplexing for dedicated transport channels. This function can be utilized when several upper layer services (e.g. RLC instances) can be mapped efficiently on the same transport channel. In this case the identification of multiplexing is contained in the MAC protocol control information.

Also in 4.2 MAC architecture of [1] the mechanism to switch MAC PDU in each MAC entity is described. Regarding LID, it is replaced with C/D field and C/T field in the main part of [1]. 
Regarding prioritization, following text is in [2], 5.3.1.2 MAC functions. 
· Priority handling between UEs by means of dynamic scheduling. In order to utilize the spectrum resources efficiently for bursty transfer, a dynamic scheduling function may be applied. Priority handling on common and shared transport channels is realized by MAC. Note that for dedicated transport channels, the equivalent of the dynamic scheduling function is implicitly included as part of the reconfiguration  function of the RRC sublayer. For TDD it is regarded as further study item.

Information in the description in the annex is included in the current specifications.

The text can be removed with considering the bit configuration in LID later.
Following text is in [1] annex, 14.1 General functions.
-- Retransmission Function:

The Retransmission Function realises a stop-and-wait ARQ scheme over FACH and RACH. This function is omitted if RRC sets the maximum number of retransmission (NRA)  to 0.

It has been agreed to remove retransmission scheme in MAC. Therefore the text can be removed.
Following text is in [1] annex, 14.1 General functions.
-- MAC Header Handling Function

This function is applied to RACH,FACH, BCH and DCH. This function constructs MAC header and adds the header to LAC-PDU to assemble MAC-PDU. And this function deletes MAC header from MAC-PDU to disassemble LAC-PDU and informs the retransmission function and the multiplexing function of contents included in the header.

FACH-ACK is returned from BSS to MS as a MAC header when BSS received correctly MAC-PDU through RACH. This function constructs FACH-ACK based on information from the retransmission function that includes RNTI of RACH received correctly.

MAC headers in the main part of [1] consist of C/D field, UE-Id, and C/T field. Each of them is handled in different entities (see 4.2 Overview on MAC architecture), and the function is divided into them. Regarding the latter half of the paragraph, FACH-ACK does not exist,  therefore the part should be removed.

Following text is in [1] annex, 14.1 General functions.
-- Access Control Function:

The Access Control Function makes a schedule for transport blocks (MAC-PDUs) into the transport channels and synchronises with physical layer in building transport block sets that are transmitted as radio frames by physical layer. If RACH is used for transport channel, slotted ALOHA is adopted as multi-access scheme in Access Control Function.

Also following text is in [2], 5.3.1.2 MAC functions.
· Selection of appropriate Transport Format for each Transport Channel depending on instantaneous source rate. Given the Transport Format Combination Set assigned by RRC, MAC selects the appropriate transport format within an assigned transport format set for each active transport channel depending on source rate. The control of transport formats ensures efficient use of transport channels.

Information in the annex is included in the main part of specifications. Regarding multi-access scheme, it should be described in RACH procedure. Therefore the text should be removed.

2.2 Common channel related functions
Following text is in [1] annex.

14.2.1
Control of BCH

14.2.1.1
Overview

The Scheduling Functions are used for control of BCH.

14.2.1.2
Scheduling of BCH

Related MAC function entity: ACFE - Access Control function

Two kinds of BCH are mapped to the perch channel. One of them is for BCCH-C transmission, the other is for BCCH-V transmission. Access Control Function in ACFE makes a schedule for two kinds of BCH messages into the BCH in consideration of SFN (System Frame Number).

Also following text is in [2], 5.3.1.2 MAC functions.
· Scheduling of broadcast, paging and notification messages. This function provides mechanisms for efficient transfer of broadcast, paging and notification messages by means of  appropriate scheduling and repetition of the messages.
The scheduling function is explained. Regarding BCCH-C and BCCH-V, the necessity to divide has not recognized in TSG RAN WG2.  Therefore related texts should be removed.

Following text is in [1] annex.

14.2.2
Control of PCH

14.2.2.1
Overview

The Scheduling Function is used for control of PCH.

[Note (Tdoc 009/99): Retransmission function is not applied to PCH in MAC. Retransmission of paging message is achieved by layer 3 protocol.]

14.2.2.2
Scheduling of PCH

Related MAC function entity: ACFE - Access Control function

Access Control Function in ACFE makes a schedule for PCCH LAC-PDUs of 288 paging groups based on the group identifier indicated by the upper layer.

Following text is in [2], 5.3.1.2 MAC functions.
· Scheduling of broadcast, paging and notification messages. This function provides mechanisms for efficient transfer of broadcast, paging and notification messages by means of  appropriate scheduling and repetition of the messages.
Information in the annex is included in the main part of specifications. The based information for scheduling as the number of paging groups is FFS. 

Following text is in [1] annex.

14.2.3
Control of FACH

14.2.3.1
Overview

The Forward Access Channel (FACH) is used in the forward link to carry control information and user packets to a mobile station. The functions associated with the FACH are

· Scheduling

· Multiplexing / demultiplexing

· Inband identification of MSs

· Selection of appropriate transport format (see 14.1 )

Procedures associated with the FACH are

· Random access procedure (see 15.1 )

These functions are handled by MAC-c entity, and following text describing the MAC-c entity is in [1], 4.2.3 Traffic Related Architecture – UE Side.

Figure 4.2.3.2 shows the UE side MAC-c entity. The following functionality is covered:

· The C/D MUX box represents the insertion and detection of the field in the MAC header, indicating whether a common or dedicated logical channel is used.

· The c-RNTI field in the MAC header is used to distinguish between UEs.

· In the uplink, the possibility of transport format selection exists.

· Selection of  Access Service Classes ( ASC ) for RACH, details on definition of  ASC and the relation to the RACH retransmission algorithm are ffs. 

Also following text is in [1], 4.2.4 Traffic Related Architecture – UTRAN Side. 

Figure 4.2.4.2 shows the UTRAN side MAC-c entity. The following functionality is covered:

· The C/D box represents the insertion and detection of the field in the MAC header, indicating whether a common or dedicated logical channel is used.

· For dedicated type logical channels, the c-RNTI field in the MAC header is used to distinguish between UEs.

· In the downlink, transport format selection might be done if FACH is variable rate.

Multiplexing / demultiplexing, Inband identification of MSs and Selection of appropriate transport format are included in the main part. Regarding Random access procedure, FFS ?? Regarding scheduling ??
Following text is in [1] annex.

14.2.3.2
Scheduling of ACK, control and user data transmission 

Related MAC function entity: ACFE - Access Control Function

This function provides mechanisms for efficient transfer of FACH-ACK (see 14.1, 15.1), control and user data by means of appropriate scheduling of the messages. This includes the usage of priority information. The priority is arranged in the following order:

1. FACH-ACK

2. Control

3. User

When the information content is the same, the information that gave transmission request earliest shall be transmitted with the highest priority (FIFO). FACH-ACK shall always be transmitted in the first timeslot set. Further scheduling rules are:

· When the information amount of the higher layer information type transmitted by FACH radio unit is worth of plural number of FACH radio units, transmission continuous in time is guaranteed. In no case, other higher layer information types can break in and be transmitted. The FACH-ACK is transmitted at the highest priority as aforesaid, but can never break a long FACH radio unit.

· The MS shall be able to simultaneously receive all FACH on one Common Physical Channel.  When multiple number of physical channels for common control for transmitting FACH are transmitted from the BSS, the MS shall receive only one Common Physical Channel.

· The FACH-ACK can mount maximal 7 of RNTI (see Annex 3 )

· The FACH-ACK shall be transmitted with the highest priority even if its transmission request timing comes later than other FACHs.

· When there are some cases that ACK was not returned for the RACH that detected CRC OK at the time immediately before the transmission timing of radio frame for FACH, the ACK-FACH shall be transmitted by the first FACH from the ones that have the oldest timing among those that received CRC OK.  However, those that already passed TBS-ACK msec or more after detecting CRC OK shall be removed from the list of transmitting ACK mode FACH.

FACH-ACK related texts should be removed according to TSG RAN WG2 agreement. Regarding 

Scheduling of control and user data on FACH should be operated by MAC-c and RRC ??

Following text is in [1] annex.
14.2.3.3
Multiplexing/demultiplexing of higher layer PDUs to/from a FACH

Related MAC function entity: ACFE-Multiplexing Function

MAC should support service multiplexing for common transport channels, since the physical layer does not support multiplexing of these channels. This includes multiplexing of data from the U-plane and from the C-plane. The data blocks are put together according to the scheduling of control and user data before being sent on the FACH.
Following text is in [2], 5.3.1.2 MAC functions.

· Multiplexing/demultiplexing of higher layer PDUs into/from transport blocks delivered to/from the physical layer on common transport channels. MAC should support service multiplexing for common transport channels, since the physical layer does not support multiplexing of these channels. 
Information in the annex is included in the current specifications. Regarding scheduling of FACH ??
Following text is in [1] annex.
14.2.3.4
Inband identification of MSs

Related MAC function entity: ACFE - Access Control Function

When a particular MS is addressed on FACH, there is a need for inband identification of the MS. This is because on the FACH there is no user separation by code or frequency like on dedicated channels. Since the MAC layer handles the access to, and multiplexing onto, the transport channels, the identification functionality is naturally also placed in MAC. The MS is identified by the RNTI. This RNTI is notified by RRC messages (see Annex 3).

Following text is in [1], 4.2.3 Traffic Related Architecture – UE Side.

· The c-RNTI field in the MAC header is used to distinguish between UEs.

RNTI in the annex is replaced with c-RNTI in the main part. Though information in the annex is included in the main part of specifications. Therefore the text can be removed.

Following text is in [1] annex.
14.2.3 Control of RACH

Note ( see Tdoc TSG_RAN_WG2 009/99 ) : The random selection of spreading codes is related to the usage of signatures, and is therefore to be discussed in WG1.

14.2.3.1 Overview

The Random Access Channel (RACH) is used in the reverse link to carry control information and user packets from a mobile station. The functions associated with the RACH are

· Scheduling

· Multiplexing/demultiplexing

· Inband identification of MSs

· Selection of appropriate transport format ( see 14.1)

Procedures associated with the RACH are

· Random access procedure ( see15.1 )

These functions are handled by MAC-c entity, and following text describing the MAC-c entity is in [1], 4.2.3 Traffic Related Architecture – UE Side.

Figure 4.2.3.2 shows the UE side MAC-c entity. The following functionality is covered:

· The C/D MUX box represents the insertion and detection of the field in the MAC header, indicating whether a common or dedicated logical channel is used.

· The c-RNTI field in the MAC header is used to distinguish between UEs.

· In the uplink, the possibility of transport format selection exists.

· Selection of  Access Service Classes ( ASC ) for RACH, details on definition of  ASC and the relation to the RACH retransmission algorithm are ffs. 

Also following text is in [1], 4.2.4 Traffic Related Architecture – UTRAN Side. 

Figure 4.2.4.2 shows the UTRAN side MAC-c entity. The following functionality is covered:

· The C/D box represents the insertion and detection of the field in the MAC header, indicating whether a common or dedicated logical channel is used.

· For dedicated type logical channels, the c-RNTI field in the MAC header is used to distinguish between UEs.

· In the downlink, transport format selection might be done if FACH is variable rate.

Multiplexing / demultiplexing, Inband identification of MSs and Selection of appropriate transport format are included in the main part. Regarding Random access procedure, FFS ?? Regarding scheduling ??
Following text is in [1] annex.
14.2.4.2
Scheduling of control and user data transmission

Related MAC function entity: ACFE – Access Control Function

This function provides mechanisms for efficient transfer of control and user data by means of appropriate scheduling and repetition of the  RACH transport blocks. The control data has higher priority than user data.

Random Access/Packet mode:

Initial Transmission:

· When the mobile station begins to transmit the first radio frame of RACH transport blocks, the transmission timing offset, the RACH spreading code and the signature shall be  determined as follows:

The transmission timing offset  (frame and/or slot), the RACH spreading code and the signature of 
the first radio frame on a RACH are determined pseudo-randomly. Possible timing offsets,  

spreading codes and signatures are determined by a set broadcasted via BCCH. The MAC header
generation is described in the section on the PDU format (9.2.1).

Succeeding Transmission:

· When the mobile station continues to transmit the succeeding (second or more) radio frames because the layer 3 message length is longer than a RACH transport block size, the transmission timing offset, the RACH spreading code and signature shall be  determined as follows:

The transmission timing offset (frame and/or slot) shall be determined pseudo-randomly. The
RACH spreading code and the signature of the succeeding radio frame can be determined pseudo
-randomly. The same RNTI shall be used as in the previous radio frame (for the radio frames
belonging to the same CPS).
Retransmission:

· If the mobile station fails to receive an ACK within TMS-ACK msec it retransmits the radio frame after a pseudo-random delay. This implies automatically the use of the same RNTI for retransmission. The maximum number of allowed retransmissions shall be set to NRA. Transmission timing offset,  RACH spreading code and signature may be adapted in order to decrease collision probability.

Scheduling of control and user data transmission on RACH is 

· Access Service Class selection for RACH transmission. The RACH resources (i.e. access slots and preamble signatures) may be divided between different Access Service Classes in order to provide different priorities of RACH usage. This function selects, based upon the  type of data to be transmitted, the RACH parameters in accordance with  the Service Access Class assignment.

[Editor’s note: This function may support admission control.  Its impact on BCCH capacity and its effects on RACH interference, retransmission and back-off time remains ffs.]
Following text is in [1] annex.
14.2.4.3
Multiplexing/demultiplexing of higher layer PDUs to/from a RACH

Related MAC function entity: ACFE - Multiplexing Function

MAC should support service multiplexing for common transport channels, since the physical layer does not support multiplexing of these channels. 

Following text is in [2], 5.3.1.2 MAC functions.

· Multiplexing/demultiplexing of higher layer PDUs into/from transport blocks delivered to/from the physical layer on common transport channels. MAC should support service multiplexing for common transport channels, since the physical layer does not support multiplexing of these channels. 

Information in the annex is included in the main part of specifications. Therefore the text can be removed.

Following text is in [1] annex.
14.2.4.4
Inband Identification of MSs 

Related MAC function entity: ACFE - Access Control Function

The unambiguous separation of different MSs using the contention based RACH channel is handled by MAC. When a particular MS is using the RACH, there is a need for inband identification of the MS. Since the MAC layer handles the access to, and multiplexing onto, the transport channels, the identification functionality is naturally also placed in MAC. When several random access packets are received at the BS the physical layer detects them and delivers them to the MAC. The MAC distinguishes the valid random access packets by different RNTIs. Thus the MS is identified by the RNTI.

Following text is in [1], 4.2.3 Traffic Related Architecture – UE Side.

· The c-RNTI field in the MAC header is used to distinguish between UEs.

RNTI in the annex is replaced with c-RNTI in the main part. Though information in the annex is included in the main part of specifications. Therefore the text can be removed.

2.3 Dedicated channel related functions
Following text is in [1] annex.
14.3
Control of DCH

14.3.1
Overview

Functions associated with dedicated channels are:

· Selection of appropriate transport format (described in other functions)

· Priority handling between data flows of one MS

· Traffic volume monitoring (described in other functions)

Detail of DCH related functions are described in MAC-d entity.

UE -side

· In the uplink, transport format combination selection (out of the RRC assigned transport format combination set) is performed to prioritise transport channels. 

· Dynamic transport channel type switching is performed by this entity, based on decision taken by RRC.

Following text is in [1] annex.
14.3.2
Priority handling between data flows of one MS

Related MAC function entity: ACFE – Access Control Function

When selecting between the allowed transport formats for a given user, priorities of data flows to be mapped onto the corresponding Transport Channels can be taken into account. Priorities are e.g. given by attributes of radio bearer services and transmitter buffer status. Priority handling is achieved by selecting a ”high bit rate” transport format for high-priority data, at the same time letting lower priority data be mapped with a ”low bit rate” (could be zero bit rate) transport format. 

In this case the load control facilities within RRC control only the aggregate capacity of the user. With this approach, fast re-scheduling  with the resolution of transport blocks is possible. Scheduling on MAC can be the primary approach also when multiplexing is done on the physical layer.

If different NRT (non-real-time) radio bearers require different channel coding (or service-specific rate matching), i.e. scheduling is done among multiple dedicated channels, there may be no simple rule for performing the scheduling function between these services. This matter may require further study. Also, MAC cannot re-schedule traffic that has been scheduled by a higher layer.

Following is in [2], 5.3.1.2 MAC functions.
· Priority handling between data flows of one UE. When selecting between the Transport Format Combinations in the given Transport Format Combination Set, priorities of the data flows to be mapped onto the corresponding Transport Channels can be taken into account. Priorities are e.g. given by attributes of radio access bearer services and RLC buffer status. The priority handling is achieved by selecting a Transport Format Combination for which high priority data is mapped onto L1 with a “high bit rate” Transport Format, at the same time letting lower priority data be mapped with a “low bit rate” (could be zero bit rate) Transport Format.  Transport format selection may also take into account transmit power indication from Layer 1.   

Information in the annex is included in the current specifications. Therefore the text can be removed.

2.4 Other functions

Following text is in [1] annex.
14.4
Other functions

This section contains functions that are not directly associated with any specific type of transport channels or which should be seen as operations, where MAC shares the responsibility for the function with RRC. Where RRC participation is assumed, a more detailed description of the MAC operation is given below.

Other functions currently consist of:

· Selection of appropriate transport format (applicable to DCH, RACH, FACH)

· Traffic volume measurement (reporting to RRC)

· Channel type switching execution (decision by RRC)

· Priority handling between different users by means of scheduling (Resource division between users controlled by RRC, thus may later be moved to RRC)

Detail of These functions are discussed later and the text should be removed.. 

Following text is in [1] annex.

14.4.1
Selection of appropriate transport format

Related MAC function entity: ACFE – Access Control Function

MAC chooses the appropriate transport format within the transport format combination set according to the required transmission rate (see 14.1 ).

For RACH and FACH, the present specification defines two kinds of transport format.

Following text is in [2], 5.3.1.2 MAC functions.
· Selection of appropriate Transport Format for each Transport Channel depending on instantaneous source rate. Given the Transport Format Combination Set assigned by RRC, MAC selects the appropriate transport format within an assigned transport format set for each active transport channel depending on source rate. The control of transport formats ensures efficient use of transport channels.

Information in the annex is included in the main part of specifications. Therefore the text can be removed.

Following text is in [1] annex.
14.4.2
Traffic volume measurement

Related MAC function entity: MAFE – Traffic Monitoring Function

Measurement of traffic volume and reporting to RRC.

The information on traffic volume and transmitter buffer status can influence admission control and the allocation of transport formats by RRC. The same information is sent by MAC to RRC that uses the information as a basis for the decision if channel type switching needs to be performed (see 14.1 ). Indication of needed switching from common to dedicated, from dedicated to common channels or from dedicated to dedicated channel with different rate is based on the traffic volume measurements. This information is passed to RRC.

Following text is in [2], 5.3.1.2 MAC functions.
· Traffic volume monitoring. Measurement of traffic volume on logical channels and reporting to RRC. Based on the reported traffic volume information, RRC performs transport channel switching decisions. 

Information in the annex is included in the main part of specifications. Relationship with channel type switching is FFS.

Following text is in [1] annex.
14.4.3
Channel type switching execution

Related MAC function entity: MAFE – Switching Function

Execution of the switching between common (RACH and FACH) and dedicated transport channels. It is currently assumed, that based on the traffic volume measurements of MAC (5.1) RRC makes the decision on channel type switching and signals the transition to both peer MAC entities, which then execute the switch.

This function means connecting the logical DTCH to either RACH and FACH, or a dedicated transport channel.

Following text is in [2], 5.3.1.2 MAC functions.
· Dynamic Transport Channel type switching. Execution of the switching between common and dedicated transport channels based on a switching decision derived by RRC.

The description of the function is same. Regarding based information for switching is FFS. 

Following text is in [1] annex.
14.4.4
Priority handling between data flows of different users by means of  scheduling

Related MAC function entity: MAFE – Traffic Monitoring Function

[Editor’s note: For dedicated channels, this part may be later moved to RRC.]

In order to utilize the spectrum resources efficiently for bursty traffic (packet), a dynamic scheduling function may be applied. The control of radio resources between users is an RRC function. MAC, being the entry point for user data within BSS, has the function to perform the needed resource negotiation with RRC. This is closely connected to traffic volume monitoring and is thus performed by MAFE.

In the downlink the scheduling function can be realized by coordinating the requests for transport format combination sets for different users appropriately, taking the maximum allowed interference level and radio access bearer priorities (or corresponding) of different users into account in RRC. In the uplink the same functionality can be achieved, but then requiring messages across the air interface for fast resource requests and allocations of transport format combination sets.

Following text is in [2], 5.3.1.2 MAC functions.
· Priority handling between UEs by means of dynamic scheduling. In order to utilize the spectrum resources efficiently for bursty transfer, a dynamic scheduling function may be applied. Priority handling on common and shared transport channels is realized by MAC. Note that for dedicated transport channels, the equivalent of the dynamic scheduling function is implicitly included as part of the reconfiguration  function of the RRC sublayer. For TDD it is regarded as further study item.

Information in the annex is included in the current specifications. The relationship with traffic monitoring is FFS.

Following text is in [1] annex.
14.4.5
Ciphering

[FFS]

In [1], 6.1 Description of the MAC functions, ciphering is regarded as follows.

The following potential functions is regarded as further study items:

Therefore the text can be removed.

2.5 MAC Procedures / Elementary Procedures

In [1], 15.1 Random access procedure, a procedure with FACH-ACK is described. As TSG RAN WG2 has agreed to remove FACH-ACK, the procedure should be replaced with new one. This part should be kept with a note stating it is just information.

Following text is in [1] annex.

15.2
Channel type switching procedure

Note (from Tdoc 009/99) : This part may be later moved to RRC.

This item is out of the scope of [1] as the note stating. Therefore the text should be removed.

2.6 MAC parameters

Following text is in [1] annex.

16.1
RNTI (Radio Network Temporary Identifier)

· This is an identifier to identify a call or MS related to the transmitted information on the common transport channel, RACH and FACH.

· Range of values: 0—65535

· Usage: Below are two main usage of RNTI.
     i)     DCH for DCCH set-up request, set-up response

       The RNTI shall be used for the DCH for DCCH set up request on RACH from MS to BSS, as

       well as for the set up response on FACH from BSS to MS. The RNTI of the FACH that transmits
       the set-up response shall be the same RNTI of the RACH that transmitted the set-up request. The
       RNTI value for this usage shall be a value selected by the MS at random.

     ii)    Packet transmission

       Packet data transmission on RACH and FACH. The RNTI value for this usage shall be decided
       by the RRC of BSS. MS is assigned a single RNTI even when MS handles several calls.

· Transmitted from the MSB side to the encoder.

UE-Id corresponds to RNTI in the annex. But in main part two types of UE-Id, c-RNTI and s-RNTI are proposed and detail is under discussion. Therefore we should keep the information as following.

Following text is in [1] annex.
16.2
LID (Logical Channel Identifier)

· This is an identifier to identify logical channel type related to the information mounted on MAC SDU, and identify FACH-ACK.

· When several DTCHs are assigned to an MS, this identifier identifies each DTCH.

· The bit configuration is presented in Table 16.2.1.

Bit
Identified content

0 0001

0 0010

0 0100

1 0000

1 0001

:

1 1111
FACH-ACK

CCCH

DCCH

DTCH0

DTCH1

:

DTCH15

Table 16.2.1 LID Bit Configuration

We have C/D field and C/T field in the MAC header to identify logical channel.
Following text is in [1], 9.2.1 MAC DATA PDU: Parameters of MAC header.

· C/D field
The C/D field is a single-bit flag that provides identification of the logical channel class on FACH and RACH transport channels, i.e. whether it carries CCCH or dedicated logical channel information.

C/D field
Designation

1
CCCH

0
DCCH or DTCH

                                     Table 9.2.1.1: Coding of the C/D Field

· C/T field
The C/T field provides identification of the logical channel instance when multiple logical channels are carried on the same transport channel. The C/T field is used also to provide identification of the logical channel type on dedicated transport channels and on FACH and RACH when used for user data transmission. The size of the C/T field may be variable.


C/T field

(e.g.

4 bits )
Designation

0000
Logical channel 1

0001
Logical channel 2

...
... 

1111
Logical channel 16

Set of C/T field and C/D field represents same information as LID, and LID can be replaced with C/T field and C/D field. Therefore LID can be removed.

Following text is in [1] annex.
16.3
NR (The number of RNTI)

· This is included in FACH-ACK.

· This designates the number of RNTI within following RNTI field.

· Range of values: 1—7

TSG RAN WG2 agreed to remove FACH-ACK. Therefore the statement can be removed.

Following text is in [1] annex.
16.4
RNTI Field
· This is included in FACH-ACK.

· Length of this field is 14 octets.

· This field includes RNTIs of RACHs received correctly by BSS.

· This field can accommodate the maximum number of 7 RNTIs in an FACH-ACK.

      Figure 16.4.1 shows bit configuration examples of RNTI field.


[image: image1.wmf]RNTI1

Bit  8 . . . . . . . . .1

Octet 1

Octet 2

Octet 3

Octet 14

All 0

. . .

RNTI1

Octet 1

Octet 2

Octet 3

. . .

RNTI2

RNTI7

. . .

Octet 13

Octet 14

MSB

LSB

MSB

LSB

(a) NR=1

(b) NR=7

Bit  8 . . . . . . . . .1


Fig. 16.4.1 Bit configuration examples of RNTI field

RNTI Field is used only for FACK-ACK. And it does no exist. Therefore the text can be removed.

3
Conclusion
Annexes in [1] were reviewed and it was proved to be able to remove them except for 15.1 Random access procedure. Therefore it is proposed to change [1] accordingly.  
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