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1. Introduction

The existing LAA coexistence evaluation effort has been primarily focusing on the interaction of Wi-Fi and LAA systems for best effort data transmissions.  However, 3 contributions at RAN1 #80 in Athens, Greece, 9th – 13th, February, 2015 considered VoIP over Wi-Fi and the impact of LAA [1], [2] & [3].   The results of these contributions vary, and so it is important to continue to examine these real time issues.

The wirelessly connected home with Hi-Def video streamed from a central hub or Set Top Box (STB) simultaneously to multiple devices is rapidly emerging as another major application of Wi-Fi.  So far, this has not been studied as part of LAA coexistence by RAN1.  While NetFlix and other Over The Top (OTT) video applications use large buffers and are fairly robust to latency, this is not the case with STB applications of wireless video due to user control.  Even though traffic for this application is predominately one-way;  Startup, Pause, Resume, Channel Change, and other user controls are highly sensitive to latency and result in latency requirements very similar to VoWi-Fi,  but with about 3 orders of magnitude higher data rates than is required for VoWi-Fi of 10’s of Megabits/sec.

In the last year, VoWi-Fi has become a standard feature on smart phones and many operators are deploying or plan to deploy VoWi-Fi, including seamless handoffs to VoLTE.  Hence, coexistence of LAA with VoWi-Fi is a key consideration, including the impact on latency for VoWi-Fi.  In this contribution, the existing contributions on VoWi-Fi and Wi-Fi/LAA coexistence are examined.   Issues concerning wireless video also need to be considered.
2. Discussion

2.1. Comments on R1-150578 - Ericsson Results Including VoWi-Fi
In R1-150578, VoWi-Fi is included as part of the evaluation.  The scenario is indoor with both 1 and 4 frequency operation and results are presented for low, medium and high Buffer Occupancy (BO) of 20%, 40% and 60% respectively.  The BO is with respect to Wi-Fi.  Typically the BO for LAA is significantly less than for Wi-Fi for equal offered traffic.  Table 13 from R1-150578 containing VoWi-Fi outage results is copied here for convenience.

Table 13 Percentage of VoIP users with 98%tile latency greater than 50ms at different system load points
	System load points
	Wi-Fi−Wi-Fi baseline
	LAA−Wi-Fi coexistence
	LAA−Wi-Fi coexistence without licensed carrier

	
	Op. A Wi-Fi, Op.B Wi-Fi
	Op. A LAA, Op.B Wi-Fi
	Op. A LAA, Op.B Wi-Fi

	Low

(20% mean buffer occupancy)
	11.3 %
	0.76%
	9.8%

	Medium

(40% mean buffer occupancy)
	22.4 %
	1.2%
	19.2%

	High

(60% mean buffer occupancy)
	41.4  %
	1.1%
	22.4%


Looking at the results for VoWi-Fi for the Y=1 or number of frequencies = 1 case and considering the case without moving some of the user data to the licensed LTE carrier, we see that the case of an LAA aggressor results in slightly less VoWi-Fi outage than the case of a Wi-Fi aggressor (far right column versus far left column results) and a conclusion is that “LAA has less impact on VoIP traffic of a coexisting Wi-Fi operator than another Wi-Fi operator.”

Plots of the key metrics versus total served traffic per operator are also included in the paper and copied here for convenience
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One observation from the BO plot is that LAA is showing considerably lower BO than is Wi-Fi.  As the total served traffic goes from 20 to 30 Mbps;  the Wi-Fi to Wi-Fi case goes from about 11% to about 50% BO,  but LAA for the Wi-Fi to LAA case goes from about 4% to about 10% BO (solid green line which is LAA without data traffic partially on the licensed carrier).   As discussed in [4], the UPT of Wi-Fi may be substantially degraded by using out of date assumptions on Wi-Fi which also means the BO is distorted and as a result is comparatively much higher for Wi-Fi.  Only the case of “no licensed band” or no user data on the licensed carrier is considered.  This is discussed more in the next section.

Since BO is directly affected by UPT which is affected by assumptions on WiFi (as well as LAA) features, it is important to ask what happens when BO is similar for WiFi and LAA resulting from considering Wi-Fi with recent enhancements.  Comparing the impact on VoWi-Fi then with equal BO of 20% for Wi-Fi and for LAA we see a concern.  There is about 12% VoWi-Fi outage in the first case with a Wi-Fi aggressor and about 45% VoWi-Fi outage in the second case with an LAA aggressor.  In order for LAA to be as fair to VoWi-Fi as Wi-Fi is to VoWi-Fi,  LAA must achieve a BO of about  ¼  that of Wi-Fi (about 5% BO for an LAA aggressor versus 20% BO for a Wi-Fi aggressor to achieve about 12% outage).  Even if the BO of LAA is only about 10% or ½ the BO of Wi-Fi, the VoWi-Fi outage is about 25% or 2x that for a Wi-Fi aggressor with BO significantly higher at 20% with only 12% VoWi-Fi outage.  This suggests that LAA is less friendly to Wi-Fi when it does transmit than is Wi-Fi, and that coexistence issues may be masked by low BO or low transmit activity relating to assumptions on Wi-Fi versus LAA.  

This also suggests that LAA friendliness to Wi-Fi may be vulnerable to assumptions on the traffic models.  The existing traffic model assumes only small 0.5 Mbyte files that have Poisson random arrival times.  If larger files are downloaded (typical web page is 2 Mbytes and a music album may be several 10’s of Mbytes) than the existing 0.5 Mbyte assumption,  the local peaking in BO appears to be more problematic for LAA than for Wi-Fi due to the sensitivity that these results show for LAA BO to impact VoWi-Fi.
These results show that real time services are sensitive to BO with the assumed LBT protocols for LAA.  While Wi-Fi is robust and protects real time services even with high BO,  LAA aggressors with the assumed LBT protocols are increasing VoWi-Fi outage on victim systems by about 3x compared to Wi-Fi aggressors with similar BO (looking at 20% BO with about 12% outage with a Wi-Fi aggressor and about 45% outage with an LAA aggressor).  Of course with the assumptions on Wi-Fi versus LAA, and with equal offered loads, the BO of Wi-Fi is much higher than LAA.  But even for this situation, the VoWi-Fi results are marginal with only slightly better VoWi-Fi outage results with an LAA aggressor than with a Wi-Fi aggressor.
VoWi-Fi outage with LAA are highly vulnerable to assumptions on Wi-Fi and LAA and the resulting performance based on these results, and to assuming that LAA limits TX activity to low levels.  Similar issues are likely with video streaming and other real time services.  These results are also consistent with the results in R1-150551 (discussed in section 2.3) which included assumptions resulting in smaller User Perceived Throughput (UPT) differences for LAA compared to Wi-Fi and hence smaller differences in BO.  Those results showed significantly higher outage for VoWi-Fi when LAA uses LBT rules based only on European regulatory requirements.  LAA appears to need more friendly LBT features than only the European regulatory requirements in order to achieve adequate politeness for Wi-Fi real time services including VoWi-Fi.
2.2. Comments on R1-150088 – Intel Results Including VoWi-Fi
In this contribution, VoWi-Fi results are shown as well as best effort data results.  An observation in R1-150088 is that “We observe from Table 1 and Figure 1 to 11 that the Wi-Fi UPT performance as well as the VoIP performance are significantly improved in the mixed traffic scenario when the Wi-Fi network coexists with an LAA network (FTP only) rather than another Wi-Fi network (FTP only).” 
LAA splits the traffic between a 20 MHz unlicensed carrier and a 10 MHz licensed carrier in this evaluation.  But the splitting of the user data between the licensed and unlicensed carrier results in substantially less actual offered load on the LAA unlicensed carrier than on the Wi-Fi unlicensed carrier and cannot be regarded as a fair comparison.  As discussed in [4], a 5 GHz Wi-Fi carrier could also be aggregated with a 2.4 GHz Wi-Fi carrier and used to split the data traffic between carriers and hence reduce the BO for a given offered load.  SOC’s actually exist supporting this kind of operation, and the aggregation of 2.4 and 5 GHz Wi-Fi carriers  is readily achieved at the platform level with multiple SOC’s as well.  It is also true that the 10 MHz licensed carrier in the case of LAA could be a 20 MHz licensed carrier or even the aggregation of two 20 MHz licensed carriers.  Due to the confusion of aggregation of other carriers with the 20 MHz unlicensed carrier and using the licensed carrier to carry user data and not just control signaling, and the resulting distortion of the unlicensed carrier performance, results should only be considered with all user data placed on the unlicensed carrier.
In R1-150088, the Energy Detection threshold for LAA is also set to -82 dBm or 20 dB below the ED threshold used by Wi-Fi, and it is 20 dB below the baseline in the evaluation model.  This could be expected to provide significant protection of Wi-Fi transmissions, including VoWi-Fi.  Figure 2 from R1-150088 is copied below for convenience, and it shows that using an ED threshold of -82 dBm for LAA while using an ED threshold of -62 dBm for Wi-Fi may lead to an imbalance in performance and penalize LAA.  Comparing Wi-Fi (Op1, case2) with LAA (Op#2, case2, UPT:”Unlic”) the results show that for the medium load case, Wi-Fi has about 49 Mbps UPT while LAA has only about 33 Mbps UPT.  Similarly for the high load case, LAA has lower UPT than Wi-Fi under coexistence conditions.

[image: image3]
This contribution shows that VoWi-Fi will be better protected with an LAA aggressor than with a Wi-Fi aggressor.  But these results have 2 key problems; 1) placing a significant part of the user data for the LAA case on the licensed carrier resulting in an unfairly low load on the unlicensed LAA carrier; and 2) using an energy detection threshold 20 dB lower for LAA than for Wi-Fi which helps to protect Wi-Fi but results in unfairness for LAA UPT.
2.3. Comments on R1-150551 – Broadcom Results Including VoWi-Fi
R1-150551 includes results for VoWi-Fi.  Figure 2 from this contribution is copied below for convenience showing “Wi-Fi A VoIP Average 98%ile Latency (ms)” for 8 different configurations.
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The first result labeled Wi-Fi CCA is the baseline of operator A.  VoWi-Fi latency performance for operator A with operator B also using Wi-Fi shows acceptable results for VoWi-Fi latency even in this dense situation with heavy data traffic.  VoWi-Fi outage is high under heavy load, but the latency at high load is a good indicator for performance in general and the trend is similar for lower load levels where VoWi-Fi outage is low.  Wi-Fi’s QoS mechanisms combined with the politeness of Wi-Fi protocols play a critical role.  The other 7 results are for operator A VoWi-Fi latency performance with operator B using LAA LTE-U with different LBT protocols and parameter values.  See 3GPP contributions R1-150551 and R1-151144 for details.
The second result labeled EU_InitialDefer0_q13 uses the baseline LAA LTE-U protocol proposal based on the European regulatory requirements for unlicensed band operation for operator B.  The VoWi-Fi latency increased by over 10x and Latency performance is unacceptable for operator A.

The 6th result adds 3 enhancements to the baseline LAA LTE-U protocol for operator B and results in very similar performance for operator A to the situation with operator B using Wi-Fi.  These 3 enhancements are: 1) Adding an initial idle time of 43 microseconds prior to arbitration/contention similar to Wi-Fi (which allows for acknowledge and other control messages in response to data messages to occur without possible collisions); 2) doubling the contention window from the baseline European regulatory requirements; and 3) using preamble or carrier sense detection at -82 dBm and energy detection at -62 dBm similar to Wi-Fi (the regulatory requirement is energy detection only at -60 dBm).  1) and 3) are part of the enhanced politeness features that Wi-Fi uses beyond regulatory requirements.  2) is a substitute for the exponentially increasing arbitration time that Wi-Fi uses to enhance politeness beyond fixed window contention and is a baseline for further investigation.  

We also see that 2) with a fixed contention window that is significantly longer than the shorter window used by Wi-Fi prior to exponential backoff causes LAA throughput to be less than Wi-Fi for best effort data [6].  This suggests that fairness can only be achieved with the use of adaptive contention windows for LAA.   If a fixed contention window is used by LAA and it is too short, then Wi-Fi is penalized, but if a longer fixed window is used, then LAA is penalized.  Further study on contention window size and adaptation is suggested.
The tables in R1-151144 show that the BO of LAA in these evaluations is lower than Wi-Fi when LAA uses baseline European regulatory requirements for LBT, similar to some other contributions.  For example, for the low loading case, LAA BO is about 20% while Wi-Fi is about 30%, and under medium loading, LAA BO is about 50% while Wi-Fi loading is about 66%.  However, the differences in BO is not 2x or so as it is in some contributions.  These evaluations used “ideal” rate adaptation while some simulations assume fast or “realistic” adaptation for LAA and slow minstrel adaptation based only on ACK/NAK for Wi-Fi.  These evaluations also did not include fast fading which impacts gains of Transmit Beamforming for LAA versus open-loop TX for Wi-Fi.  
The smaller gaps in BO seen in these simulations appear to result from smaller differences in the assumed physical layer capabilities between Wi-Fi and LAA.  However, as discussed in R1-151088, Wi-Fi is now shipping in high volumes with explicit TXBF which includes features that can also support fast rate adaptation and other features also increase throughput.  In R1-151090, we see that these features taken together have large impact on Wi-Fi throughput.   Using out –of-date capabilities for Wi-Fi appears to be distorting the BO of Wi-Fi relative to LAA and hence the coexistence of VoWi-Fi and other real time services.
3. Conclusions
There are limited results so far evaluating real time services such as VoWi-Fi and video on Wi-Fi for coexistence with LAA.  However, the results so far suggest that significant measures beyond European regulatory requirements and basic LBT will be needed to allow LAA to be as friendly to real time services on Wi-Fi as is Wi-Fi to Wi-Fi.  The results show that Buffer Occupancy for LAA must be as low as ¼ the BO for Wi-Fi to avoid degrading real time services.  Additional information shows that the assumptions on Wi-Fi are out-of-date resulting in high BO for Wi-Fi relative to LAA, and hence LAA BO is underestimated with the existing baseline assumptions.  The use of out-of-date Wi-Fi assumptions distorts the coexistence results.
In order to avoid potential damage to real time services on Wi-Fi, more realistic assumptions on Wi-Fi features should be used for evaluations and more extensive evaluations are needed, including VoWi-Fi and video over Wi-Fi.  It appears that LBT features will be required that go significantly beyond the European regulatory requirements, as is the case for Wi-Fi, in order to achieve adequate friendliness with Wi-Fi real time services.  Given that Wi-Fi includes features significantly beyond regulatory requirements for coexistence and politeness, it may be that a similar need exists for LAA.   The results suggest that an adaptive contention window is needed for LAA, and further study on contention window adaptation for LAA is needed.  The results also suggest that carrier sense is needed as part of the LBT protocol.
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