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1 Introduction
In 3GPP RAN1#86b, the following agreements were reached regarding the multiplexing of URLLC and eMBB services in the DL:
· From network perspective, multiplexing of transmissions with different latency and/or reliability requirements for eMBB/URLLC in DL is supported by  

· Using the same sub-carrier spacing with the same CP overhead
· FFS: different CP overhead
· Using different sub-carrier spacing 
· FFS: CP overhead
· NR supports both approaches by specification
· NR should support dynamic resource sharing between different latency and/or reliability requirements for eMBB/URLLC in DL
In this contribution, we describe how the use CRC codes enables efficient multiplexing of URLLC and eMBB transmissions.
2 Discussion
Based on the use case scenarios defined in [1], the main requirements URLLC are to achieve high reliability and low latency communications. The NR requirements define a maximum latency for URLLC of 0.5ms in both UL and DL directions. The associated reliability target is to achieve a packet transmission error rate not great than 1-10-5 for 32 bytes with a user plane latency of 1ms. 

In order to support the reliability and latency requirements of URLLC with efficient use of radio resources, RAN1 has agreed to support multiplexing of URLLC and eMBB services [2]. Furthermore, the URLLC/eMBB multiplexing mechanism needs to be flexible enough so to support dynamic resource sharing as well as the different latency and/or reliability requirements for URLLC/eMBB [2].

As the latency for URLLC transmissions is lower than that of eMBB, the dynamic resource sharing between URLLC and eMBB will require scheduling of URLLC services in one or two eMBB symbols by puncturing ongoing eMBB transmissions.
In order to support multiplexing of URLLC and eMBB transmissions in the DL through puncturing, the following proposals have been made:

· Use of an outer code on eMBB in order to recover code blocks that were punctured by the URLLC transmission

· Introduction of new physical signaling that allows eMBB UEs either to detect the puncturing on the eMBB resources or to repair the eMBB transmission that was corrupted by the URLLC transmission

The use of an outer code introduces additional redundancy information. This leads to a reduction of the eMBB effective coding rate and hence to a reduction in the overall system efficiency. The amount of redundancy being added by the outer code defines the outer code correction capability. Hence, to keep the system efficiency to a reasonable level, a limit on the amount of puncturing of eMBB resources per slot needs to be imposed. Therefore the use of outer code for support of eMBB/URLLC multiplexing leads to efficiency loss and lacks flexibility.
On the other hand, introducing new physical channels to be used either to signal to the eMBB users of the presence of URLLC puncturing or alternatively to allow for recovery of the eMBB transmission will complicate the system as a whole and the UE processing in particular. It is also likely to lead to efficiency loss due to the physical resources used for the transmission of these new physical channels.
Observation 1: Use of an outer code for eMBB in order to support URLLC/eMBB multiplexing leads to eMBB efficiency loss and lacks flexibility
Observation 2: Introducing new physical signaling for URLLC/eMBB multiplexing is not desirable due to the negative impact on efficiency and system/UE complexity.
2.1 URLLC/eMBB Multiplexing using of CB based CRC to enable Finer ACK/NACK

The use of Code Block (CB) based CRC to support a finer HARQ ACK/NACK feedback granularity as proposed in [3] would allow for full flexibility of URLLC/eMBB multiplexing with puncturing. It would also be possible to scale the granularity of the ACK/NACK feedback to match the number of eMBB CBs corresponding to an URLLC slot. The expected behaviour in this case is that the UE will send a NACK for the resources that were punctured by the URLLC transmission. The gNode-B will schedule re-transmission of the punctured data. The gNode-B may also need to signal to the UE that the CBs re-transmitted due to puncturing should not be combined with previous transmissions.

The finer ACK/NACK granularity not only allows for seamless support of URLLC/eMBB multiplexing but also improves the overall system efficiency by reducing the amount of data that is re-transmitted. Such an improvement will justify the increased UL control overhead.

Proposal 1: Study the support of URLLC/eMBB Multiplexing using finer ACK/NACK enabled by the use of CB based CRC.

2.2 URLLC/eMBB Multiplexing using CRC masking
The main issue with puncturing eMBB resources for URLLC transmission is that the UE cannot distinguish between CBs that were missed due to decoding failure (poor channel conditions) and CBs that were punctured by the URLLC transmission.
The main idea of the CRC CB masking is to embed information in the CRC mask (see Fig. 1) that can be used by the UE to distinguish between CBs that were punctured and CBs which were received in error due to poor channel conditions. There are several ways in which this information can be encoded in the maskk sequence.
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Fig. 1: CB #n CRC masking using maskk.

Fig. 2 illustrates a potential way in which the CRC masking can operate. In this example, the gNode-B mask will correspond to the information on CBs that were punctured in the slot. We assume that the CBs are first mapped in frequency then in time. Hence, the CB index in Fig. 2 corresponds to the order of transmission in time. The gNode-B keeps using “mask0” or “no puncturing so far” until and URLLC transmission happens. At that point the gNode-B switches to using “mask1”. “mask1” could be an encoding of the number of CBs that were punctured. Alternatively, it could be an encoding of the bitmap of the punctured CBs.
In this analysis we are assuming that an URLLC slot corresponds to an eMBB CB therefore the mask is applied per CB. For cases where the granularity of the puncturing is higher than a CB, the mask will need to be applied per group of CBs corresponding to that granularity.
At the UE side, the CRC check starts using “mask0” for de-masking and carries on doing so, until the first CRC failure. If the CB following the first CRC failure also fails the CRC check with “mask0”, the UE will also test against “mask1”. If CRC with “mask1” passes then the UE knows that a puncturing has happened (see Fig. 2). Otherwise if “mask0” passes for the next CB, the UE knows that the CB was missed due to poor channel condition (see Fig. 3). If several URLLC transmissions happen, longer mask sequences “maskk” k≥0 can be used, the UE can still identify the punctured CBs as long as the last CB transmission is not punctured/missed.
At the end of the eMBB slot, the UE still sends an ACK if puncturing is detected and the remaining CBs are decoded correctly (see Fig. 2). This allows the gNode-B to know that all non-punctured CBs were received correctly. The gNode-B will only re-transmit the punctured CBs, thus saving re-transmission resources.

When the UE detects that one of the CB was missed due to poor channel condition, it will send a NACK and the gNode-B will proceed with full re-transmission.
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Fig. 2: CRC masking for URLLC/eMMB MUX encoding/decoding operation – Puncturing case-.
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Fig. 3: CRC masking for URLLC/eMMB MUX encoding/decoding operation – missed CB case-.

An alternative to puncturing the CBs is to puncture the corresponding resources and simply delay the CB transmission as displayed in Fig. 4. The advantage of such an approach if combined with moving the MAC control information to the end of the Transport Block (TB) described in section 2.3, is that the MAC control information can be re-adapted to match the content of that eMBB data that has been effectively transmitted. This way the TB can be delivered within a single transmission to higher layers instead of waiting for re-transmission of the punctured CBs. This approach has the potential of achieving higher system efficiency and lower latency while preserving the QoS.
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Fig. 4: Puncturing of resources and delaying CB transmission.

Proposal 2: Study the use of CB CRC masking to support URLLC/eMBB multiplexing.
Proposal 3: Study the use of resource puncturing instead of CB puncturing to improve latency.
2.3 Advantages of Moving MAC Control Information to the end of the TB
The main idea behind moving the header containing the MAC control information to the end of the TB, is to allow the UE in case of eMBB resources being punctured to modify the MAC control information and TB CRC content to match the data that was effectively transmitted in the slot(see Fig. 5). Moving the MAC header to the end of the TB has been already proposed in [4] to improve latency especially in the UL where the time between UL grant reception and the preparation of the data for transmission in the UL is very short in the case of URLLC. 
Moving the MAC header to the end of the TB and use of on-the-fly modification of the MAC header when eMBB DL data is punctured allows to keep the transmission of the TB over a single slot, therefore reducing the latency and saving resources that would have been wasted to allow for re-transmitting the missing CBs. Although it is true that the mechanisms using the CRC (in sections 2.1 and 2.2) will reduce the amount of data that is going to be re-transmitted, the use of the control channel and the fragmentation of resources can be avoided by limiting the TB to one slot. Remaining data that hasn’t been transmitted in the current slot can be part of a new TB in next transmission.

Furthermore, placing the header at the end of the TB [4] can preserve the QoS for different transport channels, and is feasible from a point of view of the gNode-B since the decision of puncturing the eMBB data is known at least one full URLLC slot before the transmission of the remaining part of eMBB TB is re-started, this corresponds to a longer time interval than what is available for the URLLC data preparation and transmission. Therefore, an on-the-fly modification of the MAC header information is a practical solution.
In LTE the transport block size is transmitted on the control channel at the start of the eMBB transmission to allow for size and number of CBs determination and de-rate matching. If we allow for MAC header on-fly-re-adaptation, the final TB size will have to change depending on whether a puncturing has taken place or not. The CB size on the other hand will have to stay constant, this way initial TB size can be used for CB size determination, de-rate matching and calculation of the maximum number of eMBB CBs that can be transmitted while the number of CBs that are effectively used by the eMBB transmissions will be known by using the CRC masking.

To allow the user to retrieve MAC header information, puncturing rules that prevent the gNode-B from puncturing the CBs that contain the MAC header information will need to be introduced. Given that the MAC header information is at maximum few tens of bytes, the expectation is that in most cases this restriction will only prevent the gNode-B from puncturing the last CB.
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Fig. 5: TB structure and eMBB puncturing operation when MAC Control information is placed at the end of the TB.
Observation 3: Moving MAC control information to the end of TB is beneficial for the support of flexible multiplexing of eMBB and URLLC transmissions in the downlink.
3 Conclusion
In this contribution, we provided discussions on the support of URLLC/eMBB DL multiplexing. Based on the discussion, the following observations and proposals are given for consideration.
Observation 1: Use of an outer code for eMBB in order to support URLLC/eMBB multiplexing leads to eMBB efficiency loss and lacks flexibility
Observation 2: Introducing new physical signaling for URLLC/eMBB multiplexing is not desirable due to the negative impact on efficiency and system/UE complexity.
Observation 3: Moving MAC control information to the end of TB is beneficial for the support of flexible multiplexing of eMBB and URLLC transmissions in the downlink.
Proposal 1: Study the support of URLLC/eMBB Multiplexing using finer ACK/NACK enabled by the use of CB based CRC.

Proposal 2: Study the use of CB CRC masking to support URLLC/eMBB multiplexing. 
Proposal 3: Study the use of resource puncturing instead of CB puncturing to improve latency.
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