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1. Overall Description:

RAN1 would like to thank SA3 for their LS (R1-152530), “LS on C-IoT/MTC data transmission targets for security-related procedures”, 19th of May, 2015.

In response, RAN1 would like to provide the following answers:
SA3 question 1: Nevertheless, SA3 would like to ask if specifying targets for data transmission for security-related procedures would be meaningful and if they should be taken as objectives and/or working assumption for SA3. If yes, what these targets could be?
RAN1 answer 1: RAN1 has not studied power consumption for security-related procedures, but it appears that “consuming more than 10% of the battery capacity for security purposes is felt to be excessive” is a reasonable view. A target of 5-10% may be appropriate.
SA3 question 3: Furthermore SA3 would like to further understand whether a 1:4 data rate split should always be respected? This ratio does not appear meaningful for IoT applications like sensors for which there is only uplink, and no downlink, user plane traffic.
RAN1 answer 3: MTC supports both downlink and uplink traffic, with power consumption more affected by uplink transmissions. The uplink regular reporting traffic characteristics in 36.888 suggest that the limiting condition for long battery life would be an MTC UE requiring large coverage enhancement sending a 1000 bit message. For longest battery life the uplink reporting interval may be longer than once per hour.
SA3 question 5: SA3 would also like to ask whether there are any time constraints that should be taken into account for the completion of security procedures (including the authentication and security signalling procedures). It was claimed that a latency target for authentication could be deduced from a latency target for sending a MAR exception report (cf. clause E.2.1 of 3GPP TR 45.820); if this is the case please explain the connection between the two and also whether the latency target for sending a MAR exception report is a hard target or more like a best guess.
RAN1 answer 5: Power consumption may be minimized by transmitting (or receiving) a single larger message rather than multiple smaller messages.
2. Actions:

To SA3: RAN1 would like to respectfully ask SA WG3 to take the information above into account.
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