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Introduction

The priority of D2D communication work within RAN1 has been agreed in the RAN plenary time budget [1] and is described in the RAN1 draft agenda [2] as follows:

D2D Communication

Focus on broadcast D2D communication for the public safety use case, on the understanding that basic groupcast and relay functionality (for network-UE relay case) is supported by broadcast D2D communication.
If possible, consider optimisations to enhance efficiency of the relay operation. 

Note that impact to existing operator services and resources is included in the evaluations.
Additionally the U.S. Department of Commerce (USDoC) have made the following public statement [3]:

U.S. DOC position on eNB-routed ProSe communication for public safety
Cluster head approach based D2D communications cannot address the natural benefit of direct D2D communication where the most reliable communications is to physically immediate group members. Our internal review concluded that unless the cluster head solutions for data plane or control plane could clearly show that the reliability of the group D2D communication is enhanced by going through a cluster head in all cases, we would consider it is an optimization (for range extension or capacity enhancement) to basic directly D2D communications and should be treated as a supplemental enhancement to the direct communication path.
In this document we discuss some options for D2D broadcast communication and clarify how a combined approach of cluster head communication, synchronous communication across overlapping clusters and asynchronous communication across disjoint clusters can address the concerns that have been identified.  Consequently, it is demonstrated that a cluster head based approach for D2D communications is able to meet the requirements of the public safety community whilst importantly being able to maintain many of the benefits typically associated with LTE such as a high capacity and low power consumption.  This also naturally allows for a clear roadmap for public safety communication evolution beyond the limited feature set that will be available as part of LTE Release 12.
2
Cluster head; isolated devices and disjoint clusters
Public safety use-cases have been identified where communication devices are distributed in such a manner that requires reliable communications between members of a group wherever they are located.  These devices may be distributed so that they would naturally form clusters, each with its own cluster head.  The cluster head would, as a minimum, be responsible for synchronisation of the devices within the cluster and may also perform some level of RRM in addition.  It is worth noting that a cluster head is not necessarily analogous to a group head and the physical concept of a cluster is not the same as the logical entity of a group.  For instance a group may span multiple clusters or a cluster may contain devices belonging to multiple groups.  In order to ensure that this model caters for the specific public safety requirements, there must be a reliable means of communication between disjoint clusters and suitable mechanisms to cope with mobility of devices and in particular mobility of the cluster head which could potentially leave isolated devices.  In the subsections below we explore these scenarios in order to demonstrate the validity and capability of the cluster head approach.
2.1
Isolated devices
An example of an isolated device could occur in a group of fire fighters inside a building.  The device belonging to the person in the furthest forward position may be out of range of the cluster's coordinating entity.  However, there may be another device from the cluster that is nearby and which is potentially in range.  Such a scenario is depicted in Figure 1 where device 2 is the isolated device whilst device 1 may be nearby but within range of the cluster.  The fire fighter with device 2 would expect to be able to communicate with a nearby colleague, especially if they needed to request help.  For a viable D2D solution it is necessary that the person with device 2 would be able to maintain communication with at least the person closest to them, i.e. device 1.
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Figure 1 - ProSe public safety group communications - isolated device
In previous contributions from a number of companies it has been suggested that any device not decoding any synchronisation channel would elect itself as a coordinating entity and form a new cluster.  In the scenario in Figure 1 then device 2 would start transmitting a synchronisation channel and create cluster 2 and this is shown in Figure 2.
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Figure 2 - ProSe public safety group communications - overlapping clusters
The scenario of overlapping clusters has been discussed in a previous contribution [4].  For device 1 and device 2 to communicate then device 2 will need to be "connected" to cluster 1 and cluster 2 simultaneously.  The transmission from device 2 could be terminated at device 1 or it could forward it to the coordinating entity in cluster 1 in a form of relay.  This leads to further questions such as:
· How does device 1 maintain synchronisation with multiple clusters if they are asynchronous?

· How is resource scheduled for device 1 when in effect it has two "masters"?

· How does device 1 know that it needs to forward the group communication to another cluster?

Many of the issues outlined above are outside the scope of RAN1, however that of synchronisation is not.  The coordinating entities of both clusters will transmit synchronisation signals and it is assumed that device 1 has been able to detect these.  As these are separate non-connected entities then they may well have different timings and as such a device would need to maintain dual synchronisation, i.e. keeping track of the frame timing in both clusters simultaneously.  Furthermore, the device would need to have the ability to be "connected" to both coordinating entities simultaneously.  In this situation the device would be able to inform each coordinating entity about the other cluster and potentially pass control messages between the two coordinating entities.  One approach to achieve such a dual communication is that the coordinating entities could employ offset DRx cycles for the device in question to ensure that communications from one coordinating entity did not interfere with communications from the other coordinating entity.

Proposal 1:  In order to allow communications and broadcast between clusters of off-network coordinating entities, devices should be able to maintain synchronisation with multiple coordinating entities. Potentially they should also exist in a "connected" state simultaneously with multiple coordinating entities.
Note that if device 1 is within communication range of device 2 then it will be able to decode the synchronisation channel of device 2.  Likewise if device 1 cannot see the synchronisation channel of device 2 then it will not be able to receive any sort of transmission from device 2 and no communication between the devices would be possible whatever architecture is adopted.
2.2
Disjoint clusters

As identified at the start of the section, communication is also required between disjoint clusters to enable public safety groups to span multiple disjoint clusters of devices each with its own coordinating entity as shown in Figure 3.  In this case device 1 and device 2 are physically close but neither can see the other's coordinating entity.

For example, referring to the earlier example, perhaps there are now two fire fighters in the furthest forward position and these have formed a local cluster with device 3 currently acting as the coordinating entity.  The fire fighters with devices 1 and 2 are at opposite ends of a corridor and so would still expect to be able to communicate with each other.  
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Figure 3 - ProSe public safety group communications - disjoint clusters
In this case device 1 and device 2 need to detect each other as neither is a coordinating entity and hence do not transmit off-network cluster synchronisation signals.  As these devices are potentially asynchronous, then each device needs to transmit a device-based synchronisation signal.  Having detected each other's device based synchronisation then the two devices would have to employ dual synchronisation, dual "connections" and potentially disjoint DRx cycles, as outlined in Section 2.1, in order to enable communications and transfer of broadcast transmissions between the two off-network clusters as shown in Figure 4.
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Figure 4 - ProSe public safety group communications - asynchronous communication
A mechanism of asynchronous discovery has been described and the results of an evaluation simulation have been discussed in [5].  In that document, D2D discovery was investigated.  However, the same device-based synchronisation can be used for asynchronous communication as well as discovery.
Note that the device-based synchronisation signals need not be unique, in fact all devices could potentially transmit the same synchronisation signal as each other. A detecting device would search for time-domain correlation peaks and devices connected to the same cell or off-network cluster would appear as closely grouped or composite peaks.  These would potentially be enough to determine an approximate timing reference for these devices.  Furthermore, these synchronisation signals could be linked to the location of other ProSe messages, such that any detecting device searching for the synchronisation signals would immediately know after finding a correlation peak where to locate the messages.

Proposal 2:  It is proposed that device based synchronisation signals are studied and implemented for the purposes of ProSe device-to-device operation in all deployment scenarios including off-network group communications.
2.3
Composite solution
The results of the system and link-level simulations in [5] demonstrate the good performance of device-based synchronisation signals for the purpose of direct device-to-device operation.  Consequently, a natural question is why not use device-based synchronisation for all communications?

Indeed this approach is possible and in [5] it was suggested that all devices transmit a device-based synchronisation signal irrespective of whether or not they are within the coverage of synchronous clusters or cells.  However, it was also advocated that synchronous communication (or discovery) was employed when possible, i.e. when clusters of users are synchronised via a cluster head or eNode B, in order to realise the potential benefits of LTE including those of high spectral efficiency, reduced power consumption and interference.  This additionally provides a platform for future enhancements to D2D operation for public safety communications beyond Release 12 where it can be expected that data services as well as voice will be transmitted amongst public safety group members.
Thus the entire solution for public safety D2D communications is envisioned as one where the most salient features of synchronous and asynchronous communication are combined to provide the highest levels of flexibility and performance for the public safety community.

Proposal 3:  It is proposed that D2D communications employ cluster heads for synchronisation of transmissions of clusters of users as well as device-based synchronisation signals to allow asynchronous communication between unsynchronised or disjoint clusters of devices.
3
Conclusion 
This document has highlighted some of the options for D2D communication and clarifies in particular how a combined approach of a cluster head for synchronisation of transmissions of clusters of users as well as device-based synchronisation signals to allow asynchronous communication between disjoint clusters addresses the requirements of the public safety community.  A combined approach should bring many present and future benefits to the LTE public safety solution.
The following proposals are made:
Proposal 1:  In order to allow communications and broadcast between clusters of off-network coordinating entities, devices should be able to maintain synchronisation with multiple coordinating entities. Potentially they should also exist in a "connected" state simultaneously with multiple coordinating entities.

Proposal 2:  It is proposed that device based synchronisation signals are studied and implemented for the purposes of ProSe device-to-device operation in all deployment scenarios including off-network group communications.
Proposal 3:  It is proposed that D2D communications employ cluster heads for synchronisation of transmissions of clusters of users as well as device-based synchronisation signals to allow asynchronous communication between unsynchronised or disjoint clusters of devices.
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