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1
Introduction

Nortel presented a contribution  [1] where a potential problem due to HS-SCCH decoding performance has been raised. A related LS was sent to RAN WG1 in [2]. The problem stated in [1] is that  due to possibly frequent wrong detections of the HS-SCCH it may happen that a user is forced to decode data on HS-DSCH which actually is intended for another user. This can happen if bit inversions due to incorrect UE-Id (H-RNTI) employed in HS-SCCH decoding are reverted back due to transmission channel errros (i.e. transmission errors occur at exactly those bit positions where the UE-Ids differ,  and the two effects cancel each other out). If the decoded HS-DSCH transport block would pass the parity check and would be forwarded to upper layers this may  result in drastic error effects especially on the RLC layer. Therefore it was proposed in [1]  to secure HS-SCCH misdetection  by including a  UE-Id into the MAC-hs header when using  HS-DSCH. In response Ericsson presented a contribution [3] with analysis that showed that the event that incorrect HS-DSCH data is delivered to higher layers will occur infrequently. 

In this contribution, we revisit the validity of assumptions in [3], especially in light of explosion of smartphone users in CELL FACH state. We show that with assumption of all smartphone users in CELL_FACH state, the concerns raised in  [1] are valid. In respose, we recommend that with explosion of smartphone users, there is a need to secure the HS-SCCH decoding with a UE Id on the HS-DSCH. This can be achieved either by explicting indicating the UE Id in the MAC-hs header or by reusing CRC attachment method 2 intended for HS-SCCH less operation where the CRC bits in the HS-PDSCH are masked with the UE identity [4].
2
Discussion of the HS-SCCH Performance

In [3], through certain assumptions, the average time (Terror ) of delivering incorrect HS-DSCH data to the higher layer was calculated. Terror  was shown to be ( 913 hours. However, the key assumption used in [3] is the choice of UE-Id (H-RNTI) selection. In order to reduce the incidences of wrong detection of HS-SCCH, in [3] UE-Ids were chosen from the set of  (16, 11) -extended Hamming codes with a miniumum distance of  dmin = 4,    which has a size of  211 = 2048 sequences.  It was shown that wrong detection of HS-SCCH can be kept minimal provided a minimum distance between UE-Ids of dmin = 4 can be guaranteed. This pool of posssible H-RNTI’s (2048) to keep wrong detection of HS-SCCH minimal, is sufficient if we assume H-RNTI is released after data transfer is completed. For example, UEs  transition from cell_DCH to idle after the end of data transfer and thereby release their H-RNTI in this process. However, a work item was approved in RAN#51 [5], for further enhancements to CELL_FACH, where it is envisioned that all smartphone users will be given a dedicated H-RNTI during time spent in CELL_FACH state. Since these CELL_FACH users will rarely release their dedicated H-RNTI (only after a very long data inactivity), the pool of 2048 H-RNTIs to keep wrong detections of HS-SCCH low will be insufficient. Additionally H-RNTI’s may be maintained only on a per RNC basis with each RNC supporting multiple NodeBs. In such a scenario, only 2048 UEs can be kept in CELL_FACH simulataneously on a per RNC basis, thereby reducing the benefits provided by Rel 11 CELL_FACH. In order to maximize the number of UEs that can be kept in CELL_FACH state, there is a need to secure the HS-SCCH decoding with a UE Id on the HS-DSCH to minimize wrong detections on the HS-SCCH. 
Hence we propose either
1. the introduction of UE-Id dependent scrambling of the CRC field on HS-DSCH by reusing CRC attachment method 2 intended for HS-SCCH less operation where the CRC bits in the HS-PDSCH are masked with the UE identity [4] or

2. explicit inclusion of the UE-Id into the MAC-ehs header as proposed in [1]. 

3
Conclusion

In this contribution, we have identified concerns about the likelyhood of wrong detection of HS-SCCH intended for some other user for users in Rel 11 CELL_FACH state. We show that the number of smartphone users that can be kept in CELL_FACH state is small with the above identified problem. Hence to increase the number of simultaneous smartphone users that can be kept in CELL_FACH state,we recommend that  there is a need to secure the HS-SCCH decoding with a UE Id on the HS-DSCH. This can be achieved either by reusing CRC attachment method 2 intended for HS-SCCH less operation where the CRC bits in the HS-PDSCH are masked with the UE identity [4] or byexplicting indicating the UE Id in the MAC-hs header. It is proposed that RAN1 discuss and agree on these procedures.
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