Page 1



3GPP TSG-RAN WG5 Meeting #74 
R5-171492
Athens, Greece, 13-17 February 2017

	CR-Form-v11.2

	CHANGE REQUEST

	

	
	34.229-1
	CR
	1070
	rev
	1
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Generic Test Procedure renumbering for MTSI over WLAN

	
	

	Source to WG:
	Telecom Italia, Ericsson, BlackBerry, R&S

	Source to TSG:
	R5

	
	

	Work item code:
	TEI11_Test, MTSI_WLAN-UEConTest
	
	Date:
	2017-02-03

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	The Generic test procedure numbering for IMS over WLAN test cases is not harmonized with E-UTRAN and FBBA similar procedures. At the RAN#73 was discussed and agreed to align generic test procedures numbering in TS 34.229-1

	
	

	Summary of change:
	The genic test procedures for IMS over WLAN test cases have been renumbered according to the existing generic test procedure rationale.

	
	

	Consequences if not approved:
	The generic test procedure numbering will be not harmonized in TS 34.229 Annex C.

	
	

	Clauses affected:
	Annex C, C.47, C.48,C.49, C.50, C.51, C.2c (new), C.11a (new), C.25a (new), C.26a (new), G.12.1.4, G.12.2.4, G.12.3.4, G.12.4.4, G.15.2.4, G.15.4.4, G.15.7.4, G.15.11.4, G.15.12.4, G.15.13.4, G.15.14.4, G.15.17.4, G.15.18.4, G.15.19.4, G.15.21.4, G.15.22.4, G.15.23.4, G.15.24.4, G.15.25.4, G.19.1.4

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	This is an update of R5-171364 and the outcome of 1 revision to this document.


C.46
Generic test procedure for IMS Re-Registration

The generic test procedure for IMS re-registration where a UE may re-register a previously registered public user identity.

Test procedure

1)
SS receives re-register message request with the From, To, Via, Contact, Authorization, Expires, Security-Client, Security-verify, Supported, and P-Access-Network-Info header fields.

2)
SS responds to the REGISTER request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	REGISTER
	The SS receives REGISTER from the UE 

	2
	(
	200 OK
	The SS responds with 200 OK.


REGISTER (Step 1)

Use the default message “REGISTER” in annex A.1.1 with condition A2 "Subsequent REGISTER sent over security associations" and with the following exceptions:

	Header/param
	Value/remark

	P-Access-Network-Info
	

	 
access-net-spec
	access network technology and, if applicable, the cell ID


C.2c
Generic Registration Test Procedure – IMS over WLAN

The generic test procedure:

1.
Steps 1-4 of TS 36.508 [94], Table 4.5A.23.3-1 are executed. 
2.
The UE initiates IMS registration. SS waits for the UE to send an initial REGISTER request.

3.
The SS responds to the initial REGISTER request with a valid 401 Unauthorized response.
4.
The SS waits for the UE to set up a temporary set of security associations and to send another REGISTER request, over those security associations.
5.
The SS responds to the second REGISTER request with valid 200 OK response, sent over the same temporary set of security associations that the UE used for sending the REGISTER request.
6.
The SS waits for the UE to send a SUBSCRIBE request over the newly established security associations.

7.
The SS responds to the SUBSCRIBE request with a valid 200 OK response.
8.
The SS sends a valid NOTIFY request for the subscribed registration event package.

9.
The SS waits for the UE to respond to the NOTIFY with a 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	IP-CAN bearer establishment and P-CSCF discovery

	2
	(
	REGISTER
	The UE sends initial registration for IMS services.

	3
	(
	401 Unauthorized
	The SS responds with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network.

	4
	(
	REGISTER
	The UE completes the security negotiation procedures, sets up a temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.

	5
	(
	200 OK
	The SS responds with 200 OK.

	6
	(
	SUBSCRIBE
	The UE subscribes to its registration event package. 

	7
	(
	200 OK
	The SS responds with 200 OK.

	8
	(
	NOTIFY
	The SS sends initial NOTIFY for registration event package, containing full registration state information for the registered public user identity in the XML body 

	9
	(
	200 OK
	The UE responds with 200 OK.


NOTE 1:
The default message contents in annex A are used.

NOTE 2:
The procedure described in C.5 on PUBLISH requests can happen in parallel to above steps 6-9.

C.21a
Generic test procedure for setting up MTSI MO speech call for WIFI

Editor’s Note: the assumption regarding “Attributes for preconditions” and “Expected sequence” is still FFS.

The generic test procedure for setting up MO MTSI speech call may be performed after successful IMS registration over WLAN.

Test procedure:

Same as described in Annex C.21.
Expected sequence:

Same as described in Annex C.21.
Specific Message Contents

Same as described in Annex C.21 with the following exceptions:

INVITE (Step 2)

	Header/param
	Value/Remark

	P-Access-Network-Info
	

	    access-net-spec
	access network technology and, if applicable, the "i-wlan-node-id" parameter set to the ASCII representation of the hexadecimal value of the AP's MAC address without any delimiting characters


C.11a
Generic test procedure for setting up MTSI MT speech call for WIFI

The generic test procedure for setting up MT MTSI speech call may be performed after successful IMS registration over WLAN.

Test procedure

Same as described in Annex C.11

Expected sequence

Same as described in Annex C.11

Specific Message Content

Same as described in Annex C.11:

Editor’s Note: whether the P-access-Network-info needs to be populated in 18x responses is FFS.
C.25a
Generic test procedure for MTSI MO video call for WLAN
Editor’s Note: The assumption regarding “Attributes for preconditions” and “Expected sequence” is still FFS.

Test procedure:

1)
MO video call is initiated on the UE. The call is initiated towards the URI configured to SS as px_CalleeUri. Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits for the UE to send an INVITE request with first SDP offer.

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 180 Ringing response. 

5)
SS waits for the UE to send a PRACK request.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS responds to the UPDATE request with a 200 OK.
8)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS video call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	180 Ringing
	SS sends Ringing with an SDP answer.

	5
	(
	PRACK
	UE acknowledges

	6
	(
	200 OK
	SS sends a 200 OK response for PRACK 

	7
	(
	200 OK
	SS sends a 200 OK for INVITE. 

	8
	(
	ACK
	UE acknowledges. 


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3]
-
a=fmtp: (format) mode-change-capability=2; max-red=(att-field) [Note 4] 
-
a=rtpmap: (payload type) AMR/8000 [Note 3]
-
a=fmtp: (format) mode-change-capability=2; max-red=(att-field) [Note 4]
-
a=rtpmap: (payload type) telephone-event

-
a=ptime:20

-
a=maxptime:240

Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Media description:

- m=video (transport port) RTP/AVPF (fmt) or RTP/AVP (fmt) [Note 2]
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media: 

-
a=tcap:1 RTP/AVPF [Note 2]
-
a=pcfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000

-
a=fmtp: (format) profile-level-id= (att-field)
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: The tcap/pcfg attributes are present if RTP/AVP is present on the m line.

Note 3: The AMR channel number shall be “/1” or omitted.

Note 4: Values from 0 to 220 are allowed.


180 Ringing (Step 4)

Use the default message "180 Ringing" in annex A.2.6 with the following exceptions:

	Header/param
	Value/Remark

	Require
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:30

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1]

-
b=AS: (bandwidth-value) [Note 1]
-
b=RS: (bandwidth-value) [Note 1]
-
b=RR: (bandwidth-value) [Note 1]
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ptime:20

-
a=maxptime:240

-
a=inactive [Note 4]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote sendrecv

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

Media description:

-
m=video (transport port) RTP/AVPF (fmt) [Note 1]
-
b=AS: (bandwidth-value) [Note 1]
-
b=RS: (bandwidth-value) [Note 1]
-
b=RR: (bandwidth-value) [Note 1]
Attributes for media: 

-
a=acfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000 [Note 1]
-
a=fmtp: (format) (format specific parameters) [Note 1]

-
a=inactive [Note 4]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote sendrecv

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

Note 1: The value for fmt, bandwidth, payload type, format and format specific parameters copied from step 2.

Note 2: Present if tcap/pcfg attributes were included in step 2.

Note 3: The AMR channel number shall be “/1” or omitted.
Note 4: The attribute a=inactive shall be present if it was included in step 2.


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4 with the exceptions: 

	Header/param
	Value/Remark

	Require

    option-tag
	precondition (shall be present if SDP message-body present)

	Message-body
	Header optional

Contents if present: The following SDP types and values shall be present.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE) [Note 2]

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)

-
b=RR: (bandwidth-value)

Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3]
-
a=fmtp: (format)

-
a=sendrecv [Note 4]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote sendrecv

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv or a=des:qos mandatory remote

sendrecv

Media description:

-
m=video (transport port) RTP/AVPF (fmt)
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media:

-
a=rtpmap: (payload type) H264/90000

-
a=fmtp: (format) profile-level-id= (att-field)
-
a=sendrecv [Note 4]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote sendrecv

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv or a=des:qos mandatory remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: "o=" line identical to previous SDP sent by UE except that sess-version is incremented by one.
Note 3: The AMR channel number shall be “/1” or omitted.

Note 4: The attribute a=sendrecv shall be present if a=inactive was included in step 2.


200 OK for PRACK (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Require

    option-tag
	precondition (shall be present if SDP message-body present)

	Content-Type
	Header optional

Contents if present:

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	Header present if Prack (step 5) contained SDP.

Contents if present: SDP body of the 200 response copied from the received PRACK and modified as follows:

- "o=" line identical to previous SDP sent by SS except that sess-version is incremented by one

-
IP address on "c=" line and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

Attributes for preconditions:

· a=curr:qos remote sendrecv


200 OK for PRACK (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Require

    option-tag
	precondition

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received UPDATE and modified as follows:

- "o=" line identical to previous SDP sent by SS except that sess-version is incremented by one

-
IP address on "c=" line and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

Attributes for preconditions:

- a=curr:qos remote sendrecv


C.26a
Generic test procedure for MTSI MT video call for WLAN
Test procedure

1)
SS sends an INVITE request to the UE.

2)
SS may receive 100 Trying from the UE. 

3)
SS may receive 180 Ringing from the UE.
4)
SS may send PRACK to the UE to acknowledge the 180 Ringing Progress.

5)
SS may receive 200 OK for PRACK from the UE.

6)
SS expects and receives 200 OK for INVITE from the UE, with optionally proper SDP as answer.

7)
SS sends ACK to the UE.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer.

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response

	3
	(
	180 Ringing
	(Optional) The UE responds to the offer in INVITE with 180 Ringing with the optional SDP answer

	4
	(
	PRACK
	(Optional) SS shall send PRACK only if the 180 response contains 100rel option tag within the Require header.

	5
	(
	200 OK
	(Optional) The UE responds to PRACK with 200 OK.

	6
	(
	200 OK
	The UE responds to INVITE with 200 OK and includes SDP answer to acknowledge its current precondition status if SDP answer was not included with 180 Ringing in Step 3.

	7
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “GIBA” when applicable.

Specific Message Content

INVITE (Step 1)

Use the default message “INVITE for MT Call” in annex A.2.9 with the following exceptions:

	Header/param
	Value/remark

	Supported
	

	   option-tag
	precondition 

	Message-body
	The following SDP types and values.

Session description:

- v=0
- o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

- s=-
- c=IN (addrtype) (connection-address for SS)

- b=AS:30
Time description:

- t=0 0
Media description:
- m=audio (transport port) RTP/AVP 97
- b=AS:30
- b=RS:0

- b=RR:2000

Attributes for preconditions:

- a=curr:qos local sendrecv
- a=curr:qos remote none
- a=des:qos mandatory local sendrecv

- a=des:qos optional remote sendrecv

Attributes for media: 

- a=rtpmap: (payload type) AMR-WB/16000 [Note 1]
- a=fmtp: (format) mode-change-capability=2; max-red=(att-field) [Note 2]
- a=rtpmap:97 AMR/8000/1 
- a=fmtp:97 mode-change-capability=2; max-red=220

- a=rtpmap: 99 telephone-event/8000/1

- a=fmtp: 99 0-15
- a=ptime:20
- a=maxptime:240
Media description:

- m=video (transport port) RTP/AVPF 98
- b=AS: 315
- b=RS: 0

- b=RR: 2500

Attributes for media: 

- a=rtpmap: 98 H264/90000

- a=fmtp: 98 packetization-mode=0;profile-level-id=42e00c; \

     sprop-parameter-sets=J0LgDJWgUH6Af1A=,KM46gA==

- a=rtcp-fb:* trr-int 5000

- a=rtcp-fb:* nack
- a=rtcp-fb:* nack pli
- a=rtcp-fb:* ccm fir
- a=rtcp-fb:* ccm tmmbr
Attributes for preconditions:

- a=curr:qos local sendrecv 
- a=curr:qos remote none  
- a=des:qos mandatory local sendrecv
- a=des:qos optional remote sendrecv

Note 1: The AMR channel number shall be “/1” or omitted.

Note 2: Values from 0 to 220 are allowed


180 Ringing (step 3)

Use the default message "180 Ringing for INVITE" in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark

	Require


option-tag
	precondition

	Content-Type
	Header optional
Contents if present:

	
media-type
	application/sdp 

	Content-Length
	

	      value
	length of message-body

	Message-body
	Optional

Contents if present: The following SDP types and values shall be present.

Session description:

- v=0
- o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE) [Note 3]

- s=(session name)
- c=IN (addrtype) (connection-address for UE) [Note 1]

- b=AS: (bandwidth-value)

Time description:

- t=0 0
Media description:
- m=audio (transport port) RTP/AVP (fmt) 
- c=IN (addrtype) (connection-address for UE) [Note 1]

- b=AS: (bandwidth-value)

- b=RS: (bandwidth-value)

- b=RR: (bandwidth-value)

Attributes for preconditions:

- a=curr:qos local sendrecv
- a=curr:qos remote sendrecv
- a=des:qos mandatory local sendrecv
- a=des:qos mandatory remote sendrecv
Attributes for media:

- a=rtpmap: (payload type) AMR-WB/16000 [Note 2]
- a=fmtp:(format)
Media description:

- m=video (transport port) RTP/AVPF (fmt)
- b=AS: (bandwidth-value)
- b=RS: (bandwidth-value)
- b=RR: (bandwidth-value)
Attributes for media: 

- a=rtpmap: 98 H264/90000

- a=fmtp: 98 packetization-mode=0;profile-level-id=(att-field); \

Attributes for preconditions:

- a=curr:qos local sendrecv
- a=curr:qos remote sendrecv
- a=des:qos mandatory local sendrecv
- a=des:qos mandatory remote sendrecv
Note 1: At least one "c=" field shall be present.

Note 2: The AMR channel number shall be “/1” or omitted.

Note 3: "o=" line identical to previous SDP sent by UE except that sess-version is incremented by one.


200 OK (step 6)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Require


option-tag
	precondition

	Content-Type
	

	
media-type
	application/sdp 

	Content-Length
	

	      value
	length of message-body

	Message-body
	present if SDP answer was not included with 180 Ringing (Step 3)

Contents if present: The following SDP types and values shall be present.
Session description:

- v=0
- o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE) [Note 3]

- s=(session name)
- c=IN (addrtype) (connection-address for UE) [Note 1]

- b=AS: (bandwidth-value)

Time description:

- t=0 0
Media description:
- m=audio (transport port) RTP/AVP (fmt) 
- c=IN (addrtype) (connection-address for UE) [Note 1]

- b=AS: (bandwidth-value)

- b=RS: (bandwidth-value)

- b=RR: (bandwidth-value)

Attributes for preconditions:

- a=curr:qos local sendrecv
- a=curr:qos remote sendrecv
- a=des:qos mandatory local sendrecv
- a=des:qos mandatory remote sendrecv
Attributes for media:

- a=rtpmap: (payload type) AMR-WB/16000 [Note 2]
- a=fmtp:(format)
Media description:

- m=video (transport port) RTP/AVPF (fmt)
- b=AS: (bandwidth-value)
- b=RS: (bandwidth-value)
- b=RR: (bandwidth-value)
Attributes for media: 

- a=rtpmap: 98 H264/90000

- a=fmtp: 98 packetization-mode=0;profile-level-id=(att-field); \

Attributes for preconditions:

- a=curr:qos local sendrecv
- a=curr:qos remote sendrecv
- a=des:qos mandatory local sendrecv
- a=des:qos mandatory remote sendrecv
Note 1: At least one "c=" field shall be present.

Note 2: The AMR channel number shall be “/1” or omitted.

Note 3: "o=" line identical to previous SDP sent by UE except that sess-version is incremented by one.


Annex D (Informative):
Example values for certain IXIT parameters

This table contains syntactically correct example values for a number of headers and parameters that may be used as such by SS when sending downlink messages and checking that the uplink messages would contain the same values. These values will be defined as IXIT.

	IMS registration parameters from ISIM application


px_HomeDomainName
3gpp.org
px_PublicUserIdentity
sip:localuser@3gpp.org

px_PrivateUserIdentity
privateuser@3gpp.org
	

	IMS registration parameters derived from IMSI when using USIM application

px_IMSI




12345611223344

home domain name

ims.mnc123.mcc456.3gppnetwork.org

public user identity

sip:12345611223344@ ims.mnc123.mcc456.3gppnetwork.org

private user identity

12345611223344@ ims.mnc123.mcc456.3gppnetwork.org
	TS 23.003 [32]

	CSCF domain names

px_scscf

scscf.3gpp.org
(FQDN that does not resolve to the IP address of SS)
	


<TEXT SKIPPED HERE>
F.5
Communication Barring (CB)

The UE requirements for Communication Barring (CB) are specified in 3GPP TS 24.611 [101] clauses 4.2, 4.5.0, 4.5.1, 4.5.2.1, 4.5.2.13 and 4.9.

Annex G (normative): IP-Connectivity Access Network specific test cases when using the EPC via WLAN to access IM CN subsystem

G.1
Scope

The present annex defines IP-CAN specific test cases  for a call control protocol for use in the IM CN subsystem based on the Session Initiation Protocol (SIP) and the associated Session Description Protocol (SDP) where the IP-CAN is the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN).

G.2 to G.7

G.8
Registration / WLAN
G.8.1

Initial registration / WLAN

G.8.1.1
Definition

Test to verify that the UE can correctly register to IMS services when equipped with UICC that contains either both ISIM and USIM applications or only USIM application but not ISIM. The process consists of sending initial registration to S-CSCF via the P-CSCF discovered, authenticating the user and finally subscribing the registration event package for the registered default public user identity using WLAN access. 

G.8.1.2
Conformance requirement

As described in clause 8.1.2.

G.8.1.3
Test purpose

As described in clause 8.1.3

G.8.1.4
Method of test

As described in clause 8.1.4, with the exceptions that generic procedure C.nn is followed for the first steps, and that for steps 1 and 3 (initial unprotected REGISTER and subsequent REGISTER sent over security association) condition A16 applies, in addition to any other conditions.

Editor’s Note: the final number for the generic function for registration over WLAN is to be checked

G.8.1.5
Test requirements

As described in clause 8.1.5

G.9 to G.11
G.12
Call Control

G.12.1
MO MTSI speech call / WLAN

G.12.1.1
Definition
Test to verify that the UE correctly setup a IMS mobile originated voice call over WLAN and release it. This process is described in 3GPP TS 24.229 [10], clauses 5.1.2A.1, 5.1.3 and 6.1, and TS 26.114 [66], clauses 5.2.1, 6.2.2.1, 6.2.5 and 7.3.1. 

G.12.1.2
Conformance requirement

As described in clause 12.12.2 and the following:

[Rel-13, TS 24.229, clause R.2.2.1]

Prior to communication with the IM CN subsystem:

…

a)
the UE establishes an IP-CAN bearer for SIP signalling as follows:

…

b)
the UE shall acquire a P-CSCF address(es).

…

The methods for P-CSCF discovery are:

…

IV.
Obtain P-CSCF address(es) using signalling for access to the EPC via WLAN.


If the UE attaches to the EPC via S2b using untrusted WLAN IP access, the UE shall request P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REQUEST configuration payload as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REPLY configuration payload as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the highest preference and the last P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the lowest preference.

G.12.1.3
Test purpose

As described in clause 12.12.3.

G.12.1.4
Method of test
Initial conditions 

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN). The UE has registered to IMS according the procedures C.2c.
Expected sequence

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-9
	
	Steps defined in annex C.21a
	MTSI MO speech call.

	10
	
	The UE is triggered by MMI to release the call
	

	11
	(
	BYE
	The UE releases the call with BYE

	12
	(
	200 OK
	The SS sends 200 OK for BYE


Specific Message Contents

Steps 1 - 9 as specified in annex C.21a
G.12.1.5
Test requirements

The UE shall send requests and responses as described in clause G.12.1.4.

G.12.2
MT MTSI speech call / WLAN

G.12.2.1
Definition

Test to verify that the UE correctly setup a IMS mobile terminated voice call over WLAN and release it. This process is described in 3GPP TS 24.229 [10], clauses 5.1.4.1, 6.1.1 and 6.1.3 .

G.12.2.2
Conformance requirement

As described in clause 12.13.2 and the following:

[Rel-13, TS 24.229, clause R.2.2.1]

Prior to communication with the IM CN subsystem:

…

a)
the UE establishes an IP-CAN bearer for SIP signalling as follows:

…

b)
the UE shall acquire a P-CSCF address(es).

…

The methods for P-CSCF discovery are:

…

IV.
Obtain P-CSCF address(es) using signalling for access to the EPC via WLAN.


If the UE attaches to the EPC via S2b using untrusted WLAN IP access, the UE shall request P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REQUEST configuration payload as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REPLY configuration payload as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the highest preference and the last P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the lowest preference.
G.12.2.3
Test purpose

As described in clause 12.13.3.
G.12.2.4
Method of test
Initial conditions 

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN). The UE has registered to IMS according the procedures C.47C.2c.
 Expected sequence

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-9
	
	Steps defined in annex C.11a
	MT MTSI speech call over WLAN Access.

	10
	
	The SS is triggered to release the call
	

	11
	(
	BYE
	The SS releases the call with BYE

	12
	(
	200 OK
	The UE sends 200 OK for BYE


Specific Message Content

None.
G.12.2.5
Test requirements

The UE shall send requests and responses as described in clause G.12.2.4.

G.12.3
MO MTSI video call / WLAN

G.12.3.1
Definition
Test to verify that the UE correctly performs IMS mobile originated video call setup and release when using IMS Multimedia Telephony with preconditions, using WLAN access. This process is described in 3GPP TS 24.229 [10], clauses 5.1.3 and 6.1, TS 24.173 [65] and TS 26.114 [66].

G.12.3.2
Conformance requirement

As described in clause 12.21.2 and the following:

[Rel-13, TS 24.229, clause R.2.2.1]

Prior to communication with the IM CN subsystem:

…

a)
the UE establishes an IP-CAN bearer for SIP signalling as follows:

…

b)
the UE shall acquire a P-CSCF address(es).

…

The methods for P-CSCF discovery are:

…

IV.
Obtain P-CSCF address(es) using signalling for access to the EPC via WLAN.


If the UE attaches to the EPC via S2b using untrusted WLAN IP access, the UE shall request P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REQUEST configuration payload as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REPLY configuration payload as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the highest preference and the last P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the lowest preference.

G.12.3.3
Test purpose
As described in clause 12.21.3.

G.12.3.4
Method of test

Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN). The UE has registered to IMS according to the procedures in Annex C.2c.
Expected sequence

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-8
	
	Steps defined in annex C.25a
	MTSI MO video call.

	9
	
	
	Make the UE release the IMS call

	10
	(
	BYE
	The UE releases the call with BYE

	11
	(
	200 OK
	The SS sends 200 OK for BYE


Specific Message Contents

Steps 1 - 8 as specified in annex C.25a.

BYE (Step 10)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

G.12.3.5
Test requirements

SS must check that if the UE uses IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Step 10: the UE shall send a BYE request with the correct content, according to common message definitions.

G.12.4
MT MTSI video call / WLAN

G.12.4.1
Definition
Test to verify that the UE correctly performs IMS mobile terminated video call setup when using IMS Multimedia Telephony, using WLAN access. This process is described in 3GPP TS 24.229 [10], clauses 5.1.3 and 6.1, TS 24.173 [65] and TS 26.114 [66].

G.12.4.2
Conformance requirement

As described in clause 12.21.2 and the following:

[Rel-13, TS 24.229, clause R.2.2.1]

Prior to communication with the IM CN subsystem:

…

a)
the UE establishes an IP-CAN bearer for SIP signalling as follows:

…

b)
the UE shall acquire a P-CSCF address(es).

…

The methods for P-CSCF discovery are:

…

IV.
Obtain P-CSCF address(es) using signalling for access to the EPC via WLAN.


If the UE attaches to the EPC via S2b using untrusted WLAN IP access, the UE shall request P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REQUEST configuration payload as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P_CSCF_IP4_ADDRESS attribute, the P_CSCF_IP6_ADDRESS attribute or both in the CFG_REPLY configuration payload as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the highest preference and the last P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the lowest preference.

G.12.4.3
Test purpose
As described in clause 12.21.3.

G.12.4.4
Method of test

Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN). The UE has registered to IMS according to the procedures in Annex C.2c.
Expected sequence

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-7
	
	Steps defined in annex C.26a
	MTSI MT video call.

	8
	(
	BYE
	The SS sends BYE to release the call.

	9
	(
	200 OK
	The UE sends 200 OK for the BYE request and ends the call.


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “GIBA” when applicable

Specific Message Content

None.
G.12.4.5
Test requirements

The UE shall send requests and responses as described in clause G.12.4.4.
G.13 to G.14

G.15
Supplementary Services

G.15.1
Originating Identification Presentation / WLAN

G.15.1.1
Definition
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Originating Identification Presentation. This process is described in 3GPP TS 24.607 [102]. 

G.15.1.2
Conformance requirement

As described in clause 15.1.2.

G.15.1.3
Test purpose
As described in clause 15.1.3.

G.15.1.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2.

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Originating Identification Presentation, at step 7 deactivation of Originating Identification Presentation is respectively triggered at the UE.

G.15.1.5
Test requirements

As described in clause 15.1.5.

G.15.2
Originating Identification Restriction / WLAN

G.15.2.1
Definition and applicability
Test to verify that the UE correctly invokes the IMS Multimedia Telephony Originating Identification Restriction. This process is described in 3GPP TS 24.607 [102].

G.15.2.2
Conformance requirement

As described in clause 15.2a.2.

G.15.2.3
Test purpose
As described in clause 15.2a.3.

G.15.2.4
Method of test
Initial conditions

Same as clause G.12.1 with the following addition:

The UE is configured for Originating Identification Restriction
Test procedure

As described in clause 15.2a.4, steps 1-14. Except, steps 2-13 replaced by steps 1-8 in C.21a.
G.15.2.5
Test requirements

As described in clause 15.2a.5.
G.15.3
Terminating Identification Presentation / WLAN

G.15.3.1
Definition
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Terminating Identification Presentation. This process is described in 3GPP TS 24.608 [103].

G.15.3.2
Conformance requirement

As described in clause 15.3.2.

G.15.3.3
Test purpose
As described in clause 15.3.3.

G.15.3.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to annex C.29.2.

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Terminating Identification Presentation, at step 7 deactivation of Terminating Identification Presentation is respectively triggered at the UE.

G.15.3.5
Test requirements

As described in clause 15.3.5.

G.15.4
Terminating Identification Restriction / WLAN

G.15.4.1
Definition and applicability
Test to verify that the UE correctly invokes the IMS Multimedia Telephony Terminating Identification Restriction. This process is described in 3GPP TS 24.608 [103].

G.15.4.2
Conformance requirement

As described in clause 15.4a.2.

G.15.4.3
Test purpose
As described in clause 15.4a.3.

G.15.4.4
Method of test
Initial conditions

Same as clause G.12.2 with the following addition:

The UE is configured for Terminating Identification Restriction
Test procedure

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-5
	
	Steps 1-5 defined in annex C.11a
	MTSI MT speech call. 

	6
	
	
	Make UE accept the speech offer with Terminating Identification Restriction

	7-8
	
	Steps 7-8 defined in annex C.11a
	MTSI MT speech call.


Specific Message Contents

180 Ringing (Step 3)

Use the default message “180 Ringing for INVITE” in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark
	Reference

	Privacy
	id
	RFC 3323 [135]

RFC 3325 [136]


200 Ok (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark
	Reference

	Privacy
	id
	RFC 3323 [135]

RFC 3325 [136]


G.15.4.5
Test requirements

The UE shall send requests and responses as described in clause 15.4.4.

G.15.5
Communication forwarding unconditional / WLAN

G.15.5.1
Definition
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding unconditional. This process is described in 3GPP TS 24.604 [106].

G.15.5.2
Conformance requirement

As described in clause 15.5.2.

G.15.5.3
Test purpose
As described in clause 15.5.3.

G.15.5.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2.

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Communication Forwarding unconditional, at step 7 deactivation of Communication Forwarding unconditional is respectively triggered at the UE.

G.15.5.5
Test requirements

As described in clause 15.5.5.

G.15.6
Communication forwarding on non Reply: activation / WLAN

G.15.6.1
Definition
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user does not answer to the phone. This process is described in 3GPP TS 24.604 [106].

G.15.6.2
Conformance requirement

As described in clause 15.7.2.

G.15.6.3
Test purpose
As described in clause 15.7.3.

G.15.6.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2.

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Communication Forwarding on non Reply, at step 7 deactivation of Communication Forwarding on non Reply is respectively triggered at the UE.

G.15.6.5
Test requirements

As described in clause 15.7.5

G.15.7
Communication forwarding on non reply: MO call initiation / WLAN
G.15.7.1
Definition
Test to verify that the MTSI MO UE correctly handles session setup where call is being forwarded due to no reply. This process is described in 3GPP TS 24.604 [106], clauses 4.2.1, 4.5.2.1 and A.1.3 and 3GPP TS 24.229 [10], clause 9.2.3

G.15.7.2
Conformance requirement

As described in clause 15.8.2.

G.15.7.3
Test purpose
As described in clause 15.8.3.

G.15.7.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS according the procedure C.2c.
Test procedure

1-6)
Steps 1-6, procedure C.21a.

7)
SS responds to the INVITE with a valid 181 Call Is Being Forwarded response (simulate the UE to which call was forwarded)
8)
SS responds to the INVITE request with 180 Ringing response.
9)
As the 180 Ringing response was sent reliably, UE sends a PRACK request.

10)
SS responds to PRACK with 200 OK.
11)
 SS responds to the INVITE request with a 200 OK response.

12)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

13)
Call is released on the UE. SS waits the UE to send a BYE request.

14)
SS responds to the BYE request with a 200 OK response.
Expected sequence

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-6
	
	Steps 1-6 as defined in Annex C.21a
	

	7
	(
	181 Call is being forwarded
	SS sends 181 response to indicate that call forwarding has been started as the user did not answer to the phone

	8
	(
	180 Ringing
	The SS sends 180 Ringing response to the UE

	9
	(
	PRACK
	UE acknowledges the receipt of 180 response by sending PRACK.

	10
	(
	200 OK
	The SS responds PRACK with 200 OK.

	11
	(
	200 OK
	The SS responds INVITE with 200 OK to indicate that the virtual remote UE had answered the call

	12
	(
	ACK
	The UE acknowledges the receipt of 200 OK for INVITE

	13
	(
	BYE
	The UE releases the call with BYE

	14
	(
	200 OK
	The SS sends 200 OK for BYE


Specific Message Contents

181 Call is being forwarded (Step 7)

Use the default message “181 Call is being forwarded” in annex A.2.14 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	different tag must be used than the one used in steps 3-9 as this response is now from another UE and belongs to another dialog instance. Note that this new tag must be used within the rest of the steps (10-17) in this test case instead of the tag used within steps 3-9.

	Contact
	

	
addr-spec 
	different URI must be used than the one used in step 3 as this is supposed now to represent another UE to which the call is being forwarded.. Note that this new Contact must be used within the rest of the steps (13-14) in this test case.

	Require
	

	
option-tag

	precondition

	Message-body
	Same contents as specified in step 4 annex C.21. except for o-line:

o=- 22222222 22222222 IN (addrtype) (unicast-address for new remote UE).


180 Ringing (Step 8)

Use the default message “180 Ringing for INVITE” in annex A.2.6 applying condition A3 (Response sent reliably) and with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	Same value as in the 181 response of step 7

	History-Info
	

	
hi-targeted-to-uri
	Same value as in the 181 response of step 7

	
hi-index
	Same value as in the 181 response of step 7


200 OK (Step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	Same value as in the 181 response of step 7

	History-Info
	

	
hi-targeted-to-uri
	Same value as in the 181 response of step 7

	
hi-index
	Same value as in the 181 response of step 7


G.15.7.5
Test requirements

The UE shall send requests and responses as described in clause 15.7.4.

G.15.8
Communication Forwarding on Busy / WLAN

G.15.8.1
Definition
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is busy. This process is described in 3GPP TS 24.604 [106].

G.15.8.2
Conformance requirement

As described in clause 15.9.2.

G.15.8.3
Test purpose
As described in clause 15.9.3.

G.15.8.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2.

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Communication Forwarding on Busy, at step 7 deactivation of Communication Forwarding on Busy is respectively triggered at the UE.

G.15.8.5
Test requirements

As described in clause 15.9.5

G.15.9
Communication Forwarding on Not logged-in / WLAN
G.15.9.1
Definition
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is not registered to IMS service. This process is described in 3GPP TS 24.604 [106]. 

G.15.9.2
Conformance requirement

As described in clause 15.10.2.

G.15.9.3
Test purpose
As described in clause 15.10.3.

G.15.9.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2.

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Communication Forwarding on not logged-in, at step 7 deactivation of Communication Forwarding on Not logged-in is respectively triggered at the UE.

G.15.9.5
Test requirements

As described in clause 15.10.5

G.15.10
Communication Forwarding on Not reachable / WLAN
G.15.10.1
Definition
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is not reachable. This process is described in 3GPP TS 24.604 [106]. 

G.15.10.2
Conformance requirement

As described in clause 15.10a.1.

G.15.10.3
Test purpose
As described in clause 15.10a.3.

G.15.10.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2.

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Communication Forwarding on Not reachable, at step 7 deactivation of Communication Forwarding on Not reachable is respectively triggered at the UE.

Editor's note: The procedure C.29 needs to be updated for WLAN.

G.15.10.5
Test requirements

As described in clause 15.10a.5

G.15.11
MO Call Hold without announcement / WLAN
G.15.11.1
Definition
Test to verify that the UE correctly performs IMS mobile originated call hold and resume. This process is described in 3GPP TS 24.610 [108].

G.15.11.2
Conformance requirement

As described in clause 15.11.2.

G.15.11.3
Test purpose
As described in clause 15.11.3.

G.15.11.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO call according the procedures C.2c and C.21a.
Test procedure

As described in clause 15.11.4.

G.15.11.5
Test requirements

As described in clause 15.11.5.

G.15.12
MT Call Hold without announcement / WLAN
G.15.12.1
Definition
Test to verify that the UE correctly performs IMS mobile terminated call hold and resume. This process is described in 3GPP TS 24.610 [108]. 

G.15.12.2
Conformance requirement

As described in clause 15.12.2.

G.15.12.3
Test purpose
As described in clause 15.12.3.

G.15.12.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO call according the procedures C.2c and C.21a.
Test procedure

As described in clause 15.12.4.

G.15.12.5
Test requirements

As described in clause 15.12.5.

G.15.13
MO video Call Hold without announcement / WLAN
G.15.13.1
Definition
Test to verify that the UE correctly performs IMS mobile originated video call hold and resume. This process is described in 3GPP TS 24.610 [108]. 

G.15.13.2
Conformance requirement

As described in clause 15.11a.2.

G.15.13.3
Test purpose
As described in clause 15.11a.3.

G.15.13.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO video call according the procedures C.2c and C.25a.
Test procedure

As described in clause 15.11a.4.

G.15.13.5
Test requirements

As described in clause 15.11a.5.

G.15.14
MT video Call Hold without announcement / WLAN
G.15.14.1
Definition
Test to verify that the UE correctly performs IMS mobile terminated video call hold and resume. This process is described in 3GPP TS 24.610 [108]. 

G.15.14.2
Conformance requirement

As described in clause 15.12a.2.

G.15.14.3
Test purpose
As described in clause 15.12a.3.

G.15.14.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO video call according the procedures C.2c and C.25a.
Test procedure

As described in clause 15.12a.4.

G.15.14.5
Test requirements

As described in clause 15.12a.5.

G.15.15
Incoming Communication Barring while roaming / WLAN
G.15.15.1
Definition
Test to verify that the UE activates and deactivates the "IMS Multimedia Telephony Communication Barring for incoming calls while the user is roaming" supplementary service while camping on HPLMN. This process is described in 3GPP TS 24.611 [101].

G.15.15.2
Conformance requirement

As described in clause 15.14a.2.

G.15.15.3
Test purpose
As described in clause 15.14a.3.

G.15.15.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Incoming Communication Barring, at step 7 deactivation of Incoming Communication Barring is respectively triggered at the UE.

G.15.15.5
Test requirements

As described in clause 15.14a.5

G.15.16
Outgoing Communication Barring while roaming / WLAN
G.15.16.1
Definition
Test to verify that the UE activates and deactivates the "IMS Multimedia Telephony Communication Barring for outgoing calls while the user is roaming" supplementary service while camping on HPLMN. This process is described in 3GPP TS 24.611 [101].

G.15.16.2
Conformance requirement

As described in clause 15.14b.2.

G.15.16.3
Test purpose
As described in clause 15.14b.3.

G.15.16.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS.
SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed according to Annex C.29.2

Test procedure

The generic test procedure according to annex C.29.1 is applied: At step 1 activation of Outgoing Communication Barring, at step 7 deactivation of Outgoing Communication Barring is respectively triggered at the UE.

G.15.16.5
Test requirements

As described in clause 15.14b.5

G.15.17
Subscription to the MWI event package / WLAN
G.15.17.1
Definition
Test to verify that the UE is able to subscribe to MTSI message waiting notification and handle such notifications received after subscription. This process is described in 3GPP TS 24.229 [10] and TS 24.606 [107]. 

G.15.17.2
Conformance requirement

As described in clause 15.15.2.

G.15.17.3
Test purpose
As described in clause 15.15.3.

G.15.17.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS according the procedure C.2c.

The UE is pre-configured to autonomously subscribe to the Message Waiting Indication package. The UE is configured with the public service identity of the message account. Otherwise the phone is expected to use the public identity of the user when subscribing to the Message Waiting Indication package.
Test procedure

As described in clause 15.15.4.

G.15.17.5
Test requirements

As described in clause 15.15.5.

G.15.18
Inviting user to conference by sending a REFER request to the conference focus / WLAN
G.15.18.1
Definition
Test to verify that the UE is able to invite a user to a conference by sending a REFER request to the conference focus. This process is described in 3GPP TS 24.147 [84].  

G.15.18.2
Conformance requirement

As described in clause 15.19.2.

G.15.18.3
Test purpose
As described in clause 15.19.3.

G.15.18.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and created a conference according the procedure C.2c and C.10. 

Test procedure

As described in clause 15.19.4.

G.15.18.5
Test requirements

As described in clause 15.19.5.

G.15.19
Joining a conference after being invited to it / WLAN
G.15.19.1
Definition
Test to verify that the UE is able to join a MTSI voice conference after being invited to it. This process is described in 3GPP TS 24.147 [84].  

G.15.19.2
Conformance requirement

As described in clause 15.21.2.

G.15.19.3
Test purpose
As described in clause 15.21.3.

G.15.19.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MT call according the procedures C.2c and C.11a.
Test procedure

As described in clause 15.21.4, steps 1-19.

G.15.19.5
Test requirements

As described in clause 15.21.5.

G.15.20
Three way session creation / WLAN
G.15.20.1
Definition
Test to verify that the UE support Three Way Session creation. This process is described in Section 5.3.1.3.3 of 3GPP TS 24.147 [84].
G.15.20.2
Conformance requirement

As described in clause 15.21a.2.

G.15.20.3
Test purpose
As described in clause 15.21a.3.

G.15.20.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO call according the procedures C.2c and C.21a.
Test procedure

As described in clause 15.21a.4, steps 1-48. But, steps 5-17 replaced by steps 1-8 in C.21a.

G.15.20.5
Test requirements

As described in clause 15.21a.5.

G.15.21
Inviting user to conference by sending a REFER request to the conference focus for video / WLAN
G.15.21.1
Definition
Test to verify that the UE is able to invite a user to a conference by sending a REFER request to the conference focus. This process is described in 3GPP TS 24.147 [84]. 

G.15.21.2
Conformance requirement

As described in clause 15.19a.2.

G.15.21.3
Test purpose
As described in clause 15.19a.3.

G.15.21.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and created a conference according the procedure C.2c and C.38. 

Test procedure

As described in clause 15.19a.4.

G.15.21.5
Test requirements

As described in clause 15.19a.5.

G.15.22
Joining a conference after being invited to it with video / WLAN
G.15.22.1
Definition
Test to verify that the UE is able to join a MTSI video conference after being invited to it. This process is described in 3GPP TS 24.147 [84]. 

G.15.22.2
Conformance requirement

As described in clause 15.21b.2.

G.15.22.3
Test purpose
As described in clause 15.21b.3.

G.15.22.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MT video call according the procedures C.2c and C.26a.
Test procedure

As described in clause 15.21b.4, steps 1-19.

G.15.22.5
Test requirements

As described in clause 15.21b.4.

G.15.23
Three way session creation for video / WLAN
G.15.23.1
Definition
Test to verify that the UE support Three Way Session creation for Video. This process is described in Section 5.3.1.3.3 of 3GPP TS 24.147 [84]. 

G.15.23.2
Conformance requirement

As described in clause 15.21c.2.

G.15.23.3
Test purpose
As described in clause 15.21c.3.

G.15.23.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO video call according the procedures C.2c and C.25a.
Test procedure

As described in clause 15.21c.4, steps 1-48. Except, steps 5-17 replaced by steps 1-8 in C.25a.

G.15.23.5
Test requirements

As described in clause 15.21c.5.

G.15.24
Communication Waiting and answering the call / WLAN
G.15.24.1
Definition
Test to verify that the MT UE correctly performs MTSI Communication Waiting. This process is described in 3GPP TS 24.615 [95]. 
G.15.24.2
Conformance requirement

As described in clause 15.27.2.

G.15.24.3
Test purpose
As described in clause 15.27.3.

G.15.24.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO call according the procedures C.2c and C.21a.
Test procedure

As described in clause 15.27.4, steps 1-15. Except, steps 1-8 replaced by steps 1-7 in C.11a.

G.15.24.5
Test requirements

As described in clause 15.27.5.

G.15.25
Communication Waiting and cancelling the call / WLAN
G.15.25.1
Definition
Test to verify that the UE correctly performs IMS Multimedia Telephony Communication Waiting (CW) terminal based procedure. This process is described in 3GPP TS 24.615 [95]. 

G.15.25.2
Conformance requirement

As described in clause 15.28.2.

G.15.25.3
Test purpose
As described in clause 15.28.3.

G.15.25.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and set up the MO call according the procedures C.2c and C.21a.
Test procedure

As described in clause 15.28.4, steps 1-15. Except, steps 1-8 replaced by steps 1-7 in C.11a.

G.15.25.5
Test requirements

As described in clause 15.28.5.
G.16


G.17
Media use cases / WLAN
G.17.1
MO Speech, add video remove video / WLAN

G.17.1.1
Definition

Test to verify that the UE is able to correctly add a bidirectional video component to an ongoing mobile originated IMS Multimedia telephony voice call, and test to verify that the UE is able to correctly remove the bidirectional video component from the ongoing mobile originated IMS Multimedia video call, using WLAN access. 

This process is described in 3GPP TS 24.229 [10], TS 24.173 [65] and TS 26.114 [66]. 

G.17.1.2
Conformance requirement

As described in clause 17.1.2.

G.17.1.3
Test purpose

As described in clause 17.1.3

G.17.1.4
Method of test

As described in clause 17.1.4, with the exception that the MO call is setup according to Annex C.xx rather than C.21, that there is no usage of TS 36.508 [94] table 4.5A.11.3-1, and that there is no EPS bearer handling.

Editor’s Note: further detail is FFS

G.17.1.5
Test requirements

As described in clause 17.1.5

G.17.2
MT Speech, add video remove video / WLAN

G.17.2.1
Definition

Test to verify that the UE is able to correctly add a bidirectional video component to an ongoing mobile terminated IMS Multimedia telephony voice call, and test to verify that the UE is able to correctly remove the bidirectional video component from the ongoing mobile terminated IMS Multimedia video call, using WLAN access. 

This process is described in 3GPP TS 24.229 [10], TS 24.173 [65] and TS 26.114 [66].
G.17.2.2
Conformance requirement

As described in clause 17.2.2.

G.17.2.3
Test purpose

As described in clause 17.2.3

G.17.2.4
Method of test

Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has discovered P-CSCF, registered to IMS services and established an MT MTSI speech call, by executing the generic test procedure in Annex C.11 steps 1 to 13.

Editor’s Note: above usage of C.11 is likely to be replaced by reference to a new generic procedure for MT Speech

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration.

Test procedure
FFS

Expected sequence

FFS

Specific Message Content

As described in clause 17.2.4

G.17.2.5
Test requirement

As described in clause 17.2.5

G.18

G.19
Emergency Service over IMS
G.19.1
Emergency call with emergency registration / WLAN
G.19.1.1
Definition
Test to verify that the UE can correctly register to IMS emergency services and initiate an IMS emergency call when UE is registered to IMS non-emergency services of the HPLMN either with ISIM or USIM.

G.19.1.2
Conformance requirement

[TS 24.229 annex R.2.2.6]:

In this release of the specification, emergency session is supported when the IP-CAN is the EPC over WLAN access if the UE that initiates the emergency session has sufficient credentials to access EPC and if the UE has failed or has not been able to use 3GPP access to set up an emergency session as described in 3GPP TS 23.167 [4B] Annex J.

EPC procedures for emergency session using WLAN are only defined when using untrusted WLAN IP access via S2b to access EPC. When the UE detects that an emergency session has been requested, the UE shall select an ePDG from the UE's home PLMN that can support emergency services for tunnel establishment as described in 3GPP TS 24.302 [8U].

Once IPsec tunnel setup is completed, the UE shall follow the procedures described in subclause R.2.2.1 of this specification for establishment of IP-CAN bearer and P-CSCF discovery accordingly.

NOTE 1:
In this release of the specification, no specific mechanisms are defined to support the roaming case. If an UE that is roaming sets up an emergency PDN connection, an ePDG and a PDN GW in the home PLMN are used. This means that a P-CSCF in the home PLMN is always used for emergency session over WLAN access to EPC.
NOTE 2:
In this release of the specification, how the UE detects that the target URI or that the dialled digits correspond to an emergency call is not defined. Also no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming. 
…

When the emergency session ends, the UE:

1)
shall release the tunnel as described in 3GPP TS 24.302 [8U]; and

2)
if EPC via WLAN is the preferred IP-CAN to access IM CN subsystem or if no 3GPP access is available:

a)
shall select an ePDG for non-emergency services as described in 3GPP TS 24.302 [8U];

b)
shall follow the procedures described in subclause R.2.2.1 for establishment of an IP-CAN bearer for SIP signalling and P-CSCF discovery; and

c)
shall perform an initial registration as specified in subclause 5.1.1.2 using the IP-CAN bearer for SIP signalling.

[Rel-13, TS 24.302 7.2.1A]:

The UE performs ePDG selection for emergency bearer services based on the Emergency ePDG identifier configured by the home operator in the UE via H-ANDSF or via USIM or via implementation specific means:

-
when available in Emergency_ePDG_Identifier under ePDG node of Home Network Preference as specified in 3GPP TS 24.312 [13]; and

-
when available in the USIM, the Emergency ePDG Identifier is provisioned in EFePDGIdEm files as specified in 3GPP TS 31.102 [45].

NOTE:
Implementation specific means apply only if the configurations via H-ANDSF and USIM are not present.

When performing ePDG selection for establishing emergency session over untrusted access, the UE shall behave as follows:

-
if Emergency ePDG identifier is provisioned in the ePDG configuration information or in the USIM, the UE shall select an ePDG from the list of configured ePDGs in the Emergency ePDG identifier and proceed with the IPsec tunnel establishment towards this ePDG as specified in subclause 4.5.4a.2 of 3GPP TS 23.402 [6];

-
if Emergency ePDG identifier is not provisioned in the ePDG configuration information, the UE shall proceed with ePDG selection for emergency bearer services by following the general ePDG selection procedure specified in subclause 7.2.1 using emergency FQDN as defined in 3GPP TS 23.003 [3] and subclause 4.5.4a.3 of 3GPP TS 23.402 [6].

[Rel-13, TS 24.302 7.2.5]:

If the UE needs to establish an IMS emergency session over untrusted non-3GPP access as specified in 3GPP TS 24.229 [67] in the subclause R.2.2.6, the UE shall first follow procedure described in subclause 7.2.4.1 to disconnect existing IPsec tunnel. The UE shall then select an ePDG that supports emergency services as described in subclause 7.2.1a and initiate an IKEv2 tunnel establishment procedure towards this new ePDG as described in subclause 7.2.2. Upon receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message to the ePDG according to subclause 7.2.2.1 with the "IDr" payload containing the string "EMERGENCY", using capital letters only, in the Identification Data. The UE shall set the ID Type field of the "IDr" payload to ID_FQDN.
If the UE does not receive a response to an IKE_SA_INIT request message sent towards the selected ePDG, then the UE shall repeat the ePDG search as described in 3GPP TS 23.402 [6], excluding the ePDG for which the UE did not receive a response to the IKE_SA_INIT request message. The UE shall stop the establishment of emergency session if it is unable to select an ePDG for emergency bearer services.

G.19.1.3
Test purpose
1)
To verify that the UE sends a correctly composed initial SIP REGISTER request for emergency services to S-CSCF via the discovered P-CSCF, according to 3GPP TS 24.229 [10] clause 5.1.6.1; and

2)
To verify that the UE is able to use the IMS security procedures for the IMS emergency registration, as defined for IMS AKA and IPSec within 3GPP TS 24.229 [10] clause 5.1.1; and

3)
To verify that the UE sends a correctly composed SIP INVITE request for the emergency call setup and will correctly complete the emergency session setup according to 3GPP TS 24.229 [10] clauses 5.1.6.8.3 and 6.1.2
G.19.1.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated the IP-CAN to the Evolved Packet Core (EPC) via Wireless Local Access Network (WLAN) with SS. The UE has registered to IMS and according the procedure C.2c.
Test procedure

1)

Make UE initiate an emergency call.

2-4)
UE executes the procedures described in TS 36.508 [94] table 20.3.3.2-1 steps 1 to 3 UE initiated disconnection. 

5-7)
UE executes the procedures described in TS 36.508 [94] table 4.5A.23.3-1 steps 2 to 4.
8-16)
UE executes the procedures IMS emergency registration and IMS emergency speech call.
17-19) Call is released on the UE.
Expected sequence:

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-4
	
	Steps defined in annex C.20.
	IMS emergency registration by the UE 

	5-9
	
	Steps defined in annex C.22. 
	IMS emergency call setup with PSAP

	10-12
	(
	Steps 1-3 defined in annex C.32
	The UE releases the call


Specific Message Contents

INVITE (Step 5)

Use the default message “INVITE for MO call setup” in annex A.2.1 with condition A7 (INVITE for creating an emergency session within an emergency registration).

180 Ringing (Step 7)

Use the default message “180 Ringing for INVITE” in annex A.2.6 with condition A4 (180 sent by the SS when setting up an emergency call).

200 OK (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with condition A6 (Response sent by SS for INVITE for emergency call). 

G.19.1.5
Test requirements

The UE shall send requests and responses as described in clause G.19.1.4.

