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<Start of modified section>
5.2
IMS CC test model

The test model over E - UTRA is shown in Figure 5.2-1a, the test model over UTRAN is shown in figure 5.2-1b.

The IMS CC test cases are executed on top of the multi-testers test model according to TS 36.523-3[30] for E- UTRA and TS 34.123-3[4] clause 6A for UTRAN.
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Figure 5.2-1a: Multi-TestersTest Model to support  E-UTRA SS interface
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Figure 5.2-1b: Multi-Testers Test Model to support UTRAN SS interface

The IMS CC test cases run on the IMS-PTC which controls the IPCanEmu and the IP-PTC. IPCanEmu is responsible for cell setup and DRB/RAB establishment and the IP-PTC controls the IP related configurations.  IPCanEmu and IP-PTC interface to the SS according to TS 36.523-3[30] or TS 34.123-3 [4].

Clauses 4.2.4, 4.2.5 and 4.4.1.1 of TS 36.523-3 [30] describe the common handling of IP data in the multi-testers model regarding IMS signalling. In addition to support HTTP over TLS a TCP server may be established with additional parameters for TLS which may be required for XCAP (depending on the authentication mechanism to be applied for XCAP test case).

The test model extensions for support of XCAP are shown in Figure 5.2-2. Clause 5.5 provides further information regarding support of XCAP.
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Figure 5.2-2: Extended IP model to handle HTTP/XCAP data

NOTE: Figure 5.2-2 is just an example; further details are SS implementation dependent.

5.2.1
Transport protocol

For SIP requests originated by the UE, the transport protocol in UL is selected by the UE. This information is extracted in the TTCN-3 and used in subsequent responses sent by the SS.

For SIP requests originated by the SS in DL UDP is used as transport protocol at the test. For the purpose of test coverage, TCP is used in the specific test cases as specified.

NOTE:
According to RFC 3261 [16] clause 18.1.1 the server side (UE) has to be able to cope with a maximum datagram size of 65,535 bytes (independent of any guideline to restrict the maximum size of UDP packets at the client side).

5.2.2
IMS CC test cases over IP -CAN test model

The "Enabler for IP multimedia applications testing" is described in TS 34.229-4 [50]. In general IMS CC test cases can be run on this test model too as test case implementation - in general - is independent of the test model. The TTCN code for IMS and HTTP PTC is the same for TS 34.229-3 and TS 34.229-4 implementations whereas the MTC implementation is model specific. The implementation of the MTC, the IP- CAN/IP adaptor and the MMI system interface is part of TS 34.229-4 and out of scope for this document. Common interfaces are documented in annex H of this document.

<End of modified section>
<Start of modified section>
B.1
Parameter values
B.1.1
PIXITs

Table B.1.1: PIXIT

	Parameter name
	Description
	Type
	Default value
	Supported value

	px_AssociatedTelUri
	TEL URI for the user
	charstring
	“+331234567”
	format shall be TEL URI

	px_CalleeUri
	URI of Callee, send by the UE in INVITE (MO call establishment) to address the remote UE
	charstring
	"sip:User-B@3gpp.org"
	

	px_CalleeUri2
	URI of Callee, sent by the UE in INVITE (MO call establishment) to address the remote UE
	charstring
	" sip:User-C@3gpp.org "
	

	px_CalleeContactUri
	URI provided by the remote side (i.e. by SS) to be used by the UE as contact address in further SIP signalling of the dialog
NOTE: in general this URI shall be different than the one in px_CalleeUri
	charstring
	"sip:User-B-Contact@3gpp.org"
	

	px_CalleeContactUri2
	URI provided by the remote side (i.e. by SS) to be used by the UE as contact address in further SIP signalling of the dialog

NOTE: in general this URI shall be different than the one in px_CalleeUri2
	charstring
	"sip:User-C-Contact@3gpp.org"
	

	px_CiphAlgo_Def
	Ciphering Algorithm;

NOTE: Unless specified otherwise in the test prose „nociph“ shall not be used for verification
	CiphAlgo
	des_ede3_cbc
	enumerated type: des_ede3_cbc, aes_cbc or nociph

	px_HomeDomainName
	Home Domain Name.

Applicable when using an ISIM:same value as EFDOMAIN.

 (derived from the IMSI otherwise)
	charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_IMS_HomeDomainName_Refreshed
	used in 8.15
	charstring
	"refreshed3gpp.org"
	

	px_IMS_Private_UserId_Refreshed
	used in 8.15
	charstring
	"privateuser@refreshed3gpp.org"
	

	px_IMS_PublicUserIdentity1_Refreshed
	used in 8.15
	charstring
	"sip:PublicId1@refreshed3gpp.org"
	

	px_IMS_MessageAccountIdentity
	used in 15.15
	charstring
	""
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	px_IPSecAlgorithm
	Integrity Algorithm
	IntAlgo
	hmac_sha_1_96
	enumerated type; hmac_md5_96, hmac_sha_1_96

	px_Private_UserId
	Private User Identity.

Applicable when using an ISIM:same value as EFIMPI.

(derived from the IMSI otherwise)
	charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_PublicUserIdentity1
	Public User Identity.

It is set to the same value as the first record in EFIMPU.
	Charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_PublicUserIdentity2
	It is set to the same value as the second record in EFIMPU.
	Charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_PublicUserIdentity3
	It is set to the same value as the third record in EFIMPU.
	Charstring
	As defined in TS 34.229-1 [5], Annex E
	

	px_Scscf
	S-CSCF fully qualified domain name that does not resolve to the IP address of SS

Editors note: It seems not to be necessary to define this as a PIXIT
	charstring
	"scscf@3gpp.org"
	

	px_SMS_SMSC_InternationalNumber
	international number of the SMSC:

Dialled number string of the TS-Service Centre Address according to clause 4.5.3.9 "EFSMSP (Short message service parameters)" in TS 31.121 [52] (TON is assumed to be "International Number").
	charstring
	As defined in Annex E.3.2.14 of TS 34.229-1 [5]: “112233445566778” according to TS 31.121 [52].
	

	px_UEwithISIM
	true:
UE has ISIM

false:
UE has USIM only
	boolean
	true
	

	px_UEwithSIM
	UE has a SIM inserted
	boolean
	false
	

	px_XCAP_RootUri
	XCAP Root URI according to section 6.1 of RFC 4825 [70] as configured at the UE
	charstring
	"/XCAP.3gpp.org"
	

	px_XCAP_TargetUri
	Target (SIP or TEL URI) where to forward to
	charstring
	"sip:user@domain.com"
	

	px_XCAP_Username
	username to be used for HTTP authentication in case of pc_XCAP_UsernameIsConfiguredInUE==true
	charstring
	
	


NOTE:
To distinguish IMS specific PIXITs from other PIXITs in the TTCN implementation for some of the PIXITs an "IMS" prefix is added (e.g. px_IMS_AssociatedTelUri).

<End of modified section>
<Start of modified section>
Annex G (Normative):
SIP Type Definitions and XSD References

The XSD references listed in this Annex are imported in the Test Suite.

Common Definitions

	XML Schema
	Source
	Name space
	Modifications

	reginfo
	RFC 3680 [24]
	urn:ietf:params:xml:ns:reginfo
	

	conference-info
	RFC 4575 [45]
	urn:ietf:params:xml:ns:conference-info
	

	gruuinfo
	RFC 5628 [46]
	urn:ietf:params:xml:ns:gruuinfo
	

	AlternativeService
	TS 24.229 [11] Table 7.6.1
	NoTargetNamespace
	

	pdif
	RFC 3863 [47]
	urn:ietf:params:xml:ns:pidf
	definitions modified according to errata id 1606

	pdif_geopriv10
	RFC 4119 [44]
	urn:ietf:params:xml:ns:pidf:geopriv10
	NOTE: RFC's errata has no impact on definitions

	pdif_geopriv10_basicPolicy
	RFC 4119 [44]
	urn:ietf:params:xml:ns:pidf:geopriv10:basicPolicy
	NOTE: RFC's errata has no impact on definitions

	pdif_geopriv10_civicLoc
	RFC 4119 [44]
	urn:ietf:params:xml:ns:pidf:geopriv10:civicLoc
	NOTE: RFC's errata has no impact on definitions

	SRVCC
	TS 24.237 [51] Annex D.2
	NoTargetNamespace
	

	xml
	http://www.w3.org/2001/03/xml.xsd
	http://www.w3.org/XML/1998/namespace
	


XCAP specific definitions

	XML Schema
	Source
	Name space

	24604
	TS 24.604 [40]
	http_uri_etsi_org_ngn_params_xml_simservs_xcap

	OIP-OIR
	TS 24.607 [41]
	http_uri_etsi_org_ngn_params_xml_simservs_xcap

	TIP-TIR R2
	TS 24.608 [42]
	http_uri_etsi_org_ngn_params_xml_simservs_xcap

	24611
	TS 24.611 [43]
	http_uri_etsi_org_ngn_params_xml_simservs_xcap

	XCAP
	TS 24.623 [36]
	http_uri_etsi_org_ngn_params_xml_simservs_xcap

	xdm_commonPolicy-V1_0
	
	urn_oma_xml_xdm_common_policy

	common-policy
	RFC 4745 [48]
	urn_ietf_params_xml_ns_common_policy


GBA specific definitions

	XML Schema
	Source
	Name space

	24109
	TS 24.109 [33]
	uri_3gpp_gba


Additionally the Test Suite imports the following modules of ETSI’s LibSip (ETSI SIP Library, see ):

	Module
	Revision

	LibSip_Common
	LibSip v3.0.2

	LibSip_SDPTypes
	LibSip v3.0.2

	LibSip_SimpleMsgSummaryTypes
	LibSip v3.0.2

	LibSip_SIPTypesAndValues
	LibSip v3.0.2


The LibSip module LibSip_MessageBodyTypes (imported by LibSip_SIPTypesAndValues) contains type definitions for the message body of SIP messages which in general are project specific. For 3GPP conformance testing LibSip_MessageBodyTypes is defined as shown below.

<End of modified section>
<Start of modified section>
Annex H (informative):
TTCN-3 Definitions of Common Interfaces

The multi-testers model according to clause 5 provides interfaces which can be re-used by implementations of the IP-CAN test model according to TS 34.229-4 [50].

NOTE: Common type definitions are according to annex D of TS 36.523-3 [30].

H.1
IMS_PTC_CoordMsg
IMS_TestProcedure_Type

	TTCN-3 Enumerated Type

	Name
	IMS_TestProcedure_Type

	Comment
	

	IPCAN_InitialRegistration
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5.2.3 without RRC Connection Release at the end of the procedure

NOTE: As working assumption the UE does IMS REGISTRATION automatically after RRC/NAS registration

	IPCAN_EmergencyCall_NormalService
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.4.3

	IPCAN_EmergencyCall_LimitedService
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.5.3

	IPCAN_MO_SpeechCall
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.6.3

	IPCAN_MT_SpeechCall
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.7.3

	IPCAN_MO_VideoCall
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.8.3

	IPCAN_MT_VideoCall
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.9.3

	IPCAN_MO_AddVideo
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.11.3

	IPCAN_MT_AddVideo
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.12.3

	IPCAN_ReleaseVideo
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.15.3

	IPCAN_MO_IMS_Signalling
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5.3.3 with m = n = 0; used e.g. for MT SMS test case 18.2

	IPCAN_MT_IMS_Signalling
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5.3.3 Steps 3 to 9 with m = n = 0; used e.g. for MT SMS test case 18.1

	IPCAN_XCAP_Signalling
	EUTRA/EPS signalling acc. to 36.508 cl. 4.5A.14


IMS_TestConfiguration_Type

	TTCN-3 Enumerated Type

	Name
	IMS_TestConfiguration_Type

	Comment
	

	IPCAN_SignallingOnly
	EUTRA: default DRB is used only

	IPCAN_SpeechCall
	EUTRA: one dedicated UM bearer; for normal speech calls and emergency call for limited services

	IPCAN_VideoCall
	EUTRA: two dedicated UM bearers

	IPCAN_EmergencyCall
	EUTRA: second default bearer (AM) and one dedicated UM bearer

	IPCAN_SpeechAndEmergencyCall
	EUTRA: default bearer + dedicated bearer for normal speech call and another default bearer + dedicated bearer for emergency call

	IPCAN_XCAP
	EUTRA: second default bearer (AM) for second PDN used for XCAP signalling


IPCAN_INFO_Type

	TTCN-3 Record Type

	Name
	IPCAN_INFO_Type

	Comment
	

	RanType
	IPCAN_RAN_Type
	opt
	

	UE_Release
	integer
	opt
	

	AuthResLength
	integer
	opt
	


IMS_IPCAN_CommandName_Type

	TTCN-3 Enumerated Type

	Name
	IMS_IPCAN_CommandName_Type

	Comment
	

	IPCAN_INIT
	trigger the IPCAN_PTC to create a cell and do further appropriate initialisation;

which RAN technology to be use is decided by the IPCAN_PTC based on PIXITs;

as test procedure shall be specified which procedure is used during the test body to know which DRBs need to be pre-configured;

IPCAN returns response indicating the RAN type

	IPCAN_STARTPROCEDURE
	trigger the IPCAN to expect (MO) or page (MT) the UE to establish an RRC connection;

depending on the connection type triggers may need to be sent from IPCAN to IMS or from IMS to IPCAN to synchronise establishment

of dedicated DRBs (EUTRA) or secondary PDP contexts (UTRAN)

	IPCAN_ENDPROCEDURE
	trigger RRC connection release by the IPCAN_PTC;

as a SIP message may be sent out just before end of the procedure in general a delay of 2s shall be added before sending IPCAN_ENDPROCEDURE to IPCAN;

for UTRAN it is up to IPCAN and SS implementation to cope with possible/necessary release of (secondary) PDP context;

a trigger shall be sent from IPCAN to IMS to indicate when RRC connection is released

	IPCAN_RELEASE
	Detach UE and release cell (postamble);

a trigger is shall be sent from IPCAN to IMS to indicate when IPCAN is released

	IPCAN_QUERY
	query information from the IPCAN PTC

	IPCAN_PROVIDELOCATIONINFORMATION
	trigger IPCAN to provide UELocationInformation to the UE acc. to 36.509


IMS_IPCAN_Command_Type

	TTCN-3 Record Type

	Name
	IMS_IPCAN_Command_Type

	Comment
	Messages IMS_PTC -> IPCAN

	Name
	IMS_IPCAN_CommandName_Type
	
	

	TestConfiguration
	IMS_TestConfiguration_Type
	opt
	

	TestProcedure
	IMS_TestProcedure_Type
	opt
	


IMS_IPCAN_ResponseName_Type

	TTCN-3 Enumerated Type

	Name
	IMS_IPCAN_ResponseName_Type

	Comment
	

	IPCAN_INIT
	response for INIT command: carries the RAN type as used by the IPCAN PTC;

the RAN type depends on PIXIT settings:

part 4 model:   px_RANTech

part 3 model:   EUTRA_FDD or EUTRA_TDD depending on px_ePrimaryFrequencyBand (px_ePrimaryFrequencyBand < 33 => FDD)

	IPCAN_QUERY
	


IPCAN_IMS_Response_Type

	TTCN-3 Record Type

	Name
	IPCAN_IMS_Response_Type

	Comment
	

	Name
	IMS_IPCAN_ResponseName_Type
	
	

	IpcanInfo
	IPCAN_INFO_Type
	opt
	


IPCAN_IMS_Control_Type

	TTCN-3 Union Type

	Name
	IPCAN_IMS_Control_Type

	Comment
	

	Reset
	Null_Type
	to reset IMS after UE has been switched off and gets switched on again

	IpcanInd
	Null_Type
	to indicate to IMS which IPCAN is active (at port IPCAN or at port OtherIPCAN)

	ReregistrationStart
	IPCAN_RAN_Type
	to prepare IMS PTC for (optional) re-registration

	ReregistrationStop
	Null_Type
	to indicate to IMS PTC that no re-registration will happen anymore


IMS_IPCAN_Coordination_MSG

	TTCN-3 Union Type

	Name
	IMS_IPCAN_Coordination_MSG

	Comment
	

	TriggerEvent
	Null_Type
	any trigger of confirmation

	AbortEvent
	Null_Type
	sent instead of TriggerEvent if procedure shall be aborted

	IPCAN_IMS_Control
	IPCAN_IMS_Control_Type
	IMS <- IPCAN: to control IMS (default behaviour)

	IMS_IPCAN_Command
	IMS_IPCAN_Command_Type
	IMS -> IPCAN: command from the IPCAN to control IMS (mainly for IMS default behaviour)

	IPCAN_IMS_Response
	IPCAN_IMS_Response_Type
	IMS <- IPCAN: response for previous command

	ProtocolConfigOptions
	NAS_ProtocolConfigOptions_Type
	IMS <-> IPCAN: PCOs to be used in NAS signalling

	IPCAN_IMS_Data
	charstring
	IMS <- IPCAN: to send data from IPCAN to IMS


IMS_IPCAN_CO_ORD_PORT

	TTCN-3 Port Type

	Name
	IMS_IPCAN_CO_ORD_PORT

	Comment
	

	out
	IMS_IPCAN_Coordination_MSG
	

	in
	IMS_IPCAN_Coordination_MSG
	



	

	
	

	
	

	
	
	



	

	
	

	
	

	
	
	

	
	
	


H.2
IMS_ASP_TypeDefs
IMS_ASP_TypeDefs: Basic Type Definitions

	TTCN-3 Basic Types

	IMS_Request_Type
	RequestUnion
	Alias for "RequestUnion" as defined in LibSip_SIPTypesAndValues

	IMS_Response_Type
	Response
	Alias for "Response" as defined in LibSip_SIPTypesAndValues

	IMS_PortsAndSecurityConfigCnf_Type
	Null_Type
	SPIs and protected ports are fully controlled by the IMS PTC

=> it is not necessary anymore to return IMS_ProtectedPorts_Type, IMS_SPIs_Type to the IMS PTC


IMS_SecurityContextEnum_Type

	TTCN-3 Enumerated Type

	Name
	IMS_SecurityContextEnum_Type

	Comment
	

	unprotected
	

	protectedContext1
	

	protectedContext2
	


IMS_RoutingInfo_Type

	TTCN-3 Record Type

	Name
	IMS_RoutingInfo_Type

	Comment
	

	Protocol
	InternetProtocol_Type
	
	UDP or TCP

	Security
	IMS_SecurityContextEnum_Type
	opt
	protected or unprotected (in DL omit when IP PTC shall decide what to do)

	UE_Address
	IP_AddrInfo_Type
	opt
	sent by the IP PTC when there is an initial request on unprotected connection

	NW_Address
	IP_AddrInfo_Type
	opt
	sent by the IP PTC when there is an initial request on unprotected connection


IMS_DATA_REQ

	TTCN-3 Record Type

	Name
	IMS_DATA_REQ

	Comment
	

	RoutingInfo
	IMS_RoutingInfo_Type
	
	

	Request
	IMS_Request_Type
	
	


IMS_DATA_RSP

	TTCN-3 Record Type

	Name
	IMS_DATA_RSP

	Comment
	

	RoutingInfo
	IMS_RoutingInfo_Type
	
	

	Response
	IMS_Response_Type
	
	



	

	
	

	
	

	
	
	
	

	
	
	
	


IMS_ProtectedPorts_Type

	TTCN-3 Record Type

	Name
	IMS_ProtectedPorts_Type

	Comment
	

	Port_us
	PortNumber_Type
	
	UE side: Server

	Port_uc
	PortNumber_Type
	
	UE side: Client

	Port_ps
	PortNumber_Type
	
	network side: Server

	Port_pc
	PortNumber_Type
	
	network side: Client


IMS_SPIs_Type

	TTCN-3 Record Type

	Name
	IMS_SPIs_Type

	Comment
	

	SPI_us
	IPsec_SPI_Type
	
	SPI at UE side: assigned by the UE

	SPI_uc
	IPsec_SPI_Type
	
	SPI at UE side: assigned by the UE

	SPI_ps
	IPsec_SPI_Type
	opt
	SPI at network side: to be assigned by TTCN

	SPI_pc
	IPsec_SPI_Type
	opt
	SPI at network side: to be assigned by TTCN


IMS_SecurityInfo_Type

	TTCN-3 Record Type

	Name
	IMS_SecurityInfo_Type

	Comment
	

	ProtectedPorts
	IMS_ProtectedPorts_Type
	
	

	SPIs
	IMS_SPIs_Type
	
	

	IntegrityAlgorithm
	IPsec_IntegrityAlgorithm_Type
	
	

	CipheringAlgorithm
	IPsec_CipheringAlgorithm_Type
	
	


IMS_RegistrationInfo_Type

	TTCN-3 Record Type

	Name
	IMS_RegistrationInfo_Type

	Comment
	

	NW_Address
	IP_AddrInfo_Type
	
	network address of the chosen IMS server (e.g. IPv4, IPv6)

	UE_Address
	IP_AddrInfo_Type
	
	UE address as used for security protected connections

	SecurityInfo
	IMS_SecurityInfo_Type
	opt
	omit in case of GIBA


IMS_PortsAndSecurityConfigReq_Type

	TTCN-3 Record Type

	Name
	IMS_PortsAndSecurityConfigReq_Type

	Comment
	

	UnprotectedPort_us
	PortNumber_Type
	opt
	5060 per default

	RegistrationInfo
	IMS_RegistrationInfo_Type
	opt
	


IMS_CONFIG_REQ

	TTCN-3 Union Type

	Name
	IMS_CONFIG_REQ

	Comment
	

	InstallKey
	IPsec_SecurityKeys_Type
	

	PortsAndSecurityConfig
	IMS_PortsAndSecurityConfigReq_Type
	

	SecurityRelease
	Null_Type
	

	RegInfoRelease
	Null_Type
	

	CloseTCP
	Null_Type
	


IMS_CONFIG_CNF

	TTCN-3 Union Type

	Name
	IMS_CONFIG_CNF

	Comment
	

	InstallKey
	Null_Type
	

	PortsAndSecurityConfig
	IMS_PortsAndSecurityConfigCnf_Type
	

	SecurityRelease
	Null_Type
	

	RegInfoRelease
	Null_Type
	

	CloseTCP
	Null_Type
	


IMS_IP_CTRL_PORT

	TTCN-3 Port Type

	Name
	IMS_IP_CTRL_PORT

	Comment
	Control port at the IMS PTC to configure IP for IMS

	out
	IMS_CONFIG_REQ
	

	in
	IMS_CONFIG_CNF
	



	

	
	

	
	

	
	
	

	
	
	


IMS_IP_CLIENT_PORT

	TTCN-3 Port Type

	Name
	IMS_IP_CLIENT_PORT

	Comment
	IMS client: send requests, receive response

	out
	IMS_DATA_REQ
	

	in
	IMS_DATA_RSP
	



	

	
	

	
	

	
	
	

	
	
	


IMS_IP_SERVER_PORT

	TTCN-3 Port Type

	Name
	IMS_IP_SERVER_PORT

	Comment
	IMS server: send response, receive requests

	out
	IMS_DATA_RSP
	

	in
	IMS_DATA_REQ
	



	

	
	

	
	

	
	
	

	
	
	


H.3
HTTP_ASP_TypeDefs
H.3.1
HTTP_ASP_Definitions

HttpServerInfo_Type

	TTCN-3 Record Type

	Name
	HttpServerInfo_Type

	Comment
	

	serverAddr
	IP_AddrInfo_Type
	
	IP address of simulated server

	serverPort
	PortNumber_Type
	
	Port number of simulated server

	drbInfo
	IP_DrbInfo_Type
	
	DRB info as used by the IP PTC (LTE model, see TS 36.523-3 [30])

	tlsInfo
	TLSInfo_Type
	opt
	TLS parameters as used by the IP PTC (LTE model, see TS 36.523-3 [30])

(omit: no TLS)


HttpServerList_Type

	TTCN-3 Record of Type

	Name
	HttpServerList_Type

	Comment
	

	record length (1 .. infinity) of HttpServerInfo_Type


HTTP_CTRL_REQ

	TTCN-3 Record Type

	Name
	HTTP_CTRL_REQ

	Comment
	ASP type to configure the http layer;

when any of the optional fields is omitted the previous configuration of this field is kept

	httpServerList
	HttpServerList_Type
	opt
	IP address and port of simulated HTTP servers


HTTP_CTRL_CNF

	TTCN-3 Record Type

	Name
	HTTP_CTRL_CNF

	Comment
	ASP type to confirm HTTP_CTRL_REQ

	errorInfo
	charstring
	opt
	string indicating a system error


HTTP_DATA_IND

	TTCN-3 Record Type

	Name
	HTTP_DATA_IND

	Comment
	ASP type for sending a message from the http layer to TTCN;

it transports relevant information of a http Request from the UE to the Tester

	routingInfo
	IP_Connection_Type
	
	TCP connection from which the request has been received;

=> response shall use the same

	httpRequest
	HttpRequest_Type
	
	


HttpRequest_Type

	TTCN-3 Record Type

	Name
	HttpRequest_Type

	Comment
	

	requestLine
	HttpRequestLine_Type
	
	RFC 2616 clause 5.1

	userAgent
	UserAgent
	opt
	User Agent according to RFC 2616 [27] clause 14.43

	authorization
	Authorization
	opt
	Authorization according to RFC 2616 [27] clause 14.8 (optional; NOTE: Same type definition as for SIP type definitions)

	host
	Host
	opt
	host according to RFC 2616 [27] clause 14.23

	contentType
	ContentType
	opt
	Content-Type according to RFC 2616 [27] clause 14.17 (optional, NOTE: Same type definition as for SIP type definitions)

	x3GPPIntendedIdentity
	charstring
	opt
	3GPP TS 24.109 [33] clause G.2

	messageBody
	charstring
	opt
	e.g. XCAP Message


HttpResponse_Type

	TTCN-3 Record Type

	Name
	HttpResponse_Type

	Comment
	

	statusLine
	HttpStatusLine_Type
	
	Status-Line in RFC 2616 [27] clause 6.1

	date
	Date
	opt
	Date according to RFC 2616 [27] clause 14.18

	eTag
	SIP_ETag
	opt
	ETag according to RFC 2616 [27] clause 14.19

	server
	Server
	opt
	Server according to RFC 2616 [27] clause 14.38

	wwwauthenticate
	WwwAuthenticate
	opt
	WWW-Authenticate in RFC 2616 [27] clause 14.47 (NOTE: Same type definition as for SIP type definitions)

	authenticationInfo
	AuthenticationInfo
	opt
	Authentication-Info in RFC 2617 [37] clause 3.2.3 (NOTE: Same type definition as for SIP type definitions)

	contentType
	ContentType
	opt
	Content-Type in RFC 2616 [27] clause 14.17 (NOTE: Same type definition as for SIP type definitions)

	contentLength
	ContentLength
	opt
	Content-Length in RFC 2616 [27] clause 14.13 (NOTE: Same type definition as for SIP type definitions)

	expires
	Expires
	opt
	Expires in RFC 2616 [27] clause 14.21 (NOTE: Same type definition as for SIP type definitions)

	messageBody
	charstring
	opt
	e.g. XCAP Message (XML document or XML fragment)


HTTP_DATA_REQ

	TTCN-3 Record Type

	Name
	HTTP_DATA_REQ

	Comment
	ASP type for sending messages from TTCN to the http layer;

it transports information needed by the http layer to generate a http Response to the UE

	routingInfo
	IP_Connection_Type
	
	TCP connection to be used in DL: shall be the same as for corresponding request

	httpResponse
	HttpResponse_Type
	
	


HttpRequestLine_Type

	TTCN-3 Record Type

	Name
	HttpRequestLine_Type

	Comment
	request line according to RFC 2616 [27] clause 5.1

	method
	charstring
	
	

	uri
	charstring
	
	XCAP: selection expression, RFC 4825 [26]

	version
	charstring
	
	


HttpStatusLine_Type

	TTCN-3 Record Type

	Name
	HttpStatusLine_Type

	Comment
	status line according to RFC 2616 [27] clause 5.1

	version
	charstring
	
	

	code
	integer
	
	

	reasonPhrase
	charstring
	
	


H.3.2
HTTP_Port_Definitions

HTTP_CTRL_PORT

	TTCN-3 Port Type

	Name
	HTTP_CTRL_PORT

	Comment
	

	out
	HTTP_CTRL_REQ
	

	in
	HTTP_CTRL_CNF
	


HTTP_DATA_PORT

	TTCN-3 Port Type

	Name
	HTTP_DATA_PORT

	Comment
	

	in
	HTTP_DATA_IND
	

	out
	HTTP_DATA_REQ
	



	

	
	

	
	

	
	
	

	
	
	



	

	
	

	
	

	
	
	

	
	
	


H.4
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	IMS_PTC_CoordMsg
	IMS/IMS_PTC_CoordMsg.ttcn
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<End of modified section>
