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	Reason for change:
	When the PDN re-establishment for 2nd IMS registration is triggered after the EPS bearer deactivation procedure, the TCP accept on port 5060 for the TCP establishment cannot be accepted, because the unprotected context of IMS server in the previous PDN establishment is not cleared, and cause the conflict with the new TCP connection.
From the current TTCN implementation, we can see that the unprotected context or security context is cleared from the following two methods: 
1.Trigger from UE by TCP close ind or cnf, eg. TCP FIN.
2.Trigger from TTCN internal handling for IP PTC database maintenance.
In the scenario executed by test case 10.4.2 scenario, there is no possibility to trigger the TCP close behaviour from UE side when the EPS bearer deactivation procedure is triggered by SS, not like the De-registration triggered from detach for re-attach or switch off procedure.
Meanwhile, from the TTCN internal handling for unprotected context, the implementation of test case 10.4.2  does not cover the unprotected context handling.
The function f_IMS_GlobalRelease handling after the 1st IMS registration trigger IP configuration of register information release request to IP PTC.
The handling of IP PTC is as below:

[] p_Port.receive(car_IMS_RegInfoRelease_REQ) -> value v_IMS_CONFIG_REQ  /* @sic R5s140123 change 8 sic@ */

      {

        v_WaitForCNF := false;

        fl_IMS_Server_RemoveSecurityContext(p_ImsServer, v_WaitForCNF);      /* @sic R5s141154 sic@ */

        p_ImsServer.RegistrationAddress := omit;

        p_Port.send(cas_IMS_RegInfoRelease_CNF);

      }

We can see there’s no handling for the unprotected context clearance as above.
Meanwhile, there’s also no trigger from EUTRA PTC side for unprotected context clearance for IP PTC. (The 2nd PDN connectivity request is unforeseen for its reaching time, the handling for clearance will encounter the race condition.)
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	Summary of change:
	Added initialization for unprotected context of IMS server 
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	Other comments:
	


Change 1 
	Function name
	a_IP_IMS_Config 

	Reason for change
	The reason is as described above 

	Summary of change
	To add the initialization for unprotected context of IMS server in the function:

a_IP_IMS_Config for the handling of car_IMS_RegInfoRelease_REQ.

p_ImsServer.UnprotectedContext := cs_IMS_SecurityContext(cs_IMS_SecurityContextInfo_Unprotected);



	TTCN module
	IP_PTC_IMS_Handler.ttcn

	MCC160 Comment
	


Before change

    altstep a_IP_IMS_Config(inout IMS_Server_Type p_ImsServer,

                          IP_IMS_CTRL_PORT p_Port) runs on IP_PTC

  { /* @sic R5s130266 change 1.3, 4, 5 - MCC160 Implementation: SPIs and protected ports are fully controlled by the IMS PTC sic@ */

    /* @sic R5s130900 - MCC160 implementation for re-authentication sic@ */

    var IMS_CONFIG_REQ v_IMS_CONFIG_REQ;

    var IMS_PortsAndSecurityConfigReq_Type v_PortsAndSecurityConfig;

    var template (omit) IMS_RegistrationInfo_Type v_RegistrationInfo;

var boolean v_WaitForCNF;
…….

   [] p_Port.receive(car_IMS_RegInfoRelease_REQ) -> value v_IMS_CONFIG_REQ  /* @sic R5s140123 change 8 sic@ */

      {

        v_WaitForCNF := false;

        fl_IMS_Server_RemoveSecurityContext(p_ImsServer, v_WaitForCNF);      /* @sic R5s141154 sic@ */

        p_ImsServer.RegistrationAddress := omit;

        p_Port.send(cas_IMS_RegInfoRelease_CNF);

      }
   ………

After change

  altstep a_IP_IMS_Config(inout IMS_Server_Type p_ImsServer,

                          IP_IMS_CTRL_PORT p_Port) runs on IP_PTC

  { /* @sic R5s130266 change 1.3, 4, 5 - MCC160 Implementation: SPIs and protected ports are fully controlled by the IMS PTC sic@ */

    /* @sic R5s130900 - MCC160 implementation for re-authentication sic@ */

    var IMS_CONFIG_REQ v_IMS_CONFIG_REQ;

    var IMS_PortsAndSecurityConfigReq_Type v_PortsAndSecurityConfig;

    var template (omit) IMS_RegistrationInfo_Type v_RegistrationInfo;

var boolean v_WaitForCNF;
…….

   [] p_Port.receive(car_IMS_RegInfoRelease_REQ) -> value v_IMS_CONFIG_REQ  /* @sic R5s140123 change 8 sic@ */

      {

        v_WaitForCNF := false;

        fl_IMS_Server_RemoveSecurityContext(p_ImsServer, v_WaitForCNF);      /* @sic R5s141154 sic@ */

        p_ImsServer.UnprotectedContext := cs_IMS_SecurityContext(cs_IMS_SecurityContextInfo_Unprotected);  
p_ImsServer.RegistrationAddress := omit;

       p_Port.send(cas_IMS_RegInfoRelease_CNF);

      }


   ………

