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1 Overview

This document lists all the changes needed to correct problems in the TTCN implementation of test case 15.8.1 which is part of the SSNITZ test suite. Only essential changes to the TTCN are applied and documented in section 4.

With these changes applied the test case can be demonstrated to run with one or more 3G UEs 
(see section 6). Execution log files are provided as evidence. 
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3 Verification Test Summary

Test Case:
TC_15_8_1
Test Group:
/15/CallRestriction.ttcn
ATS Version:
iwd-TTCN3-B2013-03_D14wk37 + essential modifications.

System Simulator used:
Rohde & Schwarz CMW500

UE used:
Samsung Galaxy S3 UE
Verification Status:
PASS
4 Corrections required for test case 15.8.1
4.1 Introduction

This section describes the changes required to make test case 15.8.1 run correctly with a 3G UE. All modifications are marked with label “WA#” in the TTCN comments column of the enclosed ATS [1].

The ATS version used as basis was UTRAN testsuite which is part of iwd-TTCN3-B2013-03_D14wk37 release. This testsuite provided by MCC160 contains UTRAN test cases.
4.2 Function  f_SS_ReceiveRegister
	Record Name
	f_SS_ReceiveRegister

	Reason for change
	Template  cr_SS_VersionIndOneOrAbove is used to match the received SS Version Indicator in the REGISTER message from the UE. However, according to TS 24.080, Section 3.7.2, this would imply that the UE should support SS-Protocol version 3 and  phase 2 error handling. This would, then, imply that only UEs which support  SS-Protocol version 3 would support the Call Barring feature. 

This would be an incorrect interpretation as there are commercial UEs available which support this feature, but report phase 2 service, ellipsis notation, and phase 2 error handling as SS Version Indicator. These UEs would then be classed as not supporting the call  barring feature, which is not correct, as they do support the feature.
Moreover, the Specific Message contents for the REGISTER message in the Prose for these TCs does not explicitly state that the SS Version Indicator should be checked for 1 or above.

Hence, allowance should be made to receive any SS Version Indicator.

	Summary of change
	cr_SS_VersionIndAny is used instead of cr_SS_VersionIndOneOrAbove

	Source of change
	/Common/SS_CommonFunctions.ttcn

	
	


Before:

	function f_SS_ReceiveRegister(UTRAN_CellId_Type p_CellId,

                                template (present) Invoke p_ReceivedInvoke,

                                charstring p_LogMsg1,

                                charstring p_LogMsg2,

                                boolean p_DoAuth := false)

    runs on UTRAN_PTC return SS_ReceiveRegisterResult_Type

  {

    var START_Value v_START_Value := '00000000000000000000'B;

    var RRC_DATA_IND v_RRC_DataInd;

    var Components v_FacilityInvoke;

    var TI v_TI_R;

    // Establish the RRC Connection

    f_UTRAN34_RRC_ConnEst (p_CellId, originatingHighPrioritySignalling);

    // Receive CM SERVICE REQUEST - CM service type = "Supplementary service activation"

    U_Dc.receive (car_InitDirectTransfer(utran_CellDedicated,

                                         tsc_RB3,

                                         cr_U_CMServReq_SSDef(?))) -> value v_RRC_DataInd;

    v_START_Value := v_RRC_DataInd.ttcn_start;

    f_UTRAN_SS_SecurityDownloadStart(cs_domain, v_START_Value);

    f_UTRAN_PreliminaryPass(__FILE__, __LINE__, p_LogMsg1);

    if (p_DoAuth){ //optional steps

      f_UTRAN_MM_Authentication();

    }

    // Security  procedure - Authentication shall have been performed before

    // We assume a real network will perform the security procedure and therefore the SERVICE ACCEPT is not needed.

    f_UTRAN34_RRC_Security(p_CellId, p_DoAuth, cs_domain);

    // Receive REGISTER message

    U_Dc.receive (car_UplinkDirectTransfer(utran_CellDedicated,

                                           tsc_RB3,

                                           cr_U_RegisterMO(cr_FacilityIE_tlv,

                                                           cr_SS_VersionIndOneOrAbove)))-> value v_RRC_DataInd;

    v_FacilityInvoke := f_SS_ComponentsDecode(v_RRC_DataInd.msg.facility.facility_Str.components);

    // Check the received Invoke component against the parameter

    if (not match (v_FacilityInvoke, cr_Components(cr_InvokeComponent(p_ReceivedInvoke)))) {

      f_UTRAN_SetVerdictFailOrInconc (__FILE__, __LINE__, p_LogMsg2);

    } else {

      f_UTRAN_PreliminaryPass(__FILE__, __LINE__, p_LogMsg2);

    }

    // Assigned Received TI (inout parameter)

    v_TI_R := v_RRC_DataInd.msg.register.ti;

    return {v_FacilityInvoke, v_TI_R};

  }


After:

	function f_SS_ReceiveRegister(UTRAN_CellId_Type p_CellId,

                                template (present) Invoke p_ReceivedInvoke,

                                charstring p_LogMsg1,

                                charstring p_LogMsg2,

                                boolean p_DoAuth := false)

    runs on UTRAN_PTC return SS_ReceiveRegisterResult_Type

  {

    var START_Value v_START_Value := '00000000000000000000'B;

    var RRC_DATA_IND v_RRC_DataInd;

    var Components v_FacilityInvoke;

    var TI v_TI_R;

    // Establish the RRC Connection

    f_UTRAN34_RRC_ConnEst (p_CellId, originatingHighPrioritySignalling);

    // Receive CM SERVICE REQUEST - CM service type = "Supplementary service activation"

    U_Dc.receive (car_InitDirectTransfer(utran_CellDedicated,

                                         tsc_RB3,

                                         cr_U_CMServReq_SSDef(?))) -> value v_RRC_DataInd;

    v_START_Value := v_RRC_DataInd.ttcn_start;

    f_UTRAN_SS_SecurityDownloadStart(cs_domain, v_START_Value);

    f_UTRAN_PreliminaryPass(__FILE__, __LINE__, p_LogMsg1);

    if (p_DoAuth){ //optional steps

      f_UTRAN_MM_Authentication();

    }

    // Security  procedure - Authentication shall have been performed before

    // We assume a real network will perform the security procedure and therefore the SERVICE ACCEPT is not needed.

    f_UTRAN34_RRC_Security(p_CellId, p_DoAuth, cs_domain);

    // Receive REGISTER message

    U_Dc.receive (car_UplinkDirectTransfer(utran_CellDedicated,

                                           tsc_RB3,

                                           cr_U_RegisterMO(cr_FacilityIE_tlv,

                                                           cr_SS_VersionIndAny)))-> value v_RRC_DataInd; //WA#15_8_x: Changed SS Version Indication

    v_FacilityInvoke := f_SS_ComponentsDecode(v_RRC_DataInd.msg.facility.facility_Str.components);

    // Check the received Invoke component against the parameter

    if (not match (v_FacilityInvoke, cr_Components(cr_InvokeComponent(p_ReceivedInvoke)))) {

      f_UTRAN_SetVerdictFailOrInconc (__FILE__, __LINE__, p_LogMsg2);

    } else {

      f_UTRAN_PreliminaryPass(__FILE__, __LINE__, p_LogMsg2);

    }

    // Assigned Received TI (inout parameter)

    v_TI_R := v_RRC_DataInd.msg.register.ti;

    return {v_FacilityInvoke, v_TI_R};

  }           


5 Branches executed in test case 15.8.1
The test case implementation was executed with Integrity and ciphering enabled.

6 Execution Log Files

6.1 Samsung Galaxy S3 UE
The Samsung Galaxy S3 UE passed this test case on Rohde & Schwarz CMW500. The documentation below is enclosed as evidence of the successful test case run [1]:

Test Case Execution log file: 
Rohde-Schwarz\tc_15_8_1_Samsung_S3.log 
(Note: PICS/PIXIT settings are captured at the beginning of the TLI log)
In the log file (in .txt / -html format) the complete test case execution can be seen. All TLI events are presented and message contents are fully decoded and can be verified. Preliminary verdicts and the final test case verdict can be seen in the log file
7 References
	[1]
	R5s141080
This archive comprises Execution log file


