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8.1.1.5
Actions upon reception of the Master Information Block and Scheduling Block(s)
When selecting a new cell, the UE shall read the master information block. The UE may use the pre-defined scheduling information to locate the master information block in the cell.

Upon reception of the master information block, the UE shall:

1>
if the IE "Multiple PLMN List" is not present in the Master Information Block:

2>
consider the IE "PLMN identity" in the Master Information Block as the PLMN identity of the cell.

1>
else:

2>
consider the PLMN identities in the IE "Multiple PLMN List" as the PLMN identities of the cell;

2>
when reading the "Multiple PLMN List", read all the PLMN identities in the list as follows:

3>
if the IE "MIB PLMN Identity" is set to TRUE:
4>
read the "PLMN identity" IE in the MIB and consider it as a part of the "Multiple PLMN List".
3>
if the IE "MIB PLMN Identity" is set to FALSE:

4>
not consider the "PLMN identity" IE in the MIB as a part of the "Multiple PLMN List";

4>
not consider the IE "PLMN identity" in the MIB as a PLMN identity of the cell;

4>
not forward the PLMN in the IE "PLMN identity" of the MIB to upper layers.
3>
if the MCC is not present when reading a IE "PLMN identity with Optional MCC" in the IE "Multiple PLMN List":

4>
set the MCC of this PLMN identity equal to the MCC of the closest preceding "PLMN identity with Optional MCC" in the "Multiple PLMN List" that includes an MCC;

4>
or, if no such "PLMN identity with Optional MCC" exists, the UE shall set the MCC of this PLMN identity to the MCC of the "PLMN identity" IE in the Master Information Block irrespective of the value of the IE "MIB PLMN Identity".

1>
if the UE is operating in "ANSI-41 mode" and the IE "PLMN Type" has the value "ANSI-41" or "GSM-MAP and ANSI-41":

2>
store the ANSI-41 Information elements contained in the master information block and perform initial process for ANSI-41.
1>
compare the value tag in the master information block with the value tag stored for this cell and this PLMN in the variable VALUE_TAG;

1>
if the value tags differ, or if no IEs for the master information block are stored:

2>
store the value tag into the variable VALUE_TAG for the master information block;

2>
read and store scheduling information included in the master information block.

1>
if the value tags are the same the UE may use stored system information blocks and scheduling blocks using value tag that were stored for this cell and this PLMN as valid system information.
1>
if the variable BCCH_MODIFICATION_ACCESS_PROHIBITION is set to TRUE; and
1> if the value tag of the Master Information Block in the system information is different from the value tag stored in the variable VALUE_TAG; and
1>
 if the value tags for system information block type 3 are the same:
2>
set the variable BCCH_MODIFICATION_ACCESS_PROHIBITION to FALSE and allow the access on the cell according to 8.1.8.2.
For all system information blocks or scheduling blocks that are supported by the UE referenced in the master information block or the scheduling blocks, the UE shall perform the following actions:

1>
for all system information blocks with area scope "PLMN" or "Equivalent PLMN" that use value tags:

2>
compare the value tag read in scheduling information for that system information block with the value stored within the variable VALUE_TAG for that system information block;

2>
if the value tags differ, or if no IEs for the corresponding system information block are stored:

3>
store the value tag read in scheduling information for that system information block into the variable VALUE_TAG;

3>
read and store the IEs of that system information block.

2>
if the value tags are the same the UE may use stored system information blocks using value tag that were stored in this PLMN as valid system information.

1>
for all system information blocks or scheduling blocks with area scope cell that use value tags:

2>
compare the value tag read in scheduling information for that system information block or scheduling block with the value stored within the variable VALUE_TAG for that system information block or scheduling block;
2>
if the value tags differ, or if no IEs for the corresponding system information block or scheduling block are stored:

3>
store the value tag read in scheduling information for that system information block or scheduling block into the variable VALUE_TAG;
3>
read and store the IEs of that system information block or scheduling block.

2>
if the value tags are the same the UE may use stored system information blocks using value tags that were stored for this cell and this PLMN as valid system information.

2>
for any of System Information Block type 11, System Information Block type 11bis or System Information Block type 12, for FDD:

3>
if the value tag read in scheduling information for the system information block differs with the value stored within the variable VALUE_TAG for that system information block; and

3>
if the UE is reading the system information block as a result of receiving the IE "BCCH modification info":

4>
clear the stored IE "Common E-RGCH info FDD", if any.

4>
determine the value for the READY_FOR_COMMON_ERGCH variable and take the corresponding actions as described in subclause 8.5.75.

1>
for system information blocks which may have multiple occurrences:

2>
compare the value tag and the configuration or multiple occurrence identity for the occurrence of the system information blocks read in scheduling information with the value tag and configuration or multiple occurrence identity stored within the variable VALUE_TAG:

3>
if the value tags differ, or if no IEs from the occurrence with that configuration or multiple occurrence identity of the system information block are stored:

4>
store the value tag read in scheduling information for that system information block and the occurrence with that configuration or multiple occurrence identity into the variable VALUE_TAG;
4>
read and store the IEs of that system information block.

3>
if the value tags and the configuration or multiple occurrence identity are identical to those stored, the UE may use stored occurrences of system information blocks that were stored for this cell and this PLMN as valid system information.

For system information blocks, not supported by the UE, but referenced either in the master information block or in the scheduling blocks, the UE may:

1>
skip reading this system information block;

1>
skip monitoring changes to this system information block.

If the UE:

1>
receives a scheduling block at a position different from its position according to the scheduling information for the scheduling block; or

1>
receives a scheduling block for which scheduling information has not been received:

the UE may:

1>
store the content of the scheduling block with a value tag set to the value NULL; and

1>
consider the content of the scheduling block as valid until it receives the same type of scheduling block in a position according to its scheduling information or at most for 6 hours after reception.

If the UE does not find a scheduling block in a position where it should be according to its scheduling information, but a transport block with correct CRC was found at that position, the UE shall:

1>
read the scheduling information for this scheduling block.

If the UE does not find the master information block in a position fulfilling:


SFN mod 32 = 0

but a transport block with correct CRC was found at that position), the UE shall:

1>
consider the master information block as not found; and

1>
consider the cell to be barred according to [4]; and

1>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

NOTE:
This permits a different repetition for the MIB in later versions for FDD. In TDD it allows for a variable SIB_REP in this and future releases.

If the cell is not operating in MBSFN mode (according to Section 8.1.1.6.3) then:

1>
If system information block type 1 is not scheduled on BCH, and system information block type 13 is not scheduled on BCH, the UE shall:

2>
consider the cell to be barred according to [4]; and

2>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

1>
If the UE only supports GSM-MAP but finds a cell that broadcasts System Information Block type 13 but not System Information Block type 1, the UE shall:

2>
consider the cell barred.

1>
If system information block type 1 is not scheduled on BCH; and

1>
if the UE is operating in "GSM-MAP mode"; and

1>
if the IE "PLMN type" in the Master Information Block has the value "GSM-MAP" or "GSM-MAP and ANSI-41", the UE shall:

2>
indicate to upper layers that no CN system information is available.

1>
If in idle mode and System Information Block type 3 is not scheduled on BCH, the UE shall:

2>
consider the cell to be barred according to [4]; and

2>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

1>
If in connected mode and System Information Block type 3 is not scheduled on BCH, and System Information Block type 4 is not scheduled on BCH, the UE shall:

2>
consider the cell to be barred according to [4]; and

2>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

1>
If in idle mode and neither System Information Block type 5 nor type 5bis is scheduled on BCH, or System Information Block type 5 or type 5bis is scheduled but IE "AICH info" (FDD) or IE "PICH info" is not present, the UE shall:

2>
consider the cell to be barred according to [4]; and

2>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

1>
If in connected mode and neither System Information Block type 5 nor type 5bis is scheduled on BCH, and System Information Block type 6 is not scheduled on BCH, or any of System Information Block type 5, type 5bis or type 6 is scheduled but IE "AICH info" (FDD) or IE "PICH info" is not present, the UE shall:

2>
consider the cell to be barred according to [4]; and

2>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

1>
If System Information Block type 7 is not scheduled on BCH, the UE shall:

2>
consider the cell to be barred according to [4]; and

2>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

1>
In 3.84 Mcps TDD and 7.68 Mcps TDD, if System Information Block type 14 is not scheduled on BCH, the UE shall:

2>
consider the cell to be barred according to [4]; and

2>
consider the barred cell as using the value "allowed" in the IE "Intra-frequency cell re-selection indicator", and the maximum value in the IE "Tbarred".

If the cell is operating in MBSFN mode (according to section 8.1.1.6.3) then:

1>
If neither System Information block type 5 nor System Information Block type 5bis is scheduled on the BCH the UE shall:

2>
not consider this MBSFN cluster as candidate during the MBSFN cluster selection and MBSFN cluster re-selection procedures [4]. The UE may choose to not recheck the status of this MBSFN cluster during the time corresponding to the maximum value for Tbarred.

1>
If System Information Block type 11 is not scheduled on the BCH the UE shall:

2> 
not consider this MBSFN cluster as candidate during the MBSFN cluster selection and MBSFN cluster re-selection procedures [4]. The UE may choose to not recheck the status of this MBSFN cluster during the time corresponding to the maximum value for Tbarred.

If System Information Block type 5 and System Information Block type 5bis are both scheduled on BCH:

1>
the UE behaviour is unspecified.
8.1.1.6.3
System Information Block type 3
The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.

1>
if IE "Deferred measurement control reading support" is present:

2>
set variable DEFERRED_MEASUREMENT_STATUS to TRUE.

1>
else:

2>
set variable DEFERRED_MEASUREMENT_STATUS to FALSE.
With respect to Domain Specific Access Control and Paging Permission with Access Control, the UE shall:

1>
if the IE "Multiple PLMN List" is not included in the Master Information Block:

2>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", and the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters for PLMN Of MIB".

1>
else:

2>
if the PLMN specified by the IE "PLMN Identity" of the Master Information Block is chosen by the UE:

3>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", and the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters for PLMN Of MIB".

2>
else, if N-th (N=1..5) PLMN in the IE "Multiple PLMNs" contained in the IE "Multiple PLMN List" is chosen by the UE:

3>
if the IE "Domain Specific Access Restriction List" of the IE "Domain Specific Access Restriction For Shared Network" is indicated:

4>
if the IE "Domain Specific Access Restriction Parameters For OperatorN" is indicated:

5>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For OperatorN".

3>
else, 

4>
if the IE "Domain Specific Access Restriction Parameters For All" of the IE "Domain Specific Access Restriction For Shared Network" is indicated:

5>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For All".

3>
if the IE "Paging Permission with Access Control List" of the IE "Paging Permission with Access Control For Shared Network" is indicated:

4>
if the IE "Paging Permission with Access Control Parameters For OperatorN" is indicated:

5>
apply the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters For OperatorN".

3>
else,

4>
if the IE "Paging Permission with Access Control Parameters For All" of the IE "Paging Permission with Access Control For Shared Network" is indicated:

5>
apply the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters For All".

The UE shall apply the following handling with respect to any Access Class Barring information:

1>
if in idle mode:

2>
if the IE "Paging Permission with Access Control Parameters For PLMN Of MIB", the IE "Paging Permission with Access Control Parameters For OperatorN" or the IE "Paging Permission with Access Control Parameters For All" to be applied according to the requirements above is included in System Information Block Type 3, the UE shall:

3>
if Paging Response Restriction Indication is set to "None":

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] or CS SERVICE NOTIFICATION message specifed in [79], act as if no Access Class is barred in the IE "Access Class Barred List" as specified in [4].

3>
if Paging Response Restriction Indication is set to "PS":

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] from CS domain or CS SERVICE NOTIFICATION message specifed in [79], act as if no Access Class is barred in the IE "Access Class Barred List" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] from PS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].

3>
if Paging Response Restriction Indication is set to "CS":

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] from PS domain, act as if no Access Class is barred in the IE "Access Class Barred List" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] from CS domain or CS SERVICE NOTIFICATION message specifed in [79], act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].

3>
else (if Paging Response Restriction Indication is set to "All"):

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] from CS domain or CS SERVICE NOTIFICATION message specifed in [79], act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] from PS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message, Paging message specified in [67] or CS SERVICE NOTIFICATION message specifed in [79] from PS or CS domain, act on the IE "Access Class Barred list" if the IE "Domain Specific Access Class Barred List" is not present.

3>
when initiating a Location/Registration procedure to CS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS",as specified in [4];

3>
when initiating an access to CS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4];

3>
when initiating a Location/Registration procedure to PS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", as specified in [4];

3>
when initiating an access to PS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].

3>
upon transition to UTRA RRC connected, the UE shall:

4>
store that Paging Permission with Access Control Parameters to the variable "PPAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released;

4>
if the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", the IE "Domain Specific Access Restriction Parameters For OperatorN" or the IE "Domain Specific Access Restriction Parameters For All" to be applied according to the requirements above is included in System Information Block Type 3:

5>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released.

4>
act on the stored IE "Paging Response Restriction Indicator" when sending a response to any PAGING TYPE 1 or PAGING TYPE 2 message, Paging message specified in [67] or CS SERVICE NOTIFICATION message specifed in [79];

4>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS", when initiating a Location/Registration procedure to the CS domain, as specified in [4];

4>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", when initiating a Location/Registration procedure to the PS domain, as specified in [4];

4>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain for any other reason, as specified in [4];

4>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, for any other reason ,as specified in [4].

2>
if neither the IE "Paging Permission with Access Control Parameters For PLMN Of MIB", the IE "Paging Permission with Access Control Parameters For OperatorN" nor the IE "Paging Permission with Access Control Parameters For All" to be applied according to the requirements above is included in System Information Block Type 3:

3>
if the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", the IE "Domain Specific Access Restriction Parameters For OperatorN" or the IE "Domain Specific Access Restriction Parameters For All" to be applied according to the requirements above is included in System Information Block Type 3 the UE shall:

4>
act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4]. If "no restriction" was indicated in restriction status, the UE shall act as if no Access Class is barred in the IE "Domain Specific Access Class Barred List", and ignore the IE "Access Class Barred List" in the IE "Cell Access Restriction";

4>
act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4]. If "no restriction" was indicated in restriction status, the UE shall act as if no Access Class is barred in the IE "Domain Specific Access Class Barred List", and ignore the IE "Access Class Barred List" in the IE "Cell Access Restriction";

4>
upon transition to UTRA RRC connected, the UE shall:

5>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released;

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].

3>
else:

4>
act on the IE "Access Class Barred list" when initiating RRC Connection establishment as specified in [4].

1>
if in connected mode:

2>
for the variable "DSAC_PARAM":

3>
if the IE"Domain Specific Access Restriction Parameters For PLMN Of MIB", the IE "Domain Specific Access Restriction Parameters For OperatorN" or the IE "Domain Specific Access Restriction Parameters For All" to be applied according to the requirements above is included in the System Information Block Type 3:

4>
if the variable "DSAC_PARAM is not set, the UE shall:

5>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released.

4>
else (the access class barring information is stored) UE shall:

5>
update the variable "DSAC_PARAM" with that Domain Specific Access Restriction Parameters;

3>
else:

4>
if the variable "DSAC_PARAM" is set, the UE shall:

5>
clear the variable "DSAC_PARAM".

2>
for the variable "PPAC_PARAM":

3>
if the IE "Paging Permission with Access Control Parameters For PLMN Of MIB", the IE "Paging Permission with Access Control Parameters For OperatorN" or the IE "Paging Permission with Access Control Parameters For All" to be applied according to the requirements above is included in the System Information Block Type 3:

4>
if the variable "PPAC_PARAM" is not set, the UE shall:

5>
store that Paging Permission with Access Control Parameters to the variable "PPAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released.

4>
else (the access class barring information is stored) UE shall:

5>
update the variable "PPAC_PARAM" with that Paging Permission with Access Control Parameters.

3>
else:

4>
if the variable "PPAC_PARAM" is set, the UE shall:

5>
clear the variable "PPAC_PARAM".

2>
the UE shall:

3>
if the variable "DSAC_PARAM" is set:

4>
if the variable "PPAC_PARAM" is set:

5>
act on the stored IE "Paging Response Restriction Indicator" when sending a response to any PAGING TYPE 1 or PAGING TYPE 2 message, Paging message specified in [67] or CS SERVICE NOTIFICATION message specifed in [79]; 

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS", when initiating a Location/Registration procedure to the CS domain, as specified in [4];

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", when initiating a Location/Registration procedure to the PS domain, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain for any other reason, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, for any other reason ,as specified in [4].

4>
if the variable "PPAC_PARAM" is not set:

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].

3>
else:

4>
act as if no Access Class is barred.

With respect to "CSG Identity" IE, the UE shall:

1>
if the IE "CSG Identity" is present:

2>
forward the content of IE "CSG Identity" to the upper layers.

If the IE "MBSFN only service" is set to TRUE the UE shall:

1>
consider this cell to operate in MBSFN mode;

1>
for TDD consider that all slots operate in MBSFN mode;

1>
for FDD, 3.84 Mcps TDD IMB and 3.84/7.68 Mcps TDD if the UE capabilities allow the reception of MBSFN in addition to the normal UE operation the UE may receive MBMS services from this cell in accordance with requirements for selection of a cell providing only MBSFN as specified in [4]. For 1.28 Mcps TDD, if the UE capabilities allow the reception of MBSFN in addition to the normal UE operation the UE may get synchronized to the MBSFN cluster as specified in [4].

With respect to "IMS Emergency Support Indicator" IE, the UE shall:

1>
if the IE "IMS Emergency Support Indicator" is present:

2>
forward the content of IE "IMS Emergency Support Indicator" to the upper layers.

For 1.28Mcps TDD, if the IE “Mapping Info” is present and the mapping info for 3.84 Mcps TDD is included, UE shall:

1>
acquire and store the TDD frequencies and PCCPCH RSCP threshold information in the variable CELL_RESELECTION_INFO_LCRTDD for cell reselection from GERAN to 1.28Mcps TDD.

1>
else

2>
clear the variable CELL_RESELECTION_INFO_LCRTDD.
If the variable BCCH_MODIFICATION_ACCESS_PROHIBITION is set to TRUE, the UE shall:

1>
set the variable BCCH_MODIFICATION_ACCESS_PROHIBITION to FALSE and allow the access on the cell according to 8.1.8.2. 
8.1.1.7.1
Modification of system information blocks using a value tag
Upon modifications of system information blocks using value tags, UTRAN should notify the new value tag for the master information block in the IE "BCCH modification info", transmitted in the following way:

1>
to reach UEs in idle mode, and in CELL_PCH state and URA_PCH state with S-CCPCH assigned, the IE "BCCH modification info" is contained in a PAGING TYPE 1 message transmitted on the PCCH in all paging occasions in the cell;

1>
to reach UEs in CELL_PCH state and URA_PCH state with HS-DSCH assigned and no dedicated H-RNTI assigned, the IE "BCCH modification info" is contained in a PAGING TYPE 1 message transmitted on the PCCH in all paging occasions in the cell;

1>
to reach UEs in CELL_FACH state or TDD UEs in CELL_DCH with S-CCPCH assigned, the IE "BCCH modification info" is contained in a SYSTEM INFORMATION CHANGE INDICATION message transmitted on the BCCH mapped on at least one FACH on every Secondary CCPCH in the cell;

1>
for FDD and 1.28 Mcps TDD, to reach UEs in CELL_FACH state with HS-DSCH assigned and in CELL_PCH with HS-DSCH and dedicated H-RNTI assigned, the IE "BCCH modification info" is contained in a SYSTEM INFORMATION CHANGE INDICATION message transmitted on the BCCH mapped on the HS-PDSCH indicated with the first indexed HS-SCCH code by the BCCH specific H-RNTI.

If both the IE "ETWS information" and the IE "BCCH modification info" are present in a PAGING TYPE 1, an ETWS capable UE in idle mode shall:

1>
if the value of IE "MIB value tag" in the IE "BCCH modification info" is different from the value tag stored in the variable VALUE_TAG:

2>
set the variable BCCH_MODIFICATION_ACCESS_PROHIBITION to TRUE;

2>
prohibit any RRC connection establishment attempt according to 8.1.8.2.
Upon reception of a PAGING TYPE 1 message or a SYSTEM INFORMATION CHANGE INDICATION message containing the IE "BCCH modification info" containing the IE "MIB value tag" but not containing the IE "BCCH modification time", the UE shall perform actions as specified in subclause 8.1.1.7.3.

If the IE "BCCH modification time" is included the UE shall perform actions as specified in subclause 8.1.1.7.2.
8.1.8.2
Initiation of Initial direct transfer procedure in the UE
In the UE, the initial direct transfer procedure shall be initiated, when the upper layers request establishment of a signalling connection. This request also includes a request for the transfer of a NAS message.

Upon initiation of the initial direct transfer procedure the UE shall:

1>
set the variable ESTABLISHMENT_CAUSE to the cause for establishment indicated by upper layers.

Upon initiation of the initial direct transfer procedure when the UE is in idle mode, the UE shall:

1>
if the variable BCCH_MODIFICATION_ACCESS_PROHIBITION is set to FALSE; or
1>
if the establishment of a signalling connection is requested for CS domain; or
1>
if the variable ESTABLISHMENT_CAUSE is set to "Emergency Call":
2>
perform an RRC connection establishment procedure, according to subclause 8.1.3;

NOTE:
If an RRC connection establishment is ongoing, this procedure continues unchanged, i.e. it is not interrupted.

1>
else:

2>
consider the RRC connection establishment procedure to be unsuccessful.
1>
if the RRC connection establishment procedure was not successful:

2>
if the establishment cause for the failed RRC connection establishment was set to "MBMS reception" and a different cause value is stored in the variable "ESTABLISHMENT_CAUSE":

3>
UE-AS (RRC) initiates a new RRC connection establishment procedure, using the establishment cause as contained in the variable ESTABLISHMENT_CAUSE.

2>
otherwise:

3>
indicate failure to establish the signalling connection to upper layers and end the procedure.

1>
when the RRC connection establishment procedure is completed successfully:

2>
continue with the initial direct transfer procedure as below.

Upon initiation of the initial direct transfer procedure when the UE is in CELL_PCH or URA_PCH state, the UE shall:

1>
if variable READY_FOR_COMMON_EDCH is set to TRUE:

2>
move to CELL_FACH state and continue with the initial direct transfer procedure as below.

1>
else:

2>
if variable HSPA_RNTI_STORED_CELL_PCH is set to TRUE:

3>
move to CELL_FACH state and continue with the initial direct transfer procedure as below.

2>
else:

3>
if variable H_RNTI and variable C_RNTI are set: 

4>
continue with the initial direct transfer procedure as below.

3>
else:

4>
perform a cell update procedure, according to subclause 8.3.1, using the cause "uplink data transmission";

4>
when the cell update procedure completed successfully:

5>
continue with the initial direct transfer procedure as below.

The UE shall, in the INITIAL DIRECT TRANSFER message:

1>
set the IE "NAS message" as received from upper layers; and

1>
set the IE "CN domain identity" as indicated by the upper layers; and

1>
set the IE "Intra Domain NAS Node Selector" as follows:

2>
derive the IE "Intra Domain NAS Node Selector" from TMSI/PMTSI, IMSI, or IMEI; and

2>
provide the coding of the IE "Intra Domain NAS Node Selector" according to the following priorities:

1.
base the routing parameter for IDNNS on TMSI (CS domain) or on PTMSI (PS domain)  according to the TMSI/PTMSI provided by upper layers, where the PTMSI may be mapped from a valid GUTI;

2.
base the routing parameter for IDNNS on IMSI when no TMSI/PTMSI is provided by upper layers;

3.
base the routing parameter for IDNNS on IMEI only if no (U)SIM is inserted in the UE.

1>
if the UE, on the existing RRC connection, has received a dedicated RRC message containing the IE "Primary PLMN Identity" in the IE "CN Information Info":

2>
set the IE "PLMN identity" in the INITIAL DIRECT TRANSFER message to the latest PLMN information received via dedicated RRC signalling. If NAS has indicated the PLMN towards which a signalling connection is requested, and this PLMN is not in agreement with the latest PLMN information received via dedicated RRC signalling, then the initial direct transfer procedure shall be aborted, and NAS shall be informed.

1>
if the UE, on the existing RRC connection, has not received a dedicated RRC message containing the IE "CN Information Info" , and if the IE "Multiple PLMN List" was broadcast in the cell where the current RRC connection was established:

2>
set the IE "PLMN identity" in the INITIAL DIRECT TRANSFER message to the PLMN chosen by higher layers [5, 25] amongst the PLMNs in the IE "Multiple PLMN List" broadcast in the cell where the RRC connection was established.
1>
if the IE "Activated service list" within variable MBMS_ACTIVATED_SERVICES includes one or more MBMS services with the IE "Service type" set to "Multicast" and;

1>
if the IE "CN domain identity" as indicated by the upper layers is set to "CS domain" and;

1>
if the variable ESTABLISHED_SIGNALLING_CONNECTIONS does not include the CN domain identity 'PS domain':

2>
include the IE "MBMS joined information";

2>
include the IE "P-TMSI" within the IE "MBMS joined information" if a valid PTMSI is available.

1>
if the UE is in CELL_FACH state and the IE "CN domain identity" as indicated by the upper layers is set to "CS domain":

2>
if the value of the variable ESTABLISHMENT_CAUSE is set to "Originating Conversational Call" or "Emergency Call":

3>
set the value of the IE "Call type" to "speech", "video" or "other" according to the call being initiated.
1>
if the variable ESTABLISHMENT_CAUSE is initialised:

2>
set the IE "Establishment cause" to the value of the variable ESTABLISHMENT_CAUSE;
2>
clear the variable ESTABLISHMENT_CAUSE.
1>
calculate the START according to subclause 8.5.9 for the CN domain as set in the IE "CN Domain Identity"; and

1>
include the calculated START value for that CN domain in the IE "START".

The UE shall:

1>
transmit the INITIAL DIRECT TRANSFER message on the uplink DCCH using AM RLC on signalling radio bearer RB3;

1>
when the INITIAL DIRECT TRANSFER message has been submitted to lower layers for transmission:

2>
confirm the establishment of a signalling connection to upper layers; and

2>
add the signalling connection with the identity indicated by the IE "CN domain identity" in the variable ESTABLISHED_SIGNALLING_CONNECTIONS.

1>
when the successful delivery of the INITIAL DIRECT TRANSFER message has been confirmed by RLC:

2>
the procedure ends.

When not stated otherwise elsewhere, the UE may also initiate the initial direct transfer procedure when another procedure is ongoing, and in that case the state of the latter procedure shall not be affected.

A new signalling connection request may be received from upper layers during transition to idle mode. In those cases, from the time of the indication of release to upper layers until the UE has entered idle mode, any such upper layer request to establish a new signalling connection shall be queued. This request shall be processed after the UE has entered idle mode.

13.4.X
BCCH_MODIFICATION_ACCESS_PROHIBITION
This variable indicates whether any RRC connection establishment except for emergency call is prohibited or not.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	BCCH modification access prohibition
	MP
	
	Boolean
	TRUE means any RRC connection establishment except for emergency call and CS connection setup is prohibited.
It is cleared when entering idle mode, receiving SIB3 after the detection of the value tag change for SIB3, detecting that SIB3 value tag has not changed during the BCCH modification or reselection to another UTRA cell.
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