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Start of the 1st modification

4.6.1
Architecture

Figure 4.6.1-1 shows a logical architecture for the HeNB that has a set of S1 interfaces to connect the HeNB to the EPC.

The configuration and authentication entities as shown here should be common to HeNBs and HNBs.
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Figure 4.6.1-1: E-UTRAN HeNB Logical Architecture

The E-UTRAN architecture may deploy a Home eNB Gateway (HeNB GW) to allow the S1 interface between the HeNB and the EPC to support a large number of HeNBs in a scalable manner. The HeNB GW serves as a concentrator for the C-Plane, specifically the S1-MME interface. The S1-U interface from the HeNB may be terminated at the HeNB GW, or a direct logical U-Plane connection between HeNB and S-GW may be used (as shown in Figure 4.6.1-1).

The S1 interface is defined as the interface:

-
Between the HeNB GW and the Core Network,

-
Between the HeNB and the HeNB GW,

-
Between the HeNB and the Core Network,

-
Between the eNB and the Core Network.

The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface between the HeNB and the EPC is the same, regardless whether the HeNB is connected to the EPC via a HeNB GW or not.

The HeNB GW shall connect to the EPC in a way that inbound and outbound mobility to cells served by the HeNB GW shall not necessarily require inter MME handovers. One HeNB serves only one cell.

The functions supported by the HeNB shall be the same as those supported by an eNB (with possible exceptions e.g. NNSF) and the procedures run between a HeNB and the EPC shall be the same as those between an eNB and the EPC (with possible exceptions e.g. S5 procedures in case of LIPA support).

X2-based HO involving HeNBs is allowed as shown in Table 4.6.1-1.
Table 4.6.1-1: X2-based HO support
	Source
	Target
	Notes

	eNB or any HeNB
	open access HeNB
	

	eNB, or any HeNB
	hybrid access HeNB
	 

	hybrid access HeNB or closed access HeNB
	closed access HeNB 
	Only applies for same CSG ID and PLMN, and if the UE is a member of the CSG cell.

	Any HeNB
	eNB
	


This version of the specification supports direct X2-connectivity between HeNBs, independent of whether any of the involved HeNBs is connected to a HeNB GW.
The overall E-UTRAN architecture with deployed HeNB GW is shown below.
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Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW.

NOTE:
In the figure above, a HeNB operating in LIPA mode has been represented with its S5 interface. X2-based HO involving HeNBs is supported according to Table 4.6.1-1.
Only if the HeNB supports the LIPA function, it shall support an S5 interface towards the S-GW and an SGi interface towards the residential/IP network. See section 4.6.5 for the details of the architecture and functions in case of LIPA support.
4.6.2
Functional Split

A HeNB hosts the same functions as an eNB as described in section 4.1, with the following additional specifics in case of connection to the HeNB GW:

-
Discovery of a suitable Serving HeNB GW;

-
A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB:

-
The HeNB will not simultaneously connect to another HeNB GW, or another MME.

-
The TAC and PLMN ID used by the HeNB shall also be supported by the HeNB GW;

-
Selection of an MME at UE attachment is hosted by the HeNB GW instead of the HeNB. Upon reception of the GUMMEI from a UE, the HeNB shall include it in the INITIAL UE MESSAGE message; upon reception of the GUMMEI Type from the UE, the HeNB shall also include it in the message.

-
HeNBs may be deployed without network planning. A HeNB may be moved from one geographical area to another and therefore it may need to connect to different HeNB GWs depending on its location;

-
Signalling the GUMMEI of the Source MME to the HeNB GW in the S1 PATH SWITCH REQUEST message.

Regardless of HeNB GW connection:

-
The HeNB may support the LIPA function. See section 4.6.5 for details.
The HeNB GW hosts the following functions:

-
Relaying UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE, except the UE CONTEXT RELEASE REQUEST message received from the HeNB with an explicit GW Context Release Indication. In that case, the HeNB GW terminates the S1 UE Context Release Request procedure and releases the UE context if it determines that the UE identified by the received UE S1AP IDs is no longer served by an HeNB attached to it. Otherwise it ignores the message.

-
In case of S1 INITIAL CONTEXT SETUP REQUEST message and S1 HANDOVER REQUEST message, informing the HeNB about any GUMMEI corresponding to the serving MME, the MME UE S1AP ID assigned by the MME and the MME UE S1AP ID assigned by the HeNB GW for the UE. In case of S1 PATH SWITCH REQUEST ACKNOWLEDGE message, informing the HeNB about the MME UE S1AP ID assigned by the MME and the MME UE S1AP ID assigned by the HeNB GW for the UE.
-
In case of S1 INITIAL UE MESSAGE message and S1 PATH SWITCH REQUEST message, verifying, as defined in TS33.320 [53], that the indicated cell access mode is valid for that HeNB and when the access mode is closed that the provided CSG ID is also valid for that HeNB.
-
Terminating non-UE associated S1 application part procedures towards the HeNB and towards the MME. In case of S1 SETUP REQUEST message, verifying, as defined in TS33.320 [53], that the identity used by the HeNB is valid.

-
Upon receiving an OVERLOAD message, the HeNB GW should send the OVERLOAD message towards the HeNB(s) including in the message the identities of the affected MME node.
Note: 
If a HeNB GW is deployed, non-UE associated procedures shall be run between HeNBs and the HeNB GW and between the HeNB GW and the MME.

-
Optionally terminating S1-U interface with the HeNB and with the S-GW.

-
Supporting TAC and PLMN ID used by the HeNB.

-
X2 interfaces shall not be established between the HeNB GW and other nodes.

-
Routing the S1 PATH SWITCH REQUEST message towards the MME based on the GUMMEI of the source MME received from the HeNB.

A list of CSG IDs may be included in the PAGING message. If included, the HeNB GW may use the list of CSG IDs for paging optimization.

In addition to functions specified in section 4.1, the MME hosts the following functions:

-
Access control for UEs that are members of Closed Subscriber Groups (CSG):

-
In case of handovers to CSG cells, access control is based on the target CSG ID of the selected target PLMN provided to the MME by the serving E-UTRAN (see 3GPP TS 23.401 [17]).

-
Membership Verification for UEs handing over to hybrid cells:

-
In case of handovers to hybrid cells the MME performs Membership Verification based on UE’s selected target PLMN, cell access mode related information and the CSG ID of the target cell provided by the source E-UTRAN in S1 handover, or provided by the target E-UTRAN in X2 handover (see 3GPP TS 23.401 [17]).

-
CSG membership status signalling to the E-UTRAN in case of attachment/handover to hybrid cells and in case of the change of membership status when a UE is served by a CSG cell or a hybrid cell.

-
Supervising the E-UTRAN action after the change in the membership status of a UE.
-
In case of a HeNB directly connected:

-
verifying as defined in TS33.320 [53], that the identity used by the HeNB is valid when receiving the S1 SETUP REQUEST message,

-
and verifying as defined in TS 33.320 [53], that the indicated cell access mode is valid and when the access mode is closed that the provided CSG ID is valid when receiving the INITIAL UE MESSAGE message and the PATH SWITCH REQUEST message.
-
Routing of handover messages, MME configuration transfer messages and MME Direct Information Transfer messages towards HeNB GWs based on the TAI contained in these messages.
NOTE:
If routing ambiguities are to be avoided, a TAI used in a HeNB GW should not be reused in another HeNB GW.

NOTE:
The MME or HeNB GW should not include the list of CSG IDs for paging when sending the paging message directly to an un-trusted HeNB or eNB.

· The MME may support the LIPA function with HeNB. See details of this support in section 4.6.5.

End of the 1st modification

Start of the 2nd modification

10.5.1.2
RRC_CONNECTED

While the UE is in RRC_CONNECTED state, the UE performs normal measurement and mobility procedures based on configuration provided by the network.

The UE is not required to support manual selection of CSG IDs while in RRC_CONNECTED state.

Handover to a HNB/HeNB follows the framework of UE assisted network controlled handover as described in 10.1.2.1. Handover to a HNB/HeNB is different from the normal handover procedure in three aspects:

1.
Proximity Estimation: in case the UE is able to determine, using autonomous search procedures, that it is near a CSG or hybrid cell whose CSG ID is in the UE’s CSG whitelist, the UE may provide to the source eNB an indication of proximity. The proximity indication may be used as follows:
-
If a measurement configuration is not present for the concerned frequency/RAT, the source eNB may configure the UE to perform measurements and reporting for the concerned frequency/RAT.
-
The source eNB may determine whether to perform other actions related to handover to HNB/HeNBs based on having received a proximity indication (for example, the source eNB may not configure the UE to acquire system information of the HNB/HeNB unless it has received a proximity indication).
2.
PSC/PCI Confusion: due to the typical cell size of HNB/HeNBs being much smaller than macro cells, there can be multiple HNBs/HeNBs within the coverage of the source eNB that have the same PSC/PCI. This leads to a condition referred to as PSC/PCI confusion, wherein the source eNB is unable to determine the correct target cell for handover from the PSC/PCI included in the measurement reports from the UE. PSC/PCI confusion is solved by the UE reporting the global cell identity of the target HNB/HeNB.

3.
Access Control: if the target cell is a hybrid cell, prioritization of allocated resources may be performed based on the UE’s membership status. Access control is done by a two step process, where first the UE reports the membership status based on the CSG ID received from the target cell and the UE’s CSG whitelist, and then the network verifies the reported status. When the UE has an emergency call the MME allows inbound mobility to CSG cells even if the access control fails as specified in TS 23.401[17].

Mobility from eNB/HeNB to a HeNB’s CSG/hybrid cell may take place with the S1 Handover procedure. In the following call flow the source cell can be an eNB or a HeNB. The current version of the specification also supports mobility from eNB/HeNB to HeNB by using X2 handover in some cases (see section 4.6.1).

End of the 2nd modification
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